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Description

[0001] The present invention relates to mailing and ac-
counting payment systems and methods, and more par-
ticularly, to a closed loop transaction based mail account-
ing and payment system where payment to the carrier is
through a third party and is initiated by information re-
leased by the mailer.
[0002] Various methods have been developed for pay-
ment of carrier services. These payment methods include
postage stamps which are individually applied to each
mailpiece and metered imprints which are also individu-
ally applied to each mailpiece. Additionally, other sys-
tems have been developed such as permit mail where a
carrier issues a permit allowing certain types of mailing
and manifest systems wherein mail is manifested and
delivered to a carrier service along with the manifest.
[0003] In a mail production environment, where large
batches of mail are produced, each of the above payment
methods involves compromises between ease of use and
security for the payment of postage to the carrier service.
Various permit and manifest mail systems, as well as
related contract mail systems, have been implemented
where no evidence of postage payment on individual
mailpieces is provided. These systems often require
complex and extensive acceptance procedures and as-
sociated documentation. These systems are very com-
plex, time consuming and inaccurate for the carrier serv-
ice in administering and accepting mail.
[0004] An improved system for controlled mail accept-
ance and evidencing has been developed where the plu-
rality of mailpieces each having an encrypted indicia
printed on the mailpiece. A mail documentation file is
created containing the total weight of the mail batch, the
total payment for the mail batch and the mailer identifi-
cation, all of which are digitally signed to facilitate a sub-
sequent verification of the integrity of the data. The digital
signature maybe included as a part of the mail documen-
tation file. The mail batch and mail documentation file are
submitted to a carrier distribution system. The carrier
processes the batch of mail and the mail documentation
file as part of the carrier distribution process to determine
the total weight of the batch of mail and to verify the weight
the actual batch of mail in comparison to the total weight
of the batch of mail as set forth in the mail documentation
file. This system is disclosed in European Application EP-
A-0 741 374 filed on even date herewith and correspond-
ing to U.S. Patent Application Serial No. 08/432,733 for
CONTROLLED ACCEPTANCE MAIL PAYMENT AND
EVIDENCING SYSTEM, filed May 2, 1995 for Robert A.
Cordery, Linda V. Gravell, Leon A. Pintsov and Monroe
A. Weiant, Jr. and assigned to Pitney Bowes Inc.
[0005] In this system, a vault is provided for the system
which may be connected to a data center. The vault pro-
vides the issuance of digital tokens for imprinting on the
mailpiece and stores the carrier service funds which are
accounted for by the vault as digital tokens are issued.
Additionally, a computer meter resetting function for the

vault may be employed. This is a function where carrier
service funds are refilled into the vault as carrier service
payment evidencing is implemented through the printing
of mailpieces thereby depleting stored carrier service
funds in the vault. The controller or vault for the system
may also be connected to a carrier service information
center to provide logistics and payment information to
the carrier service.
[0006] Other systems have been developed for pre-
paring mailpieces, such as, the system shown in U.S.
Patent No. 5,454,038 for ELECTRONIC DATA INTER-
CHANGE POSTAGE EVIDENCING SYSTEM which in-
volve the creation of mailing lists which include correct
and incorrect recipient addressee information. The list is
transmitted to a data center where the mailing list includ-
ing addressee information is processed to provide digital
tokens for each mailpiece which is then transmitted back
to the mailer. Additionally, these systems may utilize the
capability shown in U.S. Patent No. 5,448,641 for POST-
AL RATING SYSTEM WITH VERIFIABLE INTEGRITY
where the rating for the various payments may be proc-
essed to provide information which is securely printed on
the mailpiece to indicated the particular rating perimeter
and rating table utilized in computing the payment for a
particular mailpiece.
[0007] Other manifesting systems have also been pro-
posed, for example, as set forth in U.S. Patent No.
4,907,161 for BATCH MAILING SYSTEM; U.S. Patent
No. 4,837,701 for MAIL PROCESSING SYSTEM WITH
MULTIPLE WORKSTATIONS; U.S. Patent No.
4,853,864 for MAILING SYSTEM HAVING POSTAL
FUNDS MANAGEMENT; and, U.S. Patent No.
4,780,828 for MAILING SYSTEM WITH RANDOM SAM-
PLING OF POSTAGE.
[0008] It is an object of the present invention to provide
a mailing system where the mailer has enhanced flexi-
bility controlling the payment to the carrier.
[0009] It is a further object of the present invention to
provide a closed loop transaction based mail and ac-
counting payment system for enhancing the integrity and
timeliness of the mailing process.
[0010] It is yet a further object of the present invention
to enable the mailer to initiate payment for mail to be
delivered to a carrier through information released to a
third party.
[0011] It is still another objective of the present inven-
tion to eliminate the requirement for postage reimburse-
ment by the carrier for mailpieces which are improperly
prepared during mail preparation.
[0012] According to a first aspect of the invention, there
is provided a method for mail accounting and payment,
comprising the steps of: creating a mail batch including
a plurality of mailpieces, creating a statement of mailing
containing data relating to said mail batch, digitally sign-
ing said statement of mailing to facilitate a subsequent
verification of the integrity of the data in said statement
of mailing, said digital signature included as part of said
statement of mailing, submitting said statement of mailing
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to a transaction processing center, said transaction
processing center, in response to receiving said state-
ment of mailing, initiating a funds transfer to a carrier
delivery service for carrier delivery services payment for
said batch of mail, and, storing said statement of mailing
in a nonvolatile memory means, said nonvolatile memory
means allowing said statement of mailing to be stored
therein and erased therefrom but not modified.
[0013] According to a second aspect of the invention,
there is provided a method for mail accounting and pay-
ment, comprising the steps of: creating a batch of mail
including a plurality of mailpieces, creating a statement
of mailing containing data relating to said mail batch, and,
storing said statement of mailing in a nonvolatile memory
means, said nonvolatile memory means allowing said
statement of mailing to be stored therein and erased
therefrom but not modified.
[0014] Reference is now made to the following Figures
wherein like reference numerals designate similar ele-
ments in the various figures and in which:

FIGURE 1 is a diagrammatic representation of a
closed loop transaction based mail accounting and
payment system embodying the present invention
with carrier payment through a third party initiated
by the release by mailer of mailing information;

FIGURE 2 is a mailpiece created in accordance with
the present invention based on the system shown in
FIGURE 1;

FIGURE 3 is a statement of mail created in accord-
ance with the present invention based on the system
shown in FIGURE 1;

FIGURE 4 is a flow chart of the mail generation proc-
ess at a mailer facility including communications to
remote transaction processing center.

FIGURE 5 is a flow chart of a remote transaction
processing center which is in communications with
the mailer, a financial institution, and a carrier serv-
ice;

FIGURE 6 is a flowchart of the carrier service
processing of a statement of mail in accordance with
the present invention.

FIGURE 7 is a flowchart of the transaction process-
ing center communicating information from a carrier
service to a mailer;

FIGURE 8 is a diagrammatic representation of a se-
cure accounting device suitable for use in the system
shown in FIGURE 1 and incorporating aspects of the
present invention; and,

FIGURE 9 is a flow chart of the operation of secure

accounting device shown in FIGURE 8.

[0015] The following describes a method for mail ac-
counting and payment embodying the present invention
includes creating a mail batch including a plurality of mail-
pieces and creating a statement of mailing containing
data relating to the mail batch. The statement of mailing
is digitally signed to facilitate a subsequent verification
of the integrity of the data in the statement of mailing.
The digital signature is included as party of the statement
of mailing. The statement of mailing is submitted to a
transaction processing center. The transaction process-
ing center initiates a funds transfer to a carrier delivery
service for carrier delivery services payment for the batch
of mail.
[0016] The statement of mailing or other mailing data
may be stored in a nonvolatile memory means. The non-
volatile memory means allows the statement of mailing
to be stored therein and erased therefrom but not mod-
ified.
[0017] Reference is now made to FIGURE 1. A mailer
facility 1002 includes a secure accounting device 1004
and a mail generation and finishing system 1006. Mail
generation and finishing system 1006 may be any of a
large number of mailing systems which creates and proc-
esses mailpieces to prepare them for delivery to a carrier
service. The mail generation and finishing system 1006
is coupled to a secure accounting device 1004 which will
be explained in greater detail in connection with FIG-
URES 4, 8 and 9. The secure accounting device 1004,
for each mailpiece to be produced by the mail generation
and finishing system 1006, issues a digital token to be
imprinted on the mailpiece. The digital token which is
encrypted data that authenticates the value or other in-
formation imprinted on the mailpiece. The digital token
may include the rating information and the payment value
associated with a particular mailpiece. Examples of sys-
tems for generating and using digital tokens are de-
scribed in U.S. Patent No. 4,757,537 for SYSTEM FOR
DETECTING UNACCOUNTED FOR PRINTING IN A
VALUE PRINTING SYSTEM; U.S. Patent No. 4,831,555
for UNSECURED POSTAGE APPLYING SYSTEM; and,
U.S. Patent No. 4,775,246 for SYSTEM FOR DETECT-
ING UNACCOUNTED FOR PRINTING IN A VALUE
PRINTING SYSTEM. Because the digital token incorpo-
rates encrypted data including postage value, altering
the printed postage revenue on the postage revenue
block is detectable by standard verification procedures.
Additionally, the secure accounting device 1004 counts
for each digital token issued to the mail generation and
finishing system for imprinting on a mailpiece.
[0018] The secure accounting device 1004 further
stores the statement of mailing associated with a batch
of mail being prepared by the mail generation and finish-
ing system 1006. This statement of mailing is electroni-
cally communicated to a remote transaction processing
center 1008. This initiates a further transmission of the
statement of mailing and authorization for payment to a
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carrier service 1010. The transmission of the statement
of mailing is the release of mailing information by the
mailer to a third party, here the transaction processing
center, to authorize payment by the processing center to
the carrier. The payment may be by the transaction
processing center 1008 accessing a mailer account at a
financial institution 1012 for either direct payment by the
financial institution to the carrier service or by being
passed through the transaction processing center and
then to the carrier service or carrier services financial
institution, as for example, a post office bank as shown
in FIGURE 1. To provide a redundancy in the system and
for logistics planning, the statement of mail may addition-
ally be transmitted directly by the mailer 1002 either in
electronic and/or in printed form (such as printed state-
ment of mail 1014) to the carrier service 1010. The state-
ment of mail transmission to the carrier service provides
a verification of the independent verification of the trans-
action occurring via the transaction processing center
1008.
[0019] After the statement of mail has been electroni-
cally transmitted by the mailer secure accounting device
1004 to the transaction processing center 1008, the batch
of mail associated with the transaction 1016 is physically
transmitted to the carrier service 1010. The carrier serv-
ice then may perform the various control acceptance pro-
cedures associated with the carrier service internal proc-
esses.
[0020] As can be seen, the system provides a closed
loop transaction in that upon receipt of the statement of
mail by the carrier 1010 and processing of the batch of
mail 1016, the carrier service communicates either di-
rectly or via the transaction processing center 1008 to
the mailer 1002 indicating acceptance and processing of
the batch of mail 1016.
[0021] As a measure to provide enhanced security, the
secure accounting device 1004 will not release the state-
ment of mailing for utilization by the mail processing sys-
tem until it is initially transmitted electronically to the
transaction processing center 1008 and approved by the
transaction processing center based on funds availability
in the mailer’s account 1012.
[0022] It should be recognized that the process of post-
age payment is entirely controlled by the mailer 1002.
After the mail generation and finishing system has com-
pleted preparation of the batch of mail 1016, the mailer,
at a time of the mailer’s choosing, initiates a communi-
cation between the secure accounting device 1004 and
the transaction processing center 1008. This communi-
cation involves transmission of information related to the
statement of mail to be prepared once authorization is
received from the transaction processing center concern-
ing funds availability. At the time the transaction process-
ing center 1008 provides the authorization to the secure
accounting device 1004, the transaction processing cent-
er 1008 also transfers appropriate funds to the carrier
service 1010. Unlike secured accounting devices that
store carrier payment value, such as electronic postage

meters and other such postage payment devices that
store funds, the secure accounting device 1004 does not
store prepaid carrier value for use in printing evidence of
payment for carrier services.
[0023] It should be recognized that the communica-
tions system facilitates a bi-directional communications.
This communication is particularly useful for providing
confirmation to the mailer 1002 as to the provision of
certain requested services. Examples of such services
are registered or certified mail services for particular mail-
pieces, insurance payment for particular mail, special de-
livery for particular mailpieces. All of these and other
forms of special services, can be confirmed by the carrier
service 1010 through the transaction processing center
1008 to the secure accounting device 1004 to securely
store and provide the information to the mailer. Since the
communications and storage of the information is se-
cured, the receipt of the information provides proof of
delivery, or deposit and/or other services.
[0024] It should be noted that rating tables and rating
information can be communicated from the carrier serv-
ice 1010 through the transaction processing center 1008
to the secure accounting device 1004. In this manner,
the secure accounting device 1004 may be continually
updated with the most current and appropriate rating ta-
bles for the various mailing activities desired to be imple-
mented by the mailer 1002. It provides an opportunity for
the carrier service 1010 to dynamically update the vari-
ous rating tables and to provide temporary discounts for
various services such as mailing occurring at a particular
time, to a particular facility or in a particular manner. This
can be utilized to optimize traffic through the carrier sys-
tem through various rating incentives.
[0025] Reference is now made to FIG. 2. Mailpiece
2002 is of a type which may be produced by the system
shown in FIG. 1. The mailpiece contains addressee in-
formation generally shown at 2004, a postal delivery bar
code 2006 and an encrypted indicia shown generally at
2008. The encrypted indicia including the digital tokens
can be formatted in many ways depending upon the re-
quirements of the particular carrier service involved. Ad-
ditionally, different information may be included or omit-
ted from the encrypted indicia depending upon the needs
and requirements of the carrier service. The encrypted
indicia 2008 includes a vault identification number bar
code 2010 shown in alphanumeric representation as
PB0000001 at 2012. The indicia 2008 further includes
an imprinted number 389 shown at 2013. At the first digit
"3" is an error correcting digit and the next two digits "8"
and "9" are vendor and carrier service digital tokens, re-
spectively. One suitable system for verification using two
encrypted tokens is disclosed in U.S. Patent No.
5,390,251 for MAIL PROCESSING SYSTEM INCLUD-
ING A CARRIER DATA CENTER VERIFICATION FOR
MAILPIECES. These digital tokens enable the carrier
service or the vendor to separately authenticate validity
of the encrypted indicia 2008. Moreover, the digital to-
kens can be pre-computed. Reference is made to pub-
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lished European Patent Application No. EP-A-0,686,946
for ADVANCED POSTAGE PAYMENT SYSTEM EM-
PLOYING PRE-COMPUTED DIGITAL TOKENS WITH
ENHANCED SECURITY, assigned to Pitney Bowes Inc.
[0026] The encrypted indicia further includes the im-
print of the postage amount for the mailpiece at 2014,
the date at 2016, the originating postal code at 2018, and
the sequence piece count for the secure accounting de-
vice 1004 at 2020. A bar code at 2022 is a machine read-
able representation of piece count 2020. A return address
which may also include the originating postal code is
shown at 2024.
[0027] Additionally, included on the mailpiece is a
statement of mailing serial number 2026. This statement
of mailing serial number, here shown, for example, as a
single digit "1", uniquely identifies the statement of mail-
ing which accounts for a given mailpiece on a given day.
This provides a unique verifiable linkage between the
physical mailpiece in a batch mail and the associated
statement of mail for the batch. This verification, as will
be apparent when the statement of mailing is explained
is bi-directional. This means that when a mailpiece is
inspected it can be uniquely linked to a statement of mail-
ing which has been transmitted to the carrier service
1010. Correspondingly, when a statement of mailing is
inspected, it can be uniquely associated with a particular
mailpiece.
[0028] It should be recognized that the information de-
scribed above in connection with the mailpiece is the in-
formation desirably utilized to accomplish the authenti-
cation and verification of payment for mail submitted to
the carrier service. However, additional information may-
be beneficially included on the mailpiece such as the date
of last inspection of the secure accounting device a re-
quest for special services for a given mailpiece, such as
express mail, a track and trace and any delivery instruc-
tions.
This may be imprinted on the mailpiece as a separate
imprint or as a machine readable bar code which may be
encrypted and may be digitally signed.
[0029] It should be recognized that the physical for-
matting of the information printed on the mailpiece is a
matter of choice and may be either imprinted in the ad-
dress block, revenue block or both areas.
[0030] Reference is now made to FIG. 3. A printed mail
documentation file is shown at 3002. The file is submitted
to the carrier service prior to the physical submission of
the batch of mail. The timing of the submission of the
mail documentation file and the physical mail is important
and plays a critical role in the acceptance procedure. The
file 3002 is provided, as previously explained by the trans-
action processing center 1008 electronically to the carrier
service 1010. Additionally, as also previously noted the
file 2002 can be additionally provided by the mailer to the
carrier service 1010 either as a printed document and/or
electronically or on a storage medium.
[0031] The mail documentation file, which is the state-
ment of mail, includes the mail documentation file serial

number 3004, a mailer identification at 3006, a secure
accounting device identification at 3008 and a mailer ac-
count at 3010. Each mailer may have several different
accounts which are accessed by the transaction process-
ing center 1008 for use in different applications and each
account may have several different secure accounting
devices such as 1004 associated with it. A piece count
for the mail run is also provided at 3012. In the particular
run documented by the mail documentation file 3002,
1,410 mail pieces were produced for submission as the
batch. Also provided as part of the mail documentation
file is the date of submission at 3014, the identification
of the rating table employed at 3016.
It should be noted that the rating table identification may
be a truncated encrypted hash code of the rating table
employed in a manner described in the above noted pat-
ent U.S. Patent No. 5,448,641 for POSTAL RATING
SYSTEM WITH VERIFIABLE INTEGRITY.
[0032] The address and postal code of the accepting
post office is provided at 3017.
[0033] A digital signature of the entire mail documen-
tation file, is provided at 3018 and an error control code
at 3020 to facilitate error detection and correction when
machine reading the mail documentation file. This control
code is particularly useful if the mail documentation file
is printed and physically presented to the postal service
or carrier service 1010.
[0034] The mail documentation file further contains in-
formation for groups of mailpieces which are similar in
weight, size, discount and carrier payment or postage.
For example, on line 1 at 3022, 731 pieces with postage
value of 32 cents, the full postage rate of the standard
size U.S. mailpiece and with the actual weight of 5/10 of
an ounce are listed. Similarly, in the following entries var-
ious groups of mailpieces having similar weight, size, dis-
count and postage are listed. The various totals, such as
the total weight of the mailpieces in the batch are provided
at 3024 along with the total postage at 3026 and the total
number of mailpieces at 3028.
[0035] It should be expressly recognized that the or-
ganization and content of the statement of mailing 3002
is a matter of preference depending upon the needs of
the mailer, carrier and transaction processing center.
[0036] Reference is now made to Figure 4. A mailer
commences a mail run at 4002. A unique digital indicia
is produced for each mailpiece in the mail run at 4004.
The digital indicia may include the digital tokens (which
may be printed on other portions of a mailpiece and var-
ious graphic and data elements). The record is made of
the weight and digital indicia information for each mail-
piece and running totals in the secure accounting device
at 4006. This process continues until the last mailpiece
in the mail run has been processed and the end of the
mail run reached at 4008.
[0037] A statement of mailing is then computed and
stored in the secure accounting device at 4010. It should
be recognized that the statement of mailing is now stored
in the secure accounting device 1004 shown in Figure 1.
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Thus, the statement of mailing may not be tampered with
or modified since it is in the secure accounting device
1004 and thus protected. A determination is then made
whether the mail will be submitted into the carrier system
for delivery at 4012. This determination is made by the
mailer who is fully in control as to when the mailing will
be submitted to the carrier system for delivery. If the mail-
ing is not to be delivered to the carrier service, the mailer
may elect to scrap the mailing and to erase the statement
of mailing information from the secure accounting device
at 4014. It should be expressly noted that the mailer has
the option to either retain the data of the statement of
mailing in the secure accounting device or to erase the
data of the statement of mailing in the secure accounting
device. However, the mailer is not enabled to modify or
change the statement of mailing stored in the secure ac-
counting device. Alternatively, if desired, the secure ac-
counting device may store non-used statements of mail-
ing for a predetermined period of time prior to being en-
abled for erasure or deletion from the secure accounting
device memory.
[0038] When the mailing will be delivered to the carrier
service, the statement of mail is encrypted with a secret
key stored within the secure accounting device 1004 and
a header is added containing the secure accounting de-
vice unique identification at 4016. The encrypted state-
ment of mailing is then sent to the transaction processing
center at 4018 and the mailer receives an encrypted con-
firmation of the statement of mailing delivery from the
transaction processing center at 4020.
[0039] The statement of mailing delivered to the trans-
action processing center and statement of mailing deliv-
ery confirmation code received from the transaction
processing center are archived (for example in the secure
accounting device 1004) at 4022. The confirmation of
statement of mailing delivery is decrypted to authenticate
the transaction processing center at 4024. This ensures
that the confirmation of statement of mailing has been
received from the appropriate transaction processing
center. At that time the process is completed at 4026 the
mail may be physically delivered to the carrier service for
physical processing.
[0040] It should be noted that if the decryption of the
confirmation of delivery were at any other point in the
process where appropriate information is not received or
is not authenticated, the secure accounting device 1004
may alert the mailer and exception processing is initiated
to deal with the specific matter. Exception processing
may involve the re-initiation of the process which failed
to attempt to achieve a successful completion such as
authentication of the transaction processing center. Up-
on appropriate authentication, for example, the process
would continue. However, if this could not be achieved,
specific procedures as pre-determined by the carrier
service would be implemented and the mail would be not
processed in accordance with the present procedure.
[0041] Reference is now made to Figure 5. The state-
ment of mailing from the secure accounting device is re-

ceived at the transaction processing center at 5002. Ad-
ditionally, at 5002 the secure accounting device identifi-
cation is retrieved from the header of the received en-
crypted statement of mail. The statement of mailing is
decrypted to authenticate the secure accounting device
and to extract financial data from the statement of mailing
at 5004. The extracted information may include informa-
tion such as the mailers bank account, the total postage
and other information, as previously noted relative to the
mail batch.
[0042] The decryption process is actuated by using the
header from the encrypted statement of mailing to re-
trieve the mailers relevant encryption (or decryption) key
and utilizing that key to decrypt the statement of mailing
for further processing.
[0043] It should be recognized that many different
forms of encryption such as secret key encryption sys-
tems and/or public and private key encryption systems
may be utilized with the present invention.
[0044] A request for funds transfer is created, encrypt-
ed and sent as a request for funds transfer (RFT) to the
mailers bank at 5006. The transfer of funds is from the
mailers bank to the carriers bank and is being initiated
by mailing information released by the mailer through the
sending of the encrypted statement of mailing to the
transaction processing center.
[0045] The transaction processing center receives and
decrypts negative or positive confirmation from the mail-
ers bank of the funds transfer having been effectuated
at 5008. If desired, a further confirmation may be request-
ed from and received from the carriers bank confirming
the receipt by the carriers bank of the transferred funds.
If the mailers bank provides a positive confirmation at
5010, the transaction processing center encrypts and
sends the statement of mailing to the carrier’s operations
computer at 5012. Additionally, the transaction process-
ing center encrypts and sends the statement of mailing,
delivery and acceptance message to the mailers secure
accounting device 1004 at 5014. The transaction is there-
after archived at the transaction processing center at
5016 for later retrieval if necessary. This ends the
processing at the mail processing center for the batch of
mail at 5018.
[0046] If a negative confirmation is received from the
mailers bank regarding the transfer of funds at 5020, a
credit procedure is initiated at 5022 and a determination
made at 5024 whether credit has been authorized. If cred-
it is authorized the transfer of funds to the carriers bank
is initiated at 5026 and the system loops back to block
5012. The credit authorization can be by way of the trans-
action processing center transferring funds on behalf of
the mailer to the carriers bank or by way of a credit card
authorization or other financial service authorization on
behalf of the mailer.
[0047] If credit authorization is not achieved at 5024 a
"No statement of mailing acceptance" message is en-
crypted and sent to the secure accounting device 1004
at 5028. The process again ends at 5018.
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[0048] Reference is now made to Figure 6. Carrier
service receives the encrypted statement of mailing from
the transaction processing center at 6002 and authenti-
cates the transaction processing center by decrypting
the statement of mailing. The statement of mailing is proc-
essed and parsed and financial and other data is extract-
ed from the statement of mailing at 6004. Funds received
by the carriers bank are verified and reconciled at 6006
and the mailers postal account is updated.
[0049] The other data is extracted and processed from
the statement of mailing at 6008. This data may include
marketing, product planning and logistics information da-
ta relevant to the carrier service. The address of the ac-
cepting carrier service office, that is the office which will
physically receive the mail, is extracted from the state-
ment of mailing and the statement of mailing is sent to
the accepting carriers office at 6010. This information is
used in operations at the accepting carriers office and
for planning purposes.
[0050] Reference is now made to Figure 7. As previ-
ously noted various information may beneficially flow
from the carrier service to the mailer through the trans-
action processing center. The transaction processing
center receives encrypted information from the carriers
service such as postal rates, confirmation of delivering,
track and trace, postal rating table with hashed values,
and other useful information at 7002. The carrier service,
the sender, is authenticated by the transaction process-
ing center decrypting the received information at 7004.
A confirmation of delivery message is sent to the carrier
service office at 7006. Thereafter the carriers encrypted
information is sent by the transaction processing center
to the mailers secure accounting device at 7008.
[0051] It should be recognized that the secure account-
ing device when receiving the carrier’s encrypted infor-
mation would authenticate the source of the information,
decrypt the message and take appropriate action such
as updating a postal rate table and providing a confirma-
tion of receipt and update to the transaction processing
center. Similar types of procedure would occur in terms
of track and trace, confirmation of delivery, etc. depend-
ing upon the particular service and type of information
flowing from the carrier service through the transaction
processing center to the mailer. This enables the closed
loop transaction based mail accounting and payment.
[0052] Reference is now made to FIGURE 8. The se-
cure accounting device 1004 includes a tamper resistant
housing 8002. Within the tamper resistant housing is a
central microprocessor 8004 for controlling the operation
of the secure accounting device 1004. The microproces-
sor and various related microprocessor and/or microcon-
troller devices and systems are suitable for utilization as
part of the secure accounting device 1004. A random
access memory 8006 wherein mailpiece data may be
stored is connected to the central microprocessor 8004.
Additionally connected to the central microprocessor
8004 are a non-volatile memory subsystem 8008 and an
encryption engine subsystem 8010. Communications to

the secure accounting device are by way of an input/
output communications port 8012. The non-volatile
memory subsystem 8008 includes a non-volatile memory
8014 which is controlled by the microprocessor via three
operational flags. These flags may be implemented either
in separate hardware structure in areas within the non-
volatile memory device 8014. A first flag, a write flag 8016
is utilized to enable writing into the non-volatile memory
8014 via the central microprocessor 8004.
[0053] A store flag 8018 is actuated after a writing op-
eration has been completed. The actuation of the store
flag precludes later modification of data written into the
non-volatile memory 8014. Accordingly, data may be
written into non-volatile memory 8014 via the write flag
8016 and be changed and modified. However, once the
store flag 8018 is set, modification of this data is preclud-
ed. Notwithstanding the fact that the data may not be
modified once the store flag 8018 is set, the data, in its
entirety may be erased by actuation of an erase flag 8020.
Thus, data may be written into the memory and modified;
however, once the store flag is set it may not be modified
but only erased via actuation of the erased flag 8020.
[0054] The encryption engine module 8010 is em-
ployed to encrypt communications and decrypt commu-
nications that are transmitted from or received by the
secure accounting device 1004 via the I/O communica-
tions port 8012. The encryption engine 8010 is also uti-
lized to generate the digital signature for the statement
of mailing. That is, the statement of mailing, is run through
a hash code function and the resultant output is then
encrypted using protected encryption keys.
[0055] Reference is now made to FIGURE 9. The se-
cure accounting device 1004 operates as follows. At the
start of a mail run the mailpiece rating parameters from
the mail generation system are received for the next mail-
piece to be processed at 9002. At 9004 the write flag for
the non-volatile memory is set up to enable writing and
information concerning the digital indicia is obtained in-
cluding receiving the digital tokens from the encryption
engine and other necessary information to organize and
format the digital indicia to be imprinted on the mailpiece.
The digital indicia information is written into the non-vol-
atile memory 8014 and the running totals for the state-
ment of mailing are updated in the non-volatile memory
8014 at 9006. A determination is made at 9008 if the
mailpiece is finished and if it will be posted, that is, phys-
ically deposited with the carrier service for processing. If
it is not to be posted the erase flag is set at 9010 and the
mailpiece data from the non-volatile memory associated
with updating the statement of mail mailing data file is
erased either through an erase procedure or by the next
write procedure into that memory location dealing with
the next mailpiece at 9012.
[0056] If the mailpiece is finished and will be posted
the store flag 8018 is set at 9014 and the mailpiece data
and updated statement of mailing data are stored in the
non-volatile memory in a manner where it may no longer
be modified. A determination is then made if the mailpiece
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is the last mailpiece in the batch at 9016. If not, the proc-
ess loops back to block 9002 and continues. If, however,
the mailpiece is the last mailpiece in the batch, a further
determination is made at 9018 whether the entire mail
batch will be posted. If the mail batch will be posted the
statement of mailing data file is stored and also sent to
the encryption engine 8010 for digital signing and/or en-
cryption at 9020. This terminates the process at 9022.
[0057] If the mail run batch will not be posted as de-
termined at 9018, the erase flag is set at 9024 and the
entire statement of mailing data file is erased or deleted
from the non-volatile memory. It should be noted that the
statement of mailing can be left in the non-volatile mem-
ory but rendered inactive if historical information is de-
sired to be kept by either the mailer or the carrier service.
This inactive file may be retained for a period of time
depending upon the needs and requirements of the car-
rier service and the mailer. In any event, the process
again terminates at 9022.
[0058] As can be seen from the foregoing the closed
loop transaction based mail accounting and payment
system with carrier payment through a third party initiated
by mailing release of information has numerous benefits
to the carrier service and to the mailer. The carrier service
receives benefits in that payment for mailing is received
prior to mail introduction. Additionally, an electronic ver-
sion of the statement of mailing is received prior to the
mailing. This allows the carrier service to do logistics
planning. Assurance is provided to the carrier service
that mail has been paid for and processed through an
authorized system and provides assurance of funds pay-
ment to the carrier service. The transaction processing
center acts as a third party available for dispute resolu-
tion. The system does not require procedures and cash
disbursement for spoiled metered mail. Such a procedure
can be time consuming and expensive. Furthermore, the
carrier service is able to utilize an information based in-
frastructure which is available to automate mail accept-
ance processing and mail information is auditable and
can be utilized for downstream revenue verification.
Moreover, the carrier service may utilize value added in-
formation for special services to be provided to mailers
and others, for example, track and trace, can be acquired
prior to mail introduction.
[0059] The mailer also receives numerous benefits
from the system. The system enables just in time pay-
ment for the mail. Importantly, there is no need to store
carrier service funds in a meter vault at the mailers facility
or any other facility. The mailer has no spoiled envelopes
with indices which require postage reimbursement by the
carrier service. The mailer has a more streamlined effi-
cient mail acceptance process due to information and
payment exchanged in advance with the carrier service.
The system ensures the confidentiality of mailer informa-
tion exchanged with the carrier service. The mailer need
not be concerned with loss of funds or the need to rec-
oncile with the carrier service in the event of a meter vault
failure. This is because there are no funds stored in the

secure accounting device. The mailer is provided with
full control of the value and preparation of the mail
through the mail preparation process. Moreover, the val-
ue and make up of the mail is not finalized until the state-
ment of mail and requests the carrier service payment is
sent to the transaction processing center by the mailer.
The mailer eliminates loss of carrier service payment or
postage associated with mailings that are scrapped for
any number of reasons which is due to misprints or ma-
chine failures. The system enables the transaction
processing center to provide a variety of credit arrange-
ments. The transaction processing center provides the
ability for the mailer to manage and track multiple pay-
ments and transactions operating business entities un-
der a single master account with multiple subaccounts.
This allows a single payment with multiple accounting.
Furthermore, the mailer may employ high speed process-
ing and is not subject to the restrictions of various me-
chanical payment methods such as rotary meters or other
mechanical printing which would slow the mail process-
ing.
[0060] While the present invention has been disclosed
and described with reference to the disclosed embodi-
ments thereof, it will be apparent, as noted above, that
variations and modifications may be made. For example,
the secure accounting device may be enabled for direct
communications with the carrier service, as another ex-
ample, the secure accounting device, can be a stand
alone device with its own communications, keyboard and
display or a secure module coupled to or a part of a per-
sonal computer.

Claims

1. A method for mail accounting and payment, com-
prising the steps of:

creating a mail batch (1016) including a plurality
of mailpieces;
creating a statement of mailing (1014) contain-
ing data relating to said mail batch;
digitally signing said statement of mailing (1014)
to facilitate a subsequent verification of the in-
tegrity of the data in said statement of mailing,
said digital signature included as part of said
statement of mailing;
submitting said statement of mailing to a trans-
action processing center (1008);
said transaction processing center (1008), in re-
sponse to receiving said statement of mailing,
initiating a funds transfer to a carrier delivery
service for carrier delivery services payment for
said batch of mail; and
storing said statement of mailing (1014) in a non-
volatile memory means (1014), said nonvolatile
memory means allowing said statement of mail-
ing to be stored therein and erased therefrom
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but not modified.

2. A method for mail accounting and payment as de-
fined in Claim 1 further including the step of said
transaction processing center submitting a confirma-
tion of acceptance or non acceptance of said state-
ment of mailing to the submitter of said statement of
mailing.

3. A method for mail accounting and payment as de-
fined in Claim 2, wherein said submitting of said con-
firmation of acceptance or nonacceptance of said
statement of mailing to the submitter of said state-
ment of mailing occurs after said transaction
processing center has created a request for funds
transfer from said mailer’s financial institution to said
carrier’s financial institution and has received a con-
firmation of funds transfer.

4. A method for mail accounting and payment as de-
fined in any preceding claim wherein each mail piece
of said plurality of mail pieces has an encrypted in-
dicia printed thereon.

5. A method for mail accounting and payment as de-
fined in any preceding claim wherein said step of
submitting includes electronic communications be-
tween said submitter of said statement of mailing,
transaction processing center and said carrier serv-
ice.

6. A method for mail accounting and payment as de-
fined in any preceding claim further including the step
of said submitter of said statement of mailing addi-
tionally submitting said statement of mailing to said
carrier service.

7. A method for mail accounting and payment as de-
fined in Claim 6 further including the step of said
carrier service submitting information to said trans-
action processing center and said transaction
processing center submitting said information to said
submitter of said statement of mailing.

8. A method for mail accounting and payment, com-
prising the steps of:

creating a batch of mail including a plurality of
mailpieces;
creating a statement of mailing containing data
relating to said mail batch; and
storing said statement of mailing in a nonvolatile
memory means, said nonvolatile memory
means allowing said statement of mailing to be
stored therein and erased therefrom but not
modified.

9. A system for mail accounting and payment compris-

ing means for carrying out the method of any pre-
ceding claim.

Patentansprüche

1. Verfahren zur Postgebührenbuchung und -bezah-
lung umfassend die Schritte:

Erzeugen eines eine Vielzahl von Poststücken
enthaltenden Postsatzes (1016);
Erzeugen eines Versandauszuges (1014), der
sich auf den Postsatz beziehende Daten enthält;
digitales Signieren des Versandauszuges
(1014) zwecks Erleichterung einer nachfolgen-
den Verifizierung der Integrität der Daten in dem
Versandauszug, wobei die digitale Signierung
als Teil des Versandauszuges enthalten ist;
Übersenden des Versandauszuges zu einem
Transaktionsverarbeitungszentrum (1008);
wobei das Transaktionsverarbeitungszentrum
(1008), in Ansprechen auf ein Empfangen des
Versandauszuges, einen Geldsummentransfer
an einen Trägerlieferungsdienst für eine Träger-
lieferungsdienste-Zahlung für den Postsatz in-
itiiert; und
Speichern des Versandauszuges (1014) in ei-
ner nicht-flüchtigen Speichereinrichtung (1014),
wobei die nicht-flüchtige Speichereinrichtung
die Speicherung des Versandauszuges darin
und die Löschung des Versandauszuges dar-
aus aber nicht die Modifizierung des Versand-
auszuges ermöglicht.

2. Verfahren zur Postgebührenbuchung und -bezah-
lung wie in Anspruch 1 definiert, mit ferner dem
Schritt der Übersendung einer Bestätigung der An-
nahme oder Nichtannahme des Versandauszuges
an den Absender des Versandauszuges durch das
Transaktionsverarbeitungszentrum.

3. Verfahren zur Postgebührenbuchung und -bezah-
lung wie in Anspruch 2 definiert, bei dem die Über-
sendung der Bestätigung der Annahme oder Nicht-
annahme des Versandauszuges an den Absender
des Versandauszuges auftritt, nachdem das Trans-
aktionsverarbeitungszentrum eine Anforderung für
einen Geldsummentransfer vom Absenderfinanzin-
stitut zum Trägerfinanzinstitut erzeugt und eine
Geldsummentransfer-Bestätigung empfangen hat.

4. Verfahren zur Postgebührenbuchung und -bezah-
lung nach einem der vorhergehenden Ansprüche,
bei dem jedes Poststück der Vielzahl von Poststük-
ken ein aufgedrucktes verschlüsseltes Zeichen auf-
weist.

5. Verfahren zur Postgebührenbuchung und -bezah-
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lung nach einem der vorhergehenden Ansprüche,
bei dem der Schritt des Übersendens elektronische
Kommunikationen zwischen dem Absender des Ver-
sandauszuges, dem Transaktionsverarbeitungs-
zentrum und dem Trägerdienst umfasst.

6. Verfahren zur Postgebührenbuchung und -bezah-
lung nach einem der vorhergehenden Ansprüche,
wobei der Schritt des Übersendens des Versand-
auszuges durch den Absender ferner ein zusätzli-
ches Übersenden des Versandauszuges zum Trä-
gerdienst enthält.

7. Verfahren zur Postgebührenbuchung und -bezah-
lung wie in Anspruch 6 definiert, mit ferner dem
Schritt, dass der Trägerdienst eine Information an
das Transaktionsverarbeitungszentrum übersendet
und das Transaktionsverarbeitungszentrum die In-
formation an den Absender des Versandauszuges
übersendet.

8. Verfahren zur Postgebührenbuchung und -bezah-
lung umfassend folgende Schritte:

Erzeugen eines eine Vielzahl von Poststücken
enthaltenden Postsatzes;
Erzeugen eines Versandauszuges, der sich auf
den Postsatz beziehende Daten enthält; und
Speichern des Versandauszuges in einer nicht-
flüchtigen Speichereinrichtung, wobei die nicht-
flüchtige Speichereinrichtung die Speicherung
des Versandauszuges darin und die Löschung
des Versandauszuges daraus aber nicht die
Modifizierung des Versandauszuges ermög-
licht.

9. System zur Postgebührenbuchung und -Bezahlung,
mit einer Einrichtung zur Durchführung des Verfah-
rens nach einem der vorhergehenden Ansprüche.

Revendications

1. Méthode de facturation et de paiement de courrier,
comprenant les étapes suivantes :

V création d’un groupe de courriers (1016) com-
prenant une pluralité de pièces de courrier ;
V création d’une instruction d’envoi postal
(1014) contenant des données concernant ledit
groupe de courriers ;
V signature numérique de ladite instruction
d’envoi postal (1014) pour faciliter une vérifica-
tion ultérieure de l’intégrité des données dans
ladite instruction d’envoi postal, ladite signature
numérique faisant partie de ladite instruction
d’envoi postal ;
V soumission de ladite instruction d’envoi pos-

tal à un centre de traitement de transactions
(1008) ;
V initiation par ledit centre de traitement de tran-
sactions (1008), en réponse à la réception de
ladite instruction d’envoi postal, d’un transfert
de fonds vers un service de transport pour le
paiement de services de transport pour ledit
groupe de courriers ; et
V stockage de ladite instruction d’envoi postal
(1014) dans un moyen de mémoire non volatile
(1014), ledit moyen de mémoire non volatile per-
mettant que ladite instruction d’envoi postal soit
stockée dedans et en soit effacée mais non mo-
difiée.

2. Méthode de facturation et de paiement de courrier
selon la revendication 1, comprenant en outre l’étape
consistant en ce que ledit centre de traitement de
transactions soumet une confirmation d’acceptation
ou de non acceptation de ladite instruction d’envoi
postal à la partie qui a soumis ladite instruction d’en-
voi postal.

3. Méthode de facturation et de paiement de courrier
selon la revendication 2, dans laquelle ladite sou-
mission de ladite confirmation d’acceptation ou de
non acceptation de ladite instruction d’envoi postal
à la partie qui a soumis ladite instruction d’envoi pos-
tal a lieu après que ledit centre de traitement de tran-
sactions a créé une requête pour un transfert de
fonds depuis l’institution financière de ladite partie
qui effectue l’envoi postal vers l’institution financière
dudit transporteur et a reçu une confirmation de
transfert de fonds.

4. Méthode de facturation et de paiement de courrier
selon l’une quelconque des revendications précé-
dentes, dans laquelle chaque pièce de courrier de
ladite pluralité de pièces de courrier a une indication
cryptée imprimée dessus.

5. Méthode de facturation et de paiement de courrier
selon l’une quelconque des revendications précé-
dentes, dans laquelle ladite étape de soumission
comprend des communications électroniques entre
ladite partie qui a soumis ladite instruction d’envoi
postal, le centre de traitement de transactions et ledit
service de transport.

6. Méthode de facturation et de paiement de courrier
selon l’une quelconque des revendications précé-
dentes, comprenant en outre l’étape consistant en
ce que ladite partie qui a soumis ladite instruction
d’envoi postal soumet en plus ladite instruction d’en-
voi postal audit service de transport.

7. Méthode de facturation et de paiement de courrier
selon la revendication 6, comprenant en outre l’étape
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consistant en ce que ledit service de transport sou-
met l’information audit centre de traitement de tran-
sactions et ledit centre de traitement de transactions
soumet ladite information à ladite partie qui a soumis
ladite instruction d’envoi postal.

8. Méthode de facturation et de paiement de courrier,
comprenant les étapes suivantes :

V création d’un groupe de courriers comprenant
une pluralité de pièces de courrier ;
V création d’une instruction d’envoi postal con-
tenant des données concernant ledit groupe de
courriers ; et
V stockage de ladite instruction d’envoi postal
dans un moyen de mémoire non volatile, ledit
moyen de mémoire non volatile permettant que
ladite instruction d’envoi postal soit stockée de-
dans et en soit effacée mais non modifiée.

9. Système de facturation et de paiement de courrier
comprenant des moyens pour mettre en oeuvre la
méthode selon l’une quelconque des revendications
précédentes.

19 20 



EP 0 741 375 B2

12



EP 0 741 375 B2

13



EP 0 741 375 B2

14



EP 0 741 375 B2

15



EP 0 741 375 B2

16



EP 0 741 375 B2

17



EP 0 741 375 B2

18



EP 0 741 375 B2

19



EP 0 741 375 B2

20



EP 0 741 375 B2

21

REFERENCES CITED IN THE DESCRIPTION

This list of references cited by the applicant is for the reader’s convenience only. It does not form part of the European
patent document. Even though great care has been taken in compiling the references, errors or omissions cannot be
excluded and the EPO disclaims all liability in this regard.

Patent documents cited in the description

• EP 0741374 A [0004]
• US 432733 A [0004]
• US 5454038 A [0006]
• US 5448641 A [0006] [0031]
• US 4907161 A [0007]
• US 4837701 A [0007]
• US 4853864 A [0007]

• US 4780828 A [0007]
• US 4757537 A [0017]
• US 4831555 A [0017]
• US 4775246 A [0017]
• US 5390251 A [0025]
• EP 0686946 A [0025]


	bibliography
	description
	claims
	drawings

