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(54) Event logging in a computing platform

(57) There is disclosed a computer entity having a
trusted component which compiles an event log for
events occurring on a computer platform. The event log
contains event data of types which are pre-specified by
a user by inputting details through a dialogue display
generated by the trusted component. Items which can
be monitored include data files, applications drivers and
the like. The trusted component operates through a
monitoring agent which may be launched onto the com-
puter platform. The monitoring agent may be periodical-
ly interrogated to make sure that it is operating correctly
and responding to interrogations by the trusted compo-
nent.
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Description

Field of the Invention

[0001] The present invention relates to security mon-
itoring of computer platforms, and particularly, although
not exclusively, to monitoring of events and operations
occurring on data files, applications, drivers and like en-
tities on a computer platform.

Background to the Invention

[0002] Conventional prior art mass market computing
platforms include the well-known personal computer
(PC) and competing products such as the Apple Macin-
tosh™, and a proliferation of known palm-top and laptop
personal computers. Generally, markets for such ma-
chines fall into two categories, these being domestic or
consumer, and corporate. A general requirement for a
computing platform for domestic or consumer use is a
relatively high processing power, Internet access fea-
tures, and multi-media features for handling computer
games. For this type of computing platform, the Micro-
soft Windows® '95 and '98 operating system products
and Intel processors dominate the market.
[0003] On the other hand, for business use, there are
a plethora of available proprietary computer platform so-
lutions available aimed at organizations ranging from
small businesses to multi-national organizations. In
many of these applications, a server platform provides
centralized data storage, and application functionality
for a plurality of client stations. For business use, other
key criteria are reliability, networking features, and se-
curity features. For such platforms, the Microsoft Win-
dows NT 4.0™ operating system is common, as well as
the Unix™ operating system.
[0004] With the increase in commercial activity trans-
acted over the Internet, known as "e-commerce", there
has been much interest in the prior art on enabling data
transactions between computing platforms, over the In-
ternet. However, because of the potential for fraud and
manipulation of electronic data, in such proposals, fully
automated transactions with distant unknown parties on
a wide-spread scale as required for a fully transparent
and efficient market place have so far been held back.
The fundamental issue is one of trust between interact-
ing computer platforms for the making of such transac-
tions.
[0005] There have been several prior art schemes
which are aimed at increasing the security and trustwor-
thiness of computer platforms. Predominantly, these re-
ly upon adding in security features at the application lev-
el, that is to say the security features are not inherently
imbedded in the kernel of operating systems, and are
not built in to the fundamental hardware components of
the computing platform. Portable computer devices
have already appeared on the market which include a
smart card, which contains data specific to a user, which

is input into a smart card reader on the computer. Pres-
ently, such smart cards are at the level of being add-on
extras to conventional personal computers, and in some
cases are integrated into a casing of a known computer.
Although these prior art schemes go some way to im-
proving the security of computer platforms, the levels of
security and trustworthiness gained by prior art
schemes may be considered insufficient to enable wide-
spread application of automated transactions between
computer platforms. Before businesses expose signifi-
cant value transactions to electronic commerce on a
widespread scale, they may require greater confidence
in the trustworthiness of the underlying technology.
[0006] In the applicant's co-pending disclosures
'Trusted Computing Platform', filed at the European Pat-
ent Office on 15 February 1999, the entire contents of
which are incorporated herein by reference, and 'Com-
puting Apparatus and Methods of Operating Computing
Apparatus', there is disclosed a concept of a 'trusted
computing platform' comprising a computing platform
which has a 'trusted component' in the form of a built-in
hardware and software component. Two computing en-
tities each provisioned with such a trusted component,
may interact with each other with a high degree of 'trust'.
That is to say, where the first and second computing en-
tities interact with each other the security of the interac-
tion is enhanced compared to the case where no trusted
component is present, because:

• A user of a computing entity has higher confidence
in the integrity and security of his/her own computer
entity and in the integrity and security of the com-
puter entity belonging to the other computing entity.

• Each entity is confident that the other entity is in fact
the entity which it purports to be.

• Where one or both of the entities represent a party
to a transaction, e.g. a data transfer transaction, be-
cause of the in-built trusted component, third party
entities interacting with the entity have a high de-
gree of confidence that the entity does in fact rep-
resent such a party.

• The trusted component increases the inherent se-
curity of the entity itself, through verification and
monitoring processes implemented by the trusted
component.

• The computer entity is more likely to behave in the
way it is expected to behave.

[0007] Prior art computing platforms have several
problems which need to be overcome in order to realize
the potential of the applicants' above disclosed trusted
component concept. In particular,

• The operating status of a computer system or plat-
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form and the status of the data within the platform
or system is dynamic and difficult to predict. It is dif-
ficult to determine whether a computer platform is
operating correctly because the state of the compu-
ter platform and data on the platform is constantly
changing and the computer platform itself may be
dynamically changing.

• From a security point of view, commercial computer
platforms, in particular client platforms, are often
deployed in environments which are vulnerable to
unauthorized modification. The main areas of vul-
nerability include modification by software loaded
by a user, or by software loaded via a network con-
nection. Particularly, but not exclusively, conven-
tional computer platforms may be vulnerable to at-
tack by virus programs, with varying degrees of hos-
tility.

• Computer platforms may be upgraded or their ca-
pabilities extended or restricted by physical modifi-
cation, i.e. addition or deletion of components such
as hard disk drives, peripheral drivers and the like.

[0008] It is known to provide certain security features
in computer systems, embedded in operating software.
These security features are primarily aimed at providing
division of information within a community of users of
the system.
[0009] In the known Microsoft Windows NT™ 4.0 op-
erating system, there also exists a monitoring facility
called "system log event viewer" in which a log of events
occurring within the platform is recorded into an event
log data file which can be inspected by a system admin-
istrator using the windows NT operating system soft-
ware. This facility goes someway to enabling a system
administrator to security monitor pre-selected events.
The event logging function in the Windows NT™ 4.0 op-
erating system is an example of system monitoring.
[0010] However, in terms of overall security of a com-
puter platform, a purely software based system is vul-
nerable to attack, for example by viruses. The Microsoft
Windows NT™ 4.0 software includes a virus guard soft-
ware, which is preset to look for known viruses. Howev-
er, virus strains are developing continuously, and the vi-
rus guard software will not guard against unknown vi-
ruses.
[0011] Further, prior art monitoring systems for com-
puter entities focus on network monitoring functions,
where an administrator uses network management soft-
ware to monitor performance of a plurality of network
computers. Also, trust in the system does not reside at
the level of individual trust of each hardware unit of com-
puter platform in a system.

Summary of the Invention

[0012] Specific implementations of the present inven-

tion provide a computer platform having a trusted com-
ponent which is physically and logically distinct from a
computer platform. The trusted component has the
properties of unforgability, and autonomy from the com-
puter platform with which it is associated. The trusted
component monitors the computer platform and thereby
may provide a computer platform which is monitored on
an individual basis at a level beneath a network moni-
toring or system monitoring level. Where a plurality of
computer platforms are networked or included in the
system, each computer platform may be provided with
a separate corresponding respective trusted compo-
nent.
[0013] Specific implementations of the present inven-
tion may provide a secure method of monitoring events
occurring on a computer platform, in a manner which is
incorruptible by alien agents present on the computer
platform, or by users of the computer platform, in a man-
ner such that if any corruption of the event log takes
place, this is immediately apparent.
[0014] According to a first aspect of the present inven-
tion there is provided a computer entity comprising a
computer platform comprising a data processor and at
least one memory device; and a trusted component,
said trusted component comprising a data processor
and at least one memory device; wherein said data proc-
essor and said memory of said trusted component are
physically and logically distinct from said data processor
and memory of said computer platform; and means for
monitoring a plurality of events occurring on said com-
puter platform.
[0015] Preferably said monitoring means comprises
a software agent operating on said computer platform,
for monitoring at least one event occurring on said com-
puter platform, and reporting said event to said trusted
component.
[0016] Said software agent may comprise a set of pro-
gram code normally resident in said memory device of
said trusted component, said code being transferred in-
to said computer platform for performing monitoring
functions on said computer platform.
[0017] Preferably said trusted component comprises
an event logging component for receiving data describ-
ing a plurality of events occurring on said computer plat-
form, and compiling said event data into a secure event
data.
[0018] Preferably said event logging component com-
prises means for applying a chaining function to said
event data to produce said secure event data.
[0019] Selections of events and entities to be moni-
tored may be selected by a user by operating a display
interface for generating an interactive display compris-
ing: means for selecting an entity of said computer plat-
form to be monitored; and means for selecting at least
one event to be monitored.
[0020] The monitoring means may further comprise
prediction means for predicting a future value of at least
one selected parameter.
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[0021] Preferably the computer entity further compris-
es a confirmation key means connected to said trusted
component, and independent of said computer platform,
for confirming to said trusted component an authorisa-
tion signal of a user.
[0022] Entities to be monitored may include a data file;
an application; or a driver component.
[0023] According to a second aspect of the present
invention there is provided a computer entity comprising
a computer platform having a first data processor and a
first memory device; and a trusted monitoring compo-
nent comprising a second data processor and a second
memory device, wherein said trusted monitoring com-
ponent stores an agent program resident in said second
memory area, wherein said agent program is copied to
said first memory area for performing functions on be-
half of said trusted component, under control of said first
data processor.
[0024] According to a third aspect of the present in-
vention there is provided a computer entity comprising
a computer platform comprising a first data processor
and a first memory device; a trusted monitoring compo-
nent comprising a second data processor and a second
memory device; a first computer program resident in
said first memory area and operating said first data proc-
essor, said first computer program reporting back
events concerning operation of said computer platform
to said trusted monitoring component; and a second
computer program resident in said second memory area
of said trusted component, said second program oper-
ating to monitor an integrity of said first program.
[0025] Said computer program may monitor an integ-
rity of said first computer program by sending to said
first computer program a plurality of interrogation mes-
sages, and monitoring a reply to said interrogation mes-
sages made by said first computer program.
[0026] Preferably said interrogation message is sent
in a first format, and returned in a second format, where-
in said second format is a secure format.
[0027] According to a fourth aspect of the present in-
vention there is provided a method of monitoring a com-
puter platform comprising a first data processor and a
first memory means, said method comprising the steps
of reading event data describing events occurring on at
least one logical or physical entity comprising said com-
puter platform; securing said event data in a second da-
ta processing means having an associated second
memory area, said second data processing means and
said second memory area being physically and logically
distinct from said first data processing means and said
first memory area, such that said secured event data
cannot be altered without such alteration being appar-
ent.
[0028] A said event to be monitored may be selected
from the set of events: copying of a data file; saving a
data file; renaming a data file; opening a data file; over-
writing a data file; modifying a data file; printing a data
file; activating a driver device; reconfiguring a driver de-

vice; writing to a hard disk drive; reading a hard disk
drive; opening an application; closing an application.
[0029] A said entity to be monitored may be selected
from the set: at least one data file stored on said com-
puter platform; a driver device of said computer plat-
form; an application program resident on said computer
platform.
[0030] The entity may be continuously monitored over
a pre-selected time period, or the entity may be moni-
tored until such time as a pre-selected event occurs on
the entity. The entity may be monitored for a selected
event until a pre-determined time period has elapsed.
[0031] The invention includes a method of monitoring
a computer platform comprising a first data processing
means and a first memory means, said method compris-
ing the steps of generating an interactive display for se-
lecting at least one entity comprising said computer plat-
form; generating a display of events which can be mon-
itored; generating a display of entities of said computer
platform; selecting at least one said entity; selecting at
least one said event; and monitoring a said entity for a
said event.
[0032] The invention includes a method of monitoring
a computer platform comprising a first data processing
means and first memory means, said method compris-
ing the steps of storing a monitoring program in a second
memory area, said second memory area being physi-
cally and logically distinct from said first memory area;
transferring said monitoring program from said second
memory area to said first memory area; monitoring at
least one entity of said computer platform from within
said computer platform; and reporting an event data
from said monitoring program to said second data proc-
essor.
[0033] The invention includes a method of monitoring
a computer platform comprising a first data processing
and a first memory means, said method comprising the
steps of monitoring at least one entity comprising said
computer platform from within said computer platform;
generating an event data describing a plurality of events
occurring on said computer platform; reporting said
event data to a second data processing means having
an associated second memory means; and processing
said event data into a secure format.

Brief Description of the Drawings

[0034] For a better understanding of the invention and
to show how the same may be carried into effect, there
will now be described by way of example only, specific
embodiments, methods and processes according to the
present invention with reference to the accompanying
drawings in which:

Fig. 1 illustrates schematically a computer entity ac-
cording to first specific embodiment of the present
invention;
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Fig. 2 illustrates schematically connectivity of se-
lected components of the computer entity of Fig. 1;

Fig. 3 illustrates schematically a hardware architec-
ture of components of the computer entity of Fig. 1;

Fig. 4 illustrates schematically an architecture of a
trusted component comprising the computer entity
of Fig. 1;

Fig. 5 illustrates schematically a logical architecture
of the computer entity, divided into a monitored user
space, resident on the computer platform and a
trusted space resident on the trusted component;

Fig. 6 illustrates schematically components of a
monitoring agent which monitors events occurring
on the computer platform and reports back to the
trusted component;

Fig. 7 illustrates schematically logical components
of the trusted component itself;

Fig. 8 illustrates schematically process steps car-
ried out for establishing a secure communication
between the user and the trusted component by
way of a display on a monitor device;

Fig. 9 illustrates schematically process steps for se-
lecting security monitoring functions using a display
monitor;

Fig. 10 illustrates schematically a first dialogue box
display generated by the trusted component;

Fig. 11 illustrates schematically a second dialogue
box display used for entering data by a user;

Fig. 12 illustrates schematically operations carried
out by the monitoring agent and the trusted compo-
nent for monitoring logical and/or physical entities
such as files, applications or drivers on the compu-
ter platform;

Fig. 13 illustrates schematically process steps op-
erated by the agent and trusted component for con-
tinuous monitoring of specified events on the com-
puter platform; and

Fig. 14 illustrates schematically process steps car-
ried out by and interaction between the monitoring
agent and the trusted component for implementing
the agent on the computer platform, and monitoring
the existence and integrity of the agent on the com-
puter platform.

Detailed Description of the Best Mode for Carrying
Out the Invention

[0035] There will now be described by way of example
the best mode contemplated by the inventors for carry-
ing out the invention. In the following description numer-
ous specific details are set forth in order to provide a
thorough understanding of the present invention. It will
be apparent however, to one skilled in the art, that the
present invention may be practiced without limitation to
these specific details. In other instances, well known
methods and structures have not been described in de-
tail so as not to unnecessarily obscure the present in-
vention.
[0036] In this specification, the term "trusted" when
used in relation to a physical or logical component, is
used to mean a physical or logical component with
which the behavior of that component is predictable and
known. Trusted components have a high degree of re-
sistance to unauthorised modification.
[0037] In this specification, the term "computer plat-
form" is used to refer to at least one data processor and
at least one data storage means, usually but not essen-
tially with associated communications facilities eg a plu-
rality of drivers, associated applications and data files,
and which may be capable of interacting with external
entities eg. a user or another computer entity, for exam-
ple by means of connection to the intemet, connection
to an external network, or by having an input port capa-
ble of receiving data stored on a data storage medium,
eg a CD ROM, floppy disk, ribbon tape or the like. The
term "computer platform" encompasses the main data
processing and storage facility of a computer entity.
[0038] Referring to Fig. 1 herein, there is illustrated
schematically one example of a computer entity as pre-
viously described in the applicant's European patent ap-
plication entitled "Trusted Computing Platform", filed 15
February 1999 at the European Patent Office a copy of
which is filed herewith, and the entire contents of which
are incorporated herein by reference. Referring to Fig.
2 of the accompanying drawings, there is illustrated
schematically physical connectivity of some of the com-
ponents of the trusted computer entity of Fig. 1. Refer-
ring to Fig. 3 herein, there is illustrated schematically an
architecture of the trusted computer entity of Figs. 1 and
2, showing physical connectivity of components of the
entity.
[0039] In general, in the best mode described herein,
a trusted computer entity comprises a computer plat-
form consisting of a first data processor, and a first mem-
ory means, together with a trusted component which
verifies the integrity and correct functioning of the com-
puting platform. The trusted component comprises a
second data processor and a second memory means,
which are physically and logically distinct from the first
data processor and first memory means.
[0040] In the example shown in Figs. 1 to 3 herein,
the trusted computer entity is shown in the form of a per-
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sonal computer suitable for domestic use or business
use. However, it will be understood by those skilled in
the art that that this is just one specific embodiment of
the invention, and other embodiments of the invention
may take the form of a palmtop computer, a laptop com-
puter, a server-type computer, a mobile phone-type
computer, or the like and the invention is limited only by
the scope of the claims herein. In the best mode exam-
ple described herein, the computer entity comprises a
display monitor 100; a keyboard data entry means 101;
a casing 102 comprising a motherboard on which is
mounted a data processor; one or more data storage
means e.g. hard disk drives; a dynamic random access
memory; various input and output ports (not illustrated
in Fig. 1); a smart card reader 103 for accepting a user's
smart card; a confirmation key 104, which a user can
activate when confirming a transaction via the trusted
computer entity; and a pointing device, e.g. a mouse or
trackball device 105. The trusted computer entity has a
trusted component as described in the applicant's pre-
vious disclosure and as further described herein.
[0041] Referring to Fig. 2 herein, there are illustrated
some of the components comprising the trusted compu-
ter entity, including keyboard 100, which incorporates
confirmation key 104 and smart card reader 103; a main
motherboard 200 on which is mounted first data proc-
essor 201 and trusted component 202, an example of a
hard disc drive 203, and monitor 100. Additional com-
ponents of the trusted computer entity, include an inter-
nal frame to the casing 102, housing one or more local
area network (LAN) ports, one or more modem ports,
one or more power supplies, cooling fans and the like
(not shown in Fig. 2).
[0042] In the best mode herein, as illustrated in Fig. 3
herein, main motherboard 200 is manufactured com-
prising a processor 201; and preferably a permanently
fixed trusted component 202; a local memory device
300 to the processor, the local memory device being a
fast access memory area, e.g. a random access mem-
ory; a BIOS memory area 301; smart card interface 305;
a plurality of control lines 302; a plurality of address lines
303; a confirmation key interface 306; and a data bus
304 connecting the processor 201, trusted component
202, memory area 300, BIOS memory area 301 and
smart card interface 305. A hardware random number
generator RNG 309 is also able to communicate with
the processor 201 using the bus 304.
[0043] External to the motherboard and connected
thereto by data bus 304 are provided the one or more
hard disk drive memory devices 203, keyboard data en-
try device 101, pointing device 105, e.g. a mouse, track-
ball device or the like; monitor device 100; smart card
reader device 103 for accepting a smart card device as
described previously; the disk drive(s), keyboard, mon-
itor, and pointing device being able to communicate with
processor 201 via said data bus 304; and one or more
peripheral devices 307, 308, for example a modem,
printer scanner or other known peripheral device.

[0044] Smart card reader 103 is wired directly to smart
card interface 305 on the motherboard and does not
connect directly to data bus 304. Alternatively, smart
card reader 103 may be connected directly to data bus
304. To provide enhanced security confirmation key
switch 104 is hard wired directly to confirmation key in-
terface 306 on motherboard 200, which provides a direct
signal input to trusted component 202 when confirma-
tion key 104 is activated by a user such that a user ac-
tivating the confirmation key sends a signal directly to
the trusted component, by-passing the first data proc-
essor and first memory means of the computer platform.
[0045] Trusted component 202 is positioned logically
and physically between monitor 100 and processor 201
of the computing platform, so that trusted component
202 has direct control over the views displayed on mon-
itor 100 which cannot be interfered with by processor
201.
[0046] In one embodiment the confirmation key may
comprise a simple switch. Confirmation key 104, and
confirmation key driver 306 provide a protected commu-
nication path (PCP) between a user and the trusted
component, which cannot be interfered with by proces-
sor 201, which by-passes data bus 304 and which is
physically and logically unconnected to memory area
300 or hard disk drive memory device(s) 203.
[0047] The trusted component lends its identity and
trusted processes to the computer platform and the
trusted component has those properties by virtue of its
tamper-resistance, resistance to forgery, and resistance
to counterfeiting. Only selected entities with appropriate
authentication mechanisms are able to influence the
processes running inside the trusted component. Nei-
ther a user of the trusted computer entity, nor anyone or
any entity connected via a network to the computer en-
tity may access or interfere with the processes running
inside the trusted component. The trusted component
has the property of being "inviolate".
[0048] The smart card may comprise a "cash card" or
a "crypto card" the functions of which are described in
the applicant's above-mentioned previous disclosure
"Computing Apparatus and Methods of Operating Com-
puting Apparatus", a copy of which is filed herewith, and
the entire content of which is incorporated herein by ref-
erence.
[0049] On each individual smart card may be stored
a corresponding respective image data which is differ-
ent for each smart card. For user interactions with the
trusted component, e.g. for a dialogue box monitor dis-
play generated by the trusted component, the trusted
component takes the image data 1001 from the user's
smart card, and uses this as a background to the dia-
logue box displayed on the monitor 100. Thus, the user
has confidence that the dialogue box displayed on the
monitor 100 is generated by the trusted component. The
image data is preferably easily recognizable by a human
being in a manner such that any forgeries would be im-
mediately apparent visually to a user. For example, the
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image data may comprise a photograph of a user. The
image data on the smart card may be unique to a person
using the smart card.
[0050] In the best mode herein, a user may specify a
selected logical or physical entity on the computer plat-
form, for example a file, application, driver, port, inter-
face or the like for monitoring of events which occur on
that entity. Two types of monitoring may be provided,
firstly continuous monitoring over a predetermined pe-
riod, which is set by a user through the trusted compo-
nent, and secondly, monitoring for specific events which
occur on an entity. In particular, a user may specify a
particular file of high value, or of restricted information
content and apply monitoring of that specified file so that
any interactions involving that file, whether authorized
or not, are automatically logged and stored in a manner
in which the events occurring on the file cannot be de-
leted, erased or corrupted, without this being immedi-
ately apparent.
[0051] Referring to Fig. 4 herein, there is illustrated
schematically an internal architecture of trusted compo-
nent 202. The trusted component comprises a proces-
sor 400, a volatile memory area 401; a non-volatile
memory area 402; a memory area storing native code
403; and a memory area storing one or a plurality of
cryptographic functions, 404, the non-volatile memory
401, native code memory 403 and cryptographic mem-
ory 404 collectively comprising the second memory
means hereinbefore referred to.
[0052] Trusted component 202 comprises a physical-
ly and logically independent computing entity from the
computer platform. In the best mode herein, the trusted
component shares a motherboard with the computer
platform so that the trusted component is physically
linked to the computer platform. In the best mode, the
trusted component is physically distinct from the com-
puter platform, that is to say it does not exist solely as
a sub-functionality of the data processor and memory
means comprising the computer platform, but exists
separately as a separate physical data processor 400
and separate physical memory area 401, 402, 403, 404.
By providing a physically present trusted component,
the trusted component becomes harder to mimic or
forge through software introduced onto the computer
platform. Programs within the trusted component are
pre-loaded at manufacture of the trusted component,
and are not user configurable. The physicality of the
trusted component, and the fact that the user compo-
nent is not configurable by the user enables the user to
have confidence in the inherent integrity of the trusted
component, and therefore a high degree of "trust" in the
operation and presence of the trusted component on the
computer platform.
[0053] Referring to Fig. 5 herein, there is illustrated
schematically a logical architecture of the computer en-
tity 500. The logical architecture has a same basic divi-
sion between the computer platform, and the trusted
component, as is present with the physical architecture

described in Figs. 1 to 3 herein. That is to say, the trusted
component is logically distinct from the computer plat-
form to which it is physically related. The computer entity
comprises a user space 504 being a logical space which
is physically resident on the computer platform (the first
processor and first data storage means) and a trusted
component space 513 being a logical space which is
physically resident on the trusted component 202. In the
user space 504 are one or a plurality of drivers 506, one
or a plurality of applications programs 507, a file storage
area 508; smart card reader 103; smart card interface
305; and a software agent 511 which operates to per-
form operations in the user space and report back to
trusted component 202. The trusted component space
is a logical area based upon and physically resident in
the trusted component, supported by the second data
processor and second memory area of the trusted com-
ponent. Confirmation key device 104 inputs directly to
the trusted component space 513, and monitor 100 re-
ceives images directly from the trusted component
space 513. External to the computer entity are external
communications networks eg the Internet 501, and var-
ious local area networks, wide area networks 502 which
are connected to the user space via the drivers 506
which may include one or more modem ports. External
user smart card 503 inputs into smart card rear 103 in
the user space.
[0054] In the trusted component space, are resident
the trusted component itself, displays generated by the
trusted component on monitor 100; and confirmation
key 104, inputting a confirmation signal via confirmation
key interface 306.
[0055] Referring to Fig. 6 herein, within agent 511,
there is provided a communications component 601 for
communicating with the trusted component 202; and a
file monitoring component 600 the purpose of which is
to monitor events occurring on specified logical or phys-
ical entities, eg data files, applications or drivers on the
computer platform, within the user space.
[0056] Referring to Fig. 7 herein, there is illustrated
schematically internal components on the trusted com-
ponent 202 resident in trusted space 513. The trusted
component comprises a communications component
700 for communicating with software agent 511 in user
space; a display interface component 701 which in-
cludes a display generator for generating a plurality of
interface displays which are displayed on monitor 100
and interface code enabling a user of the computing en-
tity to interact with trusted component 202; an event log-
ger program 702 for selecting an individual file, applica-
tion, driver or the like on the computer platform, and
monitor the file, application or driver and compile a log
of events which occur on the file, application or driver;
a plurality of cryptographic functions 703 which are used
to cryptographically link the event log produced by event
logger component 702 in a manner from which it is im-
mediately apparent if the event log has been tampered
with after leaving event logger 702; a set of prediction
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algorithms 704 for producing prediction data predicting
the operation and performance of various parameters
which may be selected by a user for monitoring by the
trusted component; and an alarm generation compo-
nent 705 for generating an alarm when monitored event
parameters fall outside pre-determined ranges set by a
user, or fall outside ranges predicted by prediction algo-
rithms 704.
[0057] Operation of the computer entity, and in partic-
ular operation of trusted component 202 and its interac-
tivity with agent 511 for monitoring of events on the com-
puter platform will now be described.
[0058] Referring to Fig. 8 herein, there is illustrated
schematically a set of process steps carried out by the
computer entity for generating a dialogue display on
monitor 100 and for establishing to a user of the monitor
that the trusted component within the computer entity is
present and functioning. Firstly, in step 800, a user of
the computer entity enters his or her smart card 503 into
smart card reader port 103. A pre-stored algorithm on
the smart card generates a nonce R1, and downloads
the nonce R1 to the trusted component through the
smart card reader 103, smart card interface 305 and via
data bus 304 to the trusted component 202. The nonce
R1 typically comprises a random burst of bits generated
by the smart card 503. Smart card 503 stores the nonce
R1 temporarily on an internal memory of the smart card
in order to compare the stored nonce R1 with a response
message to be received from the trusted component. In
step 802, the trusted component receives the nonce R1,
generates a second nonce R2, concatenates R1 with
R2, and proceeds to sign the concatenation R1||R2 us-
ing cryptographic functions 703. The process of apply-
ing a digital signature in order to authenticate digital data
is well known in the art and is described in "Handbook
of Applied Cryptography", Menezes Vanoorschot, Van-
stone, in sections 1.6 and 1.83. Additionally, an intro-
duction to the use of digital signatures can be found in
"Applied Cryptography - Second edition", Schneier, in
section 2.6. Trusted component 202 then resends the
signed nonces back to the smart card in step 803. The
smart card checks the signature on the received mes-
sage returned from the trusted component in step 804
and compares the nonce contained in the received mes-
sage with the originally sent nonce R1, a copy of which
has been stored in its internal memory. If the nonce re-
turned from the trusted component is different to that
from the stored nonce then in step 805 the smart card
stops operation in step 806. Difference in nonce's indi-
cates that the trusted component is either not working
properly, or there has been some tampering with the
nonce data between the smart card reader 103 and
trusted component 202 resulting in changes to the
nonce data. At this point, smart card 503 does not "trust"
the computer entity as a whole because its generated
nonce has not been correctly returned by the computer
entity.
[0059] If the nonce returned from the trusted compo-

nent is identical to that as originally sent by the smart
card and the comparison of the two R1 nonce's in 805
is successful, in step 807, the smart card then proceeds
to retrieve a stored image data from its internal memory,
append the nonce R2, sign the concatenation, encrypt
the stored image data and send the encrypted image
data and the signature to the trusted component via
smart card reader 103. The trusted component receives
the encrypted image and signature data via smart card
reader interface 305, and data bus 304 and in step 808
decrypts the image data and verifies the signature using
its cryptographic functions 703, and verifies the nonce
R2. The image data is stored internally in the memory
area of the trusted component. The trusted component
then uses the image data as a background for any visual
displays it generates on monitor 100 created by trusted
component 203 for interaction with the human user in
step 809.
[0060] Referring to Figs. 9 to 11 herein, there will now
be described a set of process steps carried out by the
computer entity for selecting items to be monitored on
the computer platform, and for activating a monitoring
session. In step 900, a user selects the security moni-
toring function by clicking pointing device 105 on an icon
presented on a normal operating system view on mon-
itor 100. The icon is generated by a display generator
component of display interface 701 of the trusted com-
ponent 202. Clicking the icon causes the trusted com-
ponent to generate a dialogue box display on the mon-
itor 100, for example as illustrated in Fig. 10 herein. The
dialogue box display on monitor 100 is generated direct-
ly by display interface component 701 in a secure mem-
ory area of trusted component 202. Display of the image
1001 downloaded from the user's smart card 503 gives
a visual confirmation to a user that the dialogue box is
generated by the trusted component, since the trusted
component is the only element of the computer entity
which has access to the image data stored on the smart
card. On the security monitoring dialogue box, there is
an icon for "file" 1002 which is activated in a file moni-
toring mode of operation (not described herein) of the
computer entity, and an "event" icon 1003 for event
monitoring operation. A user selects an event monitor-
ing menu 1100 by clicking the "event" icon 1003 by op-
erating the pointing device 105 on the event icon 1003,
in step 902. On activation of the "event" icon, the trusted
component generates a second dialogue box compris-
ing an event monitoring menu 1100 which also has the
users preloaded image displayed as a backdrop to the
event monitor menu 1100 as previously. The event mon-
itor menu comprises a dialogue box having data entry
areas 1101-1103, each having a drop down menu, for
selecting items on the computer platform such as a user
file, a driver, or an application. In general, any physical
or logical component of the computer platform which
gives rise to event data when events occur on that com-
ponent can be selected by the trusted component. For
ease of description, in the following, selections will be
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described primarily in relation to data files, application
programs and drivers, although it will be appreciated
that the general methods and principles described here-
in are applicable to the general set of components and
facilities of the computer platform. By activating the drop
down menu on each of selection boxes 1101-1103, there
is listed a corresponding respective list of data files, driv-
ers, or applications which are present on the computer
platform. A user may select any of these files and/or ap-
plications and/or drivers by activating the pointing de-
vice on the selected icon from the drop down menu in
conventional manner in steps 904, 905, 906. Addition-
ally, the event monitor menu comprises an event select
menu 1104. The event select menu lists a plurality of
event types which can be monitored by the event logger
702 within the trusted component, for the file, application
or driver which is selected in selection boxes 1101,
1102, 1103 respectively. Types of event which can be
monitored include events in the set: file copied - the
event of a selected file being copied by an application
or user; file saved - the event of whether a specified file
is saved by an application or user; file renamed - the
event of whether a file has been renamed by an appli-
cation or user; file opened - the event of whether a file
is opened by an application or user; file overwritten - the
event of whether data within a file has been overwritten;
file read - the event of whether data in a file has been
read by any user, application or other entity; file modified
- the event of whether data in a file has been modified
by a user, application or other entity; file printed - the
event of whether a file has been sent to a print port of
the computer entity; driver used - whether a particular
driver has been used by any application or file; driver
reconfigured - the event of whether a driver has been
reconfigured; modem used - subset of the driver used
event, applying to whether a modem has been used or
not; disk drive used - the event of whether a disk drive
has been used in any way, either written or read; appli-
cation opened - the event of whether an application has
been opened; and application closed - the event of
whether an application has been closed. Once the user
has selected the application, driver or file and the events
to be monitored in dialog box 1100, the user activates
the confirmation key 104, which is confirmed by confir-
mation key icon 1105 visually altering, in order to acti-
vate a monitoring session. A monitoring session can on-
ly be activated by use of the dialog box 1100, having the
user's image 1001 from the user's smart card display
thereon, and by independently pressing confirmation
key 104. Display of the image 1001 on the monitor 100,
enables the user to have confidence that the trusted
component is generating the dialog box. Pressing the
confirmation key 104 by the user, which is directly input
into trusted component 202 independently of the com-
puter platform gives direct confirmation to the trusted
component that the user, and not some other entity, e.
g. a virus or the like is activating the monitoring session.
[0061] The user may also specify a monitoring period

by entering a start time and date and a stop time and
date in data entry window 1106. Alternatively, where a
single event on a specified entity is to be monitored, the
user can specify monitoring of that event only by con-
firming with pointing device 105 in first event only selec-
tion box 1107.
[0062] Two modes of operation will now be described,
in the first mode of operation, continuous event moni-
toring of specified entities over a user specified period
occurs. In the second mode of operation, continuous
monitoring of a specified entity occurs until a user spec-
ified event has happened, or until a user specified period
for monitoring that user specified event has elapsed.
[0063] In Fig. 12 herein, there is illustrated a proce-
dure for continuous monitoring of a specified logical or
physical entity over a user specified monitoring period.
[0064] Referring to Fig. 12 herein, there is illustrated
schematically process steps operated by trusted com-
ponent 202 in response to a user input to start an event
monitoring session as described with reference to figs.
8 to 11 herein before. In step 1200, display interface 701
receives commands from the user via the dialogue box-
es which are input using pointing device 105, keyboard
101 via data bus 304 and via communications interface
700 of the trusted component. The event logger 702 in-
structs agent 511 in user space to commence event
monitoring. The instructions comprising event logger
702 are stored within a memory area resident within the
trusted component 202. Additionally, event logger 702
is also executed within a memory area in the trusted
component. In contrast, whilst the instructions compris-
ing agent 511 are stored inside the trusted components
202 in a form suitable for execution on the host proces-
sor ie in CPU native programs area 403 of the trust com-
ponent, agent 511 is executed within untrusted user
space ie outside of the trusted component 202. Agent
511 receives details of the file, application and/or drivers
to be monitored from event logger 702. In step 1200,
agent 511 receives a series of event data from the log-
ical entity (eg file, application or driver) specified. Such
monitoring is a continuous process, and agent 511 may
perform step 1200 by periodically reading a data file in
which such event data is automatically stored by the op-
erating system (for example in the Microsoft windows
4.O™ operating system which contains the facility for
logging events on a file). However, in order to maximize
security, it is preferable the agent 511 periodically gath-
ers event data itself by interrogating the file, application
or driver directly to elicit a response. In step 1201, the
collected data concerning the events of entity are report-
ed directly to the trusted component 202, which then
stores them in a trusted memory area in step 1202. In
step 1203, the event logger checks whether the user
specified predetermined monitoring period from the
start of the event monitoring session has elapsed. If the
event monitoring session period has not yet elapsed,
event logger 702 continues to await further events on
the specified files, applications or drivers supported by
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the agent 511, which steps through steps 1200 - 1202
as previously until the predetermined user specified pe-
riod has elapsed in step 1203. In step 1204, the trusted
component takes the content of the event data stored
in trusted memory and applies cryptographic function
703 to the event log to provide a secure event log file.
The process of securing the event log file as described
herein before is such that the secured file has at least
the properties of:

• Authentication - an authorised user or program
should be able to correctly ascertain the origin of
the event log file;

• Integrity - It should be possible to verify that the
event log file has not been modified by an unauthor-
ised individual or program.

[0065] Optionally, the secured file should have the
property of confidentiality - unauthorised users or pro-
grams should not be able to access the information con-
tained within the event log file; and the property of non-
repudiation - proper authentication of data cannot later
be falsely denied.
[0066] The trusted component in step 1205 writes the
secure event log file to a memory device. The memory
device may either be in trusted space, or in user space.
For example the secure event log file may be stored in
a user accessible portion of a hard disk drive 203.
[0067] By providing a secure event log file containing
data describing a plurality of events which have oc-
curred on a specified file, application or driver, a user
reading the file can be confident that the data in the file
has been written by the trusted component and has not
been corrupted. Any corruption to the data are immedi-
ately evident. In the best mode herein, securing of the
event log file is made by applying a chaining algorithm
which chains arbitrary chunks of data as is known in the
art. In such chaining processes, the output of a previous
encryption process is used to initialize a next encryption
process. The amounts of data in each encrypted data
block are of arbitrary length, rather than being a single
plain text block. Details of such chaining algorithms
which are known in the art can be found in "Handbook
of Applied Cryptography", Menezes Vanoorschot, Van-
stone, on page 229. The key used during the chaining
process is one stored within the trusted component 202,
preferably the private signature key of the trusted com-
ponent. The validity of the secured event log can then
readily be confirmed by any entity possessing the public
signature key of the trusted component. Such methods
are well known to those skilled in the art of information
security.
[0068] Event data is preferably gathered by the use
of additional device drivers. NT is designed so that ad-
ditional device drivers may be inserted between existing
device drivers. It is therefore possible to design and in-
sert drivers that trap access to files, applications, and
other device drivers, and provide details of the interac-

tions as event data. Information on the design and use
of device drivers may be found, for example, in the 'The
Windows NT Device Driver Book' (author A.Baker, pub-
lished by Prentice Hall). Also, commercial companies
such as 'BlueWater Systems' offer device driver toolkits.
[0069] Referring to Fig. 13 herein, there is illustrated
a set of process steps applied by the trusted component
and agent 511 for monitoring one off special events
specified by the user by data entry through dialogue
boxes as described herein before. Details of special
events to be monitored are specified by the user in step
1300. Details of the particular entity, eg a file application
or driver to be monitored are entered in step 1301. In
step 1302, details of the event types and entity to be
monitored are sent to the agent 511 from the trusted
component. The agent then proceeds to continuously
monitor for the events on that particular specified entity
in step 1303. Periodically, it is checked whether any
event has occurred in step 1304 by the agent, and if no
event has yet occurred, the agent continues in step 1303
to monitor the specified entity. When an event has oc-
curred, in step 1305 details are passed back to the trust-
ed component in step 1305. The trusted component
then applies a cryptographic function to the event data
to provide secure event data in step 1306, and in step
1307 writes the secure event data to a memory area ei-
ther in trusted space or in user space as herein before
described with reference to Fig. 12.
[0070] The secure event data is a log that can be
used, for example, for auditing. An investigator can in-
spect the log comprised of the secure event data. That
investigator can use standard cryptographic techniques
to verify the integrity of the event data, and that it is com-
plete. The investigator can then construct a history of
the platform. This is useful for investigating attacks on
the platform, or alleged improper use of the platform.
The event data has been gathered by an impartial entity
(the trusted component 202) whose behavior cannot be
modified by a user or unilaterally by the owner of the
platform. Hence the event log serves as an honest
record of activities within the platform. The event log can
be published as a report or automatically interpreted by,
for example, a computer program that is outside the
scope of this invention.
[0071] Types of event data which may be stored in the
event log include the following. The following lists should
be regarded as a non-exhaustive, and in other embod-
iments of the present invention common variations as
will be recognized by those skilled in the art may be
made: a time of an event occurring; a date of an event
occurring, whether or not a password has been used, if
a file is copied, a destination to which the file has been
copied to; if a file has been operated on, a size of the
file in megabytes; a duration for which a file was open;
a duration over which an application has been online; a
duration of which a driver has been online; an internet
address to which a file has been copied, or to which a
driver has accessed, or to which an application has ad-
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dressed; a network address to which a file has been cop-
ied, to which an application has addressed, or to which
a driver has corresponded with.
[0072] The event data stored in the event log may be
physically stored in a data file either on the platform or
in the trusted component. The event log data is secured
using a chaining function, such that a first secured event
data is used to secure a second secured event data, a
second secured event data is used to secure a third
event data, etc so any changes to the chain of data are
apparent.
[0073] In addition to providing the secured event log
data, the trusted component may also compile a report
of events. The report may be displayed on monitor 100.
Items which may form the content of a report include the
events as specified in the event log above, together with
the following: time of an event, date of an event, whether
or not a password was used, a destination of the file it
is copied to, a size of a file (in megabytes), a duration a
file or application has been open, a duration over which
a driver has been online, a duration over which a driver
has been used, a port which has been used, an internet
address which has been communicated with, a network
address which has been communicated with.
[0074] Agent 511 performs event monitoring opera-
tions on behalf of trusted component 202, however
whereas trusted component 202 is resident in a trusted
space 513, agent 511 must operate in the user space of
the computer platform. Because the agent 511 is in an
inherently less secure environment than the trusted
space 513, there is the possibility that agent 511 may
become compromised by hostile attack to the computer
platform through a virus or the like. The trusted compo-
nent deals with the possibility of such hostile attack by
either of two mechanisms. Firstly, in an alternative em-
bodiment the agent 511 may be solely resident within
trusted component 202. All operations performed by
agent 511 are performed from within trusted user space
513 by the monitoring code component 600 operating
through the trusted components' communications inter-
face 700 to collect event data. However, a disadvantage
of this approach is that since agent 511 does not exist,
it cannot act as a buffer between trusted component 202
and the remaining user space 504.
[0075] On the other hand, the code comprising agent
511 can be stored within trusted space in a trusted mem-
ory area of trusted component 202, and periodically
"launched" into user space 504. That is to say, when a
monitoring session is to begin, the agent can be down-
loaded from the trusted component into the user space
or kernel space on the computer platform, where it then
resides, performing its continuous monitoring functions.
In this second method, which is the best mode contem-
plated by the inventors, to reduce the risk of any com-
promises of agent 511 remaining undetected, the trust-
ed component can either re-launch the complete agent
from the secure memory area in trusted space into the
user space at periodic intervals, and/or can periodically

monitor the agent 511 in user space to make sure that
it is responding correctly to periodic interrogation by the
trusted component.
[0076] Where the agent 511 is launched into user
space from its permanent residence in trusted space,
this is effected by copying code comprising the agent
from the trusted component onto the computer platform.
Where a monitoring session has a finite monitoring pe-
riod specified by a user, the period over which the agent
511 exists in user space can be configured to coincide
with the period of the monitoring session. That is to say
the agent exists for the duration of the monitoring ses-
sion only, and once the monitoring session is over, the
agent can be deleted from user/kemel space. To start a
new monitoring session for a new set of events and/or
entities, a new agent can be launched into user space
for the duration of that monitoring session.
[0077] During the monitoring session, which may ex-
tend over a prolonged period of days or months as spec-
ified by a user, the trusted component monitors the
agent itself periodically.
[0078] Referring to Fig. 14 herein, there is illustrated
schematically process steps carried out by trusted com-
ponent 202 and agent 511 on the computer platform for
launching the agent 511 which is downloaded from trust-
ed space to user space, and in which the trusted com-
ponent monitors the agent 511 once set up and running
on the computer platform.
[0079] In step 1400, native code comprising the agent
511 stored in the trusted components secure memory
area is downloaded onto the computer platform, by the
computer platform reading the agent code directly from
the trusted component in step 1401. In step 1402, the
data processor on the computer platform commences
execution of the native agent code resident in user
space on the computer platform. The agent continues
to operate as described herein before continuously in
step 1403. Meanwhile, trusted component 202 gener-
ates a nonce challenge message in step 1404 after a
suitable selected interval, and sends this nonce to the
agent which receives it in step 1405. The nonce may
comprise a random bit sequence generated by the trust-
ed component. The purpose of the nonce is to allow the
trusted component to check that the agent is still there
and is still operating. If the nonce is not returned by the
agent, then the trusted component knows that the agent
has ceased to operate and/or has been compromised.
In step 1407 the agent signs the nonce and in step 1408
the agent sends the signed nonce back to the trusted
component. The trusted component receives the signed
nonce in step 1409 and then repeats step 1404 sending
a new nonce after a pre-selected period. If after a pre-
determined wait period 1406, commencing when the
nonce was sent to the agent in step 1404, the trusted
component has not received a nonce returned from the
agent, then in step 1410 the trusted component gener-
ates an alarm signal which may result in a display on
the monitor showing that the agent 511 is incorrectly op-
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erating, and that file monitoring operations may have
been compromised.
[0080] In a second embodiment, trusted component
202 may operate to gather information about the use of
data and platform resources with programs using utili-
ties and functions provided by the operating system res-
ident on the computer platform. This information may
include access rights, file usage, application usage,
memory (RAM) utilization, memory (hard disk) utiliza-
tion, and main processor instruction cycle allocation sta-
tistics.
[0081] The prior patent application 'Trusted Comput-
ing Platform' describes a method whereby the trusted
component cooperates with other entities and reports to
them the values of integrity metrics measured by the
trusted component. Those other entities then compare
the measured metrics with the proper values that are
contained in a digital certificate published by a trusted
third party. That prior patent application gives an exam-
ple of a static metric - a digest of the platform's BIOS
memory. The measurements made by the method of this
application may also be reported as integrity metrics, but
because they are potentially always changing, they are
called dynamic integrity metrics - a measured value may
be different now from the value measured a few seconds
previously. Entities must repeatedly request the current
value of a measured dynamic metric. For example one
integrity metric, according to the best mode described
herein, comprises a Boolean value which indicates
whether an event which has occurred is apparently in-
compatible with a policy governing access to data. For
example such a Boolean would be TRUE if a mobile
software such as a Java applet wrote over files in the
user space, even though the mobile software did not
have write permission to those files.
[0082] Another integrity metric comprises a Boolean
value which indicates that unusual behavior has been
detected. Such unusual behavior may not necessarily
indicate that the computer platform has become unsafe,
but may suggest caution in use of the computer plat-
form. Prudent entities communicating with the computer
platform may choose not to process very sensitive data
on that platform if the second integrity metric indicates
that unusual behavior has been detected. Unusual be-
havior is difficult to accurately define, unless a platform
is used to do repetitive operations. In the best mode
herein, unusual data may be defined and monitored for
by the trusted component as being behavior of a re-
source on the computer platform which is outside a pre-
determined number of standard deviations of a historical
mean measurement of behavior compiled over a pre-
determined period. For example where a data file has
historically over a pre-determined period had a size
within a particular range, eg 140- 180 megabytes, if the
file size increases dramatically, eg to 500 megabytes,
and outside a pre-determined number of standard devi-
ations which can be preset, then the second integrity
metric Boolean value may change state to a true state,

indicating unusual behavior.
[0083] As a further example, if an application, eg a
word processing application, has a history of saving da-
ta files with a frequency in a predetermined range, for
example in the range of 1 to 10 saves per day, and the
application changes behavior significantly, eg saving
100 saves per day, then a Boolean metric for monitoring
that parameter may trigger to a true state.
[0084] Of course, as previously mentioned, it may be
that the trusted component takes a proactive role in re-
porting urgent events, instead of waiting to be polled by
an integrity challenge. Events can be matched inside the
trusted component 202 with policy rules stored inside
the trusted component. If an event breaches a rule that
the policy considers to be crucial, the trusted component
202 can immediately send an alarm indication message
to a relevant entity, and/or display an emergency mes-
sage to the user on the monitor 100 using the style of
dialog box indicated in Figures 10 and 11.

Claims

1. A computer entity comprising:

a computer platform comprising a data proces-
sor and at least one memory device; and

a trusted component, said trusted component
comprising a data processor and at least one
memory device;

wherein said data processor and said memory
of said trusted component are physically and
logically distinct from said data processor and
memory of said computer platform; and

means for monitoring a plurality of events oc-
curring on said computer platform.

2. The computer entity as claimed in claim 1, wherein
said monitoring means comprises a software agent
operating on said computer platform, for monitoring
at least one event occurring on said computer plat-
form, and reporting said event to said trusted com-
ponent.

3. The computer entity as claimed in claim 2, wherein
said software agent comprises a set of program
code normally resident in said memory device of
said trusted component, said code being trans-
ferred into said computer platform for performing
monitoring functions on said computer platform.

4. The computer entity as claimed in claim 1, where
said trusted component comprises an event logging
component for receiving data describing a plurality
of events occurring on said computer platform, and
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compiling said event data into secure event data.

5. The computer entity as claimed in claim 4, wherein
said event logging component comprises means for
applying a chaining function to said event data to
produce said secure event data.

6. The computer entity as claimed in claim 1, further
comprising a display interface for generating an in-
teractive display comprising:

means for selecting an entity of said computer
platform to be monitored; and

means for selecting at least one event to be
monitored.

7. The computer entity as claimed in claim 1, further
comprising prediction means for predicting a future
value of at least one selected parameter.

8. The computer entity as claimed in claim 1, further
comprising a confirmation key means connected to
said trusted component, and independent of said
computer platform, for confirming to said trusted
component an authorisation signal of a user.

9. The computer entity as claimed in claim 1, wherein
logical entities to be monitored are selected from
the set:

at least one data file;

at least one application;

at least one driver component.

10. A computer entity comprising:

a computer platform having a first data proces-
sor and a first memory device; and

a trusted monitoring component comprising a
second data processor and a second memory
device, wherein

said trusted monitoring component stores an
agent program resident in said second memory
area, said agent program arranged to be copied
to said first memory area for performing func-
tions on behalf of said trusted component, un-
der control of said first data processor.

11. A computer entity comprising:

a computer platform comprising a first data
processor and a first memory device;

a trusted monitoring component comprising a
second data processor and a second memory
device;

a first computer program resident in said first
memory area and operating said first data proc-
essor, said first computer program reporting
back events concerning operation of said com-
puter platform to said trusted monitoring com-
ponent; and

a second computer program said second com-
puter program resident in said second memory
area of said trusted component, said second
program operating to monitor an integrity of
said first program.

12. The computer entity as claimed in claim 11, wherein
said computer program monitors an integrity of said
first computer program by sending to said first com-
puter program a plurality of interrogation messages,
and monitoring a reply to said interrogation mes-
sages made by said first computer program.

13. The computer entity as claimed in claim 12, wherein
a said interrogation message is sent in a first format,
and returned in a second format, wherein said sec-
ond format is a secure format.

14. A method of monitoring a computer platform com-
prising a first data processor and a first memory
means, said method comprising the steps of:

reading event data describing events occurring
on at least one logical or physical entity com-
prising said computer platform;

securing said event data in a second data
processing means having an associated sec-
ond memory area, said second data processing
means, said second memory area being phys-
ically and logically distinct from said first data
processing means and said first memory area,
such that said secure event data cannot be al-
tered without such alteration being apparent.

15. The method as claimed in claim 14, where a said
event to be monitored is selected from the set of
events:

copying of a data file;

saving a data file;

renaming a data file;

opening a data file;
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overwriting a data file;

modifying a data file;

printing a data file;

activating a driver device;

reconfiguring a driver device;

writing to a hard disk drive;

reading a hard disk drive;

opening an application;

closing an application.

16. The method as claimed in claim 14, wherein a said
entity to be monitored is selected from the set:

at least one data file stored on said computer
platform;

a driver device of said computer platform;

an application program resident on said com-
puter platform.

17. The method as claimed in claim 14, wherein said
step of monitoring said entity comprises continu-
ously monitoring a said entity over a pre-selected
time period.

18. The method as claimed in claim 14, wherein said
step of monitoring said entity comprises:

monitoring said entity until such time as a pre-
selected event occurs on said entity.

19. The method as claimed in claim 14, wherein said
step of monitoring said entity comprises:

monitoring a said entity for a selected event,
until a predetermined time period has elapsed.

20. A method of monitoring a computer platform com-
prising a first data processing means and a first
memory means, said method comprising the steps
of:

generating an interactive display for selecting
at least one entity comprising said computer
platform;

generating a display of events which can be
monitored;

generating a display of entities of said computer
platform;

selecting at least one said entity;

selecting at least one said event; and

monitoring a said entity for a said event.

21. A method of monitoring a computer platform com-
prising a first data processing means and first mem-
ory means, said method comprising the steps of:

storing a monitoring program in a second mem-
ory area, said second memory area being phys-
ically and logically distinct from said first mem-
ory area;

transferring said monitoring program from said
second memory area to said first memory area;

monitoring at least one entity of said computer
platform from within said computer platform;
and

reporting an event data from said monitoring
program to said second data processor.

22. A method of monitoring a computer platform com-
prising a first data processing and a first memory
means, said method comprising the steps of;

monitoring at least one entity comprising said
computer platform from within said computer
platform;

generating an event data describing a plurality
of events occurring on said computer platform;

reporting said event data to a second data
processing means having an associated sec-
ond memory means; and

processing said event data into an secure for-
mat.
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