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(54) Tragergebundene Sicherheitsvorrichtung
(57)  Die Erfindung betrifft eine tragergebundene Si-
cherheitsvorrichtung mit einer Verschlusseinrichtung
zum Anlegen der Sicherheitsvorrichtung, wenigstens ei-
ner Aktivierungseinrichtung zur Aktivierung der Sicher-
heitsvorrichtung, wobei ein Offnen der Verschlussein-
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richtung eine Deaktivierung der Sicherheitsvorrichtung
bewirkt, einer Signalausgabeeinrichtung, und wenig-
stens einer Ausldseeinrichtung, um die Signalausgabe-
einrichtung bei aktivierter Sicherheitsvorrichtung zur
Ausgabe wenigstens eines Signals auszul®sen.
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Beschreibung

[0001] Die vorliegende Erfindung betrifft eine trager-
gebundene Sicherheitsvorrichtung.

[0002] Zur Begriffsklarung sei vorab angemerkt, dass
nachfolgend unter einer "autorisierten Person" eine Per-
son verstanden wird, die dazu autorisiert ist, Berechti-
gungen zu vergeben, zu dndern, und zu entziehen, wah-
rend unter einer "legitimierten Person" oder "befugten
Person" eine Person verstanden wird, der eine spezielle
Berechtigung zuerteilt wurde.

[0003] Die erfindungsgemalie tragergebundene Si-
cherheitsvorrichtung versetzt autorisierte Personen in
die Lage, Berechtigungen individuell zuzuschneiden
und auf einen Trager der Sicherheitsvorrichtung zu
Ubertragen, d.h. den Tréager fiir die mit den Berechtigun-
gen verbundenen Aktionen zu legitimieren.

[0004] Gleichzeitig versetzt die erfindungsgemafe
tragergebundene Sicherheitsvorrichtung derartig legiti-
mierte Personen in die Lage, die fir ihn gultigen Berech-
tigungen auf einfache Weise zu erlangen.

Stand der Technik

[0005] Um sensible Bereiche des taglichen Lebens
wie private Einrichtungen (Wohnung, Auto, etc.) und 6f-
fentliche Einrichtungen wie Geldausgabeeinrichtungen
("Geldautomaten"), Hochsicherheitsbereiche, etc. vor
Missbrauch durch unerlaubten Zugriff oder Zutritt zu
schitzen, ist es zweckmaRig, den Zugriff bzw. Zutritt
durch eine Person auf derartige Einrichtungen von einer
erfolgreich durchgefiihrten Uberpriifung der Berechti-
gung (Legitimation) der Person abhangig zu machen.
[0006] Fir die oben genannten privaten Einrichtun-
gen und auch fir viele 6ffentlichen Einrichtungen be-
steht die Sicherung fur gewdhnlich in einem einfachen
Schloss, und die Legitimation entspricht dem Besitz des
zugehdorigen Schlissels.

[0007] Dies bedeutet aber auch, dass eine unbefugte
Person den Zutritt/Zugriff erlangen kann, wenn sie sich
nur in den Besitz des Schlissels bringt. Dem
Missbrauch sind im wahrsten Sinne Tir und Tor ge6ff-
net, wenn im Sicherheitssystem keine weiteren
MaRnahmen vorgesehen sind, die es ermdglichen, ob
eine scheinbar legitimierte Person wirklich befugt ist,
oder sich die Legitimation unrechtmaflig angeeignet
hat.

[0008] Ein anderes klassisches Beispiel ist das Uber-
prifen der Identitat der Zugriff/Zutritt suchenden Per-
son, z.B. anhand eines Ausweises und/oder eines per-
sonlichen Merkmales wie der Unterschrift, durch eine
autorisierte Person, z.B. einen Schalterangestellten
oder einen Pfértner, gefolgt von der Uberpriifung, ob die
betreffende Person flir den von ihr gewiinschten Zugriff/
Zutritt legitimiert ist.

[0009] Durch die getrennte und in der Regel aufein-
anderfolgende Uberpriifung von Identitit und Legitima-
tion ist die Uberpriifung der Zugriffs-/Zugangsberechti-
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gung allerdings aufwendig und ineffektiv.

[0010] Bei moderneren Ausbildungen wie z.B. Ma-
gnet- oder Chipkarten erfolgt die Uberpriifung einer Be-
rechtigung durch Einfiihren der Karte an einer Auslese-
vorrichtung und die Eingabe eines Kodes (z.B. einer PIN
oder eines Passwortes) an einer entsprechenden Ein-
gabevorrichtung (i.d.R. mit einer Tastatur). Dabei wird
im Allgemeinen eine Uberpriifung der Identitit nicht
mehr direkt, sondern allenfalls indirekt durchgefiihrt, in-
dem vorausgesetzt wird, dass die Identitdt mit der
Kenntnis der PIN oder des Passwortes verknipft ist.
[0011] Der Nachteil hierbei ist, dass eine unbefugte,
d.h. nicht berechtigte Person die gleichen Legitimation
vortduschen kann wie die rechtmaRig legitimierte Per-
son oder legitimierten Personen, wenn die Karte zusam-
men mit dem Kode ihren Besitz gerat. Aus diesem Grun-
de ist es empfehlenswert, PINs oder Passworter nicht
aufzuschreiben, sondern sich auswendig zu merken,
was aber wegen der Fulle von Passwortern und PINs
die Gedachtnisleistung der Durchschnittsperson leicht
Ubersteigen kann. Gleichzeitig schrankt dies die prak-
tisch sinnvolle Lange eines Passwortes und insbeson-
dere eines Zahlenkodes auf wenige Stellen von oft we-
niger als 10, in vielen Fallen sogar nur 4, ein. Solche
kurzen Kodes kdnnen aber vergleichsweise einfach
"geknackt" (entschlisselt) werden, insbesondere wenn
dies mit Unterstitzung von modernen Computern
durchgefiihrt wird.

[0012] Ein weiterer Nachteil dieses Verfahrens beruht
darauf, dass die PIN oder das Passwort an dem Ort, an
dem der Zutritt/Zugriff kontrolliert wird, in eine entspre-
chende Vorrichtung eingegeben werden muss: Dabei
kommt es immer wieder vor (insbesondere an Geldau-
tomaten), dass sich unberechtigte Personen mit krimi-
neller Einstellung durch Manipulationen, aber gelegent-
lich allein durch einfache Beobachtung, in den Besitz
des Zugangskodes (PIN, Passwort, etc.) bringen.
[0013] Ein bisher nicht erwahnter, weiterer Nachteil
herkdmmlicher Sicherheitsvorrichtungen besteht darin,
dass auch eine rechtmafig legitimierte Person ein Si-
cherheitsrisiko darstellt, da sie in der Lage ist, ihre auf
sie personlich ausgestellte Berechtigung - sei es willent-
lich oder unter Zwang - an eine oder gar mehrere unbe-
fugte Personen zu Ubergeben/lbertragen. Insbesonde-
re wenn dies willentlich geschieht, kann die Gefahr ei-
nes dauerhaften, unentdeckten Missbrauchs bestehen,
z.B. ein wiederholter unbefugter Zutritt zu Hochsicher-
heitsbereichen.

[0014] Um diese Probleme zu umgehen, werden in
letzter Zeit sogenannte biometrische Erkennungsver-
fahren verwendet, die die Uberpriifung der Legitimie-
rung einer Person mit einer Uberpriifung der Identitat
der Person verbinden, und zwar anhand eines oder
mehrerer eindeutiger individueller Kdrpermerkmale. Die
verschiedenen biometrischen Verfahren, die in der Ent-
wicklung bzw. zum Teil schon im Einsatz sind, beruhen
auf Eigenschaften eines Fingers, einer Hand, des Ge-
sichtes, der Retina, der Iris, des Geruches, der Stimme,
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der Unterschrift, des Tastenanschlags, usw..

[0015] Neben unbestreitbaren Vorteilen weist jedes
dieser Verfahren aber auch Nachteile auf. So sind viele
dieser oben genannten Merkmale nicht ausreichend gut
erkenn- und unterscheidbar, oder zeitlich veranderlich
(z.B. wegen Haarwuchs, Anderung der Frisur, Bart-
wuchs, Schminke, Verletzungen, Alterung, etc.). Dies
hat zur Folge, dass befugte Personen zu Unrecht keinen
ZuganglZugriff erhalten. Umgekehrt sind diese Verfah-
ren aber auch nicht 100%ig falschungssicher, was die
Gefahr in sich birgt, dass unbefugte Personen zu Un-
recht einen Zugang/Zugriff erhalten.

Beschreibung der Erfindung
[0016] Esisteine Aufgabe dieser Erfindung, eine Vor-

richtung bereitzustellen, die die oben genannten Proble-
me vermeidet.

[0017] Diese Aufgabe wird durch die erfindungsge-
mafe Vorrichtung mit den Merkmalen von Anspruch 1
geldst.

[0018] Demzufolge umfasst die erfindungsgemafile

tragergebundene Sicherheitsvorrichtung eine Ver-
schlusseinrichtung zum Anlegen der Sicherheitsvor-
richtung, wenigstens eine Aktivierungseinrichtung zur
Aktivierung der Sicherheitsvorrichtung, wobei ein Off-
nen der Verschlusseinrichtung eine Deaktivierung der
Sicherheitsvorrichtung bewirkt, eine Signalausgabeein-
richtung, und wenigstens eine Ausléseeinrichtung, um
die Signalausgabeeinrichtung bei aktivierter Sicher-
heitsvorrichtung zur Ausgabe wenigstens eines Signals
auszuldsen.

[0019] Das besondere an dem Sicherheitsverfahren
ist, dass der Besitz des Schliissels, d.h. das Tragen der
Sicherheitsvorrichtung alleine noch nicht zu einem Zu-
gang oder Zugriff berechtigt. Vielmehr ist die Benutzung
des Schllssels an den erfolgreichen Nachweis der
rechtmaRigen Verwendung des Schlissels geknipft, d.
h. der Trager muss zur Verwendung des Schlissels le-
gitimiert sein. Das Zuerkennen der Legitimation, d.h. die
Aktivierung der Sicherheitsvorrichtung uber die Aktivie-
rungseinrichtung, muss durch eine oder mehrere hierzu
autorisierte Personen erfolgen und darf nur nach Anle-
gen der Sicherheitsvorrichtung durchgefiihrt werden.
[0020] Ein Offnen der Verschlusseinrichtung bewirkt
zwingend ein Deaktivieren der Sicherheitsvorrichtung.
[0021] Es kdnnen aber zusatzlich noch weitere Me-
chanismen der Deaktivierung vorgesehen sein. Diese
kénnen aktiver Art sein und im Bedarfsfall ein schnelles
beabsichtigtes Deaktivieren durch den Trager und/oder
durch autorisierte Personen erlauben. Sie kénnen aber
auch passiver Art sein und fir den Fall vorgesehen sein,
dass unberechtigte Personen versuchen, sich in Besitz
der aktivierten Sicherheitsvorrichtung zu bringen, ohne
dabei die Verschlusseinrichtung zu 6ffnen. Ein derarti-
ger Mechanismus kann z.B. auf Temperaturédnderungen
reagieren.

[0022] In besonders sicherheitsrelevanten Bereichen
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kann es zweckmafig sein, wenn ein Deaktivieren der
Sicherheitsvorrichtung, beispielsweise durch Offnen
der Verschlusseinrichtung, die Sicherheitsvorrichtung
unwiderruflich, d.h. irreversibel deaktiviert. Dadurch
werden die Mdglichkeiten des Missbrauchs weiter ein-
geschrankt.

[0023] Bei gewissen Anwendungen umfasst der au-
torisierte Personenkreis den Trager; insbesondere im
privaten Bereich kann auch ausschliellich der Trager
autorisiert sein.

[0024] Damit ermdglicht es die Sicherheitsvorrich-
tung, nahezu alle Vorteile eines biometrischen Verfah-
rens zu nutzen: Sie kann nicht ohne Zustimmung einer
autorisierten Person vom legitimen Trager auf eine an-
dere Person Ubertragen werden. Durch diese Tragerge-
bundenheit stellt sie ein quasibiometrisches Erken-
nungsmerkmal dar. Gleichzeitig erfordert sie einen ge-
ringeren Hardwareaufwand als eigentliche biometri-
sche Erkennungsverfahren und ist dabei deutlich einfa-
cher bei der Erkennung und robuster gegeniiber dule-
ren Einflissen (Verschmutzungen, Verletzungen, Bart,
Haarschnitt, Brille, Kontaktlinsen, etc.) als diese.
[0025] Die wenigstens eine Aktivierungseinrichtung
kann beispielsweise ein Tastenfeld umfassen, wobei ei-
ne Aktivierung durch Eingeben einer PIN oder eines
Passwortes durch eine autorisierte Person erfolgen
kann. Im Unterschied zu herkémmlichen Verfahren ge-
schieht diese Eingabe auf vorteilhafte Weise nicht an
dem Ort, an dem der Zutritt/Zugriff erwiinscht wird, son-
dern an einem neutralen (sicheren) Ort, was zu einer
erhdhten Sicherheit fihrt und ferner eine schnellere Zu-
tritts-/Zugriffsuiberpriifung erlaubt.

[0026] Der Kode kann ebenfalls an dem neutralen (si-
cheren) Ort niedergelegt sein, wodurch insbesondere
die Probleme entfallen, die damit verbunden sind, dass
die Zutritt/Zugriff begehrende Person den Kode aus-
wendig kennen muss. Als Beispiele seien hier nur ge-
nannt: Vergessen des Kodes oder Versuche von Unbe-
rechtigten, sich unter Gewaltandrohung/anwendung in
den Besitz des Kodes zu bringen.

[0027] Eine weitere Erhdhung der Sicherheit gegen-
Uber herkdmmlichen Verfahren wird ferner durch Még-
lichkeit der Verwendung von deutlich langeren und da-
mit sicheren Kodes (PINs, Passworter, etc.) erreicht.
[0028] Insbesondere kann die erfindungsgemalle
Vorrichtung auch in mehreren verschiedenen Anwen-
dungsgebieten gleichzeitig eingesetzt werden, wenn sie
fiir jedes dieser Anwendungsgebiete eine eigens daflr
vorgesehene Aktivierungseinrichtung, oder alternativ,
eine Aktivierungseinrichtung mit einer Aktivierungs-
moglichkeit flir jedes der unterschiedlichen Anwen-
dungsgebiete aufweist.

[0029] Wenn die Aktivierung durch den Trager selbst
mdglich ist, so kann diese an jedem ihm sicher erschei-
nenden Ort (z.B. bei ihm zu Hause) durchgefiihrt wer-
den. Er ist damit nicht mehr gezwungen, sich eine PIN
und/oder ein Passwort, oder unter Umsténden sogar ei-
ne Vielzahl von PINs und/oder Passwértern, auswendig
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zu merken. Ferner kann das Sicherheitsrisiko vermie-
den werden, dass dadurch entsteht, dass viele Perso-
nen im mangelnden Vertrauen auf ihre eigenen Ge-
dachtnisleistungen solche PINs oder Passworter in fir
jedermann lesbarer Form mit sich herumtragen.
[0030] Ein weiterer Vorteil der erfindungsgemafien
Vorrichtung ist, dass eine Vielzahl von verschiedenen
Magnetkarten, Chips, Schliisseln, etc. durch eine einzi-
ge Vorrichtung ersetzt werden kénnen.

[0031] In einer besonders vorteilhaften Weiterbildung
der erfindungsgemafen tragergebundenen Sicher-
heitsvorrichtung ist die wenigstens eine Ausldseeinrich-
tung manuell betéatigbar.

[0032] Eine solche Weiterbildung ist z. B. in Hochsi-
cherheitsbereichen vorteilhaft, in denen es eine groRe
Anzahl von gegeniiber unberechtigten Zutritt gesicher-
ten Turen gibt. Wiirde nach dem Aktivieren der Sicher-
heitsvorrichtung die Signalausgabeeinrichtung perma-
nent die entsprechenden Signale ausgeben, so bewirkt
dies unter Umstanden, dass Turen schon dann gedffnet
werden, wenn der Trager an den betreffenden Tiren
voriibergeht, ohne dass er aber einen Zutritt erwlinscht.
Demgegeniber wird durch die bewusste, manuell beta-
tigbare Ausldsung der Signalausgabe erreicht, dass ei-
ne solche Tur nur dann gedffnet wird, wenn dies der Tra-
ger erwlinscht und er dazu legitimiert ist. Auch fir An-
wendungen im privaten Bereich ist eine solche Weiter-
bildung von Vorteil, wenn die Sicherheitsvorrichtung
beispielsweise zum Offnen von Haustiiren, Garagenti-
ren, Autotiren, Briefkasten etc. eingesetzt wird. Alter-
nativ oder zuséatzlich kann dieser auch durch eine Ein-
schrankung der Reichweite der durch die Signalausga-
beeinrichtung ausgegebenen Signale erreicht werden.
[0033] In einer alternativen oder zusatzlichen Weiter-
bildung der tragergebundenen Sicherheitsvorrichtung
ist die wenigstens eine Ausléseeinrichtung beriihrungs-
los betatigbar.

[0034] Beispielsweise kann in einem Sicherheitsbe-
reich jede TiUr mit einer Sendeeinrichtung versehen
sein, die kontinuierlich oder quasikontinuierlich Signale
ausgibt, die die wenigstens eine Ausldseeinrichtung be-
ruhrungslos betétigen. Letztere wiederum bewirkt nach
der Betatigung der Ausldseeinrichtung, dass die Signal-
ausgabeeinrichtung entsprechende Signale ausgibt,
welche von einer Empfangseinrichtung der Tir empfan-
gen werden kénnen und im Fall der Zugangsberechti-
gung bewirken, dass sich diese 6ffnet oder dass diese
geodffnet werden kann. In einer vorteilhaften Weiterbil-
dung der erfindungsgemafen trdgergebundenen Si-
cherheitsvorrichtung ist die wenigstens eine Aktivie-
rungseinrichtung berlhrungslos aktivierbar (und/oder
deaktivierbar).

[0035] Dieskannz.B.im Eingangsbereich (Pforte) ei-
nes Sicherheitstraktes sein und ferngesteuert tiber elek-
tromagnetische akustische oder optische Signale erfol-
gen.

[0036] In einer anderen oder alternativen Weiterbil-
dung ist die erfindungsgeméafie Sicherheitsvorrichtung
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S0 ausgebildet, dass die wenigstens eine Aktivierungs-
einrichtung manuell aktivierbar (und/oder deaktivierbar)
ist.

[0037] Hierzu kann beispielsweise die Aktivierungs-
einrichtung ein Sensorfeld umfassen, das durch Beriih-
ren mit dem Finger des autorisierten Tragers aktiviert
werden kann. Dadurch kann der Sicherheitsstandard
noch weiter erhoht werden, da das quasibiometrische
Erkennungsmerkmal noch einmal durch ein biometri-
sches Erkennungsmerkmal gesichert ist.

[0038] In einer anderen bevorzugten Weiterbildung
umfasst die manuell aktivierbare Aktivierungseinrich-
tung Eingabetasten, mit deren Hilfe die Aktivierungsein-
richtung z. B. durch das Eingeben einer Buchstaben
und/oder Zahlenkombination aktivierbar ist. Eine einfa-
chere Ausbildung umfasst nur eine Eingabetaste, wobei
die Aktivierung z.B. dhnlich wie bei einem Morsesignal-
geber durch die Eingabe Uber unterschiedlich lang ge-
haltene Tastensignalen erfolgen kann.

[0039] In einer ebenfalls bevorzugten Weiterbildung
umfasst die tragergebundene Sicherheitsvorrichtung
auRerdem eine Alarmeinrichtung zum Ausgeben eines
Alarmsignals, wenn die Sicherheitsvorrichtung deakti-
viert wird.

[0040] Eine solche Weiterbildung dient einer weiteren
Erhéhung der Sicherheit, da unbefugter Zutritt/Zugriff
durch eine Person, die sich beispielsweise gewaltsam
in den Besitz einer Sicherheitsvorrichtung bringt, wegen
der Deaktivierung der Sicherheitsvorrichtung nicht nur
verweigert wird, sondern dass ein solcher Versuch auch
augenblicklich durch ein Alarmsignal angezeigt wird.
Dies wirkt einerseits abschreckend und reduziert somit
von vornherein Missbrauchsversuche, es dient anderer-
seits aber auch der schnellen Dingbarmachung einer
Person, die einen Missbrauchversuch unternimmt.
[0041] Die Erfindung betrifft ferner ein Sicherheitssy-
stem zur Verwendung wenigstens einer der oben be-
schriebenen trédgergebundenen Sicherheitsvorrichtun-
gen, welche umfasst: Wenigstens eine Empfangsvor-
richtung zum Empfangen von Signalen der Signalaus-
gabeeinrichtung der wenigstens einen tragegebunde-
nen Sicherheitsvorrichtung, wenigstens eine Steue-
rungsvorrichtung, um die Ausfiihrung einer vorgegebe-
nen Tatigkeit wie das Offnen einer TUr zu bewirken,
wenn wenigstens ein entsprechendes Signal durch die
wenigstens eine Empfangsvorrichtung empfangen wur-
de.

[0042] Durch dieses Sicherheitssystem kénnen auch
Sicherheitsbereiche und andere relevante Anlagen auf
benutzerfreundliche Art und Weise, dabei aber gleich-
zeitig unter Gewahrleistung eines hohen Sicherheits-
standards gesichert werden.

[0043] Nachfolgend wird eine bevorzugte Ausflih-
rungsform der Erfindung unter Bezugnahme auf die bei-
gefligten Figuren erlautert. Dabei zeigen:

Figur 1  eine schematische Ausfiihrungsform eines
einfachen Ausflihrungsbeispieles der erfin-



7 EP 1 304 658 A1 8

dungsgemalen Sicherheitsvorrichtung,

Figur 2 ein einfaches Ersatzschaltbild zur Veran-
schaulichung der Funktionsweise der in Fi-
gur 1 gezeigte Ausfiihrungsform,

Figur 3  schematisch eine Aktivierungseinrichtung fur
eine andere bevorzugte Ausfiihrungsform,

Figur 4  einen bevorzugten Anwendungsbereich der
in Figur 3 gezeigte Ausflihrungsform,

Figur 5 schematisch die berliihrungslose Betatigung
einer Ausldseeinrichtung.

[0044] Figur 1 zeigt eine einfache Ausfiihrungsform

der erfindungsgemafen tragergebundenen Sicher-
heitsvorrichtung, die als Armbanduhr-ahnliches Arm-
band ausgeflhrtist. Dadurch ist sie leicht am Armgelenk
des Tragers befestigbar. In der Abbildung sind nur die
relevanten Bestandteile der Sicherheitsvorrichtung
schematisch illustriert.

[0045] Die gezeigte Anordnung dient lediglich zur Er-
lauterung der Erfindung, muss aber keineswegs der tat-
sachlich bevorzugten Anordnung der entsprechenden
Einrichtungen entsprechen. Insbesondere ist eine be-
sonders bevorzugte Ausfihrungsform der Erfindung ih-
rem AuReren Erscheinungsbild nach nicht nur wie eine
herkdbmmliche Armbanduhr ausgebildet, sondern um-
fasst vorzugsweise auch deren Funktionen, so dass die
der Erfindung zugrundeliegenden Merkmale dem un-
voreingenommenen Betrachter nicht ohne weitere er-
sichtlich sind.

[0046] Die Vorrichtung umfasst eine Verschlussein-
richtung 110 zum An- und Ablegen der Sicherheitsvor-
richtung 100. Ferner ist eine Aktivierungseinrichtung
120 als Tastendisplay ausgebildet, und umfasst in dem
gezeigten Beispiel - natirlich ohne Einschrankung der
Allgemeinheit - neun verschiedene Tasten. Bei ge-
schlossener Verschlusseinrichtung 110 kann die Si-
cherheitsvorrichtung durch Eingabe eines geeigneten
Codes in die Aktivierungseinrichtung aktiviert werden,
worauf die Aktivierungseinrichtung ein oder mehrere Si-
gnale bereitstellen kann, die bei Betatigung der Ausl6-
seeinrichtung 150a durch die Signalausgabeeinrich-
tung 150 ausgegeben werden. Eine Deaktivierung der
Einrichtung erfolgt, sobald die Verschlusseinrichtung
geoffnet wird.

[0047] Optional kdnnen weitere Moglichkeiten zur
Deaktivierung der Sicherheitsvorrichtung vorgesehen
sein, die nicht auf dem Offnen der Verschlusseinrich-
tung beruhen.

[0048] Die Deaktivierung kann z.B. ebenfalls durch
die Eingabe einer bestimmten Zahlen- oder Buchsta-
benkombination in die Aktivierungseinrichtung gesche-
hen.

[0049] Eine alternative oder zusatzliche Mdglichkeit
der Deaktivierung besteht darin, dass eine zuerkannte
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Legimitation nur fir eine vorbestimmbare Zeitspanne
gultig ist, wofur eine Uhreneinrichtung vorzugsweise in-
nerhalb der Sicherheitsvorrichtung vorgesehen ist, die
nach Ablauf dieser Zeitspanne ein Signal zur Deaktivie-
rung ausgibt. Der Startpunkt der vorbestimmbaren Zeit-
spanne kann der Zeitpunkt des Aktivierungsvorgangs
oder der Zeitpunkt des ersten Zutritts/Zugriffs sein.
[0050] Figur 2 ist eine Reihenschaltung, die zur Ver-
anschaulichung der Bedingungen dienen soll, die erfullt
sein mussen, damit die Signalausgabeeinrichtung ein
Signal zur Betatigung eines Schalters, einer Tiir, etc.
ausgibt. Verschiedene Elemente der Sicherheitsvor-
richtung sind demgemaR durch einen Schalter repra-
sentiert; eine Aktivierung der Sicherheitsvorrichtung
entspricht einem SchlieRen des zugehdrigen Schalters.
[0051] Aus der Figur 2 ist ersichtlich, dass eine Beta-
tigung der Ausldseeinrichtung 150 a nur dann eine Si-
gnalausgabe der Signalausgabeeinrichtung 150 be-
wirkt, wenn sowohl die Verschlusseinrichtung 110 akti-
viert, d.h. geschlossen, als auch die Aktivierungsein-
richtung 120 aktiviert ist. Der die "Aus"-Stellung des die
Verschlusseinrichtung 110 symbolisierenden Schalters
110'und des die "Aus"-Stellung des die Aktivierungsein-
richtung 120 symbolisierenden Schalters 120" verbin-
dende Pfeil 115 bedeutet, dass ein Offnen der Ver-
schlusseinrichtung 110 unvermeidlich zu einer Betriebs-
unterbrechung der Aktivierungseinrichtung 120 und da-
mit zu einer Deaktivierung der Sicherheitsvorrichtung
100 fahrt. Umgekehrt gilt aber nicht, dass ein Schlie3en
der Verschlusseinrichtung 110 eine Aktivierung der Ak-
tivierungseinrichtung 120 bewirkt. Vielmehr muss diese
Aktivierung separat nach dem SchlieRen der Verschlus-
seinrichtung 110 erfolgen, was nur durch eine hierzu au-
torisierte Person durchgefihrt werden kann.

[0052] In den Figuren 3 bis 5 wird gezeigt, wie eine
bevorzugte Ausfiihrungsform der erfindungsgemafien
Sicherheitsvorrichtung dazu verwendet werden kann,
um auf unterschiedlich gesicherte Sicherheitsbereiche
zuzugreifen.

[0053] Figur 3 zeigt eine Aktivierungseinrichtung 220
fur die erfindungsgemalRe Sicherheitsvorrichtung, die
zwei Ausgéange 220a und 220b aufweist. Zwischen die-
sen Ausgangen und der Signalausgabeeinrichtung 250
sind jeweils eine Betatigungseinrichtung 250a und 250b
vorgesehen.

[0054] Im hier gezeigten Beispiel soll die Ausldseein-
richtung 250a eine manuell durch den Trager betatigba-
re Ausléseeinrichtung symbolisieren, wahrend die Aus-
I6seeinrichtung 250b beriihrungslos ausldsbar sein soll,
was im vorliegenden Fall in der Figur 5 naher veran-
schaulicht wird. In Figur 5 bezeichnet das Bezugszei-
chen B 1 eine Pforte oder eine Durchgangstir in einem
Sicherheitskomplex. Dieser TUr ist eine Sendevorrich-
tung S zugeordnet, die permanent oder in regelmafigen
oder in unregelmafigen Absténden ein Signal aussen-
det, das die Ausldseinrichtung 250b der erfindungsge-
maRen Sicherheitsvorrichtung auslésen kann.

[0055] Die Aktivierungseinrichtung 220 wurde durch
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eine autorisierte Person so aktiviert, dass die Ausgéange
220a und 220b der Aktivierungseinrichtung Signale ent-
sprechend der Berechtigung des Tragers ausgeben
kénnen. Dies soll nachfolgend unter Bezugnahme auf
Figur 4 veranschaulicht werden.

[0056] Figur 4 zeigt schematisch einen Durchgangs-
flurin einem Sicherheitstrakt, der seitliche Tiren A1, A2,
A3, ...., sowie Durchgangstiren B1, B2, .... aufweist.
[0057] Jede dieser Tiren A1, A2, A3, ....,B1,B2, ...
umfasst eine Empfangseinrichtung, um Signale der Si-
gnalausgabeeinrichtungen empfangen zu kénnen. Im
vorliegenden Fall z.B. wird die Sicherheitsvorrichtung
dem Trager durch einen Sicherheitsingenieur angelegt.
Die Aktivierung der Sicherheitsvorrichtung erfolgt vor-
zugsweise beriihrungslos und so, dass der Trager der
Vorrichtung oder andere Personen keinerlei Information
Uber die Art der Aktivierung erhalten. Vorzugsweise ge-
schieht die Aktivierung bertuhrungslos Uber ein elektro-
magnetisches Signal, wobei dieses Signal Information
daruber enthalten soll, welche Signale an den Ausgéan-
gen 220a und 220b der Aktivierungseinrichtung bereit
gestellt werden sollen.

[0058] Soll der Trager der Vorrichtung z.B. legitimiert
sein, Zutritt zu den Turen A1, A5, A8 und B1 zu haben,
so wird die Aktivierungseinrichtung 220 derart aktiviert,
dass an dem Ausgang 220a die Signale "A1", "A5" und
"A8" ausgegeben werden kdnnen, wahrend an dem
Ausgang 220b das Signal "B1" ausgegeben werden
kann. Im allgemeinen Fall sind diese Signale voneinan-
der verschieden und werden beispielsweise in schneller
Folge nacheinander ausgesendet.

[0059] Der in Figur 4 von links kommende Trager der
Sicherheitsvorrichtung hat im ersten Teilstlick des Flurs
nur Zugangsberechtigung zu Tir A1. Um zu vermeiden,
dass jede Tur, zu denen die Person eine Zugangsbe-
rechtigung besitzt, von selbst aufgehen, muss der Tra-
ger die Ausldseeinrichtung 250a betétigen, um zu den
seitlichen Tlren Zugang zu erhalten.

[0060] Im Unterschied zu den seitlichen Tliren umfas-
sen die Durchgangstiiren B1, B2, ... eine Sendeeinrich-
tung, die ein Signal ausgeben, um die Ausldseeinrich-
tung 250b der Sicherheitsvorrichtungen zu betatigen.
Vorzugsweise ist die Reichweite dieses Signals einge-
schrankt, z.B. auf nur wenige Meter. Nahert sich die den
Gang entlang gehende Person der Tur B1, so wird das
durch die Sendevorrichtung der Tir ausgegebene Si-
gnal von der Empfangseinrichtung der Ausldseeinrich-
tung empfangen und bewirkt, dass die Aktivierungsein-
richtung 220 Signale am Ausgang 220b ausgibt. Wenn
diese Signale das Signal umfassen, dass zum Offnen
der Tir B1 legitimiert, so wird hierdurch die Tir B1 beim
Herannahen der Person automatisch geéffnet.

[0061] In den oben beschriebenen Ausflihrungsfor-
men wurden die von der Signalausgabeeinrichtung der
tragergebundenen Sicherheitsvorrichtung ausgegebe-
nen Signale berlihrungslos, und zwar bevorzugtin Form
elektromagnetischer Wellen, tUbertragen.

[0062] Alternativ kann die trdgergebundene Sicher-
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heitsvorrichtung einen Kontakt oder eine Mehrzahl von
Kontakten aufweisen, mittels derer:

- die Aktivierungseinrichtung aktivierbar ist, und/oder

- die wenigstens eine Ausldseeinrichtung ausgeldst
werden kann, und/oder

- die Signalausgabeeinrichtung Signale ausgeben
kann.

[0063] Ausfiihrungsformen, die diese Prinzipien ver-
wenden, kdénnen vor allem im Zahlungsverkehr vorteil-
haft an Stelle der derzeit gebrauchlichen EC- oder Kre-
ditkarten verwendet werden, z.B. an Geldautomaten,
Kundenkassen, Fahrkartenschaltern, etc.

[0064] Hierzu missen die Geldautomaten, Kunden-
kassen, Fahrkartenschalter, etc. zu den tragergebunde-
nen Sicherheitsvorrichtungen aquivalente Kontakte auf-
weisen, Uber die eine Signallibertragung maoglich ist.
[0065] Die Kontakte kbnnen insbesondere als beweg-
bare Stiftkontakte ausgebildet sein, wobei ein Bewegen
der Kontakte (Zustandekommen eines Kontaktes) auto-
matisch die Ausgabe eines Signals Uber den Kontakt
bewirken kann, also eine einfache und zweckmaRige
Ausldseeinrichtung darstellt.

[0066] Zusatzlich zur Zutrittskontrolle lasst sich Wei-
terbildungen der erfindungsgemafen Sicherheitsvor-
richtungen auch zur Anwesenheitskontrolle bzw. Uber-
wachung verwenden. Hierzu wird die vorhandene Si-
gnalausgabeeinrichtung der Sicherheitsvorrichtung
verwendet oder eine zusatzliche Signalausgabeeinrich-
tung bereitgestellt, um in vorbestimmten Abstanden
oder permanent ein Signal auszugeben.

Eine unter Berlicksichtigung der Reichweite des durch
die Sicherheitsvorrichtung ausgegebenen Signals in ei-
nem Raum oder Gebdude positionierte Empfangsein-
richtung kann dazu verwendet werden, die Anwesenheit
der betreffenden Person zu iberwachen. Mehrere in
verschiedenen Raumen oder an verschiedenen Orten
positionierte Empfangseinrichtungen kénnen dazu ver-
wendet werden, die Person standig zu lokalisieren und
ihre Positionswechsel zu verfolgen.

[0067] In Verbindung mit der erfindungsgemafen Si-
cherheitsvorrichtung kann als weitere Kontrollinstanz
ein Verfahren zur Personenzahlung vorgesehen sein
(beispielsweise bei einer Personenschleuse liber eine
Personenwaage, innerhalb von Rdumen durch automa-
tische Videoauswertung mit intelligenter Bildauswer-
tung), wodurch Uberprift werden kann, ob jede anwe-
sende Person auch tatséchlich zutritts-/anwesenheits-
berechtigt ist und sich nicht etwa Zugang durch Gewalt
verschafft hat oder durch eine befugte Person einge-
schleust wurde.

[0068] Kombinationen dieser im Zusammenhang mit
den obigen beispielhaften Ausfiihrungsformen be-
schriebenen Alternativen sind in dieser Erfindung eben-
falls umfasst, deren Umfang die durch die nachfolgen-
den Anspriiche definiert ist.
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Patentanspriiche

1.

Tragergebundene Sicherheitsvorrichtung
umfassend:

(100)

eine Verschlusseinrichtung (110) zum Anlegen
der Sicherheitsvorrichtung (100),

wenigstens eine Aktivierungseinrichtung (120)
zur Aktivierung der Sicherheitsvorrichtung, wo-
bei ein Offnen der Verschlusseinrichtung eine
Deaktivierung der Sicherheitsvorrichtung (100)
bewirkt,

eine Signalausgabeeinrichtung (150),

wenigstens eine Ausldseeinrichtung (150a),
um die Signalausgabeeinrichtung (150) bei ak-
tivierter Sicherheitsvorrichtung zur Ausgabe
wenigstens eines Signals auszulésen.

Tragergebundene Sicherheitsvorrichtung (100,
200) nach Anspruch 1, in welcher die wenigstens
eine Ausldseeinrichtung (150a, 250a) manuell be-
tatigbar ist.

Tragergebundene Sicherheitsvorrichtung (200)
nach einem der vorangegangenen Anspriiche, in
welcher die wenigstens eine Ausldseeinrichtung
(250b) bertihrungslos betatigbar ist.

Tragergebundene Sicherheitsvorrichtung nach ei-
nem der vorangegangenen Anspriiche, in welcher
die Sicherheitsvorrichtung iber die wenigstens ei-
ne Aktivierungseinrichtung berihrungslos aktivier-
bar und/oder deaktivierbar ist.

Tragergebundene Sicherheitsvorrichtung nach An-
spruch 4, in welcher die Aktivierungseinrichtung ei-
ne Empfangseinrichtung zur Aktivierung der Akti-
vierungseinrichtung umfasst.

Tragergebundene Sicherheitsvorrichtung nach ei-
nem der vorangegangenen Anspriche, in welcher
die Sicherheitsvorrichtung Uber die wenigstens ei-
ne Aktivierungseinrichtung manuell aktivierbar und/
oder deaktivierbar ist.

Tragergebundene Sicherheitsvorrichtung nach An-
spruch 6, in welcher die Aktivierungseinrichtung ein
Sensorfeld zur Aktivierung der Sicherheitsvorrich-
tung Uber die Aktivierungseinrichtung umfasst.

Tragergebundene Sicherheitsvorrichtung nach An-
spruch 6, in welcher die Aktivierungseinrichtung
Eingabetasten umfasst, durch die die Sicherheits-
vorrichtung Uber die Aktivierungseinrichtung akti-
vierbar ist.
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9.

10.

Tragergebundene Sicherheitsvorrichtung nach ei-
nem der vorangegangenen Anspriche, ferner um-
fassend:

eine Alarmeinrichtung zum Ausgeben eines
Alarmsignals, wenn die Sicherheitsvorrichtung
deaktiviert wird.

Sicherheitssystem, zur Verwendung wenigstens ei-
ner trégergebundenen Sicherheitsvorrichtung nach
einem der vorangegangenen Anspriche, umfas-
send;

wenigstens eine Empfangsvorrichtung zum Emp-
fangen von Signalen der Signalausgabeeinrichtung
der wenigstens einen tragergebundenen Sicher-
heitsvorrichtung,

wenigstens eine Steuerungsvorrichtung, um die
Ausfiihrung einer vorgegebenen oder vorgebbaren
Tatigkeit zu bewirken, wenn wenigstens ein ent-
sprechendes Signal durch die wenigstens eine
Empfangsvorrichtung empfangen wurde.
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