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Description

[0001] The invention relates to a security document
provided with a watermark, a sheet of printing paper for
such a security document, a method for processing and/
or detecting the watermark in such a security document
and software for carrying out said method.

[0002] Many security characteristics are provided on
security documents, particularly banknotes. The various
security characteristics serve various security purpos-
es. There are for instance security characteristics on the
basis of which the public can easily verify whether for
instance a banknote is authentic. An example of such a
security characteristic is among other things the well-
known watermark, such as for instance described in
EP-A-1.273.461 of the applicant, the security thread and
the holograms and foil parts that are disposed on the
banknotes.

[0003] In addition security characteristics are dis-
posed on quite some security documents, which char-
acteristics can only be made visible using particular
aids, for instance at a bank. Furthermore there are se-
curity characteristics that can for instance only be per-
ceived by a central bank, and there are particular secu-
rity characteristics relating to criminal investigation mat-
ters that can only be perceived with highly particular
means.

[0004] However, there is a need for new and addition-
al security characteristics.

[0005] In addition there is a problem with for instance
banknotes, namely that strips are cut out of banknotes
and a new banknote is compiled using said strips. It is
an object of the invention to offer a new, additional se-
curity characteristic.

[0006] Itis a further object of the invention to offer a
solution for among others the said attempts at fraud.
[0007] The invention regards a security document
provided with a watermark, wherein the watermark ex-
tends over the full security document and shows a con-
tinuous brightness variation over the security document
that is visually not or hardly visible under visible light,
and/or using infrared radiation and/or ultraviolet radia-
tion.

[0008] As the watermark extends over almost the full
security document, a correct choice of the brightness
and the variation thereof, enables the creation of a se-
curity characteristic that visually cannot or hardly be
seen.

[0009] In addition the specific watermark, as it ex-
tends over almost the full security document, offers the
possibility of offering a security characteristic which en-
ables to easily perceive first of all whether an attempt at
fraud has been made, and in particular whether an at-
tempt at fraud has been made wherein the carrier of the
security document, that means the paper or optionally
the synthetic material, has been changed physically.
[0010] A watermark is a change of mass provided in
a carrier, usually paper. By holding the carrier "against
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the light", that means in front of a source of (artificial or
day)light, a generally known watermark is visible. In ad-
dition the known watermark usually is also visible under
infrared radiation. The watermark according to the in-
vention however, has such a brightness variation that it
will not be visible in the usual manner without using aids.
Moreover, also in order to render it virtually invisible, it
extends over almost the full banknote.

[0011] Preferably the brightness variation of the wa-
termark according to the invention as regards translu-
cency (transmission) is hardly visible to the human eye
at visible light. The watermark on the other hand can
indeed be made discernible at light visible to the human
eye by using aids, such as by means of equipment such
as image recorders such as digital (line scan) cameras.
It can also be opted for that a watermark, whether or not
as regards translucency, can be discerned by means of
equipment using infrared radiation (IR) or ultraviolet ra-
diation (UV). The watermark can be made such that it
can be made visible by means of aids under either vis-
ible light, or under IR radiation, or under UV radiation or
possibly under a combination thereof. In case of visible
light perception will usually take place in translucency
(transmission), when using IR or UV perception can op-
tionally take place under striking light. In the directly re-
corded image the brightness variation is not or hardly
visible. By increasing the contrast by means of aids or
image processing, the brightness variation can indeed
be made visible.

[0012] According to the invention the watermark ex-
tends over almost the full security document. In such
cases this means that the watermark extends over the
full width and the full length. As will also become clear
from the figures, the brightness may vary over the length
only, the width only, or a combination of both.

[0013] The watermark according to the invention can
also be combined with the already known visible water-
mark, such as a portrait watermark that is for instance
used in banknotes.

[0014] Inanembodiment of the security document ac-
cording to the invention the brightness of the watermark
varies periodically or aperiodically undulatory. As re-
gards production technology such a variation is easy to
realise. In addition such a variation can rather easily be
made such that visually the watermark cannot or hardly
be seen.

[0015] In another or further embodiment the bright-
ness of the watermark varies continuously along the lon-
gitudinal axis of the security document, the latitudinal
axis of the security document, one or more diagonals of
the security document, from a point on the security doc-
ument either circular or not, or a combination thereof.
Each one of these options offers its own additional op-
tions. Especially brightness variations varying along
both axes, and particularly differently along both axes,
offer additional options, as will become clear further be-
low in this description.

[0016] In a further or additional embodiment the
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brightness of the watermark varies undulatory along a
line in the plane of the security document, which line
may or may not be imaginary.

[0017] In a further or additional embodiment the se-
curity document is further provided with a group indica-
tion for distinguishing groups of security documents.
Such a group indication may for instance be a denomi-
nation code (for instance 50) and/or a model code (for
instance Euro series 2) and/or a code regarding the
manufacturer of the paper and/or another code.

[0018] Inyetanother or further embodiment the secu-
rity document is further provided with a location indica-
tion which is unique for each specimen or a specimen
of the security document within a sheet of printing paper
(for instance the position of a banknote in a sheet of
printing paper). According to an embodiment thereof,
the brightness variation of the watermark along a line in
the plane of the security document, which line may or
may not be imaginary, depends on the group indication
or atleast on a part or subset of the specimen indication.
In an embodiment a brightness variation characteristic
is selected from the group of the first derivative of the
brightness variation, the second derivative of the bright-
ness variation and a combination of the first and second
derivative depending on the group indication or at least
a part or subset of the specimen indication.

[0019] Ina further or another embodiment the security
document has been obtained from a sheet of printing
paper with a plurality of security documents, wherein the
original position of the security document on the sheet
of printing paper can be deduced from the brightness
variation of the security document.

[0020] Ina further or another embodiment the security
document has been obtained from a sheet of printing
paper having columns and rows of similar security doc-
uments, wherein the brightness variation of each secu-
rity document has a predetermined relation with the col-
umn and/or row of the security document on the sheet
of printing paper so that the row and/or column from
which the security document originates can be deduced.
[0021] In a further or alternative embodiment the se-
curity document according to the invention is further pro-
vided with an indication that may or may not be visible.
Said indication, for instance disposed by means of print-
ing, security foil, or another characteristic, may have a
relation with one of the above-mentioned characteristics
of the watermark according to the invention, for instance
a mathematic or other logic relation. For instance a val-
ue indication on the security document may have been
disposed on the security document by means of printing,
or the security document may have been provided with
a further, visually visible watermark in which an image
or another value has been disposed. The value or other
property of said image or said characteristic can be re-
lated to characteristics of the watermark according to
the invention that cannot or hardly be seen visually. For
instance, in case of a banknote, the banknote may be
provided with a value indication, such as 10.- Euro, 20.-
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Euro and 50.- Euro, and a characteristic of the water-
mark according to the invention can be related thereto.
For instance the value of the first or second derivative
may depend on the value indication of a banknote.
[0022] In an embodiment the security document is a
banknote.

[0023] The invention further relates to a method for
processing a watermark in a security document as de-
scribed above, for verification or determination of au-
thenticity, wherein aimage recording of the security doc-
ument is made and stored in a first memory, a brightness
variation is determined along a predefined line in the
plane of the security document, and at least one param-
eter is determined from the brightness variation. By
means of a measurement parameters can be deter-
mined that visually cannot be determined at all, such as
for instance the first and second derivative of the bright-
ness variation along a line.

[0024] In an embodiment of said method the image
recording is normalised with respect to a reference im-
age for determining the brightness variation.

[0025] In an embodiment thereof use is made of a so-
called 'vision system', camera system or the like.
[0026] The invention furthermore regards computer
software for, once implemented on a computer, carrying
out the method steps of the method as described above.
[0027] The invention further regards a sheet of print-
ing paper on which several security documents accord-
ing to the above description can be printed in rows and
columns, comprising a watermark over almost the entire
sheet of printing paper having an almost continuously
varying brightness variation which visually is not or hard-
ly visible under visible light and/or using infrared radia-
tion, and/or using ultraviolet radiation and which along
a line, that may or may not be imaginary, selected from
the group consisting of the length, the width and the di-
agonals of the sheet of printing paper varies almost un-
dulatory, wherein a position or positions of minimum
and/or maximum values of the brightness of the water-
mark along the line are situated at a different location
per security document.

[0028] This results in a yet more refined security.
Moreover the brightness variation, or a parameter there-
of, can be coupled to other characteristics of the security
document, such as for instance a group indication or
group code (denomination, model, manufacturer). A
place/location indication can also be given (column and/
or row on the sheet of printing paper). In case of a ban-
knote for instance a denomination indication or serial
number. The brightness variation may be periodical or
aperiodical.

[0029] Preferably the brightness variation as regards
translucency is not or hardly visible to the human eye.
[0030] Inanembodimentofthe sheet of printing paper
the brightness variation is periodically undulatory. Pref-
erably a continuous function, more preferably a function
that can be differentiated twice at least. In a further em-
bodiment the brightness variation is almost sinusoidal.
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[0031] The invention further regards a watermark for
securing a security document, extending over almost
the full security document and showing an almost con-
tinuous brightness variation over the security document
which is visually hardly visible under visible light, and/
or using infrared radiation, and/or ultraviolet radiation.
[0032] In an embodiment the above-mentioned wa-
termark is combined with a watermark that as regards
translucency is visible to the human eye at visible light.
An example thereof is the generally known watermark
in banknotes, such as the portrait watermark. Such a
watermark can be considered a coded watermark, but
itself is also often provided with an additional code. Dur-
ing detection said watermark will also produce a detect-
able signal. The two different codes, that means of the
known watermark and the watermark according to the
invention, thus together form a new code. Said code can
be encrypted, so that determination of the authenticity
of the security document takes place based on detection
of both watermarks.

[0033] In a further embodiment the watermark ac-
cording to the invention and the visible watermark have
been encrypted into a code.

[0034] In an embodiment the brightness variation as
regards translucency when using visible light is not or
hardly visible to the human eye.

[0035] The invention will be further elucidated on the
basis of an exemplary embodiment of a security docu-
ment and a sheet of printing paper according to the in-
vention, in which:

Figure 1A shows a security document with a bright-
ness varying along the longitudinal line;

Figure 1B shows a security document with a water-
mark having a brightness varying along the width;

Figure 1C shows a security document wherein a
brightness of the watermark varies along a diago-
nal;

Figure 2A shows a brightness variation of a water-
mark along a line L that varies almost sinusoidal
with one maximum value almost in the centre of the
security document;

Figure 2B shows a brightness variation that is al-
most sinusoidal and has several maximum and min-
imum values along the line that may or may not be
imaginary;

Figure 2C shows a watermark having a non-period-
ically varying brightness;

Figure 3A shows a watermark having a brightness
variation that is non-periodical along the longitudi-
nal axis;
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Figure 3B shows a watermark having a brightness
variation along the short side of the security docu-
ment, as a result of which a non-sinusoidal arises
along the long side;

Figure 4 shows various deducible characteristics of
the brightness variation of the watermark;

Figure 5 shows the effect of compiling a security
document from two original security documents in
the wrong way;

Figure 6 shows a sheet of printing paper provided
with several security documents;

Figure 7A shows a sheet of printing paper provided
with an alternative brightness variation;

Figure 7B shows the brightness variation of the wa-
termark of adjacently positioned security docu-
ments in one sheet of printing paper;

Figure 8A shows a document along the short axis,
which document is compiled from strips cut out of
security documents;

Figure 8B shows a security document compiled
from strips of authentic security document and a
strip of counterfeit security document.

[0036] Figure 1A shows a security document 1 pro-
vided with a watermark extending over the full security
document 1. In this case it regards a translucency show-
ing the brightness variation. If so desired a print can be
disposed on the security document. The brightness of
the watermark here varies almost sinusoidal along line
L, the longitudinal axis of the security document. The
watermark has a first minimum brightness 2, a maxi-
mum brightness 3 and a second minimum brightness 2'.
[0037] Figure 1B again shows a security document 1,
this time having a watermark again extending over the
full security document, wherein this time the brightness
varies almost sinusoidal along the imaginary line L over
the width of the security document again having a max-
imum brightness 3 and minimum brightnesses 2 and 2'.
In actual practice the brightness differences between
the maximum and minimum values and the variation of
the brightness between the maximum and minimum val-
ues will be such that visually it is not or hardly visible.
[0038] Figure 1C shows an embodiment of the secu-
rity document 1 provided with a watermark extending
over almost the full security document, wherein the
brightness along the diagonal L varies almost sinusoi-
dal. The diagonal can both be selected from top left to
bottom right and from top right to bottom left.

[0039] Figure 2A shows a curve of the brightness
along the imaginary line L indicated in the figures which
line varies almost sinusoidal. The wavelength of said si-
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nusoid almost corresponds with the length of the secu-
rity document.

[0040] Figure 2B shows an alternative embodiment
wherein the brightness variation shows several maxi-
mum values (3, 3') and minimum values (2, 2', 2"). In
this case it has to be observed each time that the mini-
mum and maximum brightnesses and the variation be-
tween them are such that visually they are not or hardly
perceptible.

[0041] Figure 2C shows a curve of the brightness of
the watermark along a line L that may or may not be
imaginary, wherein the brightness variation is not a si-
nusoid. The brightness variation again has several max-
imum values 3, 3'and several minimum values 2, 2', 2".
[0042] Figure 3A shows another alternative embodi-
ment of the watermark, wherein the brightness along the
imaginary line L does not vary periodically this time.
[0043] Figure 3B shows another alternative for the
brightness variation along imaginary line L, wherein the
variation is not sinusoid (banknote for instance has been
turned a quarter turn).

[0044] Figure 4 shows various characteristics that can
be used for identifying the brightness variation of the wa-
termark according to the invention. For instance the first
derivative 13, and as the occasion arises the second de-
rivative 12 may be used as shades of the brightness var-
iation. The positions and values of the first and second
derivative may among other things be used to verify the
authenticity of the security document.

[0045] Figure 5 shows what happens in case of fraud
wherein two parts of security documents that originally
were not part of the same document are joined. In this
case the derivative of the brightness variation will show
a step. A machine and maybe even the naked eye, de-
pending on the minimum and maximum brightnesses of
the watermark, will be able to perceive this.

[0046] Figure 6 shows an application of the water-
mark and security document according to the invention
on a larger scale, wherein a sheet of printing paper 7 is
shown provided with security documents 1 in rows 9 and
columns 8. The watermark is disposed over almost the
entire sheet of printing paper. Moreover the watermark
is periodical, having a period that almost corresponds
with the width of a security document.

[0047] Figure 7A shows a security document provided
with a watermark over almost the full surface of the
sheet of printing paper. The watermark here has a peri-
od that does not correspond with the width of a security
document, particularly a period selected such that the
watermark on each security document has a maximum
and a minimum value situated at another position. As a
result by detection of the watermark and identification
of the minimum and maximum values of brightness, it
can be deduced from what position of the sheet of print-
ing paper a security document originates.

[0048] Figure 7B shows a cross-section of various
watermarks originating from one sheet of printing paper,
whereinitis clearly shown that the derivative varies con-
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tinuously from the one banknote to the other banknote.
[0049] Figure 8A and 8B show an occurring fraud with
for instance banknotes. In this way of committing fraud,
the strips are cut from banknotes, each time a slightly
bigger strip of a next banknote, wherein the strips are
compiled into a new banknote.

[0050] In figure 8A a strip of an authentic banknote is
used. It can be seen that by cutting a strip from an ex-
isting banknote that has also been provided with a wa-
termark, wherein the watermarks over various ban-
knotes vary differently each time, the brightness of the
watermark no longer varies continuously. In another at-
tempt at fraud, based on the same method, instead of
a strip of an authentic banknote a strip of a counterfeit
banknote is inserted. Said strip is indicated with 18. In
this case it can very clearly be seen that the brightness
varies discontinuously as the strip 18 is not provided
with a watermark at all.

[0051] It will be clear that the above description is in-
cluded to illustrate the operation of preferred embodi-
ments of the invention, and not to limit the scope of the
invention. Starting from the above explanation, many
variations that fall within the spirit and the scope of the
present invention will be evident to an expert.

Claims

1. Security document (1) provided with a watermark,
characterised in that the watermark extends over
the full security document (1) and shows a contin-
uous brightness variation over the security docu-
ment (1) that is visually not or hardly visible under
visible light, and/or using infrared radiation and/or
ultraviolet radiation.

2. Security document according to claim 1, wherein
the brightness of the watermark as regards translu-
cency varies periodically or aperiodically undulato-

ry.

3. Security document according to claim 1 or 2, where-
in the brightness of the watermark varies continu-
ously along the longitudinal axis of the security doc-
ument, the latitudinal axis of the security document,
one or more diagonals of the security document,
from a point on the security document either circular
or not, or a combination thereof.

4. Security document according to claim 1, 2 or 3,
wherein the brightness of the watermark varies un-
dulatory along a line (1) in the plane of the security
document, which line may or may not be imaginary.

5. Security document according to any one of the pre-
ceding claims, further provided with a group indica-
tion for distinguishing groups of security docu-
ments.
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Security document according to any one of the pre-
ceding claims, further provided with a specimen in-
dication which is unique for each specimen of the
security document or a specimen or location of the
security document within a sheet of printing paper

).

Security document according to claim 5, wherein
the brightness variation of the watermark as re-
gards translucency along a line () in the plane of
the security document, which line may or may not
be imaginary, depends on the group indication or at
least on a part or subset of the specimen indication.

Security document according to claim 7, wherein
the brightness variation characteristic selected from
the group of the first derivative of the brightness var-
iation, the second derivative of the brightness vari-
ation and a combination of the first and second de-
rivative, depends on the group indication or at least
on a part or subset of the specimen indication.

Security document according to any one of the pre-
ceding claims, wherein the security document has
been obtained from a sheet of printing paper (7) with
a plurality of security documents, wherein the orig-
inal position of the security document on the sheet
of printing paper (7) can be deduced from the bright-
ness variation of the watermark of the security doc-
ument.

Security document according to one or more of the
preceding claims, wherein the security document
has been obtained from a sheet of printing paper
having columns (8) and rows (9) of similar security
documents, wherein the brightness variation of
each security document has a predetermined rela-
tion with the column (8) and/or row (9) of the security
document on the sheet of printing paper (7) so that
the row and/or column from which the security doc-
ument originates can be deduced.

Security document according to any one of the pre-
ceding claims, wherein the security document is a
banknote.

Security document according to any one of the pre-
ceding claims, wherein the brightness variation as
regards translucency or in case of transmission of
visible light is not or hardly perceptible to the human
eye.

Method for processing and/or detecting a water-
mark in a security document (1) according to any
one of the preceding claims for verification or deter-
mination of authenticity, wherein a image recording
of the security document (1) is made and stored in
a first memory, a brightness variation is determined
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23.
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along a predefined (1) line in the plane of the security
document (1), and at least one parameter is deter-
mined from the brightness variation.

Method according to claim 13, wherein the image
recording is normalised with respect to a reference
image for determining the brightness variation.

Computer software for, once implemented on a
computer, carrying out the steps of the method ac-
cording to claims 12 or 13.

Sheet of printing paper (7) on which several security
documents (1) according to any one of the preced-
ing claims can be printed in rows (9) and columns
(8), comprising a watermark over almost the entire
sheet of printing paper (7) and an almost continu-
ously varying brightness variation which visually is
not or hardly visible under visible light and/or using
infrared radiation, and/or using ultraviolet radiation
and which along a line (l), that may or may not be
imaginary, selected from the group consisting of the
length, the width and the diagonals of the sheet of
printing paper varies almost undulatory, wherein a
position or positions of minimum (2, 2') and/or max-
imum values (3) of the brightness of the watermark
along the line (1) are situated at a different location
per security document (1).

Sheet of printing paper according to claim 16,
wherein the brightness variation is periodically un-
dulatory.

Sheet of printing paper according to claim 17,
wherein the brightness variation is almost sinusoi-
dal.

Sheet of printing paper according to claims 16, 17
or 18, wherein the brightness variation as regards
translucency is not or hardly visible to the human
eye.

Watermark for securing a security document (1), ex-
tending over almost the full security document (1)
and showing an almost continuous brightness var-
iation over the security document (1) which is visu-
ally hardly visible under visible light, and/or using
infrared radiation, and/or ultraviolet radiation.

Watermark according to claim 20, as regards trans-
lucency when using visible light not being visible or
hardly being visible to the human eye.

Watermark according to claim 20 or 21 in combina-
tion with a watermark which as regards translucen-

cy is visible to the human eye at visible light.

Watermark according to claim 22, wherein the wa-
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termark and the visible watermark have been en-
crypted into a code.
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