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(57) A portable key apparatus previously stores key
identifying information, and outputs the key identifying
information to a locker during locking the locker. The
locker previously stores locker identifying information,
and outputs the locker identifying information to the port-
able key apparatus during locking the locker. The port-
able key apparatus stores the locker identifying informa-
tion received during locking the locker, and the locker
stores the key identifying information received during

locking the locker. The portable key apparatus outputs
the stored locker identifying information and key identi-
fying information to the locker during unlocking the lock-
er. The locker checks the locker identifying information
and key identifying information received during unlock-
ing the locker with the key identifying information and
locker identifying information stored thereon and de-
cides the adequacy of unlocking of the locker based on
the checked result.
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Description

[0001] The present application is a continuation appli-
cation of PCT/JP03/07904 filed on June 23, 2003, which
claims priority from a Japanese Patent application No.
2002-324984 filed on November 8, 2002, the entire con-
tents of which are incorporated herein by reference for
all purposes.

BACKGROUND OF THE INVENTION

Field of the Invention

[0002] The present invention relates to a locker sys-
tem, a portable key apparatus, a locker locking and un-
locking method, and a machine readablemedium stor-
ing thereon a computer program. More particularly, the
present invention relates to a locker system, a portable
key apparatus, a locker locking and unlocking method,
and a machine readable medium storing thereon a com-
puter program that perform locking and unlocking based
on an electronic key and allow a user to select any va-
cant locker.

Description of Related Art

[0003] Lockers are provided in locker rooms of a gym-
nasium. As is generally known, after a user selects any
vacant locker and puts a luggage in the selected locker,
the user locks the locker by turning a key that is prelim-
inarily inserted to the locker. Then, the user draws the
key from the locker to carry around the key.
[0004] To prevent the key of the locker frombeing re-
produced illegally, it is necessarily to prevent the user
from carrying the key outside the gymnasium. For this
purpose, it is desirable to manage the lent key in asso-
ciation with the user, for example, to individually hand
the key to the user at a reception desk of the gymnasi-
um.
[0005] On the other hand, considering convenience
of the user, it is necessary that the user can freely select
any vacant locker. However, in the conventional art in
which the key is handed at the reception desk, the user
can use only the specified locker.

SUMMARY OF THE INVENTION

[0006] Therefore, it is an object of the present inven-
tion to provide a locker system, a portable key appara-
tus, a locker locking and unlocking method, and a ma-
chine readable medium storing thereon a computer pro-
gram that can individually hand a key in association with
each user and cause the user to use arbitrary locker.
The above and other objects can be achieved by com-
binations described in the independent claims. The de-
pendent claims define further advantageous and exem-
plary combinations of the present invention.
[0007] According to the first aspect of the present in-

vention, there is provided a locker system. The locker
system includes a locker and a portable key apparatus
operable to perform locking and unlocking of the locker
in communication with the locker, in which the portable
key apparatus includes: a key-identifying-information
storing unit that previously stores key identifying infor-
mation that is identification information inherent in the
portable key apparatus; and a key-side output unit that
outputs the key identifying information stored on the
key-identifying-information storing unit to the locker dur-
ing locking the locker, the locker includes: a locker-iden-
tifying-information storing unit that previously stores
locker identifying information that is identification infor-
mation inherent in the locker; and a locker-side output
unit that reads the locker identifying information from the
locker-identifying-information storing unit to output the
information to the portable key apparatus during locking
the locker, the portable key apparatus further includes
a key-side locking-time-information storing unit that
stores the locker identifying information received from
the locker-side output unit during locking the locker, the
locker further includes a locker-side locking-time-infor-
mation storing unit that stores the keyidentifying infor-
mation received from the key-side output unit during
locking the locker, and the locker further includes an ad-
equacy-of-unlocking deciding unit that decides the ad-
equacy of unlocking of the locker based on the locker
identifying information stored on the key-side locking-
time-information storing unit, the key identifying infor-
mation previously stored on the key-identifying-informa-
tion storing unit, the key identifying information stored
on the locker-side locking-time-information storing unit,
and the locker identifying information previously stored
on the locker-identifying-information storing unit.
[0008] In the locker system, the portable key appara-
tus may further include an unlocking information gener-
ating unit that generates unlocking information to unlock
the locker based on the locker identifying information
stored on the key-side locking-time-information storing
unit and the key identifying information stored on the
key-identifying-information storing unit, the key-side
output unit of the portable key apparatus may further
output the unlocking information to the locker during un-
locking the locker, and the adequacy-of-unlocking de-
ciding unit of the locker may further check the unlocking
information received during unlocking the locker with the
key identifying information stored on the locker-side
locking-time-information storing unit and the locker
identifying information previously stored on the locker-
identifying-information storing unit and decide the ade-
quacy of unlocking of the locker based on the checked
result.
[0009] Moreover, the key-side output unit of the port-
able key apparatus may further output the locker iden-
tifying information stored on the key-side locking-time-
information storing unit and the key identifying informa-
tion previously stored on the key-identifying-information
storing unit to the locker during unlocking the locker, and
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the adequacy-of-unlocking deciding unit of the locker
may check the locker identifying information and the key
identifying information received during unlocking the
locker with the key identifying information stored on the
locker-side locking-time-information storing unit and the
locker identifying information previously stored on the
locker-identifying-information storing unit and decide
the adequacy of unlocking of the locker based on the
checked result.
[0010] Information exchange between the locker and
the portable key apparatus may be performed using
wireless communication system, the locker may further
include a holding section that holds the portable key ap-
paratus in a position of being able to send and receive
the data between each other by radio, and the portable
key apparatus may include an engaging section that is
inserted into the holding section to engage with the lock-
er.
[0011] In this case, the lockermay further include a
locking and unlocking mechanism that locks and un-
locks the locker by rotating the key mechanically and
also is able to be rotated in a unlocking direction when
the adequacy-of-unlocking deciding unit allows unlock-
ing, and the holding section of the locker may have a
mobile mechanism that moves along with the portable
key apparatus and rotates the locking and unlocking
mechanism with this movement to perform locking or
unlocking of the locker.
[0012] Moreover, the locker may further include a
temporary fixed unit that temporarily fixes the portable
key apparatus held in the holding section to the holding
section and also enables that the portable key appara-
tus is removed from the holding section on condition that
the key-side locking-time-information storing unit has
stored the locker identifying information and the locker-
side locking-time-information storing unit has stored the
key identifying information respectively.
[0013] The locker may further include a locking and
unlocking mechanism that locks or unlocks the locker
by rotating the key mechanically, the portable key appa-
ratus may further include an authentication data gener-
ation unit that generates authentication data indicating
that the portable key apparatus is a normal product, the
key-side output unit of the portable key apparatus may
further output the authentication data to the locker dur-
ing locking the locker, the locker may further include a
verification unit that verifies whether the portable key ap-
paratus is a normal product based on the authentication
data, and the locking and unlocking mechanism of the
locker may be able to be rotated when the verification
unit has authenticated that the portable key apparatus
is a normal product in the verification process.
[0014] In this case, the authentication data generation
unit of the portable key apparatus and the verification
unit of the locker may respectively include a data
processing unit that processes the input data using the
same method, the verification unit of the locker may out-
put data to the authentication data generation unit and

also store the data as it is during authenticating the key,
the authentication data generation unit may generate
the authentication data by processing the data by
means of the data processing unit of the authentication
data generation unit, and the verification unit may proc-
ess the data stored thereon by means of the data
processing unit of the verification unit and verify whether
the portable key apparatus is a normal product based
on the comparison result between the processed data
and the authentication data received from the authenti-
cation data generation unit.
[0015] The locker may further include: a vacancy de-
ciding unit that decides that the portable key apparatus
does not lock the other locker when the locker identifying
information is not already stored on the key-side locking-
time-information storing unit during locking the locker;
and a locking and unlocking mechanism that locks or
unlocks the locker by rotating the key mechanically and
also is able to be rotated in a locking direction when the
vacancy deciding unit decides that the portable key ap-
paratus does not lock the other locker.
[0016] The locker system may further include an ad-
ministrative computer operable to store the key identi-
fying information on the portable key apparatus and user
identifying information identifying a user that holds the
portable key apparatus in association with each other
before using the locker.
[0017] In this case, the locker system may further in-
clude a reader operable to read the locker identifying
information stored on the key-side locking-time-informa-
tion storing unit and the key identifying information pre-
viously stored on the key-identifying-information storing
unit from the portable key apparatus after locking the
locker, and the administrative computer may store a pair
of the locker identifying information and the key identi-
fying information read from the reader in association
with the user identifying information stored before the
use of the locker.
[0018] According to the second aspect of the present
invention, there is provided a portable key apparatus
that performs locking and unlocking of a locker in com-
munication with the locker. The portable key apparatus
includes: a key-identifying-information storing unit oper-
able to previously store key identifying information that
is identification information inherent in the portable key
apparatus; a key-side output unit operable to output the
key identifying information stored on the key-identifying-
information storing unit to the locker during locking the
locker; and a key-side locking-time-information storing
unit operable to receive locker identifying information
that identifies the locker from the locker to store the in-
formation during locking the locker, in which the key-side
output unit further outputs the key identifying information
previously stored on the key-identifying-information
storing unit and the locker identifying information stored
on the key-side locking-time-information storing unit to
the locker during unlocking the locker.
[0019] According to the third aspect of the present in-
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vention, there is provided a locker that is locked and un-
locked based on input from a portable key apparatus
held by a user. The locker includes: a locker-identifying-
information storing unit operable to previously store
locker identifying information that is identification infor-
mation inherent in the locker; a locker-side output unit
operable to read the locker identifying information from
the locker-identifying-information storing unit to output
the information to the portable key apparatus during
locking the locker; a locker-side locking-time-informa-
tion storing unit operable to receive key identifying in-
formation that identifies the portable key apparatus from
the portable key apparatus to store the information dur-
ing locking the locker; and an adequacy-of-unlocking
deciding unit operable to receive the key identification
information inherent in the portable key apparatus from
the portable key apparatus during unlocking the locker
and the locker identifying information output and stored
from the locker-side output unit to the portable key ap-
paratus during locking the locker, check the received in-
formation with the locker identifying information previ-
ously stored on the locker-identifying-information stor-
ing unit and the key identifying information stored on the
locker-side locking-time-information storing unit, and
decide the adequacy of unlocking of the locker based
on the checked result.
[0020] According to the fourth aspect of the present
invention, there is provided a locker system. The locker
system includes a locker and a portable key apparatus
operable to perform locking and unlocking of the locker
in communication with the locker, in which the portable
key apparatus includes: a key-identifying-information
storing unit that previously stores key identifying infor-
mation that is identification information inherent in the
portable key apparatus; and a key-side output unit that
outputs the key identifying information stored on the
key-identifying-information storing unit to the locker dur-
ing locking the locker, the locker includes a locker-side
locking-time-information storing unit that stores the key
identifying information received from the key-side output
unit during locking the locker, the key-side output unit of
the portable key apparatus further outputs the key iden-
tifying information stored on the key-identifying-informa-
tion storing unit to the locker during unlocking the locker,
and the locker further comprises an adequacy-of-un-
locking deciding unit that checks the key identifying in-
formation received during unlocking the locker with the
key identifying information stored on the locker-side
locking-time-information storing unit and decides the
adequacy of unlocking of the locker based on the
checked result.
[0021] According to the fifth aspect of the present in-
vention, there is provided a locker system. The locker
system includes a locker and a portable key apparatus
operable to perform locking and unlocking of the locker
in communication with the locker, in which the locker in-
cludes: a locker-identifying-information storing unit that
previously stores locker identifying information that is

identification information inherent in the locker; and a
locker-side output unit that reads the locker identifying
information from the locker-identifying-information stor-
ing unit to output the information to the portable key ap-
paratus during locking the locker, the portable key ap-
paratus includes: a key-side locking-time-information
storing unit that stores the locker identifying information
received from the locker-side output unit during locking
the locker; and a key-side output unit that outputs the
locker identifying information stored on the key-side loc-
king-time-information storing unit to the locker during
unlocking the locker, and the locker further includes an
adequacy-of-unlocking deciding unit that checks the
locker identifying information received during unlocking
the locker with the locker identifying information previ-
ously stored on the locker-identifying-information stor-
ing unit and decides the adequacy of unlocking of the
locker based on the checked result.
[0022] According to the sixth aspect of the present in-
vention, there is provided a locker locking and unlocking
method that performs locking and unlocking of the lock-
er using a portable key apparatus that communicates
with the locker. The method includes: previously storing
key identifying information that is identification informa-
tion inherent in the portable key apparatus on the port-
able key apparatus; previously storing locker identifying
information that is identification information inherent in
the locker on the locker; outputting the key identifying
information from the portable key apparatus to store the
information on the locker and also outputting the locker
identifying information from the locker to store the infor-
mation on the portable key apparatus during locking the
locker; and deciding the adequacy of unlocking of the
locker based on the key identifying information stored
on the locker during locking the locker, the locker iden-
tifying information stored on the portable key apparatus
during locking the locker, the locker identifying informa-
tion previously stored on the locker, and the key identi-
fying information previously stored on the portable key
apparatus.
[0023] In the locker locking and unlocking method, in-
formation exchange between the locker and the porta-
ble key apparatus may be performed using wireless
communication system, and the locking and unlocking
may be performed by inserting the portable key appa-
ratus into a holding section that is provided in a position
of being able to send and receive data between each
other by radio in the locker to engage the portable key
apparatus with the holding section.
[0024] Moreover, a locking and unlocking mechanism
that locks or unlocks the locker by rotating the key me-
chanically may further be provided in the locker, the port-
able key apparatus may generate authentication data
indicating that the portable key apparatus is a normal
product to output the data to the locker during locking
the locker, the locker may verify whether the portable
key apparatus is a normal product based on the authen-
tication data, and the locking and unlocking mechanism
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of the locker may be able to be rotated when the locker
has authenticated that the portable key apparatus is a
normal product in the verification process.
[0025] According to the seventh aspect of the present
invention, there is provided a locker locking and unlock-
ing method that performs locking and unlocking of the
locker using a portable key apparatus that communi-
cates with the locker. The method includes: previously
storing key identifying information that is identification
information inherent in the portable key apparatus on
the portable key apparatus; outputting the key identify-
ing information from the portable key apparatus to store
the information on the locker during locking the locker;
and deciding the adequacy of unlocking of the locker
based on the key identifying information previously
stored on the portable key apparatus and the key iden-
tifying information stored on the locker during locking
the locker.
[0026] According to the eighth aspect of the present
invention, there is provided a locker locking and unlock-
ing method that performs locking and unlocking of the
locker using a portable key apparatus that communi-
cates with the locker. The method includes: previously
storing locker identifying information that is identification
information inherent in the locker on the locker; output-
ting the locker identifying information from the locker to
store the information on the portable key apparatus dur-
ing locking the locker; and deciding the adequacy of un-
locking of the locker based on the locker identifying in-
formation previously stored on the locker and the locker
identifying information stored on the portable key appa-
ratus during locking the locker.
[0027] According to the ninth aspect of the present in-
vention, there is provided a machine readable medium
storing computer program capable of being realized by
a computer built in a portable key apparatus that per-
forms locking and unlocking of a locker in communica-
tion with the locker. The program causes the computer
to act as: means for outputting key identifying informa-
tion, which is previously stored on the computer and is
identification information inherent in the portable key ap-
paratus, from the portable key apparatus to the locker
during locking the locker; means for receiving locker
identifying information that identifies the locker from the
locker to store the information on the portable key ap-
paratus during locking the locker; and means for output-
ting the key identifying information and the locker iden-
tifying information stored on the portable key apparatus
to the locker during unlocking the locker.
[0028] According to the tenth aspect of the present in-
vention, there is provided a machine readable medium
storing computer program capable of being realized by
a computer provided in a locker and for locking and un-
locking the locker by way of a portable key apparatus
held by a user. The program causes the computer to act
as: means for reading locker identifying information that
is previously stored on the computer and is identification
information inherent in the locker to output the informa-

tion to the portable key apparatus during locking the
locker; means for receiving key identifying information
inherent in the portable key apparatus from the portable
key apparatus to store the information on a memory of
the computer during locking the locker; and means for
storing the key identifying information previously stored
on the portable key apparatus and the locker identifying
information stored during locking the locker that are out-
put from the portable key apparatus on the computer,
for checking the output information with the key identi-
fying information stored and the locker identifying infor-
mation previously stored on the computer of the locker,
and deciding the adequacy of unlocking of the locker
based on the checked result.
[0029] The summary of the invention does not neces-
sarily describe all necessary features of the present in-
vention. The present invention may also be a sub-com-
bination of the features described above.

BRIEF DESCRIPTION OF THE DRAWINGS

[0030] Fig. 1 is a block diagram showing a configura-
tion of a locker system that is an embodiment of the
present invention.
[0031] Fig. 2 shows a schematic diagram explaining
an example of use of the locker system.
[0032] Fig. 3 shows a front view of a locking and un-
locking apparatus.
[0033] Fig. 4 isa sectional viewof the locking and un-
locking apparatus taken on line A-A in Fig. 3.
[0034] Fig. 5 shows a rear view of the locking and un-
locking apparatus.
[0035] Fig. 6 shows a functional block diagram of the
locking and unlocking apparatus.
[0036] Fig. 7 shows a top view of a portable key ap-
paratus.
[0037] Fig. 8 shows a front view of the portable key
apparatus.
[0038] Fig. 9 is a schematic sectional view of a main
body of the portable key apparatus taken on line B-B in
Fig. 7.
[0039] Fig. 10 shows a schematic sectional view
when the main body is inserted into a holding section of
the locking and unlocking apparatus.
[0040] Fig. 11 shows a functional block diagram of a
transponder.
[0041] Fig. 12 shows a sectional view of the holding
section in accordance with the main body of the portable
key apparatus.
[0042] Fig. 13 shows a schematic plan view explain-
ing a configuration of a stopper blocker.
[0043] Fig. 14 is a sectional view showing the condi-
tion that the main body of the portable key apparatus
has been inserted into the holding section.
[0044] Fig. 15 is a block diagram showing a substan-
tial part of a configuration of an administrative computer.
[0045] Fig. 16 is a table showing data configuration of
a locker-using-information storing unit.
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[0046] Fig. 17 is a flowchart showing an operation flow
of the locking and unlocking apparatus and the portable
key apparatus when locking the locker.
[0047] Fig. 18 is a flowchart showing a continuance
of Fig. 17.
[0048] Fig. 19 is a flowchart showing an operation flow
of the locking and unlocking apparatus and the portable
key apparatus when unlocking the locker.
[0049] Fig. 20 is a flowchart showing a continuance
of Fig. 19.
[0050] Fig. 21 is a flowchart showing another example
of the continuance of Fig. 19.
[0051] Fig. 22 is a functional block diagram showing
an alternative embodiment of the locking and unlocking
apparatus.
[0052] Fig. 23 is a functional block diagram showing
an alternative embodiment of the transponder.
[0053] Fig. 24 is a functional block diagram showing
another alternative embodiment of the locking and un-
locking apparatus.
[0054] Fig. 25 is a functional block diagram showing
another alternative embodiment of the transponder.
[0055] Fig. 26 is a functional block diagram showing
another alternative embodiment of the transponder.

DETAILED DESCRIPTION OF THE INVENTION

[0056] Hereinafter, an example of the preferred em-
bodiment of the present invention will be explained with
reference to the accompanying drawings.
[0057] At first, a configuration of a locker system that
is an embodiment of the present invention is described
using Figs. 1 and 2. Fig. 1 is a block diagram showing
a configuration of the locker system, and Fig. 2 shows
a schematic diagram explaining an example of use of
the locker system.
[0058] This locker system includes a locker 100, a
portable key apparatus 400, a reader 600, and an ad-
ministrative computer 800 as shown in Fig. 1. In this
locker system, the locker 100 is locked and unlocked
based on electronic information that is communicated
between the portable key apparatus 400 carried by a
user and the locker 100 by radio.
[0059] The locker 100 has a locking and unlocking ap-
paratus 200 that is provided on its door and performs
locking and unlocking of the locker 100. Then, locker
identifying information to distinguish the locking and un-
locking apparatus 200 of the locker 100 from the locking
and unlocking apparatus 200 of the other locker 100 is
stored on the locking and unlocking apparatus 200.
Moreover, key identifying information to distinguish the
portable key apparatus 400 and the other portable key
apparatus 400 is stored on the portable key apparatus
400.
[0060] An inherent key number is display on the sur-
face of the portable key apparatus 400. Moreover, the
administrative computer 800 is installed in, e.g., a front
desk or a control room of a sports facility.

[0061] Then, the portable key apparatus 400 is a key
for rent and is handed to the user, e.g., at the front desk
of the sports facility. At this time, a receptionist at the
front desk inputs the key number of portable key appa-
ratus 400 to the administrative computer 800 using a
keyboard input apparatus in association with user iden-
tifying information (e.g., user ID) of the user to whom
this portable key apparatus 400 is handed.
[0062] The administrative computer 800 previously
stores the key number and key identifying information
on the portable key apparatus 400 in association with
each other. Thus, based on the input key number, the
key identifying information and the user identifying in-
formation are stored in association with each other.
[0063] In addition, a reader that communicates with
the portable key apparatus 400 by radio may be installed
in the front desk. In this case, the receptionist at the front
desk causes the reader to read the key identifying infor-
mation from the portable key apparatus 400. The reader
stores the read key identifying information on the admin-
istrative computer 800 in association with the user iden-
tifying information input from the keyboard input appa-
ratus or this reader.
[0064] Moreover, as shown in Fig. 2, the locker 100 is
installed in, e.g., a locker room of the sports facility in
the form of a locker box 10 that is collective of a plurality
of lockers 100. Moreover, the portable key apparatus
400 is carried with the user and the reader 600 is in-
stalled in a doorway of the locker room.
[0065] When the user enters the locker room, the user
selects and uses an arbitrary unused locker 100. Then,
when locking the selected locker 100, the user inserts
and rotates the portable key apparatus 400 into the lock-
ing and unlocking apparatus 200.
[0066] At this time, the key identifying information on
the portable key apparatus 400 is transmitted to the
locking and unlocking apparatus 200 and is stored on
the locking and unlocking apparatus 200. Moreover, the
locker identifying information on the locking and unlock-
ing apparatus 200 is transmitted to the portable key ap-
paratus 400 and is stored on the portable key apparatus
400.
[0067] Then, when unlocking the locker 100 which is
used before, the user inserts the portable key apparatus
400 into the locking and unlocking apparatus 200.
[0068] At this time, the portable key apparatus 400
outputs the previously stored key identifying information
and the locker identifying information stored during lock-
ing the locker to the locking and unlocking apparatus
200. The locking and unlocking apparatus 200 checks
the key identifying information and the locker identifying
information received from the portable key apparatus 4
00 during unlocking the locker with the key identifying
information stored during locking the locker and the pre-
viously stored locker identifying information. Then, the
locking and unlocking apparatus 200 determines ade-
quacy of unlocking of the portable key apparatus 400
based on the checked result. When it is determined that
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the locking and unlocking apparatus 200 may be un-
locked, the portable key apparatus 400 can be rotated.
Then, the user unlocks the locker by rotating the porta-
ble key apparatus 400.
[0069] In other words, the user inserts and rotates the
portable key apparatus 400 for rent that is handed at the
front desk into the locking and unlocking apparatus 200
of the unused locker 100 that is selected in the locker
room. Therefore, it is possible to use an arbitrary locker
100 selected in the locker room.
[0070] Moreover, after locking the locker 100, the user
brings the portable key apparatus 400 close to the read-
er 600. The reader 600 reads a pair of the key identifying
information stored on the portable key apparatus 400
and the locker identifying information received from the
locker 100 during locking the locker by radio, and trans-
mits the pair to the administrative computer 800 to store
the pair thereon. In other words, according to this locker
system, the locker identifying information can corre-
spond to the user identifying information based on the
key identifying information. Therefore, it is possible to
acquire locker use information indicating who (e.g., a
member of the sports facility) is using what locker.
[0071] A configuration and function of the locking and
unlocking apparatus 200 will be described with refer-
ence to Figs. 3, 4, 5 and 6. Fig. 3 shows a front view of
the locking and unlocking apparatus 200. Fig. 4 is a sec-
tional view of the locking and unlocking apparatus 200
taken on line A-A in Fig. 3. Fig. 5 shows a rear view of
the locking and unlocking apparatus 200. In addition, in
Figs. 3, 4 and 5, a part of members will not be shown.
[0072] As shown in Fig.3, the locking and unlocking
apparatus 200 has a master key inserting section 202,
a holding section 204 that positions and holds the port-
able key apparatus 400, a locking lever 205 that turns
to lock the door of locker 100, and a displaying section
206 that displays the locker identifying information, on
the front. The holding section 204 is an example of a
movable mechanism.
[0073] Moreover, as shown in Fig. 5, the locking and
unlocking apparatus 200 has a control substrate 210 in-
cluding a circuit for controlling the locking and unlocking
apparatus 200 and an antenna 208 for communication
with the portable key apparatus 400.
[0074] The master key inserting section 202 is a por-
tion to insert a master key that is a mechanical key com-
mon to all locking and unlocking apparatuses 200. By
turning the master key, the master key inserting section
202 is rotated along with the locking lever 205 by means
of a mechanism not shown to unlocking the locking and
unlocking apparatus 200.
[0075] The holding section 204 has the substantially
same configuration as a cylinder lock, i.e., the locking
lever 205 is attached in an inner cylinder. In other words,
the locking and unlocking of the locker are performed
by rotating the inner cylinder. Then, as shown in Fig. 3,
a portion corresponding to a surface of the inner cylinder
of the cylinder lock has two guides 204a and 204a and

a rod-like stopper 204b in which its end is provided to
come and go.
[0076] The guide 204a has a guide for allowing the
insertion of the portable key apparatus 400 by sliding
the portable key apparatus 400 in a planar direction and
a mechanism of holding the inserted portable key appa-
ratus 400. The cross sectional shape of the guide 204a
is a generally reversed L shape as shown in Fig. 4. The
guides 204a face each other. Then, a space, of which a
cross section has a generally reversed T shape, is
formed between two guides 204a. By rotating the port-
able key apparatus 400 inserted into the space between
two guides 204a and 204a, the holding section 204 ro-
tates along with the locking lever 205 to lock or unlock
the locking and unlocking apparatus 200.
[0077] The rod-like stopper 204b is urged toward the
surface of the holding section 204, and is engaged with
the portable key apparatus 400 inserted between two
guides 204a and 204a by means of this urging force.
Here, the rod-like stopper 204b cannot temporarily re-
tract based on control from the circuit included in the
control substrate 210. In other words, the portable key
apparatus 400 is temporarily fixed to the holding section
204. An operation of the rod-like stopper 204b will below
be described in great detail.
[0078] The control substrate 210 has a generally cir-
cular opening section 210a for inserting the holding sec-
tion 204 in a portion overlapped in a direction parallel to
the holding section 204 as shown in Fig. 5. Then, a pe-
riphery of the opening section 210a has an antenna 208
surrounding the holding section 204. It is preferable that
the antenna 208 is circular. Since the antenna 208 takes
this disposition, the relative position of the portable key
apparatus 400 temporarily fixed to the holding section
204 and the antenna is a location capable of favorably
communicating with each other.
[0079] Fig. 6 shows a functional blockdiagramof the
locking and unlocking apparatus 200. The locking and
unlocking apparatus 200 includes a locking and unlock-
ing mechanism 220, a locker-identifying-information
storing unit 240, a vacancy deciding unit 260, a verifica-
tion unit 280, a locker-side locking-time-information
storing unit 300, a temporary fixed unit 320, a locker-
side output unit 340, and an adequacy-of-unlocking de-
ciding unit 360. The verification unit 280 includes a data
processing unit 290.
[0080] The locking and unlocking mechanism 220 is
a mechanism for enabling or disenabling one to open
the door of locker 100, and the holding section 204 and
the locking lever 205 shown in Figs. 3 and 5 make up a
part thereof. Although the locking and unlocking mech-
anism 220 moves by turning the portable key apparatus
400 that is inserted by the user into the holding section
204, the locking and unlocking mechanism 220 can
move only when the adequacy-of-unlocking deciding
unit 360 decides that the locker is able to be locked or
unlocked.
[0081] The locker-identifying-information storing unit
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240 previously stores the locker identifying information
with which the locker 100 having this locking and un-
locking apparatus 200 is identified.
[0082] The vacancy deciding unit 260 communicates
with the portable key apparatus 400 to confirm that the
portable key apparatus 400 does not store the locker
identifying information on the other locker 100. Then,
when it is confirmed, it is determined that the portable
key apparatus 400 has not been used yet used for the
other locker 100.
[0083] The verification unit 280 outputs data for
processing generated at random on the moment to the
portable key apparatus 400 during locking and unlock-
ing the locker, respectively. Moreover, the verification
unit 280 stores the output data for processing during
locking and unlocking the locker, respectively. Then, the
verification unit 280 receives authentication data gener-
ated by the portable key apparatus 400 based on the
data for processing from the portable key apparatus
400. Then, the verification unit 280 checks the received
authentication data and the stored data for processing
using the data processing unit 290, and verifies whether
the portable key apparatus 400 is a normal product. The
operations of verification will be described below by
means of the flowchart.
[0084] The locker-side locking-time-information stor-
ing unit 300 receives the key identifying information on
this portable key apparatus 400 from the portable key
apparatus 400 inserted into the holding section 204 to
store it thereon.
[0085] The temporary fixed unit 320 temporarily fixes
the portable key apparatus 400 inserted into the holding
section 204 so as not to get removed from the holding
section 204 when it is determined that the portable key
apparatus 400 has not been used for the other locker
100 and it is authenticated that the portable key appa-
ratus 400 is a regular article. The rod-like stopper 204b
shown in Fig. 3 makes up a part of the temporary fixed
unit 320.
[0086] The locker-side output unit 340 reads the lock-
er identifying information from the locker-identifying-in-
formation storing unit 240 and transmits it to the portable
key apparatus 400 on condition that the temporary fixed
unit 320 temporarily fixes the portable key apparatus
400 and the locking and unlocking mechanism 220 has
been locked completely.
[0087] Then, the temporary fixed unit 320 enables the
portable key apparatus 400 inserted into the holding
section 204 so as to get removed from the holding sec-
tion 204 on condition that the locking and unlocking
mechanism 220 is locked completely, the locker-side
locking-time-information storing unit 300 completely
stores the key identifying information, and the locker-
side output unit 340 completely outputs the locker iden-
tifying information to cause the portable key apparatus
400 to store it.
[0088] The adequacy-of-unlocking deciding unit 360
enables to lock the locking and unlocking mechanism

220 when the portable key apparatus 400 is a normal
product and does not store the other locker identifying
information.
[0089] Moreover, the adequacy-of-unlocking deciding
unit 360 receives the key identifying information stored
on the portable key apparatus 400 and the locker iden-
tifying information that the portable key apparatus 400
receives and stores from the locking and unlocking ap-
paratus 200 during locking the locker, from the portable
key apparatus 400 during unlocking the locker. Then,
when the portable key apparatus 400 is a normal prod-
uct and the key identifying information and the locker
identifying information received during unlocking the
locker respectively corresponds with the key identifying
information stored on the locker-side locking-time-infor-
mation storing unit 300 and the locker identifying infor-
mation previously stored on the locker-identifying-infor-
mation storing unit 240, the locking and unlocking mech-
anism 220 can be unlocked.
[0090] Therefore, by an operation of the verification
unit 280, the locking and unlocking apparatus 200 can
allow locking or unlocking of the locker on condition that
the portable key apparatus 400 is a normal product.
Moreover, by an operation of the temporary fixed unit
320, the locking and unlocking apparatus 200 can pre-
vent the user from pulling out the portable key apparatus
400 from the holding section 204 before finishing ex-
changing the locker identifying information and the key
identifying information.
[0091] Next, a configuration and function of the port-
able key apparatus 400 will be described with reference
to Figs. 7, 8, 9, 10 and 11.
[0092] Fig. 7 shows a top view of the portable key ap-
paratus 400. Fig. 8 shows a front view of the portable
key apparatus 400. The portable key apparatus 400 has
a main body 402 having a transponder 406 for executing
many functions of the portable key apparatus 400 built-
in and a curl-cord-shaped attaching mechanism 404 for
attaching the main body 402 to the wrist. In addition, the
attaching mechanism 404 may be a wristband. Moreo-
ver, the transponder 406 employs glass sealing when
corrosion resistance and water resistance property are
required.
[0093] The main body 402 is a thin and substantially
rectangular solid shape, and has the substantially same
size as that of, e.g., a main body of a wristwatch. Here,
both ends of the attaching mechanism 404 are respec-
tively fixed to side faces facing each other. Moreover,
each of remaining two side faces has engaging sections
403 to engage with two guides 204a and 204a of the
holding section 204.
[0094] Fig. 9 is a schematic sectional view of the main
body 402 of the portable key apparatus 400 taken on
line B-B in Fig. 7. In the present drawing, an internal
configuration of the main body 402 will not be shown.
The cross sectional shape of engaging section 403 is,
e.g., generally T type except a convex portion 403a as
shown in Fig. 9.
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[0095] Furthermore, the engaging section 403 has the
convex portion 403a. When sliding the main body 402,
the convex portion 403a pushes the rod-like stopper
204b temporarily. Moreover, the convex portion 403a in-
cludes a concave portion 403b near its center. An inner
wall of the concave portion 403b is a shape of a taper.
[0096] Here, the condition that the main body 402 of
the portable key apparatus 400 is inserted into the hold-
ing section 204 of the locking and unlocking apparatus
200 will be described using the schematic sectional view
of Fig. 10.
[0097] The portion of generally T type of the engaging
section 403 fits in a space of generally reverse T type
that the two guides 204a of the holding section 204 form.
For this reason, the main body 402 fitted between the
two guides 204a cannot be removed from the holding
section 204 unless the main body 402 is slid in a planar
direction.
[0098] Moreover, after the rod-like stopper 204b is
temporarily pushed by the convex portion 403a, the rod-
like stopper 204b is fitted in the concave portion 403b.
[0099] In addition, since the inner wall of the concave
portion 403b is a shape of a taper, the rod-like stopper
204b is smoothly pushed back to the surface side when
sliding the main body 402 from the condition of Fig. 10.
[0100] Fig. 11 shows a functional block diagram of the
transponder 406. The transponder 406 has a key-iden-
tifying-information storing unit 420, a key-side locking-
time-information storing unit 440, an authentication data
generation unit 460, and a key-side output unit 480. The
authentication data generation unit 460 includes a data
processing unit 470.
[0101] The key-identifying-information storing unit
420 stores the key identifying information on this porta-
ble key apparatus 400. The key-side locking-time-infor-
mation storing unit 440 stores the locker identifying in-
formation that the transponder 406 receives from the
locking and unlocking apparatus 200 during locking the
locker. The authentication data generation unit 460
processes the data for processing received from the ver-
ification unit 280 of the locking and unlocking apparatus
200 to generate the authentication data using the data
processing unit 470.
[0102] The key-side outputting unit 480 outputs the
authentication data generated from the authentication
data generation unit 460 to the locking and unlocking
apparatus 200 during locking the locker. Then, the key-
side outputting unit 480 outputs the key identifying in-
formation stored on the key-identifying-information stor-
ing unit 420 to the locking and unlocking apparatus 200
according to a request from the locking and unlocking
apparatus 200. Here, the key-side outputting unit 480
may output the key identifying information on condition
that the key-side locking-time-information storing unit
440 stored the locker identifying information.
[0103] Moreover, the key-side output unit 480 outputs
the authentication data generated from the authentica-
tion data generation unit 460 to the locking and unlock-

ing apparatus 200 during unlocking the locker. Then, the
key-side output unit 480 outputs the key identifying in-
formation stored on the key-identifying-information stor-
ing unit 420 and the locker identifying information stored
on the key-side locking-time-information storing unit 440
during locking the locker to the locking and unlocking
apparatus 200 according to a request from the locking
and unlocking apparatus 200.
[0104] Therefore, when the portable key apparatus
400 is used for the locker 100, the portable key appara-
tus 400 is used as a dedicated key for that locker 100
by storing the locker identifying information. Moreover,
by transmission of the authentication data, it is possible
to cause the locking and unlocking apparatus 200 to au-
thenticate whether the portable key apparatus is a nor-
mal product.
[0105] Next, a mechanism and operation of the tem-
porary fixed unit 320 of the locking and unlocking appa-
ratus 200 will be described with reference to Figs. 12,
13 and 14.
[0106] Fig. 12 shows a sectional view of the holding
section 204 in accordance with the main body 402 of the
portable key apparatus 400. According to the drawing,
the main body 402 is inserted between the two guides
204a of the holding section 204.
[0107] The holding section 204 includes a plate-like
stopper blocker 212 provided vertically to the rod-like
stopper 204b, a drive means that moves the stopper
blocker 212 in a direction perpendicular to the rod-like
stopper 204b, and a switch 216 that is positioned to face
the rod-like stopper 204b holding the stopper blocker
212 therebetween.
[0108] Here, a structure of the stopper blocker 212 will
be explained by means of the schematic plan view
shown in Fig. 13. In the stopper blocker 212, its end is
attached to the drive means 214. Moreover, the stopper
blocker 212 has a substantially circular opening section
217 for inserting the rod-like stopper 204b. The diameter
of the opening section 217 is slightly larger than the out-
er diameter of the rod-like stopper 204b, and inserts the
stopper blocker 212 only when the stopper blocker 212
is at a specific position.
[0109] In other words, the stopper blocker 212 is at a
position at which the stopper blocker 212 is inserted into
the opening section 217 in initial status, i.e. , the state
depicted in Fig. 12.
[0110] In this state, when further sliding the main body
402 of the portable key apparatus 400 along the guide
204a of the locking and unlocking apparatus 200, the
rod-like stopper 204b is pushed in contact with the con-
vex portion 403a of the main body 402. At this time, the
rod-like stopper 204b pushes the switch 216.
[0111] When the switch 216 is pushed, the drive
means 214 applies a force to move the stopper blocker
212 in a direction perpendicular to the rod-like stopper
204b. However, at this time, since the rod-like stopper
204b inserts the opening section 217, the stopper block-
er 212 cannot move.
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[0112] Then, when the main body 402 slides suffi-
ciently and the concave portion 403b comes to a posi-
tion at which it overlaps the rod-like stopper 204b as
shown in Fig. 14, therod-like stopper 204b is pushed
back by an urging means not shown in the surface di-
rection to fit in the concave portion 403b. At this time,
the rod-like stopper 204b is pulled up from the opening
section 217. Then, the stopper blocker 212 moves by
way of the force applied from the drive means 214, the
opening section 217 comes to a position at which it does
not overlap the rod-like stopper 204b.
[0113] In this state, the rod-like stopper 204b cannot
be pushed due to bumping against the stopper blocker
212 and fits in the concave portion 403b. Therefore, the
main body 402 is temporarily fixed to the holding section
204 by means of the rod-like stopper 204b.
[0114] Then, when the locking operation or the un-
locking operation is terminated, the drive means 214 re-
turns the stopper blocker 212 to the initial state, and
moves the opening section 217 at a position at which it
can insert the rod-like stopper 204b. In this way, the
main body 402 fixed temporarily can be removed from
the holding section 204.
[0115] Next, a configuration of the administrative
computer 800 will be described with reference to Figs.
15 and 16. Fig. 15 is a block diagram showing a principal
part of a configuration of the administrative computer
800. Theadministrativecomputer 800 has a locker-us-
ing-information storing unit 820 for storing a locker using
history, a user information storing unit 840 for storing
detailed information on the user, a exercise history stor-
ing unit 860 for storing an exercise history of the user,
and an information outputting unit 880 for outputting the
information stored in the administrative computer 800 to
a printer or a screen.
[0116] The locker-using-information storing unit 820
previously stores the user identifying information and
the key identifying information in association with each
other as shown in a table in Fig. 16. This pair is input to
the locker-using-information storing unit 820 by a recep-
tionist when the portable key apparatus 400 is handed
to the user, e.g., at the reception desk of sports facility.
In this case, the locker-using-information storing unit
820 stores the handed time as an incoming time of the
facility and stores a time at which the portable key ap-
paratus 400 is returned as an outgoing time from the
facility.
[0117] Then, the locker-using-information storing unit
820 receives the key identifying information and the
locker identifying information that the reader 600 reads
from the portable key apparatus 400, and stores the
locker identifying information and the user identifying in-
formation in association with each other based on the
key identifying information. In addition, the locker-using-
information storing unit 820 may store a time at which
the key identifying information and the locker identifica-
tion information are received as the incoming time.
[0118] Moreover, the user information storing unit 840

previously stores detailed information on the user such
as a full name, an address, a telephone number, an oc-
cupation, sex distinction of the user in association with
the user identifying information. Therefore, the informa-
tion outputting unit 880 can output the detailed informa-
tion on the user such as the locker identifying informa-
tion and the full name of the userin association with each
other based on the user identifying information.
[0119] Moreover, the exercise history storing unit 860
stores an exercise history of the user in the facility in
association with the user identifying information. There-
fore, the information outputting unit 880 can output the
locker using history and the exercise history in associ-
ation with each other based on the user identifying in-
formation.
[0120] In addition, the exercise history is recorded, e.
g., according to the following steps. In other words, the
reader 600 will respectively be installed in the entrance
of the space in which the user takes exercise such as a
swimming pool or a fitness room. The administrative
computer 800 receives the key identifying information
read by the reader 600 in association with information
to specify installation location of the reader 600. Then,
the administrative computer 800 converts the key iden-
tifying information into the user identifying information,
and stores the converted information on the exercise
history storing unit 860 in association with the informa-
tion to specify installation location of the reader 600 and
the received time.
[0121] In this way, it is possible to manage the location
of the user in the facility besides the exercise history.
[0122] Next, using flowcharts shown in Figs. 17 and
18, an operation flow of the locking and unlocking ap-
paratus 200 and the portable key apparatus 400 when
locking the locker 100 will be described. At first, the user
selects the unused locker 100. Then, the user puts a
load in the selected locker 100 and closes the door.
[0123] Then, the user inserts the main body 402 of the
portable key apparatus 400 into the holding section 204.
At this time, the main body 402 slides over the surface
of the holding section 204 from a lower-left edge toward
an upper right of Fig. 3. Here, the main body 402 pushes
the switch 216 shown in Figs. 12 and 14 on the way
(S20).
[0124] Then, the verification unit 280 of the locking
and unlocking apparatus 200 transmits data for
processing that is a predetermined data to the portable
key apparatus 400 (S40). The data for processing is
generated as random numbers of predefined digits
namely a digit sequence by way of, e.g., a random
number generating means included in the verification
unit 280. Here, the verification unit 280 stores the data
for processing as it is.
[0125] The authentication data generating unit 460 of
the portable key apparatus 400 processes the data for
processing transmitted from the verification unit 280 us-
ing the data processing unit 470 based on a predeter-
mined rule to generate the authentication data (S60).
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This rule is encryption in which a character string and a
digit sequence of the data for processing can be re-
versed, or a part of a character string and a digit se-
quence of the data for processing can be omitted, for
example. Then, the authentication data generating unit
460 transmits the generated authentication data to the
verification unit 280 (S80).
[0126] Next, the vacancy deciding unit 260 of the lock-
ing and unlocking apparatus 200 asks the portable key
apparatus 400 whether the portable key apparatus 400
previously stores the locker identifying information
(S100). Then, the key-side output unit 480 of the porta-
ble key apparatus 400 reads and transmits the locker
identifying information when the locker identifying infor-
mation on the other locker is already stored on the key-
identifying-information storing unit 420 and does not
transmit anything when it is not stored in order to return
the presence or absence of the storage of the locker
identifying information (S120).
[0127] Then, the verification unit 280 processes the
data for processing ago stored thereon using the data
processing unit 290 by means of the same rule as that
of S60, compares the processed data and the received
authentication data, and verifies whether the portable
key apparatus 400 is a normal product (S140).
[0128] In other words, the verification unit 280 authen-
ticates that the portable key apparatus 400 is a normal
product on condition that the data for processing trans-
mitted therefrom has processed and returned based on
the predetermined rule. Therefore, it is difficult to make
an imitation of the portable key apparatus 400.
[0129] Then, it is confirmed that the portable key ap-
paratus 400 is not used by confirming that the locker
identifying information is not stored (S160: Yes).
[0130] After that, the temporary fixed unit 320 is tem-
porarily fixed so that the portable key apparatus 400
does not removed from the holding section 204 (S170).
Moreover, the holding section 204 and the locking lever
205 may be allowed to be turned by the adequacy-of-
unlocking deciding unit 360 (S180).
[0131] Then, when the user turns the portable key ap-
paratus 400, the portable key apparatus 400 rotates
along with the holding section 204 and the locking lever
205. As a result, the locking and unlocking apparatus
200 locks the locker 100 (S200).
[0132] Referring to Fig. 18, when the locking is com-
pleted, the locker-side output unit 340 of the locking and
unlocking apparatus 200 outputs the locker identifying
information to the portable key apparatus 400 (S240).
[0133] The key-side locking-time-information storing
unit 440 of the portable key apparatus 400 stores the
received locker identifying information (S260). Then, the
key-side output unit 480 outputs the key identifying in-
formation to the locking and unlocking apparatus 200
on condition that the locker identifying information has
been stored completely (S280). The locker-side locking-
time-information storing unit 300 of the locking and un-
locking apparatus 200 stores the key identifying infor-

mation received from the portable key apparatus 400
(S300).
[0134] Then, by completely storing the key identifying
information, the temporary fixed unit 320 decides that
the exchange of the locker identifying information and
the key identifying information has been completed
(S320). Therefore, although the portable key apparatus
400 does not independently notify the locking and un-
locking apparatus 200 that the storage of the locker
identifying information has been completed, the locking
and unlocking apparatus 200 can know that the locker
identifying information has been stored on the portable
key apparatus 400 completely.
[0135] After that, the temporary fixed unit 320 causes
the portable key apparatus 400 to be removed from the
holding section 204 (S340). Then, the portable key ap-
paratus 400 is removed from the holding section 204 by
the user (S360). As described above, the locking act by
the user is completed.
[0136] Therefore, a user can use the portable key ap-
paratus 400 with the same sense as that of a mechanical
key during locking the locker. In other words, the porta-
ble key apparatus 400 does not bother the user during
locking the locker.
[0137] Next, using flowcharts shown in Figs. 19 and
20, an operation flow of the locking and unlocking ap-
paratus 200 and the portable key apparatus 400 when
unlocking the locker 100 will be described. At first, the
main body 402 of the portable key apparatus 400 slides
to be inserted into the holding section 204 of the locking
and unlocking apparatus 200. At this time, the switch
216 shown in Figs. 12 and 14 is pushed (S500).
[0138] Then, the verification unit 280 of the locking
and unlocking apparatus 200 transmits data for
processing to the portable key apparatus 400 (S520). It
is preferable that the data for processing is different from
the data used during locking the locker. The data for
processing is generated as random numbers of prede-
fined digits namely a digit sequence by way of, e.g., the
random number generating means included in the ver-
ification unit 280. Here, the verification unit 280 stores
the received data for processing.
[0139] The authentication data generating unit 460 of
the portable key apparatus 400 processes the data for
processing transmitted from the verification unit 280 us-
ing the data processing unit 470 based on the predeter-
mined rule just like S60 of Fig. 17 to generate the au-
thentication data (S540). Then, the authentication data
generating unit 460 transmits the generated authentica-
tion data to the verification unit 280 (S560).
[0140] Next, the vacancy deciding unit 260 of the lock-
ing and unlocking apparatus 200 requires the portable
key apparatus 400 to send the locker identifying infor-
mation and the key identifying information (S580). Then,
the key-side output unit 480 of the portable key appara-
tus 400 transmits the locker identifying information that
the key-identifying-information storing unit 420 receives
and stores from the locking and unlocking apparatus
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200 during locking the locker and the key identifying in-
formation previously stored on the key-identifying-infor-
mation storing unit 420 to the locking and unlocking ap-
paratus 200 (S600).
[0141] Then, the verification unit 280 performs the
same process as that of S140 of Fig. 17 to verify whether
the portable key apparatus is a normal product (S620).
[0142] After that, the adequacy-of-unlocking deciding
unit 360 respectively checks the locker identifying infor-
mation and the key identifying information received at
the S600 with the locker identifying information previ-
ously stored on the locker-identifying-information stor-
ing unit 240 and the key identifying information stored
on the locker-side locking-time-information storing unit
300, and verifies that the portable key apparatus 400 is
the portable key apparatus 400 used during locking the
locker on condition that each information corresponds
to each other (step S640: Yes).
[0143] Referring to Fig. 20, the holding section 204
and the locking lever 205 can be turned in an unlocking
direction by the adequacy-of-unlocking deciding unit
360 when it is decided that the portable key apparatus
400 is a normal product and is the portable key appara-
tus 400 used during locking the locker (S660).
[0144] Then, the portable key apparatus 400 rotates
along with the holding section 204 and the locking lever
205 by turning the portable key apparatus 400 to an un-
locking direction. As a result, the locker 100 is unlocked
(S680).
[0145] Afterthat, the portable key apparatus 400 is re-
moved from the holding section 204 by the user (S700).
As described above, the unlocking act by the user is
completed.
[0146] Therefore, the user can use the portable key
apparatus 400 as if he/she is using a mechanical key
during unlocking the locker. In other words, the portable
key apparatus 400 does not bother the user during un-
locking the locker.
[0147] In addition, after the portable key apparatus
400 has been returned to the front desk of facility, the
locker identifying information stored on the key-side
locking-time-information storing unit 440 of the portable
key apparatus 400 is deleted. In this way, the user can-
not use the pluralityof lockers 100. Moreover, since the
locker identifying information is deleted at the front
deskof facility, this portable key apparatus 400 can be
handed to the next user.
[0148] In addition, the key identifying information
stored on the locker-side locking-time-information stor-
ing unit 300 of the locking and unlocking apparatus 200
may be deleted on condition that the locker 100 has
been unlocked or may be deleted when the locker is
locked using new portable key apparatus 400.
[0149] Next, using flowcharts shown in Fig. 21, anoth-
er example of an operation flow of the locking and un-
locking apparatus 200 and the portable key apparatus
400 when unlocking the locker 100 will be described. In
this operation flow, since initial operations of the locking

and unlocking apparatus 200 and the portable key ap-
paratus 400 are equal to those of Fig. 17, their descrip-
tions will be omitted.
[0150] After the locking and unlocking apparatus 200
and the portable key apparatus 400 performs the oper-
ations as showed in Fig. 17, the temporary fixed unit 320
of the locking and unlocking apparatus 200 temporarily
fixes the portable key apparatus 400 to be able to be
removed from the holding section 204 (S650). Then, the
adequacy-of-unlocking deciding unit 360 allows the
holding section 204 and the locking lever 205 to rotate
(S660).
[0151] Then, when the user turns the portable key ap-
paratus 400, the portable key apparatus 400 rotates
along with the holding section 204 and the locking lever
205. Thus, the locker 100 is unlocked (S680).
[0152] Then, the locker-side output unit 340 outputs
a deletion command of the locker identifying information
to the portable key apparatus 400 (S684) on condition
that the unlocking of locker 100 has been completed
(S682).
[0153] The key-side locking-time-information storing
unit 440 of the portable key apparatus 400 deletes the
stored locker identifying information (S686), and outputs
the deletion completion notice to the temporary fixed
unit 320 of the locking and unlocking apparatus 200
(S688). Then, the locker-side locking-time-information
storing unit 300 of the locking and unlocking apparatus
200 deletes the stored key identifying information
(S690).
[0154] After that, the portable key apparatus 400 can
be allowed to be removed by the temporary fixed unit
320 (S692). Then, the user removes the portable key
apparatus 400 from the holding section 204 (S700). In
other words, the locking and unlocking apparatus 200
and the portable key apparatus 400 are initialized on the
moment just after unlocking the locker. Therefore, the
user can change the locker 100 to be used.
[0155] In addition, in the described embodiment, al-
though the adequacy of unlocking is decided using both
the locker identifying information and the key identifying
information, the adequacy of unlocking may be decided
using either of them as shown in next.
[0156] At first, using Figs. 22 and 23, a configuration
of the locking and unlocking apparatus 200 and the port-
able key apparatus 400 when deciding the adequacy of
unlocking using only the locker identifying information
will be explained. In this case, as shown in Fig. 22, the
locking and unlocking apparatus 200 is different from
that shown in Fig. 6 in that it does not include the locker-
side locking-time-information storing unit 300. Moreo-
ver, as shown in Fig. 23, the portable key apparatus 400
is different from that shown in Fig. 11 in that it does not
include the key-identifying-information storing unit 420
in relation to the function of the transponder 406.
[0157] Inotherwords, during locking the locker, the
locker identifying information is transmitted to the port-
able key apparatus 400 and is stored on the key-side
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locking-time-information storing unit 440 of the portable
key apparatus 400. Then, during unlocking the locker,
the locker identifying information stored on the key-side
locking-time-information storing unit 440 is transmitted
to the locking and unlocking apparatus 200. The ade-
quacy-of-unlocking deciding unit 360 allows the locking
and unlocking mechanism 220 to be unlocked when the
transmitted locker identifying information corresponds
to the locker identifying information stored on the locker-
identifying-information storing unit 240.
[0158] In addition, since the other configuration, func-
tion, and operation are equal to those of the described
embodiment, their descriptions will be omitted.
[0159] Next, using Figs. 24 and 25, a configuration of
the locking and unlocking apparatus 200 and the porta-
ble key apparatus 400 when deciding the adequacy of
unlocking using only the key identifying information will
be explained. In this case, as shown in Fig. 24, the lock-
ing and unlocking apparatus 200 is different from that
shown in Fig. 6 in that it does not include thelocker-iden-
tifying-informationstoringunit240. Moreover, as shown
in Fig. 25, the portable key apparatus 400 is different
from that shown in Fig. 11 in that it does not have the
key-identifying-information storing unit 420 in relation to
the function of the transponder 406.
[0160] In other words, during locking the locker, the
key identifying information is transmitted to the locking
and unlocking apparatus 200 and is stored on the lock-
er-side locking-time-information storing unit 300 of the
locking and unlocking apparatus 200. Then, during un-
locking the locker, the key identifying information stored
on the key-identifying-information storing unit 420 is
transmitted to the locking and unlocking apparatus 200.
The adequacy-of-unlocking deciding unit 360 allows the
locking and unlocking mechanism 220 to be unlocked
when the transmitted key identifying information corre-
sponds to the key identifying information stored on the
locker-side locking-time-information storing unit 300.
[0161] Inaddition,sincethe otherconfiguration,func-
tion, and operation are equal to those of the described
embodiment, their descriptions will be omitted.
[0162] Moreover, during unlocking the locker, the
portable key apparatus 400 may generate and output
unlocking information, which is the other information
based on the key identifying information and the locker
identifying information, to the locking and unlocking ap-
paratus 200 without transmitting the key identifying in-
formation and the locker identifying information as they
are. In this case, a functional configuration of the trans-
ponder 406 is explained by means of Fig. 26. The trans-
ponder 406 has an unlocking information generating
unit 450 in addition to a configuration shown in Fig. 11.
[0163] In other words, during unlocking the locker, the
key-side locking-time-information storing unit 440 and
the key-identifying-information storing unit 420 respec-
tively output the locker identifying information and the
key identifying information to the unlocking information
generating unit 450. Then, the unlocking information

generating unit 450 generates the unlocking information
based on the locker identifying information and the key
identifying information. The unlocking information is
generated, e.g., by adding the date on which the key-
side locking-time-information storing unit 440 stores the
locker identifying information to the locker identifying in-
formation and the key identifying information. Then, the
generated unlocking information is transmitted to the
locking and unlocking apparatus 200 via the key-side
output unit 480.
[0164] Then, the adequacy-of-unlocking deciding unit
360 of the locking and unlocking apparatus 200 decides
whether the portable key apparatus 400 is the portable
key apparatus 400 used during locking the locker based
on the received unlocking information. This decision is
performed by adding the same process as that per-
formed by the unlocking information generating unit
450, namely, e.g., the date on which the unlocking in-
formation is received to, e.g., the locker identifying in-
formation and the key identifying information respective-
ly stored on the locker-identifying-information storing
unit 240 and the locker-side locking-time-information
storing unit 300 of the locking and unlocking apparatus
200, and checking the processed information with the
unlocking information.
[0165] Then, when it has been decided whether the
portable key apparatus 400 is the portable key appara-
tus 400 used during locking the locker, the adequacy-
of-unlocking deciding unit 360 allows the locking and un-
locking mechanism 220 to be unlocked. Therefore, al-
though a pair of the locker identifying information and
the key identifying information leaks out, it is not possi-
ble to unlock the locking and unlocking apparatus 200.
Therefore, the reliability of locker 100 rises.
[0166] Furthermore, when respectively using the date
on which the user is going to unlock the locker and the
date on which the user has locked the locker during gen-
erating the unlocking information and during authenti-
cating the unlocking information, the locking and unlock-
ing apparatus 200 cannot be unlocked when the date
on which the user has locked the locking and unlocking
apparatus 200 and the date on which the user is going
to unlock the locker are different from each other. There-
fore, it is not possible to use the locker 100 over several
days.
[0167] In addition, the adequacy-of-unlocking decid-
ing unit 360 of the locking and unlocking apparatus 200
may store the date on which the user has locked the
locker. In this case, the unlocking information generating
unit 450 generates the unlocking information using the
date on which the user is going to unlock the locker.
Then, the adequacy-of-unlocking deciding unit 360
checks the received unlocking information using the
date on which the user has locked the locker.
[0168] As is apparent from the descriptions, accord-
ing to the present invention, it is possible not to bother
the user, e.g., by being able to freely select the vacant
locker in the locker with an electronic key.
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[0169] Although the present invention has been de-
scribed by way of an exemplary embodiment, it should
be understood that those skilled in the art might make
many changes and substitutions without departing from
the spirit and the scope of the present invention. It is
obvious from the definition of the appended claims that
embodiments with such modifications also belong to the
scope of the present invention.

Claims

1. A locker system comprising a locker and a portable
key apparatus operable to perform locking and un-
locking of said locker in communication with said
locker, wherein

said portable key apparatus comprises:

a key-identifying-information storing unit that
previously stores key identifying information
that is identification information inherent in said
portable key apparatus; and
a key-side output unit that outputs the key iden-
tifying information stored on the key-identify-
ing-information storing unit to said locker during
locking said locker,

said locker comprises:

a locker-identifying-information storing unit that
previously stores locker identifying information
that is identification information inherent in said
locker; and
a locker-side output unit that reads the locker
identifying information from the locker-identify-
ing-information storing unit to output the infor-
mation to said portable key apparatus during
locking said locker,
said portable key apparatus further comprises
a key-side locking-time-information storing unit
that stores the locker identifying information re-
ceived from the locker-side output unit during
locking said locker,
said locker further comprises a locker-side
locking-time-information storing unit that stores
the key identifying information received from
the key-side output unit during locking said
locker, and
said locker further comprises an adequacy-of-
unlocking deciding unit that decides the ade-
quacy of unlocking of said locker based on the
locker identifying information stored on the key-
side locking-time-information storing unit, the
key identifying information previously stored on
the key-identifying-information storing unit, the
key identifying information stored on the locker-
side locking-time-information storing unit, and
the locker identifying information previously

stored on the locker-identifying-information
storing unit.

2. The locker system as claimed in claim 1, wherein

said portable key apparatus further comprises
an unlocking information generating unit that
generates unlocking information to unlock said
locker based on the locker identifying informa-
tion stored on the key-side locking-time-infor-
mation storing unit and the key identifying infor-
mation stored on the key-identifying-informa-
tion storing unit,
the key-side output unit of said portable key ap-
paratus further outputs the unlocking informa-
tion to said locker during unlocking said locker,
and
the adequacy-of-unlocking deciding unit of said
locker further checks the unlocking information
received during unlocking said locker with the
key identifying information stored on the locker-
side locking-time-information storing unit and
the locker identifying information previously
stored on the locker-identifying-information
storing unit and decides the adequacy of un-
locking of said locker based on the checked re-
sult.

3. The locker system as claimed in claim 1, wherein

the key-side output unit of said portable key ap-
paratus further outputs the locker identifying in-
formation stored on the key-side locking-time-
information storing unit and the key identifying
information previously stored on the key-iden-
tifying-information storing unit to said locker
during unlocking said locker, and
the adequacy-of-unlocking deciding unit of said
locker checks the locker identifying information
and the key identifying information received
during unlocking said locker with the key iden-
tifying information stored on the locker-side
locking-time-information storing unit and the
locker identifying information previously stored
on the locker-identifying-information storing
unit and decides the adequacy of unlocking of
said locker based on the checked result.

4. The locker system as claimed in claim 1, wherein

information exchange between said locker and
said portable key apparatus is performed using
wireless communication system,
said locker further comprises a holding section
that holds said portable key apparatus in a po-
sition of being able to send and receive the data
between each other by radio, and
said portable key apparatus comprises an en-
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gaging section that is inserted into the holding
section to engage with said locker.

5. The locker system as claimed in claim 4, wherein

said locker further comprises a locking and un-
locking mechanism that locks and unlocks said
locker by rotating the key mechanically and al-
so is able to be rotated in a unlocking direction
when the adequacy-of-unlocking deciding unit
allows unlocking, and
the holding section of said locker has a mobile
mechanism that moves along with said portable
key apparatus and rotates the locking and un-
locking mechanism with this movement to per-
form locking or unlocking of said locker.

6. The locker system as claimed in claim 4, wherein
said locker further comprises a temporary

fixed unit that temporarily fixes said portable key ap-
paratus held in the holding section to the holding
section and also enables that said portable key ap-
paratus is removed from the holding section on con-
dition that the key-side locking-time-information
storing unit has stored the locker identifying infor-
mation and the locker-side locking-time-information
storing unit has stored the key identifying informa-
tion respectively.

7. The locker system as claimed in claim 1, wherein

said locker further comprises a locking and un-
locking mechanism that locks or unlocks said
locker by rotating the key mechanically,
said portable key apparatus further comprises
an authentication data generation unit that gen-
erates authentication data indicating that said
portable key apparatus is a normal product,
the key-side output unit of said portable key ap-
paratus further outputs the authentication data
to said locker during locking said locker,
said locker further comprises a verification unit
that verifies whether said portable key appara-
tus is a normal product based on the authenti-
cation data, and
the locking and unlocking mechanism of said
locker is able to be rotated when the verification
unit has authenticated that said portable key
apparatus is a normal product in the verification
process.

8. The locker system as claimed in claim 7, wherein

the authentication data generation unit of said
portable key apparatus and the verification unit
of said locker respectively comprise a data
processing unit that processes the input data
using the same method,

the verification unit of said locker outputs data
to the authentication data generation unit and
also stores the data as it is during authenticat-
ing the key,
the authentication data generation unit gener-
ates the authentication data by processing the
data by means of the data processing unit of
the authentication data generation unit, and
the verification unit processes the data stored
thereon by means of the data processing unit
of the verification unit and verifies whether said
portable key apparatus is a normal product
based on the comparison result between the
processed data and the authentication data re-
ceived from the authentication data generation
unit.

9. The locker system as claimed in claim 1, wherein
said locker further comprises:

a vacancy deciding unit that decides that said
portable key apparatus does not lock the other
locker when the locker identifying information
is not already stored on the key-side locking-
time-information storing unit during locking said
locker; and
a locking and unlocking mechanism that locks
or unlocks said locker by rotating the key me-
chanically and also is able to be rotated in a
locking direction when the vacancy deciding
unit decides that said portable key apparatus
does not lock the other locker.

10. The locker system as claimed in claim 1, further
comprising an administrative computer operable to
store the key identifying information on said porta-
ble key apparatus and user identifying information
identifying a user that holds said portable key ap-
paratus in as sociation with each other before using
said locker.

11. The locker system as claimed in claim 10, wherein

the locker system further comprises a reader
operable to read the locker identifying informa-
tion stored on the key-side locking-time-infor-
mation storing unit and the key identifying infor-
mation previously stored on the key-identifying-
information storing unit from said portable key
apparatus after locking said locker, and
said administrative computer stores a pair of
the locker identifying information and the key
identifying information read from said reader in
association with the user identifying informa-
tion stored before the use of said locker.

12. A portable key apparatus that performs locking and
unlocking of a locker in communication with the
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locker, comprising:

a key-identifying-information storing unit oper-
able to previously store key identifying informa-
tion that is identification information inherent in
the portable key apparatus;
a key-side output unit operable to output the
key identifying information stored on the key-
identifying-information storing unit to the locker
during locking the locker; and
a key-side locking-time-information storing unit
operable to receive locker identifying informa-
tion that identifies the locker from the locker to
store the information during locking the locker,
said key-side output unit further outputs the key
identifying information previously stored on the
key-identifying-information storing unit and the
locker identifying information stored on the key-
side locking-time-information storing unit to the
locker during unlocking the locker.

13. A locker that is locked and unlocked based on input
from a portable key apparatus held by a user, com-
prising:

a locker-identifying-information storing unit op-
erable to previously store locker identifying in-
formation that is identification information in-
herent in the locker;
a locker-side output unit operable to read the
locker identifying information from said locker-
identifying-information storing unit to output the
information to the portable key apparatus dur-
ing locking the locker;
a locker-side locking-time-information storing
unit operable to receive key identifying informa-
tion that identifies the portable key apparatus
from the portable key apparatus to store the in-
formation during locking the locker; and
an adequacy-of-unlocking deciding unit opera-
ble to receive the key identification information
inherent in the portable key apparatus from the
portable key apparatus during unlocking the
locker and the locker identifying information
output and stored from said locker-side output
unit to the portable key apparatus during lock-
ing the locker, check the received information
with the locker identifying information previous-
ly stored on said locker-identifying-information
storing unit and the key identifying information
stored on the locker-side locking-time-informa-
tion storing unit, and decide the adequacy of
unlocking of the locker based on the checked
result.

14. A locker system comprising a locker and a portable
key apparatus operable to perform locking and un-
locking of said locker in communication with said

locker, wherein
said portable key apparatus comprises:

a key-identifying-information storing unit that
previously stores key identifying information
that is identification information inherent in said
portable key apparatus; and
a key-side output unit that outputs the key iden-
tifying information stored on the key-identify-
ing-information storing unit to said locker during
locking said locker,
said locker comprises a locker-side locking-
time-information storing unit that stores the key
identifying information received from the key-
side output unit during locking said locker,
the key-side output unit of said portable key ap-
paratus further outputs the key identifying infor-
mation stored on the key-identifying-informa-
tion storing unit to said locker during unlocking
said locker, and
said locker further comprises an adequacy-of-
unlocking deciding unit that checks the key
identifying information received during unlock-
ing said locker with the key identifying informa-
tion stored on the locker-side locking-time-in-
formation storing unit and decides the adequa-
cy of unlocking of said locker based on the
checked result.

15. A locker system comprising a locker and a portable
key apparatus operable to perform locking and un-
locking of said locker in communication with said
locker, wherein

said locker comprises:

a locker-identifying-information storing unit that
previously stores locker identifying information
that is identification information inherent in said
locker; and
a locker-side output unit that reads the locker
identifying information from the locker-identify-
ing-information storing unit to output the infor-
mation to said portable key apparatus during
locking said locker,

said portable key apparatus comprises:

a key-side locking-time-information storing unit
that stores the locker identifying information re-
ceived from the locker-side output unit during
locking said locker; and
a key-side output unit that outputs the locker
identifying information stored on the key-side
locking-time-information storing unit to said
locker during unlocking said locker, and
said locker further comprises an adequacy-of-
unlocking deciding unit that checks the locker
identifying information received during unlock-
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ing said locker with the locker identifying infor-
mation previously stored on the locker-identify-
ing-information storing unit and decides the ad-
equacy of unlocking of said locker based on the
checked result.

16. A locker locking and unlocking method that per-
forms locking and unlocking of the locker using a
portable key apparatus that communicates with the
locker, comprising:

previously storing key identifying information
that is identification information inherent in the
portable key apparatus on the portable key ap-
paratus;
previously storing locker identifying information
that is identification information inherent in the
locker on the locker;
outputting the key identifying information from
the portable key apparatus to store the informa-
tion on the locker and also outputting the locker
identifying information from the locker to store
the information on the portable key apparatus
during locking the locker; and
deciding the adequacy of unlocking of the lock-
er based on the key identifying information
stored on the locker during locking the locker,
the locker identifying information stored on the
portable key apparatus during locking the lock-
er, the locker identifying information previously
stored on the locker, and the key identifying in-
formation previously stored on the portable key
apparatus.

17. The locker locking and unlocking method as
claimed in claim 16, wherein

information exchange between the locker and
the portable key apparatus is performed using
wireless communication system, and
the locking and unlocking are performed by in-
serting the portable key apparatus into a hold-
ing section that is provided in a position of being
able to send and receive data between each
other by radio in the locker to engage the port-
able key apparatus with the holding section.

18. The locker locking and unlocking method as
claimed in claim 16, wherein

a locking and unlocking mechanism that locks
or unlocks the locker by rotating the key me-
chanically is further provided in the locker,
the portable key apparatus generates authen-
tication data indicating that the portable key ap-
paratus is a normal product to output the data
to the locker during locking the locker,
the locker verifies whether the portable key ap-

paratus is a normal product based on the au-
thentication data, and
the locking and unlocking mechanism of the
locker is able to be rotated when the locker has
authenticated that the portable key apparatus
is a normal product in the verification process.

19. A locker locking and unlockingmethod that per-
forms locking and unlocking of the locker using a
portable key apparatus that communicates with the
locker, comprising:

previously storing key identifying information
that is identification information inherent in the
portable key apparatus on the portable key ap-
paratus;
outputting the key identifying information from
the portable key apparatus to store the informa-
tion on the locker during locking the locker; and
deciding the adequacy of unlocking of the lock-
er based on the key identifying information pre-
viously stored on the portable key apparatus
and the key identifying information stored on
the locker during locking the locker.

20. A locker locking and unlocking method that per-
forms locking and unlocking of the locker using a
portable key apparatus that communicates with the
locker, comprising:

previously storing locker identifying information
that is identification information inherent in the
locker on the locker;
outputting the locker identifying information
from the locker to store the information on the
portable key apparatus during locking the lock-
er; and
deciding the adequacy of unlocking of the lock-
er based on the locker identifying information
previously stored on the locker and the locker
identifying information stored on the portable
key apparatus during locking the locker.

21. A machine readable medium storing computer pro-
gram capable of being realized by a computer built
in a portable key apparatus that performs locking
and unlocking of a locker in communication with the
locker, the program causes the computer to act as:

means for outputting key identifying informa-
tion, which is previously stored on the computer
and is identification information inherent in the
portable key apparatus, from the portable key
apparatus to the locker during locking the lock-
er;
means for receiving locker identifying informa-
tion that identifies the locker from the locker to
store the information on the portable key appa-
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ratus during locking the locker; and
means for outputting the key identifying infor-
mation and the locker identifying information
stored on the portable key apparatus to the
locker during unlocking the locker.

22. A machine readable medium storing computer pro-
gram capable of being realized by a computer pro-
vided in a locker and for locking and unlocking the
locker by way of a portable key apparatus held by
a user, the program causes the computer to act as:

means for reading locker identifying informa-
tion that is previously stored on the computer
and is identification information inherent in the
locker to output the information to the portable
key apparatus during locking the locker;
means for receiving key identifying information
inherent in the portable key apparatus from the
portable key apparatus to store the information
on a memory of the computer during locking the
locker; and
means for storing the key identifying informa-
tion previously stored on the portable key ap-
paratus and the locker identifying information
stored during locking the locker that are output
from the portable key apparatus on the compu-
ter, for checking the output information with the
key identifying information stored and the lock-
er identifying information previously stored on
the computer of the locker, and deciding the ad-
equacy of unlocking of the locker based on the
checked result.
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