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(54) ELEVATOR APPARATUS

(57) In an elevator apparatus, the electronic safety
controller is capable of detecting an abnormality of the
electronic safety controller itself. When the abnormality
of the electronic safety controller itself is detected, the
electronic safety controller outputs a nearest floor stop

instruction for stopping the car at a nearest floor to the
elevator control unit. After a predetermined time has
elapsed from the output of the nearest floor stop instruc-
tion, the electronic safety controller outputs an emergen-
cy stop instruction for performing an emergency stop of
the car to the elevator control unit.
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Description

Technical Field

[0001] The present invention relates to an elevator ap-
paratus which employs an electronic safety controller for
detecting abnormality of an elevator based on a detection
signal from a sensor.

Background Art

[0002] In a conventional elevator safety system, sen-
sors or the like are connected to bus nodes provided to
a hoistway, a machine room, and a car, which allows
information from the sensors or the like to be sent through
the bus nodes and a communication network bus to a
safety controller (see, for example, Patent Document 1).
[0003] Patent Document 1: JP 2002-538061 A

Disclosure of the Invention

Problem to be solved by the Invention

[0004] In the conventional elevator apparatus, infor-
mation is inputted from the sensors to the safety controller
through the communication network. Thus, to secure
high reliability for a safety system, a considerably highly
reliable communication network is required. This makes
hardware and software that implement the communica-
tion network more complicated and more expensive.
[0005] The present invention has been devised to
solve the problem as described above. It is an object of
the invention to provide an elevator apparatus capable
of improving the reliability of a safety system with a rel-
atively simple structure.

Means for solving the Problem

[0006] An elevator apparatus according to the inven-
tion includes: an elevator control unit for controlling an
operation of a car; and an electronic safety controller
which detects an abnormality of an elevator and gener-
ates an instruction signal for shifting the elevator to a safe
state. The electronic safety controller is capable of de-
tecting an abnormality of the electronic safety controller
itself. When the abnormality of the electronic safety con-
troller itself is detected, the electronic safety controller
outputs a nearest floor stop instruction for stopping the
car at a nearest floor to the elevator control unit. After a
predetermined time has elapsed from the output of the
nearest floor stop instruction, the electronic safety con-
troller outputs an emergency stop instruction for perform-
ing an emergency stop of the car to the elevator control
unit.
[0007]

[Fig. 1] A diagram of an elevator apparatus according
to a first embodiment of the invention.

[Fig. 2] A graph of a pattern of overspeed set in speed
governor and an ETS circuit unit of Fig. 1.
[Fig. 3] A block diagram of a relation of connection
among an electronic safety controller, an elevator
control panel, and various sensors of Fig. 1.
[Fig. 4] A block diagram of the structure of a main
part of the electronic safety controller of Fig. 1.
[Fig. 5] A explanatory diagram of a method of exe-
cuting arithmetic processing by a microprocessor of
Fig. 4.
[Fig. 6] A block diagram of the main part of the elec-
tronic safety controller of Fig. 1.
[Fig. 7] A diagram of a specific configuration of a
clock abnormality detection circuit of Fig. 6.
[Fig. 8] An explanatory diagram of separated areas
in a RAM of the electronic safety controller of Fig. 1.
[Fig. 9] A flowchart of an initial operation of the elec-
tronic safety controller of Fig. 1.
[Fig. 10] A flowchart of a first example of an interrupt
computation of the electronic safety controller of Fig.
1.
[Fig. 11] A block diagram of the main part of the elec-
tronic safety controller of Fig. 1.
[Fig. 12] A block diagram of the main part of the elec-
tronic safety controller of Fig. 1.
[Fig. 13] A circuit diagram of an example of a specific
configuration of a check function circuit of Fig. 12.
[Fig. 14] An explanatory diagram of meanings of data
regarding the respective bits of data buses when the
check function circuit of Fig. 12 is read by first and
second CPUs.
[Fig. 15] A flowchart of a method of checking sound-
ness of monitoring of a power source voltage at the
first CPU of Fig. 12.
[Fig. 16] A flowchart of an operation when the CPUs
are reset in the elevator control apparatus of Fig. 12.
[Fig. 17] A an explanatory diagram of a relation be-
tween a stage of an initialization operation of the ETS
circuit unit of Fig. 1 and operations of the operation
control unit and the safety circuit unit.
[Fig. 18] An explanatory diagram of movement of the
car in an initialization operation mode of the elevator
apparatus of Fig. 1.
[Fig. 19] A circuit diagram of an abnormal contact
point detection unit of the electronic safety controller
of Fig. 1.
[Fig. 20] A flowchart for explaining a method of op-
erating the safety relay main contact point of Fig. 19.
[Fig. 21] A block diagram of the electronic safety con-
troller of Fig. 1 connected to a history information
recording unit and a soundness diagnosis unit.
[Fig. 22] An explanatory diagram of an example of
information stored in a history information recording
unit of Fig. 21.
[Fig. 23] A flowchart for explaining an operation of
the electronic safety controller of Fig. 21.
[Fig. 24] A block diagram of the main part of the elec-
tronic safety controller of Fig. 1.

1 2 



EP 1 852 382 A1

3

5

10

15

20

25

30

35

40

45

50

55

[Fig. 25] A circuit diagram specifically showing a data
comparison circuit for data abnormality check of Fig.
24.
[Fig. 26] A circuit diagram for specifically showing a
designated address detection circuit for address bus
abnormality check of Fig. 24.
[Fig. 27] A flowchart of a processing operation by
designated address output software and a designat-
ed address detection circuit in a CPU of Fig. 24.
[Fig. 28] A flowchart of a processing operation by
data bus abnormality check software in the CPU of
Fig. 24.
[Fig. 29] A flowchart of an operation of the electronic
safety controller and an elevator control unit at a time
when a nearest floor stop instruction of Fig. 1 is gen-
erated.
[Fig. 30] A circuit diagram of the main part of each
of the electronic safety controller and the elevator
control unit of Fig. 1.

Best Mode for carrying out the Invention

[0008] Preferred embodiments of the invention will be
hereinafter described with reference to the drawings.

First embodiment

[0009] Fig. 1 is a diagram of an elevator apparatus
according to a first embodiment of the invention. In the
drawing, a hoistway 1 includes a pair of car guide rails 2
and a counterweight guide rail (not shown). A car 3 is
raised and lowered in the hoistway 1 while being guided
by the car guide rails 2. A counterweight 4 is raised and
lowered in the hoistway 1 while being guided by the coun-
terweight guide rail.
[0010] In a lower part of the car 3, an emergency stop
apparatus 5 that engages with the car guide rails 2 to
stop the car 3 in an emergency is provided. The emer-
gency stop apparatus 5 has a pair of braking pieces
(wedge members) 6 that are operated by mechanical op-
eration and pushed toward the car guide rails 2.
[0011] In the upper part of the hoistway 1, a driving
apparatus (traction machine) 7 that raises and lowers the
car 3 and the counterweight 4 via a main rope is provided.
The driving apparatus 7 has: a drive sheave 8; a motor
unit (not shown) that rotates the drive sheave 8; a brake
unit 9 that brakes the rotation of the drive sheave 8; and
a motor encoder 10 that generates a detection signal
according to the rotation of the drive sheave 8.
[0012] The brake unit 9 is, for example, an electromag-
netic brake apparatus. In the electromagnetic brake ap-
paratus, a spring force of a braking spring is used to push
a brake shoe toward a braking surface to brake the ro-
tation of the drive sheave 8 and an electromagnetic mag-
net is excited to separate the brake shoe from the braking
surface to cancel the braking.
[0013] An elevator control panel 11’is provided, for ex-
ample, in a lower part of the hoistway 1. The elevator

control panel 11 includes: an operation control unit 12
that controls the operation of the driving apparatus 7; and
a safety circuit unit (relay circuit unit) 13 that suddenly
stops the car 3 when the elevator has abnormality. The
operation control unit 12 is inputted with a detection signal
from the motor encoder 10. Based on the detection signal
from the motor encoder 10, the operation control unit 12
calculates the position and speed of the car 3 to control
the driving apparatus 7.
[0014] When the relay circuit of the safety circuit unit
13 is opened, an electric current to the motor unit of the
driving apparatus 7 is blocked and an electric current to
the electromagnetic magnet of the brake unit 9 is also
blocked, whereby the drive sheave 8 is braked.
[0015] In the upper part of the hoistway 1, a speed
governor (mechanical speed governor) 14 is provided.
The speed governor 14 includes: a speed governor
sheave 15, an overspeed detection switch 16, a rope
catch 17, and a speed governor encoder 18 serving as
a sensor. The speed governor sheave 15 is wound at a
speed governor rope 19. Both ends of the speed governor
rope 19 are connected to the operation mechanism of
the emergency stop apparatus 5. The lower end of the
speed governor rope 19 is wound around a tightening
pulley 20 provided in the lower part of the hoistway 1.
[0016] When the car 3 is raised or lowered, the speed
governor rope 19 is rotated and the speed governor
sheave 15 is rotated at a rotation speed corresponding
to a traveling speed of the car 3. The speed governor 14
mechanically detects that the traveling speed of the car
3 reaches an overspeed. Overspeeds to be detected are
set as a first overspeed (OS speed) that is higher than a
rated speed and a second overspeed (Trip speed) that
is higher than the first overspeed.
[0017] When the traveling speed of the car 3 reaches
the first overspeed, the overspeed detection switch 16 is
operated. When the overspeed detection switch 16 is
operated, the relay circuit of the safety circuit unit 13 is
opened. When the traveling speed of the car 3 reaches
the second overspeed, the rope catch 17 grips the speed
governor rope 19 to stop the rotation of the speed gov-
ernor rope 19. When the rotation of the speed governor
rope 19 is stopped, the emergency stop apparatus 5 pro-
vides a braking operation.
[0018] The speed governor encoder 18 generates a
detection signal according to the rotation of the speed
governor sheave 15. The speed governor encoder 18 is
a dual sense type encoder that simultaneously outputs
two types of detection signals, i.e., first and second de-
tection signals.
[0019] The first and second detection signals from the
speed governor encoder 18 are inputted to an ETS circuit
unit 22 of an Emergency Terminal Slowdown apparatus
(ETS apparatus) provided at an electronic safety control-
ler 21. The ETS circuit unit 22 detects, based on a de-
tection signal from the speed governor encoder 18, ab-
normality of an elevator to output an instruction signal for
shifting the elevator to a safe state. In other words, the

3 4 



EP 1 852 382 A1

4

5

10

15

20

25

30

35

40

45

50

55

ETS circuit unit 22 calculates, based on the signal from
the speed governor encoder 18, the traveling speed and
a position of the car 3 independent of the operation con-
trol unit 12 and monitors whether the traveling speed of
the car 3 in the vicinity of a terminal landing reaches an
ETS monitoring overspeed.
[0020] The ETS circuit unit 22 also converts the signal
from the speed governor encoder 18 to a digital signal
to perform a digital arithmetic processing and determine
whether the traveling speed of the car 3 reaches an ETS
monitoring overspeed. When the ETS circuit unit 22 de-
termines that the traveling speed of the car 3 reaches
the ETS monitoring overspeed, the relay circuit of safety
circuit unit 13 is opened.
[0021] The ETS circuit unit 22 can also detect abnor-
mality of the ETS circuit unit 22 itself and abnormality of
the speed governor encoder 18. When the ETS circuit
unit 22 detects abnormality of the ETS circuit unit 22 itself
or abnormality of the speed governor encoder 18, the
ETS circuit unit 22 outputs a nearest floor stop instruction
signal as an instruction signal for shifting the elevator to
a safe state to the operation control unit 12. The ETS
circuit unit 22 can also have an interactive communica-
tion with the operation control unit 12.
[0022] In predetermined positions in the hoistway 1,
there are provided first to fourth reference sensors 23 to
26 for detecting that the car 3 is located at a reference
position in the hoistway. The reference sensors 23 to 26
can be top and bottom terminal landing switches. Detec-
tion signals from the reference sensors 23 to 26 are in-
putted to the ETS circuit unit 22. Based on the detection
signals from the reference sensors 23 to 26, the ETS
circuit unit 22 corrects the information for the position of
the car 3 calculated in the ETS circuit unit 22.
[0023] Between a bottom face of the hoistway 1 and
lower faces of the car 3 and the counterweight 4, a car
buffer 27 and a counterweight buffer 28 are respectively
provided. Here, the car buffer 27 and the counterweight
buffer 28 are provided in the lower part in the hoistway
1. The car buffer 27 is provided just below the car 3 and
reduces an impact caused when the car 3 collides with
a bottom part of the hoistway 1. The counterweight buffer
28 is provided just below the counterweight 4 and reduc-
es an impact caused when the counterweight 4 collides
with a bottom part of the hoistway 1. These buffers 27
and 28 may be, for example, an oil-filled-type or spring-
type buffer.
[0024] Fig. 2 is a graph of overspeed patterns set in
the speed governor 14 and the ETS circuit unit 22 of Fig.
1. In the drawing, when the car 3 travels at a normal
speed (rated speed) from a bottom terminal landing to a
top terminal landing, the car 3 draws a normal speed
pattern V0. The speed governor 14 is associated with
first and second overspeed patterns V1 and V2 by a me-
chanical position adjustment. The ETS circuit unit 22 is
associated with an ETS monitoring overspeed pattern
VE.
[0025] The ETS monitoring overspeed pattern VE is

set to be higher than the normal speed pattern V0. The
ETS monitoring overspeed pattern VE is also set to have
an equal interval from the normal speed pattern V0 in the
entire ascending/descending process. In other words,
the ETS monitoring overspeed pattern VE changes ac-
cording to a car position. More specifically, the ETS mon-
itoring overspeed pattern VE is set to be fixed in the vi-
cinity of an intermediate floor and is set to continuously
and smoothly decline, in the vicinity of a terminal landing,
while being closer to an end of the hoistway 1 (upper end
and lower end). In this manner, the ETS circuit unit 22
monitors the traveling speed of the car 3 not only in a
position in the vicinity of a terminal landing but also in a
position in the vicinity of an intermediate floor (a fixed
speed traveling zone in the normal speed pattern V0).
However, the ETS circuit unit 22 does not always have
to monitor the traveling speed of the car 3 in a position
in the vicinity of the intermediate floor.
[0026] The first overspeed pattern V1 is set to be higher
than the ETS monitoring overspeed pattern VE. The sec-
ond overspeed pattern V2 is set to be higher than the
first overspeed pattern V1. The first and second over-
speed patterns V1 and V2 are fixed at all heights in the
hoistway 1.
[0027] The counterweight buffer 28 has a buffer stroke
that is set, according to a collision speed of the counter-
weight 4 to the counterweight buffer 28 limited by the
ETS circuit unit 22, to be shorter than a stroke specified
according to a collision speed limited by the speed gov-
ernor 14. The car buffer 27 has a buffer stroke specified
according to the collision speed limited by the speed gov-
ernor 14.
[0028] The buffers 27 and 28 have a buffer stroke that
is determined according to an initial speed at the time
when the car 3 or the counterweight 4 first come into
contact with the buffer 27 or 28 and an allowable decel-
eration until the car 3 or the counterweight 4 stops. Thus,
the buffer stroke of the car buffer 27 is set to be shorter
than the buffer stroke of the counterweight buffer 28. In
other words, the buffer stroke of the counterweight buffer
28 is set to be shorter than the buffer stroke of the car
buffer 27.
[0029] The counterweight buffer 28 has a sufficient ca-
pacity so as to not to be broken even when the counter-
weight buffer 28 collides with the counterweight 4 at
speed higher than speed specified in the ETS monitoring
overspeed pattern VE (e.g., when the main rope is bro-
ken). The sufficient capacity of the counterweight buffer
28 may be secured, for example, by using a buffer having
a capacity higher than a general capacity or by using
plural buffers having a general capacity.
[0030] A size of a clearance between the upper end
part of the car 3 and the ceiling part of the hoistway 1 at
the time when the car 3 reaches a top floor is set accord-
ing to a collision speed of the counterweight 4 with the
counterweight buffer 28 that is limited by the ETS circuit
unit 22. In other words, the size of a clearance at the top
part of the hoistway 1 is set so as to prevent, even when
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the counterweight 4 collides with the counterweight buffer
28, the car 3 from colliding with the ceiling part of the
hoistway 1.
[0031] Fig. 3 is a block diagram of a relation of con-
nection among the electronic safety controller 21, the el-
evator control panel 11, and various sensors of Fig. 1. In
the figure, the electronic safety controller 21 is inputted
with two types of detection signals from the speed gov-
ernor encoder 18, that is, detection signals from the first
to fourth reference sensors 23 to 26 and signals from
other sensors (first to Nth sensor). The electronic safety
controller 21 also has plural signal input ports corre-
sponding to the respective sensors.. In other words, the
electronic safety controller 21 receives separate signals
from the respective sensors as inputs. Thus, the elec-
tronic safety controller 21 can detect abnormality of the
respective sensors.
[0032] When the electronic safety controller 21 detects
some abnormality (e.g., overspeed, sensor failure, or ab-
normality of the electronic safety controller 21 itself), a
failure/abnormality content signal including content of the
failure or abnormality is inputted to a control unit (not
shown) of the elevator control panel 11 and a stop signal
according to the content of the failure or abnormality is
inputted to a driving/braking unit (not shown) of the ele-
vator control panel 11.
[0033] Fig. 4 is a block diagram of the apparatus con-
figuration of the main part of the electronic safety con-
troller 21 of Fig. 1. The electronic safety controller 21
includes: a first microprocessor 31 that performs arith-
metic processing for detecting abnormality of the elevator
based on a first safety program; and a second microproc-
essor 32 that performs arithmetic processing for detect-
ing abnormality of the elevator based on a second safety
program.
[0034] The first safety program is a program that has
the same content as that of the second safety program.
The first and second microprocessors 31 and 32 can
have mutual communication via an interprocessor bus
and a dual port RAM 33. The first and second microproc-
essors 31 and 32 can also check the soundness of the
first and second microprocessors 31 and 32 themselves
by mutually comparing the results of the arithmetic
processing. In other words, the soundness of the first and
second microprocessors 31 and 32 is checked by caus-
ing the first and second microprocessors 31 and 32 to
perform an identical processing and the processing re-
sults are communicated and compared via the dual port
RAM 33 or the like.
[0035] In addition to the abnormality of the microproc-
essors 31 and 32 themselves, the microprocessors 31
and 32 can also detect abnormality of the electronic safe-
ty controller 21 by arithmetic processing.
[0036] Fig. 5 is an explanatory diagram of a method of
performing arithmetic processing by the microprocessors
31 and 32 of Fig. 4. The microprocessors 31 and 32 re-
peatedly perform arithmetic processing with a predeter-
mined computation cycle (e.g., 50 msec) based on a sig-

nal from a fixed-cycle timer and according to a program
stored in a ROM. A program executed in one cycle in-
cludes a safety program for detecting abnormality of an
elevator and a failure/abnormality check program for de-
tecting the failure/abnormality of the electronic safety
controller 21 itself and various sensors. The failure/ab-
normality check program may be executed only when
predetermined states are satisfied.
[0037] In the elevator apparatus, the electronic safety
controller 21 can detect abnormality of the electronic
safety controller 21 itself and outputs, even when abnor-
mality of the electronic safety controller 21 itself is de-
tected, an instruction signal for shifting the elevator to a
safe state. Thus, a relatively-simple structure can be
used to improve the reliability of a safety system while
improving speed to detect abnormality of an elevator and
speed of the processing for the abnormality.
[0038] The electronic safety controller 21 can also de-
tect abnormality of various sensors and can output, even
when abnormality of the sensor is detected, an instruction
signal for shifting the elevator to a safe state. Thus, the
safety system can have a further improved reliability.
[0039] Furthermore, the electronic safety controller 21
includes first and second microprocessors 31 and 32.
The first and second microprocessors 31 and 32 can
check the soundness of the first and second microproc-
essors 31 and 32 themselves by mutually comparing re-
sults of the arithmetic processing. Thus, the safety sys-
tem can have a further improved reliability.
[0040] Specific examples of a constitution and an op-
eration of the electronic safety controller 21 will be here-
inafter explained.

<<Detection of clock abnormality>>

[0041] Fig. 6 is a block diagram of the main part of the
electronic safety controller 21 of Fig. 1. To secure a suf-
ficient reliability, the electronic safety controller 21 adopts
a double circuit configuration..
[0042] The electronic safety controller 21 uses first and
second CPUs (processing units) 41 and 42 as the first
and second microprocessors. The first CPU 41 outputs
control signals to the operation control unit 12 and a first
output interface (output unit) 43. The second CPU 42
outputs control signals to the operation control unit 12
and a second output interface (output unit) 44.
[0043] When receiving the control signals from the first
and second CPUs 41 and 42, the operation control unit
12 is controlled by the control signals. Based on the con-
trol signals from the first and second CPUs 41 and 42,
the first and second output interfaces 43 and 44 output
signals for opening the safety circuit unit 13.
[0044] The first and second CPUs 41 and 42 are con-
nected to a dual port RAM 45 to perform data transfer
between the CPUs. The first CPU 41 is connected to a
first watchdog timer 46. The second CPU 42 is connected
to a second watchdog timer 47.
[0045] . The first CPU 41 has two types of signals from
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the speed governor encoder 18 (Fig. 1) as inputs. The
second CPU 42 has also two types of signals from the
speed governor encoder 18 as inputs. The signals from
the speed governor encoder 18 are subjected to the arith-
metic processing by the CPUs 41 and 42, whereby speed
and a position of the car 3 are calculated (Fig. 1). In other
words, the speed governor encoder 18 functions both as
speed sensor and a position sensor. The CPUs 41 and
42 have also signals from various sensors as inputs as
shown in Fig. 3.
[0046] The first CPU 41 has a first clock signal from
the first clock 48 as an input. The second CPU 42 has a
second clock signal from the second clock 49 as an input.
The first and second clock signals are set to have an
identical frequency.
[0047] The first and second clock signals are also in-
putted to a clock abnormality detection circuit 50. The
clock abnormality detection circuit 50 counts the number
of pulses of the first and second clock signals to detect,
based on the difference of the number of pulses, abnor-
malities of the first and second clock signals.
[0048]  The first and second CPUs 41 and 42 transmit,
to the clock abnormality detection circuit 50, test mode
signals 51 and 52 to check the soundness of the clock
abnormality detection circuit 50. The first and second
CPUs 41 and 42 also transmits, to the clock abnormality
detection circuit 50, detection start instruction signals 53
and 54 to start the detection of clock abnormality.
[0049] When clock abnormality is detected, the clock
abnormality detection circuit 50 inputs error signals 55
and 56 to the first and second CPUs 41 and 42.
[0050] Fig. 7 is a diagram of a specific structure of the
clock abnormality detection circuit 50 of Fig. 6. The clock
abnormality detection circuit 50 includes: a first monitor-
ing counter 57 and a first monitored counter 58 for count-
ing pulse edges of the first clock signal; and a second
monitoring counter 59 and a second monitored counter
60 for counting pulse edges of the second clock signal.
[0051] The first clock signal is inputted to the first mon-
itored counter 58 via a first selector 61. The first selector
61 can provide switching between a normal circuit and a
test circuit. In the normal circuit, the first clock signal is
directly inputted to the first monitored counter 58. In the
test circuit, the first clock signal is multiplied in the first
multiplication circuit 62 to be inputted to the first moni-
tored counter 58. The switching to the test circuit is per-
formed when the test mode signal 51 from the first CPU
41 is inputted to the first selector 61.
[0052] Similarly, the second clock signal is inputted to
the second monitored counter 60 via the second selector
63. The second selector 63 can provide switching be-
tween the normal circuit and the test circuit. In the normal
circuit, the second clock signal is directly inputted to the
second monitored counter 60. In the test circuit, the sec-
ond clock signal is multiplied by the second multiplication
circuit 64 and then inputted to the second monitored
counter 60. The switching to the test circuit is performed
when the test mode signal 52 from the second CPU 42

is inputted to the second selector 63.
[0053] Ripple carry output signals (i.e., error signals
55 and 56) from the first and second monitored counters
58 and 60 are latched by first and second latch units 65
and 66. The first and second latch units 65 and 66 cancel
the latch status when the latch units receive latch can-
cellation signals 67 and 68 from the first and second
CPUs 41 and 42.
[0054] When error signals from the clock abnormality
detection circuit 50 are inputted to the CPUs 41 and 42,
the CPUs 41 and 42 output abnormality detection signals
to the output interfaces 43 and 44. Then, the output in-
terfaces 43 and 44 output operation signals to the safety
circuit unit 13. The safety circuit unit 13 shifts the elevator
to a safe state.
[0055] The electronic safety controller 21 includes a
computer (microcomputer) including the CPUs 41 and
42 and a ROM shown in Fig. 6.
[0056] Next, the operation will be explained. Two types
of pulse signals outputted from the speed governor en-
coder 18 are inputted to the CPUs 41 and 42. Then, the
pulse signals are subjected to the arithmetic processing
by the respective CPUs 41 and 42, whereby a position
and speed of the car 3 are calculated. The calculated
position and speed are compared with each other via the
dual port RAM 45 to be subsequently compared with a
set value (reference value) to determine abnormality
(e.g., ETS monitoring overspeed).
[0057] When abnormality such as overspeed or an ab-
normal position is detected, a signal is outputted, accord-
ing to the contents of the abnormality, to the operation
control unit 12 or the safety circuit unit 13 to shift the
elevator to a safe state. The expression "shift the elevator
to a safe state" means, for example, suddenly stopping
the car 3 or stopping the car 3 at the nearest floor. After
shifting the elevator to a safe state, the operation control
unit 12 is further controlled as required.
[0058] Shift of the elevator to a safe state is also per-
formed when the CPUs 41 and 42 have different com-
putation results and it is judged that any system of the
CPUs 41 and 42 has abnormality.
When the calculated position and speed have no abnor-
mality, a control signal for permitting the traveling of the
car 3 is generated and is outputted to the operation con-
trol unit 12.
[0059] The CPUs 41 and 42 perform the computation
to calculate a car speed by counting pulse signals input-
ted within a fixed time. A timer that measures the "fixed
time" is generated by clock signals from the clocks 48
and 49. Thus, the frequency of a clock signal is very im-
portant.
[0060] When overspeed of the car 3 is monitored, at-
tention must be paid to, in particular, abnormality causing
a higher frequency. The reason is that, when a clock sig-
nal cycle is halved due to some failure when pulse signals
are intended to be counted every 10ms, pulse signals
are actually counted every 5ms despite the intention. In
this case, the car speeds calculated by the CPUs 41 and
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42 are mistakenly recognized as the halves of an actual
car speed, thus causing a situation where the overspeed
cannot be detected.
[0061] On the other hand,. in this example, the clock
signals from the first and second clocks 48 and 49 are
inputted to the clock abnormality detection circuit 50 and
it is monitored whether the clock signals have abnormal-
ity.
[0062] Next, an operation for monitoring a clock ab-
normality will be explained in detail. First, when a power
source is reset, the counters 57 to 60 immediately start
counting clock pulses as soon as the respective devices
are stabilized. As a result, the error signals 55 and 56
are latched. However, at first, the CPUs 41 and 42 ignore
these error signals 55 and 56.
[0063] Thereafter, the detection start instruction sig-
nals 53 and 54 are given with High signals. Then, the
latch cancellation signals 67 and 68 are sent from the
CPUs 41 and 42 to the clock abnormality detection circuit
50.
[0064] With the first ripple carry output signals from the
monitoring counters 57 and 59 after the detection start
instruction signals 53 and 54 are High, preset data values
of the respective counters 57 to 60 are loaded to the
respective counters 57 to 60 to start a countup. The pre-
set data values are count values at which the count by
the counters 57 to 60 is started.
[0065] Preset data values of the monitored counters
58 and 60 are set to be, for example, 0 in advance. As
preset data values of the monitoring counters 57 and 59,
threshold values for judging a clock abnormality are set
in advance. The preset data values of the monitoring
counters 57 and 59 are set to be higher than the preset
data values of the monitored counters 58 and 60 (set to
4 in this example).
[0066] The monitoring counters 57 and 59 repeatedly
count the number of pulses in a range smaller than those
covered by the monitored counters 58 and 60 and reset
the monitored counters 57 and 59 whenever the carryo-
ver thereof is caused. The monitored counters 58 and 60
also try to repeatedly count the number of pulses. How-
ever, when no abnormality is caused, the carryover of
the monitoring counters 57 and 59 is caused prior to the
carryover of the monitored counters 58 and 60 to reset
the monitored counters 58 and 60.
[0067] The preset data values can be arbitrarily set by
configuring the clock abnormality detection circuit 50 by,
for example, an FPGA (field programmable gate array).
[0068] When the two clocks 48 and 49 have no abnor-
mality, the monitored counters 58 and 60 are reset by
the ripple carry output signals of the monitoring counters
57 and 59 at a counter value that is smaller by four than
a counter value at which the carryover of the monitored
counters 58 and 60 is caused and a ripple carry output
signal (i.e., error signals 55 and 56) is outputted. Thus,
the error signals 55 and 56 are not outputted.
[0069] On the other hand, when abnormality in which
a frequency of, for example, the first clock 48 is increased

is caused, prior to the reset of the first monitored counter
58 by the ripple carry output signal of the second moni-
toring counter 59, the ripple carry output signal of the first
monitored counter 58 (i.e., error signal 55) is outputted
and the error signal 55 is latched by the latch unit 65.
[0070] When abnormality is caused in which a frequen-
cy of the second clock 49 is increased, the error signal
56 is similarly outputted from the second monitored coun-
ter 60 and the error signal 56 is latched by the latch unit
66.
[0071] Furthermore, when the clocks 48 and 49 are
stopped, the stop can also be detected by the clock ab-
normality detection circuit 50. However, the watchdog
timers 46 and 47 work to provide a forced reset to prevent
a dangerous state.
[0072] This mechanism eliminates the need to use an
exclusive clock for detecting a clock abnormality and can
directly use the clocks 48 and 49 used for the double
CPUs 41 and 42 for detecting a clock abnormality. This
makes it possible to efficiently use of hardware resource.
Therefore, a simple circuit configuration can be used to
improve the reliability.
[0073] Since it is also possible to arbitrarily set preset
data values of the counters 57 to 60, a critical frequency
drift can also be detected. As a result, time during which
the operation is delayed until the safety circuit unit 13 is
driven and controlled can be reduced and a safer design
can be realized.
[0074] Furthermore, since the four counters 57 to 60
and the watchdog timers 46 and 47 are used in combi-
nation, it is possible to easily specify in which of the clocks
48 and 49 abnormality of an increasing frequency has
occurred.
[0075] Next, a function to check the soundness of the
clock abnormality detection circuit 50 will be explained.
For example, when the test mode signal 51 is sent from
the first CPU 41 to the clock abnormality detection circuit
50, the selector 61 provides switching to the test circuit
and the first clock signal is multiplied by the first multipli-
cation circuit 62. In other words, the first clock signal in-
putted to the first monitored counter 58 is put in an ab-
normal state purposely. As a result, when the clock ab-
normality detection circuit 50 has no abnormality, the first
monitored counter 58 will output the error signal 55.
[0076] Therefore, in the CPU 41, the error signal 55 is
received in response to the transmission of the test mode
signal 51. As a result, the soundness of the clock abnor-
mality detection circuit 50 can be checked. Similarly, the
soundness of the second clock 49 can also be checked.
[0077] By adding the function to check the soundness
of the clock abnormality detection circuit 50, such a failure
that a final output pin of the clock abnormality detection
circuit 50 is fixed to the normal side can be detected and
the reliability can be further improved.
[0078] Although the double circuit configuration using
two CPUs is described in this embodiment, a multiple
circuit configuration using three or more CPUs may be
used.
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[0079] In this manner, the electronic safety controller
21 of this example includes: the first and second process-
ing units to doubly perform a computation for the control
of the elevator; the first clock that sends the first clock
signal to the first processing unit; the second clock that
sends the second clock signal to the second processing
unit; and the clock abnormality detection circuit that is
inputted with the first and second clock signals to detect
abnormality of the first and second clock signals. The
clock abnormality detection circuit counts the number of
pulses of the first and second clock signals to detect,
based on the difference in the number of pulses, the ab-
normality of the first and second clock signals.
[0080] The clock abnormality detection circuit has a
monitored counter that counts the number of pulses of
any one of the first and second clock signals and a mon-
itoring counter that counts the number of pulses of the
other of the first and second clock signals. A preset data
value as a count value at which the counting by the mon-
itored counter is started is set to be higher than a preset
data value as a count value at which the counting by the
monitoring counter is started. When the carryover of the
monitoring counter is caused, the number counted by the
monitored counter is reset and the carryover of the mon-
itored counter is caused. Abnormality of the first and sec-
ond clock signals is detected.
[0081] Furthermore, the monitoring counter includes
the first monitoring counter that counts the number of
pulses of the first clock signal and the second monitoring
counter that counts the number of pulses of the second
clock signal. The monitored counter includes a first mon-
itored counter that counts the number of pulses of the
first clock signal and a second monitored counter that
counts the number of pulses of the second clock signal.
[0082] Furthermore, the preset data value of the mon-
itoring counter can be arbitrarily set. By putting a clock
signal inputted to the monitored counter in the test mode
in an abnormal state purposely, the soundness of the
clock abnormality detection circuit can be checked. Fur-
thermore, the clock abnormality detection circuit includes
the multiplication circuit that multiplies the clock signal
inputted to the monitored counter in the test mode.

<<Detection of abnormality of stack area>>

[0083] Next, detection of abnormality of a stack area
in a RAM used in the electronic safety controller 21 will
be explained. Fig. 8 is an explanatory diagram of sepa-
rated areas of the electronic safety controller 21 of Fig.
1. The RAM includes a stack area that stores information
required for computation by the CPU. The stack area
stores therein, for example, a return address of a sub-
routine call, a return address of a timer interrupt, and an
argument of a subroutine call.
[0084] The ROM stores therein a program for monitor-
ing a predetermined monitored area in the stack area of
the RAM. In other words, the stack area monitoring unit
has a CPU and a ROM.

[0085] In this example, areas of COOOH to FFFFH are
set as stack areas. Areas of D000H to D010H are set as
monitored areas.
[0086] A method of using a stack area is determined
according to a microcomputer and is generally provided
such that data is accumulated from an end address to
preceding addresses in this order by a stack pointer
owned by the microcomputer. In the case of Fig. 8, an
initial value of the stack pointer is FFFFH and data is
accumulated to addresses in an order of FFFFH, FFFEH,
FFFDH, ..., C001H, and C000H. Thus, monitored areas
D000H to D010H are areas that are used when 75% of
the stack areas is used.
[0087] A monitored area in a position where 50% or
more stack areas are used is preferable. A monitored
area in a position where 60% or more stack areas are
used is particularly preferable. A monitored area in a po-
sition where 90% or less stack areas are used is also
preferable. A monitored area in a position where 80% or
less stack areas are used is particularly preferable.
[0088]  Stack areas are set to be 0 in advance. The
stack area monitoring unit monitors whether the entirety
of a monitored area is 0. When the monitored area in-
cludes data other than 0, the stack area monitoring unit
judges that a stack over is caused.
[0089] Fig. 9 is a flowchart of an initial operation of the
electronic safety controller 21 of Fig. 1. When the elevator
is started, the electronic safety controller 21 is initialized.
When the initialization is started, all interrupt computa-
tions are prohibited (step S1). Thereafter, the microcom-
puter is initialized (step S2) and the RAM area is set to
be 0 (step S3). After that, an interrupt computation be-
comes possible (step S4) and an interrupt is waited (step
S5). An interrupt computation is repeatedly performed at
every computation cycle time.
[0090] Fig. 10 is a flowchart of a first example of an
interrupt computation by the electronic safety controller
21 of Fig. 1. When the interrupt computation is started,
first, the state of monitored areas is checked (step S31).
In other words, it is checked whether a state of the mon-
itored areas D000H to D010H is 0000H.
[0091] When the monitored areas are not 0000H, it is
judged that the RAM has a stack over or is highly likely
to be in a stack over. In other words, values of the mon-
itored areas other than 0 lead to a judgment that a time
to process an interrupt computation has small margin to
prevent the interrupt computation from being completed
within a computation cycle time, causing a stack over.
When the stack over is detected, a computation for sud-
denly stopping the car 3 is performed (step S32) and an
emergency stop instruction is outputted to the safety cir-
cuit unit 13. When the stack over is detected, abnormality
detection signal is sent to an elevator monitoring room.
[0092] When the monitored areas have no abnormal-
ity, an input computation for inputting a signal required
for a computation is performed (step S33). A car position
computation for calculating a current position of the car
3 and a distance from the current position to a terminal
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landing (step S34), a car speed computation for calcu-
lating the speed of the car 3 based on a travel distance
of the car 3 (step S35), and a judgment criterion compu-
tation for calculating a judgment criterion value for an
abnormal speed according to the distance to the terminal
landing (e.g., Fig. 2) (step S36) are performed.
[0093] Thereafter, a safety monitoring computation is
performed to detect, based on the car speed and the
judgment criterion value, an abnormal car speed (step
S37). When the safety monitoring computation or a sud-
den stop computation is performed, a monitor computa-
tion for displaying a state of the elevator on a monitor is
performed (step S38). Finally, an output computation for
outputting an instruction signal required for permitting the
traveling of the car 3 or suddenly stopping the car 3 is
performed (step S39).
[0094] In such an electronic safety controller 21, the
stack area monitoring unit monitors the state of monitored
areas. When it is judged that the monitored areas have
abnormality, the car 3 is suddenly stopped. Thus, an ab-
normal program execution due to the stack over of the
RAM is prevented. This prevents damage to machines.
In other words, a computation by a computer regarding
an operation control can be performed more securely
and the reliability can be improved.
[0095] Here, an investigation of a cause of a stack over
(stack accumulation) is difficult, requiring a long time to
recover a failure. The stack over may be caused by ab-
normality of a microcomputer or a program. However, if
the microcomputer or the program has no abnormality,
the most probable cause of the abnormality is considered
to be that an interrupt computation is not completed within
a computation cycle time (computation time out).
[0096]  The computation time out is generally not
caused but is caused when a computation time is in-
creased temporarily (e.g., when a great number of call
buttons are operated to require a long period of time to
perform a call scan computation). The computation time
out may be caused when repeated modifications or im-
provements of software gradually increases the compu-
tation time.
[0097] When the computation time over is caused, the
stack over is caused and a stack area is used improperly
and a return address from a timer interrupt may be bro-
ken. When the return address is broken, an abnormal
program execution may be caused or RAM data may be
broken to make it impossible to control the elevator.
[0098] In view of the above, the electronic safety con-
troller 21 of this example can detect the stack over at an
earlier stage to prevent the generation of a second failure
to improve the reliability.
[0099] The stack area monitoring unit also checks the
pattern of processing information for each predetermined
computation cycle. Thus, presence or absence of stack
over can be always monitored to further improve the re-
liability.
[0100] Furthermore, when it is judged that there is ab-
normality in the monitoring area, the car can be suddenly

stopped to prevent the abnormality from causing more
severe failure.
[0101] In the example, the car 3 is suddenly stopped
when the abnormality in the monitoring area is detected.
However, a nearest floor stop instruction may be output-
ted to the operation control unit 12 to stop the car 3 at
the nearest floor. As a result, passengers in the car 3 can
get out of the car 3 to a landing smoothly.
[0102] Alternatively, when abnormality of a monitored
area is detected, a signal for shifting the elevator to a
safe state may be outputted and the state of the electronic
safety controller 21 at the time may be recorded as a
history (history computation). The history is recorded in,
for example, an area other than a RAM stack area. This
can prevent the generation of stack over and can use the
history to investigate the reason of stack over. This can
also reduce the time required to recover a failure.
[0103] In this manner, the electronic safety controller
21 in this example includes the RAM having stack areas
for storing therein information required for the computa-
tion for monitoring the safety of the elevator and the stack
area monitoring unit for monitoring a predetermined mon-
itored area in the stack areas. According to the state of
the monitored area detected by the stack area monitoring
unit, the electronic safety controller 21 controls the op-
eration of the elevator.
[0104] The stack area monitoring unit also checks the
state of the monitored area for each predetermined com-
putation cycle. Furthermore, the check of the state of the
monitored area is performed as a part of an interrupt arith-
metic processing for monitoring the safety of the elevator.

<<Detection of abnormality in order of execution of arith-
metic processing>>

[0105] Next, a method of detecting abnormality in an
order of the execution of arithmetic processing by the
electronic safety controller 21 will be explained. Fig. 11
is a flowchart of a second example of the flow of an in-
terrupt computation by the electronic safety controller 21
of Fig. 1.
[0106] When the interrupt computation is started, first,
a pattern of processing information written in the RAM is
checked (step S41). Here, the processing information is
a value predetermined for each arithmetic processing
task (functional unit) (identification value). The process-
ing information is written in a table set in a predetermined
area in the RAM. In this example, identification values of
1 to 7 are allocated to seven arithmetic processing and
are written in corresponding TBL[0] to [6]. Values of TBL
[7] to [9] are still set to be 0 because there is no corre-
sponding arithmetic processing.
[0107] When the processing information pattern has
no abnormality, TBL[0] to [6] and a storage pointer of the
table are initialized to be 0 (step S42). Thereafter, an
input computation to input a signal required for the com-
putation (step S43), the car position computation to ob-
tain a current position of the car and a distance from the
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current position to a terminal landing (step S44), the car
speed computation to calculate the car speed based on
the travel distance of the car (step S45), and the judgment
criterion computation for obtaining a judgment criterion
value for an abnormal speed according to the distance
to the terminal landing (e.g., Fig. 2) (step S46) are per-
formed.
[0108] Thereafter, the safety monitoring computation
is performed to detect, based on the car speed and the
judgment criterion value, an abnormal car speed (step
S47). When the safety monitoring computation or the
sudden stop computation is performed, the monitor com-
putation to display a state of the elevator on a monitor is
performed (step S48). Finally, the output computation for
outputting, according to the result of the safety monitoring
computation, an instruction signal required to permit the
traveling of the car 3 or to suddenly stop the car 3 is
performed (step S49).
[0109] Immediately after the execution of each of the
computations, an identification value is written in the cor-
responding table (steps S50 to S56). In other words, arith-
metic processing and the writing of an identification value
are performed alternately.
[0110] In other words, immediately after the execution
of an initial input computation, 1 is written in TBL[P] and
1 is added to the storage pointer P (step S15). Next,
immediately after the execution of the car position com-
putation, 2 is written in TBL[P] and 1 is added to the stor-
age pointer P (step S16). Immediately after the sequen-
tial execution of the processing and the execution of the
final output computation, 7 is written in TBL[6].
[0111] The pattern of the identification values thus writ-
ten is checked when the next interrupt computation is
started (step S41). In other words, by checking the pat-
tern of the identification values, it is judged whether an
order of the execution of the arithmetic processing is cor-
rect.
[0112] When abnormality is detected in the order of
the execution of the arithmetic processing, the sudden
stop computation to suddenly stop the car is performed
(step S57). At the same time, when abnormality is de-
tected in the order of the execution of the arithmetic
processing, abnormality detection signal is also transmit-
ted to an elevator monitoring room. When the sudden
stop computation is performed, the monitor computation
is performed (step S58), the output computation for out-
putting an instruction signal required to suddenly stop
the car is performed (step S59), and the interrupt arith-
metic processing ends.
[0113] The electronic safety controller 21 can quickly
detect abnormality in an order of the execution of arith-
metic processing. This allows a computation for the con-
trol of an operation by a computer to be performed more
securely, thus improving the reliability. The electronic
safety controller 21 can also detect abnormality of a pro-
gram such as a self loop. In other words, the present
invention can be applied to both of an operation control
apparatus and a safety apparatus.

[0114] Here, an investigation of a cause of abnormality
in an order of the execution of arithmetic processing is
difficult, requiring a long time to recover a failure. Abnor-
mality in an order of the execution of arithmetic process-
ing may be caused by abnormality of a microcomputer
or a program. However, if a microcomputer or a program
has no abnormality, the most probable cause of the ab-
normality in an order of the execution of arithmetic
processing is considered to be that an interrupt compu-
tation is not completed within a computation cycle time
(computation time out).
[0115] The computation time out is generally not
caused but is caused when a computation time is in-
creased temporarily (e.g., when a great number of call
buttons are operated to require a long period of time to
perform a call scan computation). The computation time
out may be caused when repeated modifications or im-
provements of software gradually increases the compu-
tation time.
[0116] In view of the above, the electronic safety con-
troller 21 can detect abnormality in an order of the exe-
cution of arithmetic processing at an earlier stage to pre-
vent the generation of a second failure to improve the
reliability.
[0117] The electronic safety controller 21 also checks
the pattern of processing information for each predeter-
mined computation cycle. Thus, presence or absence of
abnormality can be always monitored to further improve
the reliability.
[0118] Furthermore, when it is judged that there is ab-
normality in an order of the execution of arithmetic
processing, the car can be suddenly stopped to prevent
the abnormality from causing more severe failure.
[0119]  In the example, the car 3 is suddenly stopped
when it is judged that there is abnormality in an order of
the execution of arithmetic processing. However, a near-
est floor stop instruction may be outputted to the opera-
tion control unit 12 to stop the car 3 at the nearest floor.
As a result, passengers in the car 3 can get out of the
car 3 to a landing smoothly.
[0120] Alternatively, when abnormality is found in an
order of the execution of arithmetic processing, a signal
for shifting the elevator to a safe state may be outputted
and the state of the electronic safety controller 21 may
be recorded as a history (history computation).
[0121] Furthermore, in the example, pieces of
processing information are allocated to all arithmetic
processing. However, pieces of processing information
are not always required to be allocated to all arithmetic
processing. In other words, pieces of processing infor-
mation may be allocated only to arithmetic processing
for which an order of the execution is desired to be mon-
itored.
[0122] In this manner, the electronic safety controller
21 in this example includes a controller body that has a
program storage unit for storing a RAM and a program
regarding a safety monitoring and a processing unit for
executing plural arithmetic processing based on the pro-
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gram. The controller body writes, to the RAM, processing
information corresponding to the respective arithmetic
processing when arithmetic processing is executed, and
monitors, based on the pattern of the processing infor-
mation written in the RAM, whether an order of the exe-
cution of arithmetic processing is normal.
[0123] Processing information is a numeric value set
for each arithmetic processing. The control apparatus
body also checks the pattern of processing information
for each predetermined computation cycle. Furthermore,
the writing of processing information and the check of
the pattern of processing information are executed as a
part of an interrupt arithmetic processing to monitor the
safety of the elevator.

<<Detection of abnormality of power source voltage>>

[0124] Next, a method of detecting abnormality of a
power source voltage in the electronic safety controller
21 will be explained. Fig. 12 is a block diagram of the
main part of the electronic safety controller 21 of Fig. 1.
In this example, two types of instruction signals are out-
putted to the elevator control panel 11 to improve the
reliability. Thus, a double circuit configuration is used and
the first and second CPUs (processing units) 41 and 42
are used.
[0125] The first CPU 41 outputs an instruction signal
via the first output interface 43 to the elevator control
panel 11. The second CPU 42 outputs an instruction sig-
nal via the second output interface 44 to the elevator
control panel 11. When receiving the instruction signals
from the first and second output interfaces 43 and 44,
the elevator control panel 11 shifts the elevator to a safe
state.
[0126] The first and second CPUs 41 and 42 are con-
nected to the dual port RAM 45 to perform data transfer
between the CPUs. The first CPU 41 is inputted with a
signal from the first sensor. The second CPU 42 is input-
ted with a signal from the second sensor.
[0127] The signals from the first and second sensors
are subjected to arithmetic processing by the CPUs 41
and 42 to calculate speed and a position of the car 3.
The first and second sensors may be, for example, the
speed governor encoder 18.
[0128] Data obtained by arithmetic processing by the
CPUs 41 and 42 are exchanged between the CPUs 41
and 42 via the dual port RAM 45. Then, the CPUs 41 and
42 compare the respective pieces of data. When the re-
sults of the computations show a significant difference
or overspeed, an instruction signal is outputted via the
output interfaces 43 and 44 to the elevator control panel
11 to shift the elevator to a safe state.
[0129]  This elevator control apparatus also includes
a +5-V power source voltage monitoring circuit 71 and a
+3.3-V power source voltage monitoring circuit 72 for
monitoring the power source voltages of the CPUs 41
and 42. The power source voltage monitoring circuits 71
and 72 are constituted, for example, by an IC (integrated

circuit).
[0130] The power source voltage monitoring circuits
71 and 72 monitor whether a stable power source voltage
is supplied to the CPUs 41 and 42. When an abnormal
power source voltage enough to deviate from a rated
voltage of the CPUs 41 and 42 is caused, the CPUs 41
and 42 are forcedly reset based on the information from
the power source voltage monitoring circuits 71 and 72
and the car 3 is suddenly stopped by the safety circuit
unit 13 designed to have a fail-safe configuration.
[0131] The +5-V power source voltage monitoring cir-
cuit 71 is inputted with a monitoring voltage from the first
monitoring voltage input circuit 73. The +3.3-V power
source voltage monitoring circuit 72 is inputted with a
monitoring voltage from the second monitoring voltage
input circuit 74.
[0132] The power source voltage monitoring circuits
71 and 72 and the CPUs 41 and 42 are connected to a
voltage monitoring soundness check function circuit 75
(hereinafter simply referred to as check function circuit
75) that monitors the soundness of the power source
voltage monitoring circuits 71 and 72. The check function
circuit 75 is constituted by a programmable gate IC such
as an FPGA (field programmable gate array). The check
function circuit 75 can also be realized by, for example,
ASIC, CPLD, PLD, or a gate array.
[0133] When an abnormal power source voltage is de-
tected, the power source voltage monitoring circuits 71
and 72 output voltage abnormality detection signals 81
and 82 to the check function circuit 75. The check function
circuit 75 outputs reset signals 83 and 84 to the CPUs
41 and 42.
[0134] The check function circuit 75 is inputted with.the
control signals 85 and 86 from the CPUs 41 and 42. The
check function circuit 75 outputs monitoring-purpose in-
put voltage forced change signals 87 and 88 to forcedly
change voltage input pins of the power source voltage
monitoring circuits 71 and 72 to have a low voltage.
[0135] When the monitoring-purpose input voltage
forced change signals 87 and 88 are outputted, the mon-
itoring-purpose input voltage forced change circuits 76
and 77 forcedly cause the voltage input pins of the power
source voltage monitoring circuits 71 and 72 to have a
low voltage.
[0136] The check function circuit 75 is also connected
to the first data bus 78 for the first CPU 41 and the second
data bus 79 for the second CPU 42.
[0137] A program to calculate the position and speed
of the car 3, a program for judging abnormality of the
elevator, a program for checking the soundness of the
power source voltage monitoring circuits 71 and 72, and
the like are stored in a ROM as a storage unit connected
to the CPUs 41 and 42.
[0138] Fig. 13 is a circuit diagram of an example of a
specific structure of the check function circuit 75 of Fig.
12. The control signals 85 and 86 include selection sig-
nals 89 and 90, output permission signals 91 and 92, and
chip select signals 93 and 94.
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[0139] The selection signals 89 and 90 are two bit sig-
nals for selecting the power source voltage monitoring
circuit 71 or 72 for which the soundness should be
checked. The output permission signals 91 and 92 are
signals for permitting the output of the monitoring-pur-
pose input voltage forced change signals 87 and 88 from
the check function circuit 75 and latching the contents
selected by the selection signals 89 and 90. In other
words, the output permission signals 91 and 92 also work
as a latch trigger signal.
[0140] When abnormality of a power source voltage is
detected, a voltage abnormality signal latch circuit 101
in the check function circuit 75 latches the voltage ab-
normality detection signals 81 and 82. The latch status
by the voltage abnormality signal latch circuit 101 is can-
celled when latch cancellation signals 95 and 96 as a
part of the control signals 85 and 86 are inputted.
[0141] The selection signals 89 and 90 are inputted to
the first and second selectors 102 and 103. The first and
second selectors 102 and 103 switch, based on the se-
lection signals 89 and 90, the power source voltage mon-
itoring circuits 71 and 72 for which the soundness should
be checked. The contents selected by the selectors 102
and 103 are latched by the first and second selection
contents latch circuits 104 and 105.
[0142] The former stage of the output of the monitor-
ing-purpose input voltage forced change signals 87 and
88 includes a change signal output buffer 106.
[0143] The check function circuit 75 includes plural da-
ta bus output buffers 107 of the first CPU 41 and plural
data bus output buffers 108 of the second CPU 42.
[0144] Here, Fig. 14 is an explanatory diagram of the
meanings of data regarding the respective bits of the data
buses 78 and 79 when the check function circuit 75 of
Fig. 12 is read by the first and second CPUs 41 and 42.
[0145] Next, Fig. 15 is a flowchart of a method of check-
ing the soundness of the monitoring of a power source
voltage at the first CPU 41 of Fig. 12. The electronic safety
controller 21 executes, for each computation cycle (e.g.,
5 msec), an interrupt computation including arithmetic
processing to monitor abnormality of the car 3, e.g., over-
speed. Then, when executing a main routine of the inter-
rupt computation, the electronic safety controller 21 judg-
es whether the soundness check of the power source
voltage monitoring circuits 71 and 72 is performed (step
S11).
[0146] The soundness check is performed at a prede-
termined timing. In other words, the soundness check is
performed when the car 3 is stopped for a period of time
longer than a predetermined time. In other words, the
soundness check is performed, for example, in an off
time during which the elevator is used by few users or
which the elevator is out of service at night.
[0147] When the soundness check is not performed,
the processing returns to the main routine. When the
soundness check is performed, first, the latch status of
the voltage abnormality detection signals 81 and 82 as
an error signal in the check function circuit 75 is can-

celled. In other words, the electronic safety controller 21
outputs the latch cancellation signal 95 to the check func-
tion circuit 75 (step S12). The latch cancellation signal
95 is inputted to the voltage abnormality signal latch cir-
cuit 101 and the latch status of the voltage abnormality
detection signals 81 and 82 is cancelled.
[0148] Next, the electronic safety controller 21 checks
whether the output permission signal 91 of the first CPU
41 is High (step S13). Then, the electronic safety con-
troller 21 requests the second CPU 42 via the dual port
RAM 45 to change the output permission signal 92 to
High (step S14).
[0149] Thereafter, the electronic safety controller 21
outputs the select signal 89 for selecting which of the
power source voltage monitoring circuits 71 and 72 for
the soundness check to the check function circuit 75 and
latches the circuit (step S15).
[0150] Next, the electronic safety controller 21 re-
quests the second CPU 42 via the dual port RAM 45 to
change the output permission signal 92 to Low (step S6).
When it is checked that the output permission signal 92
is Low, the electronic safety controller 21 changes the
output permission signal 91 to Low (step S7). As a result,
in the check function circuit 75, the select signal 89 is
latched by the selection contents latch circuit 104 in syn-
chronization with the fall of the output permission signal
91. Then, the check function circuit 75 outputs the mon-
itoring-purpose input voltage forced change signal 87 to
the power source voltage monitoring circuit 71.
[0151] As a result, the power source voltage monitor-
ing circuit 71 detects an abnormal voltage and the voltage
abnormality detection signal 81 is inputted to the check
function circuit 75. Then, in the check function circuit 75,
the voltage abnormality signal latch circuit 101 latches
the voltage abnormality detection signal 81. At the same
time, the CPUs 41 and 42 are inputted with the reset
signals 83 and 84 from the check function circuit 75 (step
S8). Consequently, the CPUs 41 and 42 are reset.
[0152] In this process, only one power source voltage
monitoring circuit is always checked through one sound-
ness check operation. Thus, when one soundness check
operation is continuously followed by another soundness
check of a power source voltage monitoring circuit, one
soundness check operation of a power source voltage
monitoring circuit is completed before the soundness
check of another power source voltage monitoring circuit
is performed. Even when one CPU is supplied with plural
power sources having plural different voltages and thus
plural power source voltage monitoring circuits are pro-
vided, the respective power source voltage monitoring
circuits are subjected to a soundness check one by one
in a sequential manner. The sequential execution of the
soundness check of plural power source voltage moni-
toring circuits can be set in a program (software) in ad-
vance.
[0153] Fig. 16 is a flowchart of an operation when the
CPUs 41 and 42 are reset in the elevator control appa-
ratus of Fig. 12. It goes without saying that the CPUs 41
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and 42 may be reset not only due to the soundness check
but also due to an actual abnormal power source voltage
or other causes.
[0154] When the CPUs 41 and 42 are reset, first, the
CPUs 41 and 42 start software initialization processing
(step S19). Next, in the initialization processing, the
CPUs 41 and 42 read data of the check function circuit
75 (step S20). Then, the CPUs 41 and 42 check the status
before the reset based on the latched contents to judge
whether an abnormal power source voltage or a failure
of the power source voltage monitoring circuits 71 and
72 is present (step S21). In other words, it is judged
whether the reset is caused by the soundness check or
by an actual abnormal power source voltage.
[0155] When an abnormal voltage is shown in spite of
the fact that the outputs of the output permission signals
91 and 92 are not set to be Low, it is judged that an actual
abnormal power source voltage is caused. Furthermore,
when the data of check function circuit 75 does not show
an abnormal voltage in spite of the fact that the outputs
of the output permission signals 91 and 92 are set to be
Low, it is judged that the power source voltage monitoring
circuits 71 and 72 or the check function circuit 75 itself
has a failure. When the monitoring-purpose input voltage
forced change signals 87 and 88 are outputted in this
state, it is judged that the power source voltage monitor-
ing circuits 71 and 72 have a failure. When the monitor-
ing-purpose input voltage forced change signals 87 and
88 are not outputted, it is judged that the check function
circuit 75 itself has a failure.
[0156] As a result of reading the data of the check func-
tion circuit 75, abnormality or a failure is not detected,
the CPUs 41 and 42 permit the transition to the main
routine (step S22). However, although this section de-
scribes only the reset for the power source voltage, the
reset may be triggered by the detection of another failure
and the soundness check of another circuit. In this case,
all abnormalities and failures are checked and then the
transition to the main routine is permitted.
[0157] As a result of reading the data of the check func-
tion circuit 75, some abnormality or failure is detected,
the CPUs 41 and 42 output an instruction signal to the
elevator control panel 11 (step S23) to shift the elevator
to a safe state.
[0158] The electronic safety controller 21 can monitor
the soundness by monitoring not only an abnormal power
source voltage but also a failure of the power source volt-
age monitoring circuits 71 and 72. Thus, the reliability of
the monitoring of a power source voltage can be further
improved.
[0159] Although a conventional design has used a dou-
ble circuit configuration also for each power source volt-
age monitoring circuit to provide a fail-safe function or to
secure the safety, the electronic safety controller 21 does
not require the double circuit configuration. Thus, the
electronic safety controller 21 can use a simple structure
and can suppress an increase in cost. The electronic
safety controller 21 can also provide reliability equal to

that provided when each power source voltage monitor-
ing circuit has a double circuit configuration.
[0160] Furthermore, the double circuit configuration
using the two CPUs 41 and 42 is used and the soundness
check operations by the respective CPUs 41 and 42 can
be checked via the dual port RAM 45. Thus, failures of
the check function circuit 75 and software can also be
detected.
[0161] In this manner, the electronic safety controller
21 in this example includes a processing unit for perform-
ing a processing regarding a monitoring of the safety of
an elevator and a power source voltage monitoring circuit
for monitoring a power source voltage supplied to the
processing unit. The electronic safety controller 21 fur-
ther includes a voltage monitoring soundness check
function circuit that outputs, according to a control signal
from the processing unit, a monitoring-purpose input volt-
age forced change signal for forcedly changing the power
source voltage inputted to the power source voltage mon-
itoring circuit and that is inputted with a voltage abnor-
mality detection signal from the power source voltage
monitoring circuit. The voltage monitoring soundness
check function circuit retains at least a part of the contents
exchanged between the processing unit and the power
source voltage monitoring circuit. The processing unit
reads the data retained by the voltage monitoring sound-
ness check function circuit to check the soundness of the
power source voltage monitoring circuit.
[0162] The processing unit also includes the first and
second CPUs. The first and second CPUs can mutually
check the soundness check operations via the dual port
RAM.
[0163] Furthermore, the electronic safety controller 21
further includes a monitoring-purpose input voltage
forced change circuit that forcedly lowers, by inputting a
monitoring-purpose input voltage forced change signal,
a power source voltage inputted to the power source volt-
age monitoring circuit.
[0164] Furthermore, the power source voltage moni-
toring circuit includes plural power source voltage mon-
itoring circuits for monitoring different voltages of plural
power sources. A control signal from the processing unit
to the voltage monitoring soundness check function cir-
cuit includes a selection signal for selecting one of plural
power source voltage monitoring circuits which is to be
subjected to the soundness check.
[0165] The processing unit can subject the respective
power source voltage monitoring circuits to the sound-
ness check one by one sequentially.
Furthermore, the voltage monitoring soundness check
function circuit can be constituted by a programmable
gate IC.

«ETS initialization»

[0166] Next, an initialization operation of the ETS cir-
cuit unit 22 will be explained. As described above, the
ETS circuit unit 22 detects the position of the car 3 inde-
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pendent of the operation control unit 12. Thus, for exam-
ple, when the elevator is started, the initialization opera-
tion of the ETS circuit unit 22 (initialization operation step)
is performed. Furthermore, when some difference is
caused between the position information of the car 3 in
the operation control unit 12 and the position information
of the car 3 in the ETS circuit unit 22 due to some reason,
the initialization operation of the ETS circuit unit 22 is
performed. When the initialization operation is per-
formed, the operation mode of the operation control unit
12 is switched to the initialization operation mode.
[0167] Fig. 17 is an explanatory diagram of a relation
between a stage of the initialization operation of the ETS
circuit unit 22 of Fig. 1 and the operations of the operation
control unit 12 and the safety circuit unit 13. First, through
the initialization operation, an initialization of speed de-
tection is performed and then an initialization of position
detection is performed.
[0168] When an initialization operation is started, the
safety circuit unit 13 puts the driving apparatus 7 in an
emergency stop state. In other words, a power source of
a motor of the driving apparatus 7 is blocked to bring the
brake unit 9 of the driving apparatus 7 into a braking state.
The ETS circuit unit 22 outputs an operation-prohibition
instruction to the operation control unit 12.
[0169] Until the initialization of speed detection is com-
pleted, the safety circuit unit 13 is put in an emergency
stop state and the operation control unit 12 is also in an
operation-prohibited state. Thus, the monitoring by the
ETS circuit unit 22 is impossible.
[0170] When the initialization of speed detection is
completed, the electronic safety controller 21 outputs, to
the operation control unit 12, a permission signal to permit
a low-speed operation. The emergency stop state of the
safety circuit unit 13 can also be cancelled. In this state,
the ETS circuit unit 22 performs an operation for initial-
izing position detection.
[0171] In the operation to initialize position detection,
the car 3 is caused to travel from the lower part to the
upper part of the hoistway 1 at speed equal to or lower
than the allowable collision speeds of the buffers 27 and
28. Then, the ETS circuit unit 22 sets the relation between
a signal from the speed governor encoder 18 and the
position of the car 3 in the hoistway 1.
[0172]  When the initialization operation is completed,
the electronic safety controller 21 outputs, to the opera-
tion control unit 12, a permission signal for permitting a
high-speed operation (rated speed operation). The ETS
circuit unit 22 makes it possible to perform a high-speed
monitoring.
[0173] Next, Fig. 18 is an explanatory diagram of the
movement of the car 3 in the initialization operation mode
of the elevator apparatus of Fig. 1. In the initialization
operation mode, the completion of the initialization of
speed detection is followed by the movement of the car
3 to a floor writing start position in the lower part of the
hoistway 1. The floor writing start position is a position
where the car 3 is lower than a bottom floor position PBOT

and is higher than the car buffer 27. When the car 3 is
located at the floor writing start position, the car 3 (spe-
cifically, operation plates of reference sensors 23 to 26
provided at the car 3) is in a position lower than that of
the fourth reference sensor 26.
[0174] The hoistway 1 includes plural end point switch-
es (not shown) for detecting the position of the bottom
floor or the top floor using the operation control unit 12..
The movement of the car 3 to the floor writing start posi-
tion is controlled by the operation control unit 12.
[0175] Thereafter, while causing the car 3 to ascend
from the floor writing start position, a temporary current
position Pcurrent temp of the car 3 corresponding to the
signal from the speed governor encoder 18 is obtained.
In other words, the floor writing start position is assumed
as 0. 

Thereafter, the temporary current position is updated with
every computation cycle (e.g., every 100 msec).
[0176] Here, the ETS circuit unit 22 includes an up-
down counter for counting encoder pulses of the speed
governor encoder 18. Assuming that a travel distance in
one computation cycle of the updown counter is GC1,
the temporary current position Pcurrent temp at the Nth
computation cycle is calculated by the following formula. 

In other words, the temporary current position and the
travel distance in one computation cycle are calculated
as the number of encoder pulses.
[0177] In this manner, the temporary current position
is updated according to the ascent of the car 3. Positions
at which the operation plates enter the reference sensors
23 to 26 and positions at which the operation plates exit
from the reference sensors 23 to 26 are written in a table
of a storage unit (memory) provided in the ETS circuit
unit 22.
[0178] When an enter of an operation plate to the fourth
reference sensor 26 is detected with, for example, the-
Nth computation cycle, the entering position Ptmp ETSD is
calculated by the following formula. 

The term "GC2" represents a travel distance of an up-
down counter after the enter to the fourth reference sen-
sor 26.
The entering positions to other reference sensors 23, 24,
and 25 are similarly written in the table.
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[0179] When the exit from the reference sensor 26 is
detected at the Nth computation cycle, the exit position
Ptmp ETSU is calculated by the following formula. 

The term "GC3" represents the travel distance of the up-
down counter after the exit from the fourth reference sen-
sor 26.
The exit positions from other reference sensors 23, 24,
and 25 are similarly written in the table.
[0180] When the writing of all entering positions and
exit positions is fini-shed, the car 3 is stopped at a top
floor position PTOP.
Here, the operation control unit 12 is associated with the
data of the bottom floor position PBOT and the top floor
position PTOP based on an ideal zero point. Then, when
the car 3 is stopped at the top floor position PTOP, the
data of the bottom floor position PBOT and the top floor
position PTOP based on the ideal zero point is transmitted
from the operation control unit 12 to the electronic safety
controller 21. The electronic safety controller 21 converts,
based on the information transmitted from the operation
control unit 12, the position data calculated as the tem-
porary current position and written in the table to data
based on the ideal zero point. As a result, detection of
the current position Pcurrent based on the ideal zero point
is possible.
[0181] A correction amount δ to the current position is
calculated by the following formula. 

Thus, adding the correction amount δ to the position data
written in the table provides position data based on the
ideal zero point. The corrected position data is written in
E2PROM of the electronic safety controller 21 and is sub-
sequently used.
[0182] When the car 3 is stopped at the top floor, the
following processing is performed to change a position
control from the position based on the temporary current
position to the one based on the current position.

[0183] When this correction is completed and the po-
sition control is switched to the position control based on
the current position, the electronic safety controller 21

outputs, to the operation control unit 12, an instruction
for permitting a high-speed operation to permit the exe-
cution of a high-speed automatic operation (i.e., normal
operation mode). The ETS circuit unit 22 performs a nor-
mal monitoring operation. The normal monitoring oper-
ation uses the following formulae for calculating, with
each computation cycle, a distance L1 between the upper
face of the car buffer 27 and the car and a distance L2
between the upper face of the counterweight buffer 28
and the counterweight 4. 

[0184] In the formulae, LKRB represents the distance
between the upper face of the buffer 27 and the bottom
floor positions PBOT, and LCRB represents the distance
between the top floor position PTOP and the position of
the car 3 at which the counterweight 4 collides with the
counterweight buffer 28 (CWT collision position of Fig.
18).
[0185] In this elevator apparatus, the car 3 is caused
to travel at a speed equal to or lower than the allowable
collision speed of the car buffer 27 until the initialization
operation is completed. This can more securely prevent
the car 3 from colliding with the car buffer 27 at a speed
exceeding the allowable collision speed, thus improving
the reliability.
[0186] Although, in the example, the initialization op-
eration is performed in two steps of the initialization of
speed detection and the initialization of position detec-
tion, the initialization operation may be performed in three
or more steps and an allowable car traveling speed may
be determined for each step.
Further, the initialization operation is not limited to the
initialization of speed detection and the initialization of
position detection.
[0187] In this manner, the elevator apparatus in this
example includes the elevator control apparatus that in-
cludes an operation control unit for controlling the oper-
ation of the car and a monitoring unit (electronic safety
controller 21) for detecting an abnormal traveling of the
car. When the monitoring unit is initialized, the operation
control unit causes, according to a stage of the initializa-
tion, the car to travel at a speed lower than that in a normal
operation.
[0188]  The monitoring unit outputs a permission signal
regarding a car speed to the operation control unit ac-
cording to a stage of the initialization.
Furthermore, the operation control unit controls the op-
eration of the car by selectively switching plural operation
modes including a normal operation mode and an initial-
ization operation mode for initializing the monitoring unit
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while causing the car to travel. In the initialization oper-
ation mode, the operation control unit causes, according
to a stage of the initialization, the car to travel at a speed
lower than that in a normal operation mode.
[0189] The method of controlling the elevator appara-
tus in this example includes an initialization operation
step to initialize the monitoring unit for detecting an ab-
normal traveling of the car while causing the car to travel.
The initialization operation step causes, according to a
stage of the initialization, the car to travel at a speed lower
than that in a normal operation.

<<Detection of abnormal relay contact point>>

[0190] Next, Fig. 19 is a circuit diagram of an abnormal
contact point detection unit of the electronic safety con-
troller 21 of Fig. 1. The safety circuit unit 13 includes: a
brake power source contactor coil 111 for supplying pow-
er to the brake unit 9; a motor power source contactor
coil 112 for supplying power to the motor unit of the driving
apparatus 7; a safety relay main contact point 113 for
turning ON and OFF the application of a voltage to the
contactor coils 111 and 112; and a bypass relay main
contact point 114 connected in parallel to the safety relay
main contact point 113.
[0191] The brake power source contactor coil 111, the
motor power source contactor coil 112, and the safety
relay main contact point 113 are connected to the power
source so as to be arranged in series. The safety relay
main contact point 113 is closed in a normal operation.
When the elevator has abnormality (e.g., when the
traveling speed of the car 3 exceeds a predetermined
speed), the safety relay main contact point 113 is opened.
The bypass relay main contact point 114 is opened during
a normal operation.
[0192] The electronic safety controller 21 includes: a
controller body 115; a safety relay coil 116 for operating
the safety relay main contact point 113; a bypass relay
coil 117 for operating the bypass relay main contact point
114; a safety relay monitor contact point 118 opened or
closed while being mechanically connected to the safety
relay main contact point 113; and a bypass relay monitor
contact point 119 opened or closed while being mechan-
ically connected to the bypass relay main contact point
114.
[0193]  The safety relay coil 116, the bypass relay coil
117, the safety relay monitor contact point 118, and the
bypass relay monitor contact point 119 are connected to
the controller body 115 so as to be arranged in parallel.
[0194] The safety relay main contact point 113 is me-
chanically coupled to the safety relay monitor contact
point 118 by a link mechanism (not shown). Thus, when
any one of the contact points 113 and 118 cannot operate
due to adhesion or the like, the other of them cannot
operate either.
[0195] The bypass relay main contact point 114 is me-
chanically connected to the bypass relay monitor contact
point 119 by a link mechanism (not shown). Thus, when

any one of the contact points 114 and 119 cannot operate
due to adhesion or the like, the other of them cannot
operate either.
[0196] The controller body 115 includes: a processing
unit 120; a storage unit 121; an input/output unit 122; a
safety relay monitor contact point receiver circuit 123; a
bypass relay monitor contact point receiver circuit 124;
a safety relay driver circuit 125; and a bypass relay driver
circuit 126.
The processing unit 120 is, for example, a CPU. The
storage unit 121 is, for example, a RAM, a ROM, and a
hard disk apparatus. The storage unit 121 stores, for ex-
ample, data for judging abnormality of the elevator or a
program for performing an operation test of the safety
relay main contact point 113.
[0197] The processing unit 120 performs transmission
and reception of signals with the operation control unit
12 and various sensors via the input/output unit 122.
[0198] The safety relay monitor contact point receiver
circuit 123 is serially connected to the safety relay monitor
contact point 118 and detects the open/close state of the
safety relay monitor contact point 118. The bypass relay
monitor contact point receiver circuit 124 is serially con-
nected to the bypass relay monitor contact point 119 and
detects the open/close state of the bypass relay monitor
contact point 119.
[0199] The safety relay driver circuit 125 is serially con-
nected to the safety relay coil 116 and switches between
the excitation and non-excitation of the safety relay coil
116. The bypass relay driver circuit 126 is serially con-
nected to the bypass relay coil 117 and switches between
the excitation and non-excitation of the bypass relay coil
117.
[0200] The switching of the excitation or non-excitation
of the safety relay coil 116 is performed by outputting a
safety relay instruction signal from the processing unit
120 to the safety relay driver circuit 125. The switching
between the excitation or non-excitation of the bypass
relay coil 117 is performed by outputting a bypass in-
struction signal from the processing unit 120 to the by-
pass relay driver circuit 126.
[0201] The receiver circuits 123 and 124 and the driver
circuits 125 and 126 are connected to the processing unit
120 so as to be arranged in parallel to each other.
[0202] Next, the operation will be explained. During
the operation of the elevator, the controller body 115
monitors the presence or absence of abnormality of the
elevator based on the information from various sensors.
When the processing unit 120 detects abnormality of the
elevator, the safety relay driver circuit 125 stops the drive
of the safety relay coil 116.
[0203] As a result, the safety relay main contact point
113 is opened and the conduction to the contactor coils
111 and 112 is blocked. As a result, the rotation of the
drive sheave 8 is braked by the brake unit 9 and the
conduction to the motor unit is blocked to thereby sud-
denly stop the car 3.
[0204]  Next, a method of testing an operation of the
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safety relay main contact point 113 will be explained. Fig.
20 is a flowchart for explaining the method of testing an
operation of the safety relay main contact point 113 of
Fig. 19. In this embodiment, the operation test is per-
formed whenever the car 3 is stopped at a stop floor in
a normal operation. Thus, at the time of normal operation,
the processing unit 120 monitors whether the traveling
speed of the car 3 becomes 0 according to the information
from various sensors (stop detection step S61).
[0205] When the speed of the car 3 is 0 and a safe
state is provided, the bypass relay driver circuit 126 ex-
cites the bypass relay coil 117. Thereafter, the process-
ing unit 120 is on standby for a predetermined time (100
ms in this example) (step S62). Then, it is checked by
the bypass relay monitor contact point receiver circuit
124 whether the bypass relay monitor contact point 119
is closed (step S63).
[0206] When the bypass relay monitor contact point
119 is not closed, this means that the bypass relay main
contact point 114 is also not closed. Thus, the processing
unit 120 determines a failure of the bypass relay and the
controller body 115 outputs abnormality detection signal
to the operation control unit 12 (step S64).
[0207]  When it is confirmed that the bypass relay mon-
itor contact point 119 is correctly closed, the safety relay
driver circuit 125 excites the safety relay coil 116. There-
after, by the bypass relay monitor contact point receiver
circuit 124 is on standby for a predetermined time (100
ms in this example) (test instruction step S65). Then,
whether the safety relay monitor contact point 118 is
opened is checked by the safety relay monitor contact
point receiver circuit 123 (abnormality detection step
S66).
[0208] When the safety relay monitor contact point 118
is not opened, this means that the safety relay main con-
tact point 113 is also not opened due to adhesion or the
like. Thus, the processing unit 120 determines a failure
of the safety relay and the controller body 115 outputs
abnormality detection signal to the operation control unit
12 (step S64).
[0209] When it is judged that the safety relay monitor
contact point 118 is correctly opened, the safety relay
coil 116 is now brought into a non-excitation state. There-
after, by the bypass relay monitor contact point receiver
circuit 124 is on standby for a predetermined time (100
ms in this example) (step S67). Then, it is checked by
the safety relay monitor contact point receiver circuit 123
whether the safety relay monitor contact point 118 is
closed (step S68).
[0210] When the safety relay monitor contact point 118
is not closed, the processing unit 120 judged that a failure
of the safety relay has occurred, and the controller body
115 outputs an abnormality detection signal to the oper-
ation control unit 12 (step S64).
[0211] When it is checked that the safety relay monitor
contact point 118 is correctly closed, the bypass relay
coil 117 is brought into a non-excitation state. Thereafter,
the processing unit 120 is on standby for a predetermined

time (100 ms in this example) (step S69). Then, it is
checked by the bypass relay monitor contact point re-
ceiver circuit 124 whether the bypass relay monitor con-
tact point 119 is opened (step S70).
[0212] When the bypass relay monitor contact point
119 is not opened, the processing unit 120 determines
a failure of the bypass relay and the controller body 115
outputs abnormality detection signal to the operation con-
trol unit 12 (step S64).
[0213] When the test of open and close operations of
the safety relay main contact point 113 and the bypass
relay main contact point 114 are completed, the process-
ing unit 120 is on standby until the traveling speed of the
car 3 increases to be equal to or higher than a predeter-
mined set value (step S71). Next, the ETS circuit unit 22
monitors the traveling speed until the car 3 stops. Then,
whenever the car 3 stops, the operation test is carried
out to check the soundness of the safety circuit unit 13.
[0214] In the elevator safety apparatus, timing at which
the car stops in a normal operation is used to perform an
operation test of the safety relay main contact point 113.
Thus, abnormality of the safety relay main contact point
113 can be detected without causing hindrance in the
normal operation and the reliability can be improved.
[0215] The operation test is carried out whenever the
car stops, thereby making it possible to check the oper-
ation of the relay main contact point 113 with a sufficient
frequency and further improve the reliability.
[0216] Furthermore, the bypass relay main contact
point 114 is closed when the operation test of the safety
relay main contact point 113 is performed, it is possible
to prevent the conduction to the safety circuit unit 13 from
being blocked during the operation test. Thus, it is pos-
sible to carry out the operation test while maintaining the
safety circuit unit 13.
[0217] Furthermore, it is also checked whether the
safety relay main contact point 113 and the bypass relay
main contact point 114 are correctly returned. Thus, the
reliability can be further improved.
[0218] In the above example, the brake unit 9 provides
a braking operation when the safety relay main contact
point 113 is opened. However, the brake unit may provide
a braking operation when the safety relay main contact
point is closed. In this case, the operation test of a safety
relay main contact point can also be carried out.
[0219] In the above example, the safety relay main
contact point for operating the brake unit 9 provided at
the driving apparatus 7 is described. However, the safety
relay main contact point can also be applied to operate,
for example, a rope brake to brake the car by gripping
the main rope and a safety relay main contact point to
operate an emergency stop apparatus provided at a
counterweight.
[0220] Furthermore, in the example, the operation test
is performed every time the car 3 stops. However, timing
at which the operation test is performed is not limited to
this. For example, a counter for counting the number of
stops of the car may be provided in the detection circuit
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body such that the operation test is performed at every
number of stops set in advance. Alternatively, the detec-
tion circuit body may include a timer such that the oper-
ation test is performed at the first stop of the car after the
elapse of a predetermined time. Further, the operation
test may be performed only when the normal operation
of the elevator is started (at the starting). Furthermore,
the operation test may be performed only when the car
stops at a predetermined floor.
[0221] In this manner, the electronic safety controller
21 in this example generates, when the car stops during
the normal operation, a safety relay instruction signal to
operate the safety relay main contact point in a direction
along which the brake unit provides a braking operation.
The electronic safety controller 21 also detects whether
the safety relay main contact point has operated accord-
ing to the safety relay instruction signal.
[0222] The electronic safety controller 21 also includes
the safety relay monitor contact point that is opened and
closed while being mechanically linked with the safety
relay main contact point. Based on the state of the safety
relay monitor contact point, the electronic safety control-
ler 21 detects the state of the safety relay main contact
point.
Furthermore, the safety relay main contact point is closed
during the normal operation, and is opened when the
elevator has abnormality. The bypass relay main contact
point connected in parallel with the safety relay main con-
tact point and opened during the normal operation is pro-
vided in the safety circuit. The electronic safety controller
21 generates, prior to the generation of a safety relay
instruction signal, a bypass instruction signal to close the
bypass relay main contact point.
[0223] Furthermore, the electronic safety controller 21
includes the bypass relay monitor contact point that is
opened and closed while being mechanically linked with
the bypass relay main contact point. Based on the state
of the bypass relay monitor contact point, the electronic
safety controller 21 detects the state of the bypass relay
main contact point. The electronic safety controller 21
also detects whether the bypass relay main contact point
has operated according to the bypass instruction signal.
Furthermore, when abnormality of the safety relay main
contact point is detected, the electronic safety controller
21 outputs abnormality detection signal to the operation
control unit.

<<Record of operation history>>

[0224] Fig. 21 is a block diagram of the electronic safe-
ty controller 21 of Fig. 1 connected to a history information
recording unit and a soundness diagnosis unit. The elec-
tronic safety controller 21 is connected to a history infor-
mation recording unit 131 for recording the history of in-
formation regarding a judgment processing in the elec-
tronic’ safety controller 21 (processing process). The his-
tory information recording unit 131 is a nonvolatile mem-
ory that continues to retain the information even when

the power source of the elevator control apparatus is cut
off. The memory includes, for example, a flush memory
or a hard disk device.
[0225] Furthermore, the electronic safety controller 21
and the history information recording unit 131 are con-
nected to a soundness diagnosis unit 132 for automati-
cally diagnosing the soundness of the electronic safety
controller 21. The soundness diagnosis unit 132 can also
diagnose the soundness of the entirety of a system such
as various sensors or the safety circuit unit 13. The result
of the diagnosis by the soundness diagnosis unit 132 is
recorded in the history information recording unit 131.
[0226] Fig. 22 is an explanatory diagram of an example
of information stored in the history information recording
unit 131 of Fig. 21. History information includes time, a
car position, a car speed, a set value (threshold value)
calculated according to a car position, a judgment result,
and analysis data such as an internal variable.
[0227] The history information recording unit 131 ac-
cumulates combinations of data such as data of car po-
sitions, data of car speeds, data of set values, data of
judgment results, and analysis data that are divided for
each corresponding time. A data table as shown in Fig.
22 is prepared.
[0228] Fig. 23 is a flowchart for explaining an operation
of the electronic safety controller 21 of Fig. 21. First, data
of the current time is outputted to the history information
recording unit 131 (step S81). Next, the position of the
car is detected (step S82). The detected car position data
is outputted to the history information recording unit 131
(step S83). Thereafter, the speed of the car 3 is detected
(step S84). The detected car position data is outputted
to the history information recording unit 131 (step S85)
[0229] Next, a set value corresponding to the car po-
sition is calculated (step S86). The data of the set value
is outputted to the history information recording unit 131
(step S87). Thereafter, a detected speed "v" is compared
with a set value "f (x) " (step S88). When the detected
speed "v" is lower than the set value "f(x)", the judgment
result is "no abnormality" (Good) and is outputted to the
history information recording unit 131 (step S89). When
the car speed has no abnormality, this operation is re-
peated with every computation cycle.
[0230] When the result of the comparison judgment
shows the detected speed "v" equal to or higher than the
set value "f(x)", a stop instruction signal is outputted to
the safety circuit unit 13 (step S90). In this case, the judg-
ment result is "abnormality found (Bad) " and is outputted
to the history information recording unit 131 (step S91).
[0231] The history information recording unit 131 se-
quentially stores the data sent from the electronic safety
controller 21.
[0232] According to this elevator apparatus, when the
car 3 is suddenly stopped according to an instruction from
the electronic safety controller 21, it is possible to check
the soundness of the electronic safety controller 21 by
checking the history recorded in the history information
recording unit 13. When the car 3 is suddenly stopped in
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spite of a judgment result of "no abnormality", it can be
judged that the elevator control panel 11 has a failure.
[0233] Therefore, a cause of the sudden stop of the
car 3 can be judged efficiently. This can provide an effi-
cient recovery operation.
Furthermore, instead of a procedure in a periodic inspec-
tion operation for actually inputting inspection signals for
any possible states to judge whether the computation
results of set values and judgment results are correct,
the history information can be checked to obtain a part
of an inspection result, thereby making it possible to sim-
plify the inspection operation. Simply by checking the cal-
culation result of set values and the comparison and judg-
ment results stored in the history information recording
unit 131, it is possible to complete a part of the periodic
inspection, thereby reducing the number of inspection
items.
[0234] Furthermore, the set value set by the electronic
safety controller 21 is set with a margin taking into ac-
count vibration of the car due to mischief. The range of
the margin can also be adjusted for each elevator. By
analyzing the data of the judgment result recorded in the
history information recording unit 131, a level of the mar-
gin required for an actual operation circumstance can be
checked and the margin can be minimized. This makes
it possible to provide a higher car speed and improve the
service efficiency. This can also simplify an operation for
adjusting the margin. In other words, history information
during a normal operation can be analyzed to reduce
items in an adjustment operation.
[0235] Next, specific examples of contents to be diag-
nosed by the soundness diagnosis unit 132 are described
below.

1. Diagnosis of failure of sensor

· Check of the behavior of a position to time (con-
tinuousness, amount of change, presence or ab-
sence of noise or the like)

· Check of the behavior of a speed to time (con-
tinuousness, amount of change, presence or ab-
sence of noise or the like)

· Check of failure of a sensor

2. Diagnosis of operation of speed monitoring unit

· Timing of the operation (operation interval)
(from times t1 and t2)

· Check of the result of the computation of a set
value to a car position

· Check of the result of the judgment according
to a comparison between a detection speed and
a set value

· Diagnosis of a failure of an electronic element
(e.g., CPU, ROM, RAM)

3. Diagnosis of output value of speed monitoring unit

· Check of the behavior of an output value (pres-
ence or absence of noise or the like)

· Check of the output to a safety circuit corre-
sponding to a judgment result

4. Check of operation of self-diagnosis function of
emergency stop apparatus

· Check of the self-diagnosis operation (timing,
diagnosis item)
· Check of the history of detected abnormalities

5. Diagnosis of presence or absence of operation for
suddenly stopping car and state during operation

· Check of the detection of a failure of an emer-
gency stop apparatus by a self-diagnosis (posi-
tion of failure detection, check of cause of failure)
· Check of an incorrect output (check of consist-
ency between an output and a logic computa-
tion)
· Check of a position and speed immediately be-
fore the operation (check of the behavior leading
to an abnormal speed, presence or absence of
mischief or the like)

[0236] By adding the processing to compile informa-
tion for the history of the diagnosis results to thereby
record the result of the compiling processing in the history
information recording unit 131, it is also possible to alle-
viate an operation to check the history information. Spe-
cific examples of the result of the compiling processing
to be recorded are described below.

· Right and wrong of the timing of an operation
· Right and wrong of the soundness of an input func-
tion based on the history of sensor inputs
· Right and wrong of the soundness of a logic com-
putation
· Right and wrong of an output function
· Right and wrong of a self-diagnosis operation and
its result
· Presence or absence of abnormality of the appa-
ratus

[0237] In this elevator apparatus, the result of the di-
agnosis of the soundness of a system can be checked
by the history information recording unit 131. Thus, when
the car 3 is suddenly stopped because of a failure of an
electronic element, the electronic element that has
caused the failure can be identified efficiently.
[0238] Furthermore, the diagnosis results recorded in
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the history information recording unit 131 and the com-
piled results thereof can be checked to thereby reduce
the number of inspection items of a periodic inspection.
Items to be checked in a periodic inspection are as fol-
lows.

· Check of areas for which the soundness of the op-
eration is already checked based on a car position
and a car speed (areas for which an inspection re-
garding "x" and "v" is already performed)
· Check of inspection items that are already checked
by self-diagnosis
· Check of a margin between a detection speed and
a set value

[0239] In this manner, when, for example, an electronic
element (e.g., CPU, ROM, RAM) is diagnosed with re-
gards to the soundness, the diagnosis result recorded in
the history information recording unit 131 can be
checked. Thus, an inspection of the electronic element
in a periodic inspection can be omitted.
[0240] In addition to the recording of history informa-
tion and the recording of the result of the diagnosis of
soundness, items that are checked in a periodic inspec-
tion may be recorded in the history information recording
unit 131. In this case, the inspection history can be re-
tained in the history information recording unit 131 such
that the contents carried out in the periodic inspection
can be checked easily. Inspection histories to be record-
ed include, for example, time at which the inspection is
carried out and inspection items.
[0241] In this example, the history information record-
ing unit 131 and the soundness diagnosis unit 132 are
provided outside the electronic safety controller 21. How-
ever, at least one of the history information recording unit
131 and the soundness diagnosis unit 132 may be pro-
vided in the electronic safety controller 21.
[0242] Furthermore, in this example, information of the
history of the monitoring of an abnormal speed is record-
ed. However, information on the history of rope-cut mon-
itoring for monitoring damages to or cut of a main rope
may be recorded. Alternatively, information of the history
of the temperature of a motor of a traction machine, the
temperature of an inverter, or the temperature of a control
panel may be recorded.
[0243] In this manner, the elevator apparatus in this
example includes: the abnormality monitoring unit (elec-
tronic safety controller 21) that judges, based on infor-
mation from a sensor, presence or absence of abnormal-
ity of the elevator to output a signal for stopping the car
when abnormality is detected; and the history information
recording unit that records the history of information re-
garding the judgment processing in the abnormality mon-
itoring unit.

<<Detection of abnormality of data bus>>

[0244] Next, Fig. 24 is a block diagram of the main part

of the electronic safety controller 21 of Fig. 1. The elec-
tronic safety controller 21 has: a memory data abnormal-
ity check circuit 141 for checking abnormality of memory
data; a CPU 142; and a designated address detection
circuit 143 for checking abnormality of an address bus.
[0245] The memory data abnormality check circuit 141
has: a main memory 141a and a sub memory 141b (RAM)
having a parallel configuration in which the main memory
141a and the sub memory 141b are allocated to the same
address space in a superimposed manner; a data buffer
141c for preventing the collision with output data of the
sub memory 141b; and a data comparison circuit 141d
for comparing the respective pieces of data of the main
memory 141a and the sub memory 141b to thereby check
abnormality of the data.
[0246]  Although not shown, the memory data abnor-
mality check circuit 141 also has an error-correcting code
check circuit as in the case of a conventional system.
[0247] The CPU 142 has: designated address output
software 142a for outputting a designated address during
a data abnormality check; data bus abnormality check
software 142b executed during a data bus abnormality
check; and a ROM for storing a program (not shown).
[0248] In the memory data abnormality check circuit
141, the main memory 141a and the sub memory 141b
are connected to the CPU 142 via an address bus BA
and a data bus BD, respectively. Data of the electronic
safety controller 21 is written in the main memory 141a
and the sub memory 141b from the CPU 142, and the
data are read from the main memory 141a and the sub
memory 141b by the CPU 142.
[0249] In the memory data abnormality check circuit
141, the data bus BD branches into a main memory data
bus BD1 and a sub memory data bus BD2. The main
memory 141a and the sub memory 141b are connected
to the data comparison circuit 141d via the main memory
data bus BD1 and the sub memory data bus BD2, re-
spectively. The data buffer 141c is interposed at the sub
memory data bus BD2.
[0250] When abnormality of memory data is checked,
the data comparison circuit 141d compares the respec-
tive pieces of memory data inputted.via the main memory
data bus BD1 and the sub memory data bus BD2, re-
spectively. When it is judged that the memory data has
abnormality, the data comparison circuit 141d outputs a
data abnormality signal ED.
[0251] The designated address detection circuit 143
is connected to the CPU 142 via the address bus BA.
When abnormality of the address bus BA is checked, the
designated address detection circuit 143 detects a des-
ignated address and, when it is judged that the address
bus BA has abnormality, outputs an address bus abnor-
mality signal EBA.
[0252] The designated address output software 142a
in the CPU 142 operates when abnormality of the address
bus BA is checked, and outputs, as described later, a
designated address to the designated address detection
circuit 143 in a cyclic manner. The data bus abnormality
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check software 142b in the CPU 142 operates when ab-
normality in the data bus BD is checked and, when it is
judged that the data bus BD has abnormality, outputs a
data bus abnormality signal EBD.
[0253] Fig. 25 specifically shows the data comparison
circuit 141d for the data abnormality check of Fig. 24.
Fig. 25 shows a case in which the data comparison circuit
141d includes plural exclusive OR gates 151, an AND
gate 152, and a D-type latch circuit 153 that uses a mem-
ory read signal RD.
[0254] In Fig. 25, the data comparison circuit 141d has:
the exclusive OR gates 151 provided in parallel; the AND
gate 152 to calculate a logical product of the respective
output signals of the exclusive OR gates 51; and the D-
type latch circuit 153 to use the output signal of the AND
gate 152 as a D terminal input to output a H (logic "1")
level signal as the data abnormality signal ED.
[0255] Each of the exclusive OR gates 151 receives
data from the main memory data bus BD1 as an input
signal from one side, and also receives the data from the
sub memory data bus BD2 as an input signal from the
other side. When those input signals are identical, the
respective exclusive OR gates 151 output L (logic "0")
level signals and, when those input signals are not iden-
tical, output H (logic "1") level signals.
[0256] The AND gate 152 accepts inversion signals of
output signals from the respective exclusive OR gates
151 to output, when the respective input signals are all
at H level (i.e., output signals of the exclusive OR gates
151 are all at L level), the H (logic "1") level signal.
[0257] The D-type latch circuit 153 operates in re-
sponse to the memory read signal RD and changes the
level of the output signal (data abnormality signal ED) in
response to the D terminal input (output signal of AND
gate 152) and is reset to the initial state in response to a
reset signal RST.
[0258] Fig. 26 is a specific illustration of the designated
address detection circuit 143 for the address bus abnor-
mality check of Fig. 24.
[0259] In Fig. 26, the designated address detection.cir-
cuit 143 has: plural exclusive OR gates 161 that receive
the H level signal as one input signal; plural exclusive
OR gates 162 that receive the L level signal as the other
input signal; a NAND gate 163 that calculates a logical
product of the respective output signals of the exclusive
OR gates 161 and an address strobe signal STR; a NAND
gate 164 that calculates a logical product of the respec-
tive output signals of the exclusive OR gate 162 and an
address strobe signal STR; a D-type latch circuit 165 for
providing the output signal of the NAND gate 163 as an
input signal of a set terminal; a D-type latch circuit 166
for providing the output signal of the NAND gate 164 as
an input signal of a set terminal; an AND gate 167 that
calculates a logical product of the respective output sig-
nals of the D-type latch circuits 165 and 166; a D-type
latch circuit 168 that operates in response to a reset sig-
nal RST1 of the designated address detection circuit 143;
a D-type latch circuit 169 that operates in response to a

mask signal MSK of the designated address detection
circuit 143; and an OR gate 170 that calculates a logic
product of the output signal of the AND gate 167 and the
output signal of the D-type latch circuit 169.
[0260] The other input terminals of the exclusive OR
gates 161 and 162 provided in parallel are inputted with
designated addresses via the address bus BA, respec-
tively.
[0261] When a designated address of the H level signal
is inputted from the address bus BA, each of the exclusive
OR gates 161 outputs the L level signal. When a desig-
nated address of the L level signal is inputted, each of
the exclusive OR gates 161 outputs the H level signal.
[0262] In contrast, when a designated address of the
H level signal is inputted from the address bus BA, each
of the exclusive OR gates 162 outputs the H level signal.
When a designated address of the H level signal is in-
putted, each of the exclusive OR gates 162 outputs the
L level signal.
[0263]  An output signal from each of the exclusive OR
gates 161 is level-inverted together with the address
strobe signal STR and is inputted to the NAND gate 163.
Similarly, an output signal from each of the exclusive OR
gates 162 is level-inverted together with the address
strobe signal STR and is inputted to the NAND gate 164.
[0264] Thus, when the address bus BA is sound, by
designated addresses ("FFFF", "0000") periodically in-
putted via the address bus BA, the NAND gates 163 and
164 output H level signals with a fixed cycle and in a
complementary manner such that the NAND gates 163
and 164 are in synchronization with the address strobe
signal STR.
[0265] In the D-type latch circuit 168, the D input ter-
minal is applied with the L level signal, and the D-type
latch circuit 168 is operated by the first reset signal RST1.
An output signal of the D-type latch circuit 168 is applied
to the respective reset terminals of the D-type latch cir-
cuits 165 and 166. In the D-type latch circuit 169, the D
input terminal is applied with a 0 bit signal BTO of the
data bus BD ("0" at mask ON and "1" at mask OFF) and
the D-type latch circuit 169 is operated by the mask signal
MSK. The respective D-type latch circuits 168 and 169
are reset by the second reset signal RST2, respectively.
[0266]  When the output signal of the AND gate 167
or the output signal of the D-type latch circuit 169 show
the H level, the OR gate 170 outputs an address bus
abnormality signal EBA.
[0267] In the electronic safety controller 21 having this
configuration, not only the data abnormality check by the
memory data abnormality check circuit 141 but also the
abnormality check of the address bus BA by the desig-
nated address output software 142a and the designated
address detection circuit 143 and the abnormality check
of the data bus BD by the data bus abnormality check
software 142b are performed.
[0268] Next, the three types of abnormality check op-
erations will be explained in further detail with reference
to Fig. 24 to Fig. 28.
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Fig. 27 is a flowchart of the processing operation by the
designated address output software 142a and the des-
ignated address detection circuit 143 in the CPU 142 of
Fig. 24. Fig. 27 shows an operation procedure when a
designated address is outputted to the designated ad-
dress detection circuit 143 to check abnormality of the
address bus BA.
Fig. 28 is a flowchart of the processing operation by the
data bus abnormality check software 142b in the CPU
142 of Fig. 24.
[0269]  First, an operation for checking abnormal data
by the memory data abnormality check circuit 141 will be
explained with reference to Fig. 24 and Fig. 25.
In the memory data abnormality check circuit 141, the
main memory 141a and the sub memory 141b are allo-
cated with the same address space in a superimposed
manner. When the CPU 142 writes data to the main mem-
ory 141a and the sub memory 141b, the same data is
written in the same address of the main memory 141a
and the sub memory 141b, respectively.
[0270] On the other hand, when the CPU 142 reads
data from the main memory 141a and the sub memory
141b, the data of the main memory 141a is read onto the
main memory data bus BD1 and is sent to the CPU 142
via the data bus BD. However, the data of the sub memory
141b is read onto the sub memory data bus BD2 but is
blocked by the data buffer 141c and thus is not sent to
the data bus BD.
[0271] Thus, only the data of the main memory 141a
is sent to the CPU 142 without causing the collision of
two memory outputs from the main memory 141a and
the sub memory 141b, and writing and reading are per-
formed correctly.
[0272] Simultaneously with this operation, the main
memory data read onto the main memory data bus BD1
and the sub memory data read onto the sub memory data
bus BD2 are inputted to the data comparison circuit 141d
and the comparison between the former and the latter is
performed.
[0273] The data comparison circuit 141d checks ab-
normality of the data and, when abnormality (data incon-
sistency) is detected, outputs the data abnormality signal
ED.
[0274] Next, an operation for checking abnormality of
the address bus BA by the designated address output
software 142a and the designated address detection cir-
cuit 143 in the CPU 142 will be explained with reference
to Fig. 2.4, Fig. 26, and Fig. 27.
[0275] With regards to all of the respective bit signals
used for a memory system in the address bus BA, the
CPU 142 executes the designated address output soft-
ware 142a using designated addresses for check with
which both cases of "0" and "1" can be checked (e.g.,
"FF" and "00" in the case of 8 bits) to repeatedly perform
the processing of Fig. 27 (steps S101 to S104) in a cyclic
manner. At the same time, the designated address de-
tection circuit 143 provided on the address bus BA is
caused to detect the designated address. When the des-

ignated address detection circuit 143 cannot detect all of
the designated addresses, the designated address de-
tection circuit 143 judges that the address bus BA has
abnormality to output the address bus abnormality signal
EBA.
[0276] In Fig. 27, first, the CPU 142 turns ON the mask
of the designated address detection circuit 143 (step
S101) to operate the D-type latch circuit 169 in the des-
ignated address detection circuit 143 and applies the 0
bit signal BTO(=0) to the D input terminal. Next, the first
reset signal RST1 is used to reset the designated address
detection circuit 143 (step S102) to operate the D-type
latch circuit 168.
[0277] Next, the maximum address "FFFF" at which
all addresses are "1" (or the minimum address at which
all addresses are "0") is read (stepS103). Finally, the
mask of the designated address detection circuit 143 is
turned OFF (step S104). A 0 bit signal BTO(=1) is applied
to the D input terminal of the D-type latch circuit 169 to
invert the operation state of the D-type latch circuit 169
to thereby complete the processing routine of Fig. 27.
[0278] Next, an operation for checking abnormality of
the data bus BD by the data bus abnormality check soft-
ware 142b in the CPU 42 will be explained with reference
to Fig. 24 and Fig. 28.
With regards to all of the respective bit signals used for
a memory system in the data bus BD, the CPU 142 re-
peatedly executes, in a cyclic manner, a read/write check
operation by the processing (S105 to S111) of Fig. 28
using designated addresses for check with which both
cases of "0" and "1" can be checked (e.g., "AA" and "55"
or pairs of values of "01", "02", "04", "08", "10", "20", "40",
and "80" in the case of 8 bits).
[0279] When all pieces of specified data are inconsist-
ent in the judgment processing by the data bus abnor-
mality check software 142b, the CPU 142 judges that the
data bus BD has abnormality to output the data bus ab-
normality signal EBD.
[0280] In Fig. 28, first, the CPU 142 initializes a variable
N to identify specified data to be "1" (step S105) and
writes Nth (N=1) specified data (=01) to a test address
of the RAM (main memory 141a and sub memory 141b)
(step S106). Next, the CPU 142 reads the specified data
written in step S12 from the test address (step S107) to
judge whether the data is consistent with specified data
before being written (step S108).
[0281] When, it is judged in step S108 that the specified
data after being read is inconsistent with the specified
data before being written (i.e., NO), the CPU 142 as-
sumes that the data bus BD has abnormality to output
the data bus abnormality signal EBD (step S109) to cause
an abnormal end.
[0282]  When step S108 judges that the specified after
being read is consistent with the specified data before
being written (i.e., YES), then the variable N is increment-
ed (step S110) and it is judged whether the variable N is
"8" or less (step S111).
[0283] When step S111 determines N≤8 (i.e., YES),
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the processing returns to the processing to write specified
data (step S106) to repeatedly perform steps S107 to
S110. In other words, the second specified data (="02"),
the third specified data (="02"), ··· and the eighth specified
data (="80") are sequentially written in the test address
in the RAM (step S106). After the respective pieces of
data are read (step S107), consistency or inconsistency
is judged (step S108).
[0284] On the other hand, when step S111 determines
N>9 (i.e., NO), all pieces of specified data (N=1 to 8) are
checked with regards to abnormality of the data bus and
it is assumed that all pieces of specified data are con-
sistent before and after being written. In this case, the
CPU 142 successfully completes the processing routine
of Fig. 28.
[0285] In this manner, by performing not only the
processing by the memory data abnormality check circuit
141 as in a conventional system but also the cyclic ab-
normality check processing of the address bus BA and
the data bus BD used when the memory is written and
read, thereby making it possible to provide an improved
reliability in the abnormality check.
[0286] The abnormality check is particularly effective
to check the soundness of a memory system in the ele-
vator electronic safety apparatus.
[0287] In this manner, the electronic safety controller
21 in this example includes: the CPU having the desig-
nated address output software and the data bus abnor-
mality check software; the main memory and the sub
memory connected to the CPU via the address bus and
the data bus; the memory data abnormality check circuit
that compares the data of the main memory with that of
the sub memory; and the designated address detection
circuit connected to the CPU via the address bus. The
CPU executes the designated address output software
and uses the designated address detection circuit to
check abnormality of the address bus in a cyclic manner.
The CPU executes the data bus abnormality check soft-
ware and uses the main memory and the sub memory
to check abnormality of the data bus in a cyclic manner.
[0288] Furthermore, the CPU executes the designated
address output software to output, with regards to all of
the respective bit signals used for the main memory and
the sub memory in an address bus designated addresses
for check with which both cases of "0" and "1" can be
checked to the designated address detection circuit.
Then, the designated address detection circuit detects
plural designated addresses outputted from the CPU in
a cyclic manner and, when the CPU cannot detect all of
the designated addresses, the CPU judges that abnor-
mality of the address bus has occurred and outputs an
address bus abnormality signal.
[0289] Furthermore, the CPU executes the data bus
abnormality check software to input and output, with re-
gards to all of the bit signals used for the main memory
and the sub memory in the data bus, designated address-
es for check with which both cases of "0" and "1" can be
checked to once write plural pieces of specified data cy-

clically outputted from the CPU in the main memory and
the sub memory and subsequently read and compare
the pieces of specified data. When all of the specified
data before being written and the specified data after
being written are inconsistent, the CPU determines that
abnormality of the data bus has occurred and outputs a
data bus abnormality signal.

<<Monitoring of a Nearest Floor Stop Operation>>

[0290] Next, Fig. 29 is a flowchart of an operation of
the electronic safety controller 21 and an elevator control
unit 11 at a time when a nearest floor stop instruction of
Fig. 1 is generated. Firstly, an abnormality, with which
the car should be stopped at the nearest floor, such as
a failure of the electronic safety controller 21 itself is de-
tected by the electronic safety controller 21 (step S121),
and then the nearest floor stop instruction signal is out-
putted from the electronic safety controller 21 to the op-
eration control unit 12 of the elevator control unit 11 (step
5122). As a result, the operation control unit 12 performs
a processing for stopping the car at the nearest floor (step
S123).
[0291] Further, in the electronic safety controller 21,
simultaneously with the output of the nearest floor stop
instruction signal, a built-in emergency stop timer is start-
ed to initiate counting by using the emergency stop timer
(step S124). After a predetermined time (sufficient time
for completing the nearest floor stop) has elapsed, the
emergency stop timer indicates that the time is up. When
the emergency stop timer indicates that the time is up,
the electronic safety controller 21 outputs the emergency
stop instruction to the safety circuit unit 13 of the elevator
control unit 11 (step S125). As a result, the elevator con-
trol unit 11 performs an emergency stop operation (step
S126).
[0292] In the case where the car is normally stopped
at the nearest floor upon the nearest floor stop instruction
from the electronic safety controller 21, when the emer-
gency stop timer indicates that the time is up, the car is
stopped, and the brake unit 9 of the driving apparatus 7
is in the braking state. Therefore, even if the emergency
stop instruction is outputted, no substantial change oc-
curs. On the other hand, in the case where, because of
the abnormality on the elevator control unit 11 side, the
car is not stopped at the nearest floor upon the nearest
floor stop instruction from the electronic safety controller
21, the emergency stop of the car is to be performed
when the emergency stop timer indicates that the time
is up.
[0293] Fig. 30 is a circuit diagram of the main part of
each of the electronic safety controller 21 and the elevator
control unit 11 of Fig. 1. The electronic safety controller
21 is provided with an emergency stop timer circuit unit
171 serving as the emergency stop timer. The emergen-
cy stop timer circuit unit 171 is composed of a hardware
circuit independent of a software program in the electron-
ic safety controller 21.
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[0294] An instruction from a nearest floor stop output
port 172 is simultaneously inputted to a first transistor
173 and the emergency stop timer circuit unit 171. When
the nearest floor stop instruction is inputted to the first
transistor 173, a first relay unit 174 is turned off, and the
nearest floor stop instruction signal is inputted to the op-
eration control unit 12.
[0295] When the nearest floor stop instruction is input-
ted to the emergency stop timer circuit unit 171, counting
is started. When the counting in the emergency stop timer
circuit unit 171 is ended, or when the emergency stop
instruction is outputted from an emergency stop output
port 175, a second transistor 176 is turned off, and then
a second relay unit 177 is turned off. Then the emergency
stop instruction is inputted to the safety circuit unit 13,
that is, the safety circuit unit 13 is stopped. As a result,
a drive power source contactor and the brake power
source contactor of the driving apparatus 7 are turned
off, thereby performing the emergency stop of the car.
[0296] According to such the elevator apparatus, even
if the nearest floor stop cannot be normally performed by
the elevator control unit 11, it is possible to prevent the
car from being kept to be operated while the abnormality
is detected by the electronic safety controller 21. Further,
when the failure of the electronic safety controller 21 is
detected, the emergency stop is not immediately per-
formed and the nearest floor stop is performed if the el-
evator control unit 11 is in a normal state, so the passen-
gers are not trapped in the car due to the failure of the
electronic safety controller 21.
[0297] Note that, it is preferable that the soundness
check for the emergency stop timer circuit unit 171 be
periodically and automatically performed. It suffices that
the soundness check for the emergency stop timer circuit
unit 171 be performed, for example, once a day, that is,
when the elevator is brought into an automatic light-off
mode because the car call is not registered for a prede-
termined period of time.
As a flow of the soundness check, firstly, a signal indi-
cating permission to undergo the soundness check is
inputted from the elevator control unit 11 to the electronic
safety controller 12. Upon reception of the permission
signal, a signal indicating start of the check is inputted
and then the nearest floor stop instruction is inputted from
the electronic safety controller 12 to the elevator control
unit 11. After that, a signal indicating good/bad of check
results are returned from the elevator control unit 11 to
the electronic safety controller 21.
After the check is ended, the emergency stop timer circuit
unit 171 is recovered through hardware reset, and the
second relay unit 177 is turned on.

Claims

1. An elevator apparatus comprising: an elevator con-
trol unit for controlling an operation of a car; and an
electronic safety controller, which detects an abnor-

mality of an elevator and generates an instruction
signal for shifting the elevator to a safe state,
wherein:

the electronic safety controller is capable of de-
tecting an abnormality of the electronic safety
controller itself;
when the abnormality of the electronic safety
controller itself is detected, the electronic safety
controller outputs a nearest floor stop instruction
for stopping the car at a nearest floor to the el-
evator control unit; and
after a predetermined time has elapsed from the
output of the nearest floor stop instruction, the
electronic safety controller outputs an emergen-
cy stop instruction for performing an emergency
stop of the car to the elevator control unit.

2. The elevator apparatus according to claim 1, wherein
a time from the output of the nearest floor stop in-
struction to the output of the emergency stop instruc-
tion is set to be a time sufficient for completing the
stop of the car at the nearest floor.

3. The elevator apparatus according to claim 1, where-
in: the electronic safety controller includes an emer-
gency stop timer for counting a time from the output
of the nearest floor stop instruction to the output of
the emergency stop instruction; and the emergency
stop timer is composed of a hardware circuit.

4. The elevator apparatus according to claim 3, wherein
the electronic safety controller and the elevator con-
trol unit are capable of periodically and automatically
performing a soundness check of the emergency
stop timer.
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