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Description

[0001] La présente invention concerne un assemblage
de paquets à transmettre dans un réseau virtuel supporté
par un réseau de communication comportant des noeuds
par lesquels des paquets entrent et sortent du réseau de
communication.
[0002] Plus particulièrement, elle a trait à une salve
assemblant des paquets à transmettre dans un réseau
privé virtuel VPN ("Virtual Private Network" en anglais)
basé sur les ressources d’un réseau de communication
à commutation de paquets optiques pour des connexions
sécurisées entre des équipements clients comme des
routeurs d’un réseau privé d’entreprise.
[0003] Des organismes internationaux en matière de
télécommunications recommandent d’utiliser les res-
sources d’un réseau de communication du type réseau
de transport internet ou ATM ("Asynchronous Transfer
Mode" en anglais) pendant la durée de vie d’un réseau
privé virtuel VPN. Les ressources du réseau de commu-
nication peuvent être partagées entre des réseaux vir-
tuels VPN en utilisant le multiplexage à division du temps
TDM ("Time Division Multiplexing" en anglais), par exem-
ple selon le protocole SDH ("Synchronous Digital Hierar-
chy" en anglais). Selon une autre solution, les ressources
du réseau de communication sont dédiées exclusive-
ment à des réseaux virtuels VPN. Par exemple, des lon-
gueurs d’onde dans des liaisons au coeur du réseau de
communication sont dédiées respectivement à des ré-
seaux virtuels VPN et pendant les durées de vie de ces
réseaux virtuels.
[0004] Un réseau virtuel VPN de niveau 1 est défini
entre des interfaces de service se trouvant entre des
équipements du côté des clients CE ("Customer Edge"
en anglais) et des équipements du côté du réseau de
communication PE ("Provider Edge" en anglais). Le ré-
seau de communication géré par un opérateur P ("pro-
vider" en anglais) offrent à des réseaux privés virtuels
VPN les ressources du réseau de communication per-
mettant des connexions PE-P-PE. Ces ressources peu-
vent être une ou plusieurs longueurs d’onde, ou un ou
plusieurs circuits virtuels selon le protocole SDH, dédiés
à un réseau privé virtuel VPN pendant la durée de vie de
celui-ci. Par ailleurs, un transfert multidiffusion est assuré
par des connexions point-à-point multiples.
[0005] La granularité en matière de transport pour les
réseaux virtuels VPN de niveau 1 peut être la granularité
au niveau de la longueur d’onde en optique ou une plus
fine granularité avec le multiplexage temporel TDM en
électronique. La granularité dans le réseau de commu-
nication détermine la granularité du transport de réseaux
VPN et le nombre maximum de réseaux VPN réalisables
avec une longueur d’onde.
[0006] Des réseaux de communication OBS ("Optical
Burst Switching" en anglais) basés sur une commutation
de paquets optiques en mode salve, dite également
paquet optique, assemblant des paquets IP sont actuel-
lement étudiés selon l’article intitulé "Labeled Optical

Burst Switching for IP-over-WDM Integration", Chun-
ming Qiao, IEEE Communications Magazine, Sept.
2000, pages 104-114, l’article de Marco Listanti et al.,
"Architectural and Technological Issues for Future Opti-
cal Internet Networks", IEEE  Communications Maga-
zine, IEEE Service Center, Piscataway, US, vol. 38, no.
9, septembre 2000, pages 82-92, et l’article de Y. Qin et
C.K. Siew: "Framework for dynamic optical virtual private
networks (VPNs): architecture and analysis", IEE
Proceedings : Communications, Institution of Electrian
Engineers, GB, vol. 151, no.1, 28 février 2004, pages
71-76. Les réseaux OBS peuvent être considérés com-
me une version optique du réseau internet. Afin de béné-
ficier du mécanisme de multiplexage statistique, des
paquets selon le protocole IP ("Internet Protocol" en
anglais) sont assemblés en des salves optiques asyn-
chrones ayant une longueur temporelle variable. Les res-
sources du réseau de communication, chemins et
noeuds, ne sont dédiées que lorsqu’une salve doit
traverser le réseau de communication.
[0007] La figure 1 ci-annexée montre le principe de
fonctionnement du plan de transfert d’un réseau de com-
munication RE par commutation de paquets optiques en
mode salve de type OBS pour deux réalisations selon
lesquelles les ressources du réseau RE sont configurées
en utilisant respectivement des étiquettes LB ("labels "
en anglais) et des paquets de commande CP ("control
packets" en anglais), dont le traitement est prévu dans
le domaine électronique. Le réseau de communication
RE est composé de noeuds de commutation d’entrée et
de sortie I, J, K et L et de noeuds de commutation de
coeur M, N et O à travers lesquels des salves optiques
BT ("Bursts" en anglais) transitent. Ces noeuds sont in-
terconnectés par des liens à fibre optique à multiplexage
à division de longueur d’onde WDM ("Wavelength-Divi-
sion Multiplexing" en anglais). Par exemple des paquets
P1 et P2 provenant de routeurs A et B sont assemblés
en  une salve (P1, P2) de manière électronique dans le
noeud d’entrée L avant de la convertir et l’émettre sous
forme de salve optique dans le réseau RE, et la salve
optique est convertie sous forme de salve électronique
et désassemblée dans un noeud de sortie J en les pa-
quets P1 et P2 acheminés vers des routeurs destinatai-
res E et D.
[0008] Selon la première réalisation, une salve BT
comprend en en-tête une étiquette LB dans laquelle des
informations sur le contenu et le routage de la salve sont
inscrites. L’étiquette LB sert à configurer des noeuds de
coeur M et O intermédiaires sur le chemin pré-calculé,
par exemple L-M-O-J, entre le noeud d’entrée L et le
noeud de sortie J. Selon l’article précité de Marco Listanti
et al., une étiquette MLPS ("MultiProtocol Label Swit-
ching" en anglais) en entête d’un paquet optique assem-
blant des paquets IP est modifiée à chaque transfert dans
un noeud coeur entre des noeuds de source et de des-
tination ("edge switches" en anglais) d’un réseau WDM.
[0009] Selon la deuxième réalisation, un paquet de
commande CP est préalablement envoyé pour terminer
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la configuration de chaque noeud de coeur M, O sur le
chemin afin d’y réserver un créneau temporel, c’est-à-
dire un intervalle du temps nécessaire à la transmission
de la salve (article précité de Y. Qin et C.K. Siew, para-
graphe 3.2). Ensuite la salve (P1, P2) est transmise par
le noeud d’entrée L sans attendre d’acquittement de la
transmission du paquet de commande CP et traverse
chaque noeud de coeur M, O jusqu’au noeud de sortie J.
[0010] L’invention ne recourt pas à des paquets de
commande dans un réseau de communication par com-
mutation de paquets optiques en mode salve de type
OBS.
[0011] Par ailleurs, dans le cadre des recommanda-
tions internationales actuelles, il est prévu de construire
des réseaux privés virtuels VPN ("Virtuel Private
Network" en anglais) en recourant aux ressources d’un
réseau de transport dédiées ou partagées ("Network
Based VPN" en anglais). Un réseau privé virtuel VPN
relie deux ou plusieurs réseaux locaux clients, par exem-
ple des routeurs IP de ces réseaux locaux clients, échan-
geant de manière sécurisée des paquets IP ("Internet
Protocol" en anglais) à travers l’internet ou un réseau de
communication transportant des paquets IP (article pré-
cité de Y. Qin et C.K. Siew, chapitre 3).
[0012] Lorsque les ressources de connectivité du ré-
seau de communication comme des longueurs d’onde
sont dédiées aux réseaux virtuels VPN, au moins une
longueur d’onde est dédiée à un réseau VPN pendant la
durée du réseau VPN indépendamment des variations
réelles du flux de paquets dans le réseau VPN. Ce mode
de fonctionnement gaspille les ressources d’une part et
limite à un faible nombre les réseaux VPN constructibles
par longueur d’onde et par intervalle du temps d’autre
part. Le nombre de réseaux VPN dépend du nombre de
longueurs d’onde nécessaires et de la durée de chaque
réseau VPN incluant les temps nécessaires à sa cons-
truction et sa destruction. Ces derniers temps avoisinent
une seconde dans les meilleurs des cas.
[0013] Lorsque les ressources de transport des ré-
seaux VPN sont partagées, les ressources établissant
la connectivité du réseau de communication sont basées
sur le multiplexage à division du temps TDM ("Time Di-
vision Multiplexing" en anglais), par exemple sur le pro-
tocole de transmission de données numériques à  débit
élevé SDH ("Synchronous Digital Hierarchy" en anglais),
ou SONET aux États-Unis. Avec ce mode de fonction-
nement, le produit débit par nombre de réseaux VPN est
plafonné par le débit maximum supporté par une lon-
gueur d’onde. Un grand débit instantané ne peut pas être
conjugué à un nombre élevé de réseaux VPN à la fois.
Par ailleurs, le signal optique transporté doit obligatoire-
ment être converti en un signal électronique à chaque
noeud du réseau de communication pour bénéficier de
ce fonctionnement.
[0014] Les réseaux VPN basés sur ces principes de
fonctionnement ne permettent pas de concilier un grand
débit instantané et un nombre élevé de réseaux VPN.
[0015] Pour remédier aux inconvénients évoqués ci-

dessus, l’invention fournit une salve assemblant des pa-
quets optiques à transmettre dans un réseau virtuel sup-
porté par un réseau de communication du type à multi-
plexage à division de longueur d’onde, telle que carac-
térisée dans la revendication 1.
[0016] Selon l’invention, une salve est obtenue par un
procédé d’assemblage de paquets optiques à transmet-
tre dans un réseau virtuel supporté par un réseau de
communication comportant des noeuds par lesquels des
paquets optiques entrent et sortent du réseau de com-
munication. Le procédé d’assemblage est tel que carac-
térisé dans la revendication 5.
[0017] Le fonctionnement du réseau de communica-
tion par multiplexage de salves de manière statistique et
optique selon l’invention dans les premier et deuxième
noeuds, dits noeuds d’entrée et de sortie, concilie un
grand débit instantané et un nombre élevé de réseaux
virtuels, comme au niveau électronique dans un routeur
d’un réseau selon le protocole IP.
[0018] Le recours à la technique de multiplexage sta-
tistique comme dans des routeurs IP présente avanta-
geusement une granularité en matière de transport pour
les réseaux virtuels plus fine que la longueur d’onde tout
en utilisant la granularité de lien à la longueur d’onde
dans le réseau de communication sans recourir au mul-
tiplexage temporel TDM. Le multiplexage statistique ab-
sorbe avantageusement les diverses salves des équipe-
ments  dans les réseaux locaux des clients et repose sur
le trafic moyen de l’ensemble des réseaux locaux et non
sur des trafics maxima des trafics demandés par les
clients. Ceci lisse les variations des débits des équipe-
ments clients qui sont élevés pendant les salves et faibles
entre des salves et optimise davantage l’occupation du
réseau de communication en regroupant des paquets
optiques reçus d’un client de réseau virtuel de type VPN
dans des salves pouvant comprendre un nombre élevé
de paquets optiques.
[0019] Dans le premier noeud par lequel des paquets
sont aptes à entrer dans le réseau de communication,
les premières informations contribuant à identifier le ré-
seau virtuel pour chaque paquet reçu par le premier
noeud peuvent être déduites du passage du paquet à
travers une interface respective reliée au premier noeud.
Cette interface fait office de frontière entre le réseau vir-
tuel et le réseau de communication et les premières in-
formations sont ainsi indépendantes d’une adresse de
source dans les paquets. Les deuxièmes informations
contribuant à identifier un chemin entre les premier et
deuxième noeuds pour chaque paquet optique reçu par
le premier noeud peuvent être déduites d’une adresse
de destination, comme un préfixe de celle-ci, lue dans le
paquet à assembler dans la salve. Les deuxièmes infor-
mations servent à sélectionner une adresse du deuxième
noeud par lequel le paquet est apte à sortir du réseau de
communication et ainsi un chemin entre les premier et
deuxième noeuds préconfiguré dans des tables de rou-
tage des noeuds du réseau de communication.
[0020] Réciproquement, l’invention concerne aussi un
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procédé de désassemblage de paquets à transmettre
dans un réseau virtuel supporté par un réseau de com-
munication du type à multiplexage à division de longueur
d’onde. Le procédé de désassemblage est tel que ca-
ractérisé revendication 9.
[0021] De manière à faciliter le désassemblage d’une
salve reçue dans le deuxième noeud, le champ de paquet
peut comprendre un premier sous-champ incluant le
nombre de paquets inclus dans le champ de paquet et
la longueur du champ de paquet. Chaque paquet dans
le champ de paquet de la salve peut être précédé par un
identificateur qui identifie une interface reliée au deuxiè-
me noeud par laquelle le paquet sort du réseau de com-
munication et qui est déduit d’une adresse de destination
dans le paquet ce qui dirige convenablement le paquet
vers un équipement client destinataire. L’interface reliée
au deuxième noeud est aussi à la frontière entre le réseau
virtuel et le réseau de communication. Par exemple,
l’identificateur d’interface précédant le paquet dans le
champ de paquet de la salve est au moins une partie de
l’adresse d’un équipement destinataire du paquet.
[0022] L’invention se rapporte également à des fonc-
tions d’entrée de paquets par un noeud d’entrée et de
sortie du réseau de communication comme ledit premier
noeud, à un noeud de coeur et à des fonctions de sortie
de paquets dans un noeud d’entrée et de sortie du réseau
de communication comme ledit deuxième noeud.
[0023] Un noeud tel que ledit premier noeud par lequel
des paquets à transmettre dans un réseau virtuel sont
aptes à entrer dans un réseau de communication sup-
portant le réseau virtuel tel que caractérisé dans la re-
vendication 11.
[0024] Un noeud de coeur par lequel des paquets à
transmettre dans un réseau virtuel sont aptes à transiter
dans un réseau de communication supportant le réseau
virtuel tel que caractérisé dans la revendication 12.
[0025] Un noeud tel que ledit deuxième noeud par le-
quel des paquets à transmettre dans un réseau virtuel
sont aptes à sortir d’un réseau de communication sup-
portant le réseau virtuel, est tel que caractérisé dans la
revendication 13.
[0026] Enfin, l’invention se rapporte à des programmes
d’ordinateur aptes à être mis en oeuvre dans les noeuds
et comprenant des instructions qui, lorsque les program-
mes sont exécutés dans les noeuds, réalisent les étapes
conformes aux procédés d’assemblage et désassembla-
ge de paquets selon l’invention.
[0027] D’autres caractéristiques et avantages de la
présente invention apparaîtront plus clairement à la lec-
ture de la description suivante de plusieurs réalisations
de l’invention données à titre d’exemples non limitatifs,
en référence aux dessins annexés correspondants dans
lesquels :

- la figure 1 est un bloc-diagramme d’un réseau de
communication par commutation de salves opti-
ques, de type OBS selon la technique antérieure ;

- la figure 2 est un bloc-diagramme d’un réseau de

communication de type OBS dans lequel sont  trans-
férés selon l’invention des paquets depuis un pre-
mier équipement client d’un réseau privé virtuel vers
deux équipements clients du réseau privé virtuel at-
tachés à un noeud d’entrée et de sortie et des autres
paquets depuis le premier équipement client vers un
autre équipement client du réseau privé virtuel atta-
ché à un autre noeud d’entrée et de sortie ;

- la figure 3 montre le format d’une salve avec divers
champs selon l’invention ;

- la figure 4 montre des sous-champs dans un champ
de paquet inclus dans la salve de la figure 3 ; et

- la figure 5 est un bloc-diagramme d’un réseau de
communication de type OBS dans lequel sont trans-
férés selon l’invention des paquets optiques depuis
un équipement client d’un premier réseau privé vir-
tuel et depuis un équipement client d’un deuxième
réseau privé virtuel attachés à un noeud d’entrée et
de sortie respectivement vers un autre équipement
client du premier réseau privé virtuel et un autre équi-
pement client du deuxième réseau privé virtuel atta-
chés à un autre noeud d’entrée et de sortie.

[0028] Dans les figures 2 et 5, on se réfère à une réa-
lisation d’un réseau de communication RC de type OBS
("Optical Burst Switching" en anglais) basé sur une com-
mutation de paquets optiques en mode salve, compre-
nant des noeuds d’entrée et de sortie NES1 à NES4 et
des noeuds de coeur NC1 à NC3 et reliés à des équipe-
ments clients EQ1 à EQ7 tels que des routeurs de ré-
seaux locaux. Les équipements clients EQ1 et EQ2 sont
attachés au noeud NES4 via des interfaces d’entrée et
de sortie IN14 et IN24. L’équipement client EQ3 est at-
taché au noeud NES1 via une interface  d’entrée et de
sortie IN31. Les équipements clients EQ4 et EQ5 sont
attachés au noeud NES2 via des interfaces d’entrée et
de sortie IN42 et IN52. Les équipements clients EQ6 et
EQ7 sont attachés au noeud NES3 via des interfaces
d’entrée et de sortie IN63 et IN73.
[0029] Les équipements EQ1, EQ5, EQ6 et EQ7 ap-
partiennent à un premier réseau privé virtuel VPN1 ("Vir-
tual Private Network" en anglais) délimité par les inter-
faces de communication IN41, IN52, IN63 et IN73 par
rapport au réseau de communication RC. Les équipe-
ments EQ2, EQ3 et EQ4 appartiennent à un deuxième
réseau privé virtuel VPN2 délimité par les interfaces
IN24, IN31 et IN42 par rapport au réseau de communi-
cation RC.
[0030] Les liaisons entre les noeuds dans le réseau
RC sont constituées essentiellement par des fibres op-
tiques supportant un multiplexage à division de longueur
d’onde WDM ("Wavelength-Division Multiplexing" en an-
glais). Dans les liaisons optiques entre les noeuds, une
longueur d’onde n’est allouée qu’à un seul réseau privé
virtuel, et un réseau privé virtuel peut occuper une ou
plusieurs longueurs d’onde dans une liaison entre deux
noeuds.
[0031] L’invention n’est pas limitée aux nombres ci-
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dessus de noeuds et d’équipements clients, aux nom-
bres ci-dessus de réseaux privés virtuels et d’équipe-
ments clients par réseau privé virtuel et à l’architecture
illustrée du réseau de communication RC.
[0032] Les noeuds d’entrée et de sortie NES1, NES2,
NES3 et NES4 sont des passerelles entre les équipe-
ments clients et le réseau RC et disposent chacun d’in-
terfaces connectées à des équipements clients apparte-
nant à un même ou à différents réseaux  virtuels VPN.
Chaque noeud d’entrée et de sortie assemble des pa-
quets P entrant dans le réseau RC et transmis par des
équipements respectifs en des salves B ("bursts" en an-
glais) transmises vers des noeuds de coeur et désas-
semblent des salves transmises par des noeuds de coeur
du réseau RC en des paquets sortant du réseau et trans-
mis vers les équipements respectifs.
[0033] Ainsi par exemple, deux salves appartenant à
un même réseau VPN peuvent traverser le réseau RC
vers des noeuds de "sortie" différents, deux salves ap-
partenant à un même réseau VPN peuvent suivre deux
chemins différents pour arriver à un même noeud de "sor-
tie", deux salves appartenant à deux réseaux VPN diffé-
rents peuvent traverser le réseau RC vers un même
noeud de "sortie" en empruntant un même chemin ou
deux chemins différents, et deux paquets provenant
d’une même interface "d’entrée" peuvent être destinés
à un même noeud de "sortie" et sortir du réseau RC par
deux interfaces différentes.
[0034] Pour pouvoir aiguiller les paquets et les salves
selon notamment les exemples ci-dessus, un noeud
d’entrée et de sortie donné du réseau OBS comprend
les moyens suivants.
[0035] En tant que noeud d’entrée, le noeud d’entrée
et de sortie donné comprend des moyens pour former
une salve en entrée du réseau RC à partir de paquets
optiques entrants à assembler en fonction d’un identifi-
cateur d’un réseau virtuel VPN indiquant l’appartenance
du ou des équipements clients ayant transmis les paquet
depuis le réseau VPN, et en fonction d’une adresse de
destination lue dans les paquets et identifiant un noeud
de sortie associé à un identificateur d’un chemin de trans-
fert entre le noeud d’entrée et de sortie donné et ledit
noeud de sortie, reconnaître l’interface d’entrée pour
chaque paquet  entrant par le noeud donné et donc l’ap-
partenance de chaque paquet à un réseau VPN, et ainsi
associer chaque salve formée à un réseau virtuel VPN
auquel elle appartient et identifier le chemin de transfert
à suivre pour chaque salve et la diriger vers un port de
sortie du noeud donné. Eventuellement le noeud d’entrée
et de sortie donné peut encore comprendre des moyens
pour calculer des chemins possibles pour chaque paire
comprenant le noeud donné et un noeud d’entrée et de
sortie sortant des paquets appartenant à chaque réseau
VPN desservi par le noeud donné, et éventuellement ré-
server les ressources pour chaque réseau VPN desservi
par le noeud donné.
[0036] Des paquets optiques transitant dans un même
réseau privé virtuel VPN et traversant en entrée et sortie

du réseau RC des noeuds d’entrée et de sortie communs
NES et donc pouvant suivre le même chemin de transfert
dans le réseau RC sont assemblés dans le noeud "d’en-
trée" commun pour remplir un champ de paquet CP dans
une salve B par exemple lorsque le nombre de tels pa-
quets atteint un maximum prédéterminé pouvant dépen-
dre du débit offert au réseau VPN, ou lorsqu’une période
prédéterminée s’est écoulée depuis la réception du pre-
mier de tels paquets dans le noeud "d’entrée" commun.
[0037] En tant que noeud de sortie, le noeud d’entrée
et de sortie donné comprend des moyens pour désas-
sembler les salves transmises par un noeud coeur vers
un port d’entrée du noeud donné en des paquets trans-
férés à des interfaces de sortie IN d’un ou de plusieurs
réseaux virtuels VPN et reconnaître l’appartenance de
chaque salve reçue par le noeud donné à un réseau vir-
tuel VPN; reconnaître l’interface de sortie pour chaque
paquet sortant du noeud donné et donc l’appartenance
du paquet sortant à un réseau virtuel  VPN; faire corres-
pondre des interfaces d’entrée et de sortie à un ou des
réseaux VPN; et reconnaître l’attachement des interfa-
ces d’entrée et de sortie aux noeuds d’entrée et de sortie.
[0038] Les noeuds de coeur NC1, NC2 et NC3, dits
également noeuds de transit, stockent optiquement les
salves pour les transférer en fonction d’informations de
routage. Chaque noeud de coeur reconnaît l’appartenan-
ce d’une salve reçue à un réseau virtuel VPN respectif,
reconnaît le chemin de transfert à suivre dans le réseau
RC par la salve reçue, et assure un transfert de la salve
reçue par un port d’entrée du noeud de coeur vers un
port de sortie du noeud de coeur dirigé vers le prochain
noeud suivant le chemin de transfert. Les transferts de
salves dans un noeud de coeur se font donc de façon
transparente.
[0039] Chaque noeud NES, NC du réseau RC contient
ou possède les moyens d’accéder à une table de routage
associant des couples d’identificateur ID_CH de chemin
de transfert principal CH et d’identificateur ID_VPN de
réseau virtuel VPN respectivement à des identificateurs
de port d’entrée ID_PE et des identificateurs de port de
sortie ID_PS de noeuds traversés par le chemin de trans-
fert. L’identificateur ID_CH d’un chemin de transfert CH
d’un réseau VPN suivi par une salve B transitant à travers
des noeuds traversés par le chemin de transfert est as-
socié aux identificateurs de port de sortie ID_PS des
noeuds traversés afin de diriger dans chaque noeud tra-
versé la salve vers le port de sortie PS relié au noeud
suivant le chemin désigné par l’identificateur ID_CH as-
socié à l’identificateur ID_VPN. La table de routage com-
prend également des identificateurs de port de sortie de
secours associés à des identificateurs de chemins de
secours et des  identificateurs de chemins principaux,
ainsi que d’autres paramètres relatifs à des caractéristi-
ques des liaisons du réseau RC avec le noeud NES, NC.
[0040] La table de routage d’un noeud d’entrée et de
sortie NES comprend en outre des identificateurs ID_IN
des interfaces d’entrée et de sortie IN d’un ou de plu-
sieurs réseaux VPN auxquelles le noeud NES est relié.
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Un identificateur ID_IN permet de transférer correcte-
ment des paquets vers un équipement destinataire relié
à l’interface d’entrée et de sortie désignée par l’identifi-
cateur ID_IN en fonction de l’adresse de destination dans
le paquet.
[0041] Le réseau de communication RC comprend se-
lon la réalisation illustrée à la figure 2 une plate-forme de
gestion PFG reliée aux noeuds soit par des liaisons de
signalisation spécialisées, soit à travers des liaisons en-
tre noeuds du réseau RC. La plate-forme de gestion gère
une base de données des réseaux virtuels VPN dans
laquelle sont centralisées des tables de routage des
noeuds et qui sert à contrôler celles-ci. La plate-forme
de gestion PFG détermine en outre des chemins possi-
bles pour chaque paire de noeuds d’entrée et de sortie
appartenant à chaque réseau VPN, réserve des ressour-
ces à chaque réseau VPN, configure des ressources du
réseau RC en fonction des besoins des réseaux VPN,
et amorce des procédures de sécurisation.
[0042] La base de données inclut des identificateurs
ID_VPN des réseaux VPN, des identificateurs ID_CH de
chemins principaux CH en association avec les identifi-
cateurs ID_VPN; des identificateurs de chemins de se-
cours, des identificateurs ID__NES des noeuds d’entrée
et de sortie NES en association avec des identificateurs
ID_VPN et des identificateurs  ID_CH; des identificateurs
ID_IN des interfaces de sortie et d’entrée IN attachées
à chaque noeud d’entrée et de sortie, ainsi que d’autres
paramètres de ressources du réseau RC tels que indi-
cateurs de qualité de service et bandes passantes des
liaisons entre les noeuds du réseau RC.
[0043] Les informations stockées dans la base de don-
nées de la plate-forme de gestion sont régulièrement mi-
ses à jour et utilisées pour le routage des salves. Les
tables de routage dans les noeuds NES et NC sont lo-
calement synchronisées régulièrement avec celles de la
plate-forme de gestion PFG sous la commande de celle-
ci. Le contenu de la base de données reflète l’ensemble
des tables de routage dans les noeuds.
[0044] Comme montré à la figure 3, une salve B
("burst" en anglais) comprend trois champs successifs
suivant le temps t: une étiquette LA ("label" en anglais)
en entête, un champ de paquet CP et un champ de fin CF.
[0045] L’étiquette LA permet d’acheminer correcte-
ment la salve dans le réseau RC de type OBS, depuis
un noeud d’entrée et de sortie NES vers un autre noeud
d’entrée et de sortie. Pour cela, l’étiquette contient pour
le routage de la salve B un champ d’identification IDL
identifiant l’appartenance de la salve B à un réseau virtuel
privé VPN et un chemin CH suivi par la salve B entre
deux noeuds d’entrée et de sortie NES du réseau RC
reliés à des interfaces du réseau virtuel. Le champ d’iden-
tification IDL inclut l’identificateur ID_VPN du réseau
VPN auquel appartient la salve ou des premières infor-
mations sur cet identificateur du réseau VPN contribuant
à identifier le réseau VPN, et un identificateur ID_CH  du
chemin principal CH suivi par la salve entre les deux
noeuds d’entrée et de sortie correspondants du réseau

VPN dans le réseau RC ou des deuxièmes informations
sur cet identificateur du chemin principal CH contribuant
à identifier le chemin.
[0046] La longueur de l’étiquette LA exprimée en octet
est par exemple moins de 10 octets.
[0047] Optionnellement, le champ d’identification IDL
inclut l’identificateur d’un deuxième chemin de secours
pouvant être emprunté par la salve B, comme par exem-
ple l’identificateur du chemin de secours NES4- NC1-
NC3- NC2- NES3 pour une salve B1 (LA1, Pa, Pb) dans
la figure 2, lorsque le chemin principal NES4- NC1- NC2-
NES3 devient indisponible ou défaillant.
[0048] L’étiquette peut encore comprendre d’autres in-
formations comme un identificateur du prestataire du ré-
seau VPN, un indicateur de qualité de service QoS, etc.
[0049] Lorsqu’une salve pénètre dans un noeud NES,
NC du réseau RC, l’association entre l’identificateur de
réseau virtuel ID_VPN et l’identificateur de chemin de
transfert ID_CH dans le champ d’identification IDL de
l’étiquette LA de la salve B est recherchée dans la table
de routage du noeud NES, NC contrôlée par la plate-
forme de gestion PFG afin d’en déduire un port de sortie
vers le noeud suivant du chemin de transfert suivi par la
salve B.
[0050] Le champ de paquet CP est destiné au transport
de la charge utile ("pay-load" en anglais) comportant un
ou plusieurs paquets assemblés P1 à PK a priori de dif-
férentes longueurs, et des informations sur l’organisation
du champ de paquet et sur le routage de chaque paquet
inclus dans le champ de paquet.
[0051] Comme montré à la figure 4, le champ de pa-
quet CP comprend un premier sous-champ CPO et K
sous-champs de paquet CP1 à CPK.
[0052] Le premier sous-champ CPO contient des in-
formations sur la charge utile, par exemple un indicateur
de début du champ de paquet CP, le nombre K de pa-
quets transportés par la salve B, avec 1 ≤ K, et la longueur
totale du champ de paquet CP par exemple exprimée en
octet. La longueur du sous-champ CPO exprimée en oc-
tet est par exemple de 4 octets.
[0053] Les K sous-champs de paquet CP1 à CPK sont
dédiés au transport de paquets. Un sous-champ de pa-
quet CPk, avec 1 ≤ k ≤ K, inclut un paquet Pk et devant
celui-ci un identificateur INk identifiant l’interface d’entrée
et de sortie IN par laquelle le paquet Pk sort du réseau
de communication RC pour entrer dans le réseau virtuel
associé VPN et déduit d’une adresse de destination dans
le paquet Pk. Le sous-champ de paquet CPk peut inclure
par exemple l’identificateur de l’interface d’entrée et de
sortie IN par laquelle le paquet Pk entre dans le réseau
de communication RC et sort du réseau virtuel associé
VPN. L’identificateur INk précédant le paquet Pk est, par
exemple, une partie préfixe de l’adresse IP de l’équipe-
ment destinataire du paquet Pk ou du noeud d’entrée et
de sortie NES par lequel le paquet Pk sort du réseau de
communication RC. Les identificateurs IN1 à INK servent
à transférer les paquets P1 à PK aux interfaces d’entrée
et de sortie respectives reliées aux équipements clients
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EQ auxquels les paquets P1 à PK sont destinés, après
le désassemblage de la salve B dans le noeud d’entrée
et de sortie NES d’où sortent les paquets P1 à PK. La
longueur des identificateurs d’interface d’entrée et de
sortie IN1 à INK est par exemple de 1 ou 2 octets.
[0054] Le champ de fin CF délimite la fin de la salve
B. Il peut contenir un code à redondance cyclique CRC
("Cyclic Redundancy Check" en anglais) résultant d’une
fonction appliquée sur au moins le champ de paquet CP
précédent.
[0055] En revenant à la figure 2, le réseau privé virtuel
VPN1 transfère des paquets Pa et Pb d’un équipement
client EQ1 vers deux autres équipements clients EQ6 et
EQ7 attachés à un même noeud d’entrée et de sortie
NES3 relié au réseau privé virtuel VPN1 et retransmet-
tant les paquets dans le réseau de communication RC.
[0056] Dans le réseau VPN1, l’identificateur d’un che-
min de transfert du noeud NES4 vers le noeud NES3 par
exemple à travers les noeuds de coeur NC1 et NC2 est
déjà mémorisé dans les tables de routage des noeuds
précités pour transférer les paquets Pa et Pb de l’équi-
pement EQ1 respectivement vers les équipements EQ6
et EQ7 via le réseau RC. A l’entrée du réseau au noeud
NES4, les paquets Pa et Pb transmis par l’équipement
client EQ1 via l’interface IN14 sont orientés en fonction
de l’identificateur de l’interface d’entrée et de sortie IN14
traversée par les paquets Pa et Pb et des adresses de
destination lues dans les paquets Pa et Pb. L’identifica-
teur de l’interface IN14 permet de déduire des premières
informations contribuant à identifier le réseau virtuel
VPN1 comme l’identificateur ID_ VPN du réseau VPN1.
Les adresses de destination lues dans les paquets per-
mettent de déduire des deuxièmes informations contri-
buant à identifier un chemin NES4- NC1- NC2- NES3
entre les noeuds NES4 et NES3 comme un identificateur
de chemin ID- CH lié à des identificateurs des noeuds
d’entrée et de sortie NES4 et NES3 ou des interfaces
d’entrée et de sortie IN63 et IN73 à travers lesquels doi-
vent sortir les paquets Pa et Pb.
[0057] Si les identificateurs des noeuds d’entrée et de
sortie par lesquels doivent sortir les paquets Pa et Pb
sont identiques, par exemple à l’identificateur du noeud
NES3 selon la figure 2, et donc si les identificateurs des
chemins à suivre par les paquets Pa et Pb sont identi-
ques, les paquets Pa et Pb sont assemblés dans un
champ de paquet CP d’une salve commune B1 construite
par le noeud NES4 selon les figures 3 et 4. L’identificateur
de l’interface de "sortie" respective IN63, IN73 de chaque
paquet Pa, Pb est introduit devant le paquet dans le
champ de paquet CP par le noeud NES4. Le noeud NES4
ajoute une étiquette LA1 en en- tête de la salve B1. Dans
l’étiquette LA1, le noeuds NES4 inscrit l’identificateur ID_
VPN du réseau VPN1 et des informations de routage
telles qu’un identificateur ID_ CH du chemin de transfert
CH = NES4- NC1- NC2- NES3. Le noeud NES4 insère
la salve B1 (LA1, Pa, Pb) après une conversion en signal
optique dans le trafic du réseau RC depuis le noeud
NES4 vers le noeud de coeur NC1.

[0058] A la réception de la salve B1 (LA1, Pa, Pb) au
noeud de coeur NC1, la salve est stockée optiquement
par exemple dans une fibre optique ou une mémoire RAM
optique. La salve est stockée pour que dans le noeud de
coeur NC1 l’étiquette LA1 soit lue électroniquement et la
table de routage soit consultée jusqu’à y trouver une as-
sociation de l’identificateur du réseau virtuel VPN1 et
l’identificateur du chemin de transfert NES4- NC1- NC2-
NES3 lus dans l’étiquette LA1. La table de routage du
noeud NC1 fait correspondre cette association d’identi-
ficateurs à  l’identificateur ID_ PS d’un port de sortie du
noeud NC1 dirigé vers le prochain noeud NC2 suivant le
chemin de transfert CH = NES4- NC1- NC2- NES3 de
manière à transférer la salve B1 vers ce port de sortie et
l’insérer dans le trafic vers le prochain noeud NC2.
[0059] Le prochain noeud NC2, qui est un noeud de
coeur, effectue un stockage de la salve B1, une lecture
électronique de l’étiquette LA1, une consultation de table
de routage et une recherche d’une correspondance entre
les identificateurs de réseau virtuel et de chemin de trans-
fert associés lus dans l’étiquette LA1 et l’identificateur
d’un port de sortie du noeud NC2 dirigé vers le prochain
noeud NES3, d’une manière similaire à ceux dans le
noeud NC1, pour insérer la salve B1 dans le trafic du
réseau RC depuis le noeud NC2 vers le noeud suivant
NES3.
[0060] Le noeud NES3 désassemble la salve B1 en
les paquets Pa et Pb et lit électroniquement dans la salve
B1 en particulier le champ d’identification IDL de l’éti-
quette LA1, le nombre de paquets transportés et la lon-
gueur totale du champ de paquet CP inclus dans le sous-
champ CPO de la salve B1, et les identificateurs des
interfaces d’entrée et de sortie IN63, IN73. Ces derniers
identificateurs d’interface sont retrouvés dans la table de
routage du noeuds NES3 en association avec l’identifi-
cateur ID_VPN du réseau VPN1 lu dans l’étiquette LA1.
Les paquets Pa et Pb sont transférés respectivement
vers les équipements EQ6 et EQ7 via les interfaces IN63
et IN73 dont les identificateurs ont été retrouvés.
[0061] Ainsi les opérations d’assemblage et de désas-
semblage de paquets, dites également agrégation et dé-
sagrégation, dans les noeuds d’entrée et de sortie NES4
et NES3 et de lecture d’étiquette dans les noeuds se font
dans le domaine électronique. Dans  les noeuds de
coeur, la salve B1 reste dans le domaine optique.
[0062] Encore en référence à la figure 2, le réseau privé
virtuel VPN1 transfère des paquets Pa et Pb d’un équi-
pement client EQ1 vers deux autres équipements clients
EQ6 et EQ7 attachés à un noeud commun NES3 appar-
tenant au réseau VPN1 comme précédemment, et trans-
fère également des paquets Pc et Pd de l’équipement
client EQ1 vers un autre équipement client EQ5 attaché
au noeud d’entrée et de sortie NES2 relié au réseau
VPN1 et devant retransmettre les paquets Pc et Pd.
[0063] Dans le réseau privé virtuel VPN1, l’identifica-
teur du chemin de transfert CH = NES4- NC1- NC2-
NES3 et aussi l’identificateur d’un chemin de transfert
CH = NES4- NC1- NC3- NES2 du noeud NES4 vers le
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noeud NES2 par exemple à travers les noeuds de coeur
NC1 et NC3 sont déjà mémorisés dans les tables de
routage des noeuds précités pour transférer les paquets
Pa et Pb de l’équipement EQ1 respectivement vers les
équipements EQ6 et EQ7 et les paquets Pc et Pd de
l’équipement EQ1 vers l’équipement EQ5 via le réseau
RC. A la réception de ces paquets, la table de routage
du noeud NES4 est consultée pour associer aux quatre
paquets Pa, Pb, Pc et Pd l’identificateur de l’interface
d’entrée et de sortie IN14 traversée par ces paquets et
donc l’identificateur du réseau virtuel VPN1, et en fonc-
tion des adresses de destination lues dans les paquets
pour associer aux paquets Pa et Pb des identificateurs
d’interfaces d’entrée et de sortie respectives IN63 et IN73
et aux paquets Pc et Pd des identificateurs d’interfaces
d’entrée et de sortie respectives IN52.
[0064] Puisque les interfaces d’entrée et de sortie res-
pectives IN63 et IN73 sont reliées à un noeud d’entrée
et de sortie commun NES3, les paquets Pa et Pb em-
pruntent le même chemin de transfert CH = NES4- NC1-
NC2- NES3 et sont assemblés dans une salve commune
B1 construite par le noeud NES4 et ayant une étiquette
LA1 incluant l’identificateur ID_ VPN du réseau VPN1 et
l’identificateur ID_ CH du chemin de transfert précité. De
même, puisque l’équipement client EQ5 est destinataire
à la fois des paquets Pc et Pd et est relié au noeud d’en-
trée et de sortie NES2 via l’interface d’entrée et de sortie
IN52, les paquets Pc et Pd empruntent le même chemin
de transfert CH = NES4- NC1- NC3- NES2 et sont as-
semblés dans une salve commune B2 construite par le
noeud NES4 et ayant une étiquette LA2 incluant l’iden-
tificateur ID_ VPN du réseau VPN1 et l’identificateur ID_
CH du chemin de transfert précité. La table de routage
du noeud NES4 fait correspondre l’association d’identi-
ficateurs du réseau VPN1 et du chemin NES4- NC1-
NC2- NES3 à l’identificateur d’un port de sortie du noeud
NES4 dirigé vers le prochain noeud NC1 de manière à
transférer la salve B1 vers ce port de sortie et l’insérer
dans le trafic vers le prochain noeud NC1. De même, la
table de routage du noeud NES4 fait correspondre l’as-
sociation d’identificateurs du réseau VPN1 et du chemin
NES4- NC1- NC3- NES2 à l’identificateur du port de sor-
tie précédent ou d’un autre port de sortie du noeud NES4
dirigé vers le prochain noeud NC1 de manière à trans-
férer la salve B2 vers ce port de sortie et l’insérer dans
le trafic vers le prochain noeud NC1.
[0065] Les deux salves B1 (LA1, Pa, Pb) et B2 (LA2,
Pc, Pd) sont stockées optiquement dans le noeud de
coeur NC1 qui lit électroniquement les étiquettes LA1 et
LA2. Si dans la table de routage du noeud NC1 est trou-
vée l’association de l’identificateur du réseau virtuel
VPN1 et l’identificateur du chemin de transfert NES4-
NC1- NC2- NES3 lus dans l’étiquette LA1, la salve B1
est dirigée vers un port de sortie du noeud NC1 qui est
relié au prochain noeud NC2 suivant le chemin de trans-
fert NES4- NC1- NC2- NES3. Si dans la table de routage
du noeud NC1 est trouvée l’association de l’identificateur
du réseau virtuel VPN1 et l’identificateur du chemin de

transfert NES4- NC1- NC3- NES2 lus dans l’étiquette
LA2, la salve B2 est dirigée vers un port de sortie du
noeud NC1 qui est relié au prochain noeud NC3 suivant
le chemin de transfert NES4- NC1- NC3- NES2.
[0066] Puis les prochains noeuds NC2 et NC3 insèrent
respectivement la salve B1 dans le trafic du réseau RC
vers le noeud suivant NES3 suivant le chemin de transfert
NES4- NC1- NC2- NES3 et la salve B2 dans le trafic du
réseau RC vers le noeud suivant NES2 suivant le chemin
de transfert NES4- NC1- NC3- NES2, d’une manière si-
milaire aux stockage de salve, lecture électronique d’éti-
quette, consultation de table de routage et recherche de
correspondance entre identificateurs de réseau virtuel et
de chemin de transfert lus et un identificateur de port de
sortie décrits précédemment pour la salve B1.
[0067] Le noeud NES3 désassemble la salve B1 en
les paquets Pa et Pb pour les transférer respectivement
vers les équipements EQ6 et EQ7 via les interfaces IN63
et IN73 dont les identificateurs sont extraits du champ
CP de la salve B1, comme précédemment. Le noeud
NES2 désassemble la salve B2 en les paquets Pc et Pd
et lit électroniquement dans la salve B2 le champ d’iden-
tification IDL de l’étiquette LA2, le sous-champ CPO et
les identificateurs d’interface  d’entrée et de sortie IN52.
Ces derniers identificateurs d’interface sont retrouvés
dans la table de routage du noeud NES2 en association
avec l’identificateur du réseau VPN1 extrait de l’étiquette
LA2. Les paquets Pc et Pd sont transférés vers l’équipe-
ment EQ5 via l’interface IN52.
[0068] En se référant maintenant à la figure 5, le noeud
d’entrée et de sortie NES4 reçoit des paquets Pe et Pf
et des paquets Pg et Ph respectivement d’équipements
clients EQ1 et EQ2 appartenant à deux réseaux privés
virtuels différents VPN1 et VPN2, et un seul noeud d’en-
trée et de sortie NES2 distribue les paquets Pe et Pf vers
un équipement client destinataire EQ5 appartenant au
réseau VPN1 et les paquets Pg et Ph vers un équipement
client destinataire EQ4 appartenant au réseau VPN2.
[0069] On suppose que les quatre paquets Pe, Pf, Pg
et Ph empruntent un chemin de transfert commun CH =
NES4- NC1- NC3- NES2 dans le réseau RC entre les
noeuds d’entrée et de sortie NES4 et NES2, bien qu’en
variante les paquets Pe et Pf dans une salve et les pa-
quets Pg et Ph dans une autre salve peuvent emprunter
des chemins de transfert différents entre les noeuds
NES4 et NES2. Dans les réseaux privés virtuels VPN1
et VPN2, l’identificateur d’un chemin de transfert du
noeud NES4 vers le noeud NES2 par exemple à travers
les noeuds de coeur NC1 et NC3 est déjà mémorisé dans
les tables de routage des noeuds précités pour transférer
les paquets Pe, Pf, Pg et Ph des équipements EQ1 et
EQ2 respectivement vers les équipements EQ5 et EQ4
via le réseau RC.
[0070] A l’entrée du réseau au noeud NES4, les pa-
quets Pe et Pf transmis par l’équipement client EQ1 via
l’interface d’entrée et de sortie IN14 sont orientés  en
fonction de l’identificateur de l’interface IN14 traversée
par les paquets Pe et Pf ce qui identifie le réseau VPN1,
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et en fonction des adresses de destination lues dans les
paquets Pe et Pf ce qui identifie un noeud de "sortie"
NES2 et une interface de "sortie" IN52 à travers lesquels
les paquets Pe et Pf doivent sortir. De même, les paquets
Pg et Ph transmis par l’équipement client EQ2 via l’inter-
face d’entrée et de sortie IN24 sont orientés en fonction
de l’identificateur de l’interface IN24 traversée par les
paquets Pg et Ph ce qui identifie le réseau VPN2, et en
fonction des adresses de destination lues dans les pa-
quets Pg et Ph ce qui identifie un noeud de "sortie" NES2
et une interface de "sortie" IN42 à travers lesquels les
paquets Pg et Ph doivent sortir.
[0071] Les paquets Pe et Pf étant dirigés vers un équi-
pement client destinataire commun EQ5 dans le réseau
VPN1, les paquets Pe et Pf empruntent le même chemin
de transfert CH = NES4- NC1- NC3- NES2 et sont as-
semblés dans une salve commune B3 construite par le
noeud NES4. De même, les paquets Pg et Ph étant di-
rigés vers un équipement client destinataire commun
EQ4 dans le réseau VPN2, les paquets Pe et Pf emprun-
tent le même chemin de transfert CH = NES4- NC1- NC3-
NES2 et sont assemblés dans une salve commune B4
construite par le noeud NES4. Les salves B3 et B4 ont
des étiquettes LA3 et LA4 incluant respectivement les
identificateurs des réseaux privés virtuels VPN1 et VPN2
et ayant en commun l’identificateur du chemin de trans-
fert précité NES4- NC1- NC3- NES2. La table de routage
du noeud NES4 fait correspondre l’association d’identi-
ficateurs du réseau VPN1 et du chemin NES4- NC1-
NC3- NES2 à l’identificateur d’un port de sortie dirigé
vers le prochain noeud NC1 de manière à transférer la
salve B3 vers ce port de sortie et  l’insérer dans le trafic
vers le noeud NC1, et fait correspondre l’association
d’identificateurs du réseau VPN2 et du chemin NES4-
NC1- NC3- NES2 à l’identificateur du port de sortie pré-
cédent ou d’un autre port de sortie dirigé vers le prochain
noeud NC1 de manière à transférer la salve B4 vers ce
port de sortie et l’insérer dans le trafic vers le noeud NC1.
Le noeud NES4 détermine l’ordre et les instants de trans-
fert des salves B3 et B4 pour éviter des collisions dans
le trafic vers le noeud de coeur NC1.
[0072] Puis les prochains noeuds NC1 et NC3 insèrent
les salve B3 (LA3, Pe, Pf) et B4 (LA4, Pg, Ph) dans le
trafic du réseau RC vers les noeuds respectifs suivants
NC3 et NES2 suivant le chemin de transfert NES4- NC1-
NC3- NES2 d’une manière similaire au stockage de sal-
ve, à la lecture électronique d’étiquette, à la consultation
de table de routage et à la recherche de correspondance
entre identificateurs de réseau virtuel et de chemin de
transfert lus et un identificateur de port de sortie décrits
précédemment pour la salve B1 dans les noeuds de
coeur NC1 et NC2.
[0073] Le noeud NES2 désassemble la salve B3 en
les paquets Pe et Pf et lit électroniquement dans la salve
B3 le champ d’identification IDL de l’étiquette LA3, le
sous-champ CPO et l’identificateur d’interface d’entrée
et de sortie IN52 devant les paquets Pe et Pf afin de
retrouver cet identificateur d’interface dans la table de

routage du noeud NES2 en association avec l’identifica-
teur du réseau VPN1 extrait de l’étiquette LA3 et trans-
férer les paquets Pe et Pf vers l’équipement EQ5 via
l’interface IN52. Egalement le noeud NES2 désassemble
la salve B4 en les paquets Pg et Ph et lit électroniquement
dans la salve B4 le champ d’identification IDL de l’éti-
quette LA4, le sous-champ CPO et l’identificateur  d’in-
terface d’entrée et de sortie IN42 devant les paquets Pg
et Ph afin de retrouver cet identificateur d’interface dans
la table de routage du noeud NES2 en association avec
l’identificateur du réseau VPN2 extrait de l’étiquette LA4
et transférer les paquets Pg et Ph vers l’équipement EQ4
via l’interface IN42.
[0074] Selon des variantes de salve selon l’invention,
à la place de l’identificateur ID_CH d’un chemin CH dans
le champ d’identification IDL de l’étiquette LA d’une salve
B ou en complément de l’identificateur ID_CH, un noeud
d’entrée et de sortie NES recevant des paquets P d’un
réseau virtuel introduit des informations contribuant à
identifier le chemin à suivre par la salve assemblant les
paquets reçus, comme l’identificateur ID_IN d’une inter-
face d’entrée et de sortie IN devant entrer un paquet P
à introduire dans la salve B, l’identificateur ID_IN d’une
interface d’entrée et de sortie IN devant sortir un paquet
P extrait de la salve B, l’adresse d’un noeud d’entrée et
de sortie desservant l’interface d’entrée et de sortie IN
devant entrer un paquet P à introduire dans la salve B,
ou l’adresse d’un noeud d’entrée et de sortie desservant
l’interface d’entrée et de sortie IN devant sortir un paquet
P extrait de la salve B. Les tables de routage dans les
noeuds NES et NC et dans la plate-forme de gestion
PFG sont alors modifiées en conséquence.
[0075] Selon une autre réalisation, le contrôle des ta-
bles de routage dans les noeuds NES et NC du réseau
RC n’est plus centralisé dans une plate-forme de gestion
PFG, mais est distribué dans les noeuds NES et NC selon
un plan de commande des noeuds.
[0076] L’invention décrite ici concerne une salve as-
semblant des paquets, un procédé d’assemblage de pa-
quets à transmettre dans un réseau virtuel supporté par
un réseau de communication, un noeud tel que le noeud
NES4 par lequel des paquets Pa et Pb à transmettre
dans un réseau virtuel VPN1 sont aptes à entrer dans
un réseau de communication RC supportant le réseau
virtuel, un noeud de coeur tel que le noeud NC1, NC2
par lequel des paquets Pa et Pb à transmettre dans un
réseau virtuel VPN1 sont aptes à transiter dans un réseau
de communication RC supportant le réseau virtuel VPN1,
et un noeud tel que le noeud NES3 par lequel des paquets
Pa et Pb à transmettre dans un réseau virtuel VPN1 sont
aptes à sortir d’un réseau de communication RC suppor-
tant le réseau virtuel. Selon une implémentation, les éta-
pes du procédé de l’invention sont déterminées par des
instructions de programmes d’ordinateur incorporés res-
pectivement dans lesdits noeuds. Les programmes com-
portent des instructions de programme qui, lorsque les-
dits programmes sont exécutés dans lesdits noeuds dont
le fonctionnement est alors commandé par l’exécution
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des programmes, réalisent les étapes du procédé selon
l’invention.
[0077] En conséquence, l’invention s’applique égale-
ment à des programmes d’ordinateur, notamment des
programmes d’ordinateur enregistrés sur ou dans un ou
plusieurs supports d’enregistrement lisibles par un ordi-
nateur et tout dispositif de traitements de données, adap-
té à mettre en oeuvre l’invention. Ces programmes peu-
vent utiliser n’importe quel langage de programmation,
et être sous la forme de code source, code objet, ou de
code intermédiaire entre code source et code objet tel
que dans une forme partiellement compilée, ou dans
n’importe quelle  autre forme souhaitable pour implémen-
ter le procédé selon l’invention.
[0078] Un support d’enregistrement peut être n’impor-
te quelle entité ou dispositif capable de stocker un pro-
gramme. Par exemple, le support peut comporter un
moyen de stockage sur lequel est enregistré le program-
me d’ordinateur selon l’invention, tel qu’une ROM, par
exemple un CD ROM ou une ROM de circuit microélec-
tronique, ou encore une clé USB, ou un moyen d’enre-
gistrement magnétique, par exemple une disquette (flop-
py disc) ou un disque dur.
[0079] D’autre part, le support d’enregistrement peut
être un support transmissible tel qu’un signal électrique
ou optique, qui peut être acheminé via un câble électrique
ou optique, par radio ou par d’autres moyens. Le pro-
gramme selon l’invention peut être en particulier télé-
chargé sur un réseau de type internet.
[0080] Alternativement, le support d’enregistrement
peut être un circuit intégré dans lequel le programme est
incorporé, le circuit étant adapté pour exécuter ou pour
être utilisé dans l’exécution du procédé selon l’invention.

Revendications

1. - Salve (B1) assemblant des paquets optiques (Pa,
Pb) à transmettre dans un réseau virtuel (VPN1) sup-
porté par un réseau de communication (RC) du type
à multiplexage à division de longueur d’onde, carac-
térisée en ce qu’elle comprend une étiquette (LA1)
précédant un champ de paquet (CP) assemblant des
paquets optiques (Pa, Pb) provenant du réseau vir-
tuel et aptes à entrer dans le réseau de communi-
cation par un premier noeud (NES4) et à sortir du
réseau de communication par un deuxième noeud
(NES3), ladite étiquette incluant des premières in-
formations (ID_ VPN) contribuant à identifier le ré-
seau virtuel et des deuxièmes informations (ID_ CH)
contribuant à identifier un chemin (NES4- NC1- NC2-
NES3) entre les premier et deuxième noeuds, les
premières et deuxièmes informations étant inchan-
gées pendant la traversée entre les premier et
deuxième noeuds du réseau de communication par
la salve.

2. - Salve conforme à la revendication 1, dans laquelle

le champ de paquet comprend un premier sous-
champ (CPO) incluant le nombre de paquets opti-
ques inclus dans le champ de paquet (CP) et la lon-
gueur du champ de paquet.

3. - Salve conforme à la revendication 2, dans laquelle
chaque paquet optique (Pk) dans le champ de pa-
quet (CP) est précédé par un identificateur (INk)
identifiant une interface par laquelle le paquet sort
du réseau de communication (RC) et déduit d’une
adresse de destination dans le paquet.

4. - Salve conforme à l’une quelconque des revendica-
tions 1 à 3, dans laquelle l’étiquette inclut un identi-
ficateur d’un deuxième chemin entre les premier et
deuxième noeuds.

5. - Procédé d’assemblage de paquets optiques à
transmettre dans un réseau virtuel (VPN1) supporté
par un réseau de communication (RC) du type à mul-
tiplexage à division de longueur d’onde, caractérisé
ce que dans un premier noeud (NES4) par lequel
des paquets optiques (Pa, Pb) sont aptes à entrer
dans le réseau de communication, il comprend un
assemblage des paquets optiques (Pa, Pb) prove-
nant du réseau virtuel dans un champ de paquet
(CP) et une construction d’une salve (B1) compre-
nant le champ de paquet (CP) et une étiquette (LA1)
précédant le champ de paquet (CP) et incluant des
premières informations (ID_ VPN) contribuant à
identifier le réseau virtuel et des deuxièmes informa-
tions (ID_ CH) contribuant à identifier un chemin
(NES4- NC1- NC2- NES3) entre le premier noeud
et un deuxième noeud (NES3) par lequel les paquets
(Pa, Pb) sont aptes à sortir du réseau de communi-
cation, les premières et deuxièmes informations
étant inchangées pendant la traversée entre les pre-
mier et deuxième noeuds du réseau de communica-
tion par la salve.

6. - Procédé conforme à la revendication 5, selon lequel
les premières informations (ID_VPN) contribuant à
identifier le réseau virtuel pour chaque paquet opti-
que (Pa, Pb) reçu par le premier noeud (NES4) sont
déduites du passage du paquet à travers une inter-
face respective (IN14) reliée au premier noeud
(NES4).

7. - Procédé conforme à la revendication 5, selon lequel
les deuxièmes informations (ID_ CH) contribuant à
identifier un chemin (NES4- NC1- NC2- NES3) entre
les premier et deuxième noeuds pour chaque paquet
(Pa, Pb) reçu par le premier noeud (NES4) sont dé-
duites d’une adresse de destination lue dans le pa-
quet.

8. - Procédé conforme à la revendication 5, compre-
nant dans un noeud de coeur (NC1, NC2) du réseau
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de communication (RC) situé sur le chemin (NES4-
NC1- NC2- NES3) entre les premier et deuxième
noeuds (NES4, NES3) un stockage optique de la
salve (B1), une recherche d’un port de sortie dirigé
vers le prochain noeud (NC2, NES3) suivant le che-
min en correspondance aux premières et deuxièmes
informations (ID_ VPN, ID_ CH) lues dans l’étiquette
(LA1), et un transfert de la salve vers le port de sortie
pour l’insérer dans le trafic vers le prochain noeud.

9. - Procédé de désassemblage de paquets à trans-
mettre dans un réseau virtuel (VPN1) supporté par
un réseau de communication (RC) du type à multi-
plexage à division de longueur d’onde, caractérisé
ce que, dans un deuxième noeud (NES3) par lequel
sont aptes à sortir du réseau de communication des
paquets optiques (Pa, Pb) provenant du réseau vir-
tuel suivant un chemin (NES4- NC1- NC2- NES3)
depuis un premier noeud (NES4) par lequel les pa-
quets optiques (Pa, Pb) sont aptes à entrer dans le
réseau de communication, ledit procédé comprend
un désassemblage d’une salve (B1) transmise par
le réseau de communication (RC) en des paquets
(Pa, Pb) provenant du réseau virtuel et une étiquette
(LA1) précédant les paquets et incluant des premiè-
res informations (ID_ VPN) contribuant à identifier
le réseau virtuel et des deuxièmes informations (ID_
CH) contribuant à identifier ledit chemin (NES4-
NC1- NC2- NES3), les premières et deuxièmes in-
formations étant inchangées pendant la traversée
entre les premier et deuxième noeuds du réseau de
communication par la salve.

10. - Procédé conforme la revendication 9, comprenant
dans le premier noeud (NES4) pour chaque  paquet
optique (Pa, Pb) à assembler dans la salve (B1) une
introduction devant le paquet optique (Pk) d’un iden-
tificateur (INk) identifiant une interface par laquelle
le paquet optique est apte à sortir du réseau de com-
munication (RC) et déduit d’une adresse de desti-
nation dans le paquet, et dans le deuxième noeud
(NES3) une recherche des identificateurs des inter-
faces (IN63, IN73) lus dans la salve en association
avec l’identificateur du réseau virtuel (VPN1) pour
transférer les paquets via les interfaces.

11. - Noeud (NES4) par lequel des paquets à transmet-
tre dans un réseau virtuel (VPN1) sont aptes à entrer
dans un réseau de communication (RC) du type à
multiplexage à division de longueur d’onde suppor-
tant le réseau virtuel, caractérisé en ce qu’il est
apte à assembler des paquets optiques (Pa, Pb) pro-
venant du réseau virtuel dans un champ de paquet
(CP) et à construire une salve (B1) comprenant le
champ de paquet (CP) et une étiquette (LA1) précé-
dant le champ de paquet (CP) et incluant des pre-
mières informations (ID_ VPN) contribuant à identi-
fier le réseau virtuel et des deuxièmes informations

(ID_ CH) contribuant à identifier un chemin (NES4-
NC1- NC2- NES3) entre ledit noeud et un deuxième
noeud (NES3) par lequel les paquets optiques (Pa,
Pb) sont aptes à sortir du réseau de communication,
les premières et deuxièmes informations étant in-
changées pendant la traversée entre les premier et
deuxième noeuds du réseau de communication par
la salve.

12. - Noeud de coeur (NC1, NC2) par lequel des paquets
optiques à transmettre dans un réseau virtuel
(VPN1) sont aptes à transiter dans un réseau de
communication (RC) du type à multiplexage à divi-
sion de longueur d’onde supportant le réseau virtuel,
caractérisé en ce qu’il est apte à stocker optique-
ment une salve (B1) comprenant un champ de pa-
quet (CP) assemblant des paquets optiques (Pa, Pb)
provenant du réseau virtuel et une étiquette (LA1)
précédant le champ de paquet (CP) et incluant des
premières informations (ID_ VPN) contribuant à
identifier le réseau virtuel et des deuxièmes informa-
tions (ID_ CH) contribuant à identifier un chemin
(NES4- NC1- NC2- NES3) entre un premier noeud
par lequel les paquets (Pa, Pb) sont aptes à entrer
dans le réseau de communication et un deuxième
noeud (NES3) par lequel les paquets (Pa, Pb) sont
aptes à sortir du réseau de communication, les pre-
mières et deuxièmes informations étant inchangées
pendant la traversée entre les premier et deuxième
noeuds du réseau de communication par la salve, à
rechercher un port de sortie dirigé vers le prochain
noeud (NC2, NES3) suivant le chemin en correspon-
dance aux premières et deuxièmes informations
lues dans l’étiquette (LA1), et à transférer la salve
vers le port de sortie pour l’insérer dans le trafic vers
le prochain noeud.

13. - Noeud (NES3) par lequel des paquets optiques à
transmettre dans un réseau virtuel (VPN1) sont ap-
tes à sortir d’un réseau de communication (RC) du
type à multiplexage à division de longueur d’onde
supportant le réseau virtuel, caractérisé en ce qu’il
est apte à désassembler en des paquets optiques
(Pa, Pb) provenant du réseau virtuel une salve (B1)
comprenant un champ de paquet (CP) assemblant
les paquets optiques (Pa, Pb) devant chacun (Pk)
desquels est introduit un identificateur (INk) identi-
fiant une interface par laquelle le paquet optique est
apte à sortir du réseau de communication (RC), et
une étiquette (LA1) précédant le champ de paquet
(CP) et  incluant des premières informations (ID_
VPN) contribuant à identifier le réseau virtuel et des
deuxièmes informations (ID_ CH) contribuant à iden-
tifier un chemin (NES4- NC1- NC2- NES3) entre un
premier noeud par lequel les paquets optiques (Pa,
Pb) sont aptes à entrer dans le réseau de commu-
nication et ledit noeud (NES3), et à rechercher des
identificateurs des interfaces (IN63, IN73) lus dans
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la salve en association avec les premières informa-
tions pour transférer les paquets optiques via les in-
terfaces.

14. - Programme d’ordinateur comprenant des instruc-
tions pour la mise en oeuvre dans un noeud (NES4)
selon la revendication 11 lorsque le programme est
exécuté dans ledit noeud.

15. - Programme d’ordinateur comprenant des instruc-
tions pour la mise en oeuvre dans un noeud de coeur
(NC1, NC2) selon la revendication 12 lorsque le pro-
gramme est exécuté dans ledit noeud de coeur.

16. - Programme d’ordinateur comprenant des instruc-
tions pour la mise en oeuvre dans un noeud (NES3)
selon la revendication 13 lorsque le programme est
exécuté dans ledit noeud.

Patentansprüche

1. Stoß (B1), der optische Pakete (Pa, Pb) vereint, die
in einem virtuellen Netz (VPN1) zu übertragen sind,
das von einem Kommunikationsnetz (RC) vom Typ
mit Wellenlängenmultiplex unterstützt wird, da-
durch gekennzeichnet, dass er ein Etikett (LA1)
umfasst, das Paketfeld (CP) vorangestellt ist, das
optische Pakete (Pa, Pb) vereint, die von dem virtu-
ellen Netz kommen und geeignet sind, in das Kom-
munikationsnetz durch einen ersten Knoten (NES4)
einzutreten und aus dem Kommunikationsnetz
durch einen zweiten Knoten (NES3) auszutreten,
wobei das Etikett erste Informationen (ID_ VPN) ein-
schließt, die dazu beitragen, das virtuelle Netz zu
identifizieren, und zweite Informationen (ID_ CH),
die dazu beitragen, einen Weg (NES4- NC1- NC2-
NES3) zwischen dem ersten und dem zweiten Kon-
ten zu identifizieren, wobei die ersten und zweiten
Informationen während des Durchlaufens des Sto-
ßes zwischen dem ersten und dem zweiten Knoten
des Kommunikationsnetzes unverändert sind.

2. Stoß nach Anspruch 1, bei dem das Paketfeld ein
erstes Unterfeld (CPO) umfasst, das die Anzahl von
optischen Paketen, die in dem Paketfeld (CP) ein-
geschlossen sind, und die Länge des Paketfeldes
einschließt.

3. Stoß nach Anspruch 2, bei dem jedem optischen  Pa-
ket (Pk) in dem Paketfeld (CP) ein Identifikator (INk)
vorangestellt ist, der eine Schnittstelle identifiziert,
durch die das Paket aus dem Kommunikationsnetz
(RC) austritt, und eine Bestimmungsadresse in dem
Paket ableitet.

4. Stoß nach einem der Ansprüche 1 bis 3, bei dem
das Etikett einen Identifikator eines zweiten Weges

zwischen dem ersten und dem zweiten Knoten ein-
schließt.

5. Verfahren zum Vereinen von optischen Paketen, die
in einem virtuellen Netz (VPN1) zu übertragen sind,
das von einem Kommunikationsnetz (RC) vom Typ
mit Wellenlängenmultiplex unterstützt wird, da-
durch gekennzeichnet, dass es in einem ersten
Knoten (NES4), durch den optische Pakete (Pa, Pb)
in das Kommunikationsnetz eintreten können, eine
Vereinigung von optischen Paketen (Pa, Pb) um-
fasst, die von dem virtuellen Netz in einem Paketfeld
(CP) stammen, und eine Bildung eines Stoßes (B1),
umfassend das Paketfeld (CP) und ein Etikett (LA1),
das dem Paketfeld (CP) vorangestellt ist und erste
Informationen (ID_ VPN), die dazu beitragen, das
virtuelle Netz zu identifizieren, und zweite Informa-
tionen (ID_ CH) einschließt, die dazu beitragen, ei-
nen Weg (NES4- NC1- NC2- NES3) zwischen dem
ersten Knoten und einem zweiten Knoten (NES3) zu
identifizieren, durch den die Pakete (Pa, Pb) aus
dem Kommunikationsnetz austreten können, wobei
die ersten und zweiten Informationen während des
Durchlaufens des Stoßes zwischen dem ersten und
dem zweiten Knoten des Kommunikationsnetzes
unverändert sind.

6. Verfahren nach Anspruch 5, bei dem die ersten In-
formationen (ID_VPN), die dazu beitragen, das vir-
tuelle Netz für jedes optische Paket (Pa, Pb), das
von dem ersten Knoten (NES4) empfangen wird, zu
identifizieren, vom Durchlaufen des Pakets durch ei-
ne jeweilige Schnittstelle (IN14), die mit dem ersten
Knoten (NES4) verbunden ist, abgeleitet werden.

7. Verfahren nach Anspruch 5, bei dem die zweiten In-
formationen (ID_ CH), die dazu beitragen, einen
Weg (NES4- NC1- NC2- NES3) zwischen dem er-
sten und dem zweiten Knoten für jedes Paket (Pa,
Pb), das von dem ersten Knoten (NES4) empfangen
wird, zu identifizieren, von einer Bestimmungsadres-
se, die in dem Paket gelesen wird, abgeleitet wer-
den.

8. Verfahren nach Anspruch 5, umfassend in einem
zentralen Knoten (NC1, NC2) des Kommunikations-
netzes (RC), der sich auf dem Weg (NES4- NC1-
NC2- NES3) zwischen dem ersten und dem zweiten
Knoten (NES4, NES3) befindet, eine optische Spei-
cherung des Stoßes (B1), eine Suche eines Aus-
trittspunktes, der zum nächsten Knoten (NC2,
NES3) entlang des Weges in Übereinstimmung mit
den ersten und zweiten Informationen (ID_ VPN, ID_
CH), die in dem Etikett (LA1) gelesen werden, ge-
richtet ist, und eine Weiterleitung des Stoßes zu dem
Austrittspunkt, um ihn in den Verkehrsfluss zum
nächsten Knoten einzufügen.

21 22 



EP 2 109 964 B9

13

5

10

15

20

25

30

35

40

45

50

55

9. Verfahren zum Trennen von Paketen, die in einem
virtuellen Netz (VPN1) zu übertragen sind, das von
einem Kommunikationsnetz (RC) vom Typ mit Wel-
lenlängenmultiplex unterstützt wird, dadurch ge-
kennzeichnet, dass in einem zweiten Knoten
(NES3), durch den optische Pakete (Pa, Pb) aus
dem Kommunikationsnetz austreten können, die
von dem virtuellen Netz entlang eines Weges
(NES4- NC1- NC2- NES3) von einem ersten Knoten
(NES4), durch den die optischen Pakete (Pa, Pb) in
das Kommunikationsnetz eintreten können, kom-
men, das Verfahren eine Trennung eines Stoßes
(B1), der von  dem Kommunikationsnetz (RC) in Pa-
keten (Pa, Pb), die von dem virtuellen Netz kommen,
und ein Etikett (LA1) umfasst, das den Paketen vor-
angestellt ist und erste Informationen (ID_ VPN), die
dazu beitragen, das virtuelle Netz zu identifizieren,
und zweite Informationen (ID_ CH) umfasst, die dazu
beitragen, den Weg (NES4- NC1- NC2- NES3) zu
identifizieren, wobei die ersten und die zweiten In-
formationen während des Durchlaufens des Stoßes
zwischen dem ersten und dem zweiten Knoten des
Kommunikationsnetzes unverändert ist.

10. Verfahren nach Anspruch 9, umfassend in einem er-
sten Knoten (NES4) für jedes in dem Stoß (B1) zu
vereinende optische Paket (Pa, Pb) eine Einführung
eines Identifikators (INk) vor dem optischen Paket
(Pk), der eine Schnittstelle identifiziert, durch die das
optische Paket aus dem Kommunikationsnetz (RC)
austreten kann und von einer Bestimmungsadresse
in dem Paket abgleitet wird, und in einem zweiten
Knoten (NES3) eine Suche nach Identifikatoren der
Schnittstellen (IN63, IN73), die in dem Stoß in Ver-
bindung mit dem Identifikator des virtuellen Netzes
(VPN1) gelesen wurden, um die Pakete über die
Schnittstellen weiterzuleiten.

11. Knoten (NES4), durch den in einem virtuellen Netz
(VPN1) zu übertragende Pakete in ein Kommunika-
tionsnetz (RC) vom Typ mit Wellenlängenmultiplex,
das das virtuelle Netz unterstützt, eintreten können,
dadurch gekennzeichnet, dass er optische Pakete
(Pa, Pb), die von dem virtuellen Netz kommen, in
einem Paketfeld (CP) vereinen und einen Stoß (B1)
bilden kann, umfassend das Paketfeld (CP) und ein
Etikett (LA1), das dem Paketfeld (CP) vorangestellt
ist und erste Informationen (ID_ VPN), die dazu bei-
tragen, das virtuelle Netz zu identifizieren, und zwei-
te Informationen (ID_ CH) einschließt, die dazu bei-
tragen, einen Weg  (NES4- NC1- NC2- NES3) zwi-
schen dem ersten Knoten und einem zweiten Knoten
(NES3) zu identifizieren, durch den die optischen Pa-
kete (Pa, Pb) aus dem Kommunikationsnetz austre-
ten können, wobei die ersten und zweiten Informa-
tionen während des Durchlaufens des Stoßes zwi-
schen dem ersten und dem zweiten Knoten des
Kommunikationsnetzes unverändert sind.

12. Zentraler Knoten (NC1, NC2), durch den in einem
virtuellen Netz (VPN1) zu übertragende optische Pa-
kete in ein Kommunikationsnetz (RC) vom Typ mit
Wellenlängenmultiplex, das das virtuelle Netz unter-
stützt, übergehen können, dadurch gekennzeich-
net, dass er einen Stoß (B1) optisch speichern kann,
umfassend ein Paketfeld (CP), das optische Pakete
(Pa, Pb) vereint, die von dem virtuellen Netz kom-
men, und ein Etikett (LA1), das dem Paketfeld (CP)
vorangestellt ist und erste Informationen (ID_ VPN),
die dazu beitragen, das virtuelle Netz zu identifizie-
ren, und zweite Informationen (ID_ CH) einschließt,
die dazu beitragen, einen Weg (NES4- NC1- NC2-
NES3) zwischen einem ersten Knoten, durch den
die Pakete (Pa, Pb) in das Kommunikationsnetz ein-
treten können, und einem zweiten Knoten (NES3)
zu identifizieren, durch den die Pakete (Pa, Pb) aus
dem Kommunikationsnetz austreten können, wobei
die ersten und die zweiten Informationen während
des Durchlaufens des Stoßes zwischen dem ersten
und dem zweiten Knoten des Kommunikationsnet-
zes unverändert sind, einen Austrittspunkt suchen
kann, der zu dem nächsten Knoten (NC2, NES3)
entlang des Weges in Übereinstimmung mit den er-
sten und zweiten Informationen, die in dem Etikett
(LA1) gelesen werden, gerichtet ist, und den Stoß
zu dem Austrittspunkt weiterleiten kann, um ihn in
den Verkehrsfluss zum nächsten Knoten einzuset-
zen.

13. Knoten (NES3), durch den in einem virtuellen Netz
(VPN1) zu übertragende optische Pakete aus einem
Kommunikationsnetz (RC) vom Typ mit Wellenlän-
genmultiplex austreten können, dadurch gekenn-
zeichnet, dass er einen Stoß (B1) in optische Pa-
kete (Pa, PB), die von dem virtuellen Netz kommen,
trennen kann, umfassend ein Paketfeld (CP), das
die optischen Pakete (Pa, Pb) vereint, vor denen je-
weils (Pk) ein Identifikator (INk) eingeführt wird, der
eine Schnittstelle identifiziert, durch die das optische
Paket aus dem Kommunikationsnetz (RC) austreten
kann, und ein Etikett (LA1), das dem Paketfeld (CP)
vorangestellt ist und erste Informationen (ID_ VPN),
die dazu beitragen, das virtuelle Netz zu identifizie-
ren, und zweite Informationen (ID_ CH) einschließt,
die dazu beitragen, einen Weg (NES4- NC1- NC2-
NES3) zwischen einem ersten Knoten, durch den
die optischen Pakete (Pa, Pb) in das Kommunikati-
onsnetz eintreten können, und dem zweiten Knoten
(NES3) zu identifizieren, und Identifikatoren der
Schnittstellen (IN63, IN73) sucht, die in dem Stoß in
Verbindung mit den ersten Informationen gelesen
wurden, um die optischen Pakete über die Schnitt-
stellen weiterzuleiten.

14. Computerprogramm, umfassend Befehle für den
Einsatz in einem Knoten (NES4) nach Anspruch 11,
wenn das Programm in dem Knoten ausgeführt wird.
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15. Computerprogramm, umfassend Befehle für den
Einsatz in einem zentralen Knoten (NC1, NC2) nach
Anspruch 12, wenn das Programm in dem Knoten
ausgeführt wird.

16. Computerprogramm, umfassend Befehle für den
Einsatz in einem Knoten (NES3) nach Anspruch 13,
wenn das Programm in dem Knoten ausgeführt wird.

Claims

1. Burst (B1) assembling optical packets (Pa, Pb) to be
transmitted in a virtual network (VPN1) supported by
a communication network (RC) of the wavelength
division multiplexing type, characterized in that it
comprises a label (LA1) preceding a packet field
(CP) assembling optical packets (Pa, Pb) originating
from the virtual network and which can enter into the
communication network via a first node (NES4) and
leave the communication network via a second node
(NES3), said label including first information items
(ID_ VPN) helping to identify the virtual network and
second information items (ID_ CH) helping to identify
a path (NES4- NC1- NC2- NES3) between the first
and second nodes, the first and second information
items being unchanged during the crossing between
the first and second nodes of the communication net-
work via the burst.

2. Burst according to Claim 1, in which the packet field
comprises a first subfield (CPO) including the
number of optical packets included in the packet field
(CP) and the length of the packet field.

3. Burst according to Claim 2, in which each optical
packet (Pk) in the packet field (CP) is preceded by
an identifier (INk) identifying an interface  via which
the packet leaves the communication network (RC)
and deduced from a destination address in the pack-
et.

4. Burst according to any one of Claims 1 to 3, in which
the label includes an identifier of a second path be-
tween the first and second nodes.

5. Method for assembling optical packets to be trans-
mitted in a virtual network (VPN1) supported by a
communication network (RC) of the wavelength di-
vision multiplexing type, characterized in that, in a
first node (NES4) via which the optical packets (Pa,
Pb) can enter into the communication network, it
comprises an assembly of the optical packets (Pa,
Pb) originating from the virtual network in a packet
field (CP) and a construction of a burst (B1) compris-
ing the packet field (CP) and a label (LA1) preceding
the packet field (CP) and including first information
items (ID_ VPN) helping to identify the virtual net-

work and second information items (ID_ CH) helping
to identify a path (NES4- NC1- NC2- NES3) between
the first node and a second node (NES3) via which
the packets (Pa, Pb) can leave the communication
network, the first and second information items being
unchanged during the crossing between the first and
second nodes of the communication network via the
burst.

6. Method according to Claim 5, according to which the
first information items (ID_VPN) helping to identify
the virtual network for each optical packet (Pa, Pb)
received by the first node (NES4) are deduced from
the passage of the packet through a respective in-
terface (IN14) linked to the first node (NES4).

7. Method according to Claim 5, according to which the
second information items (ID_ CH) helping to  iden-
tify a path (NES4- NC1- NC2- NES3) between the
first and second nodes for each packet (Pa, Pb) re-
ceived by the first node (NES4) are deduced from a
destination address read in the packet.

8. Method according to Claim 5, comprising, in a core
node (NC1, NC2) of the communication network
(RC) situated on the path (NES4- NC1- NC2- NES3)
between the first and second nodes (NES4, NES3),
an optical storage of the burst (B1), a search for an
output port directed towards the next node (NC2,
NES3) along the path corresponding to the first and
second information items (ID_ VPN, ID_ CH) read
in the label (LA1), and a transfer of the burst to the
output port to insert it into the traffic to the next node.

9. Method for disassembling packets to be transmitted
in a virtual network (VPN1) supported by a commu-
nication network (RC) of the wavelength division
multiplexing type, characterized in that, in a second
node (NES3) via which optical packets (Pa, Pb), orig-
inating from the virtual network on a path (NES4-
NC1- NC2- NES3) from a first node (NES4) via which
the optical packets (Pa, Pb) can enter into the com-
munication network, can leave the communication
network, said method comprises a disassembly of a
burst (B1) transmitted by the communication net-
work (RC) in packets (Pa, Pb) originating from the
virtual network and a label (LA1) preceding the pack-
ets and including first information items (ID_ VPN)
helping to identify the virtual network and second
information items (ID_ CH) helping to identify said
path (NES4- NC1- NC2- NES3), the first and second
information items being unchanged during the cross-
ing between the first and second nodes of the com-
munication network via the burst.

10. Method according to Claim 9, comprising, in the first
node (NES4) for each optical packet (Pa, Pb) to be
assembled in the burst (B1), an introduction in front
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of the optical packet (Pk) of an identifier (INk) iden-
tifying an interface via which the optical packet can
leave the communication network (RC) and deduced
from a destination address in the packet, and in the
second node (NES3), a search for the identifiers of
the interfaces (IN63, IN73) read in the burst in asso-
ciation with the identifier of the virtual network
(VPN1) to transfer the packets via the interfaces.

11. Node (NES4) via which packets to be transmitted in
a virtual network (VPN1) can enter into a communi-
cation network (RC) of the wavelength division mul-
tiplex type supporting the virtual network, charac-
terized in that it can assemble optical packets (Pa,
Pb) originating from the virtual network in a packet
field (CP) and construct a burst (B1) comprising the
packet field (CP) and a label (LA1) preceding the
packet field (CP) and including first information items
(ID_ VPN) helping to identify the virtual network and
second information items (ID_ CH) helping to identify
a path (NES4- NC1- NC2- NES3) between said node
and a second node (NES3) via which the optical
packets (Pa, Pb) can leave the communication net-
work, the first and second information items being
unchanged during the crossing between the first and
second nodes of the communication network via the
burst.

12. Core node (NC1, NC2) via which optical packets to
be transmitted in a virtual network (VPN1) can cross
into a communication network (RC) of the wave-
length division multiplexing type supporting the vir-
tual network, characterized in that it can  optically
store a burst (B1) comprising a packet field (CP) as-
sembling optical packets (Pa, Pb) originating from
the virtual network and a label (LA1) preceding the
packet field (CP) and including first information items
(ID_ VPN) helping to identify the virtual network and
second
, information items (ID_ CH) helping to identify a path
(NES4- NC1- NC2- NES3) between a first node via
which the packets (Pa, Pb) can enter into the com-
munication network and a second node (NES3) via
which the packets (Pa, Pb) can leave the communi-
cation network, the first and second information
items being unchanged during the crossing between
the first and second nodes of the communication net-
work via the burst, search for an output port directed
towards the next node (NC2, NES3) along the path
corresponding to the first and second information
items read in the label (LA1), and transfer the burst
to the output port to insert it into the traffic to the next
node.

13. Node (NES3) via which optical packets to be trans-
mitted in a virtual network (VPN1) can leave a com-
munication network (RC) of the wavelength division
multiplexing type supporting the virtual network,

characterized in that it can disassemble, into opti-
cal packets (Pa, Pb) originating from the virtual net-
work, a burst (B1) comprising a packet field (CP)
assembling the optical packets (Pa, Pb) in front of
each (Pk) of which is introduced an identifier (INk)
identifying an interface via which the optical packet
can leave the communication network (RC), and a
label (LA1) preceding the packet field (CP) and in-
cluding first information items (ID_ VPN) helping to
identify the virtual network and second information
items (ID_ CH) helping to identify a path (NES4-
NC1- NC2- NES3) between a first node via which
the optical packets (Pa, Pb) can enter into  the com-
munication network and said node (NES3), and
search for the identifiers of the interfaces (IN63,
IN73) read in the burst in association with the first
information items to transfer the optical packets via
the interfaces.

14. Computer program comprising instructions for im-
plementation in a node (NES4) according to Claim
11, when the program is run in said node.

15. Computer program comprising instructions for im-
plementation in a core node (NC1, NC2) according
to Claim 12, when the program is run in said core
node.

16. Computer program comprising instructions for im-
plementation in a node (NES3) according to Claim
13, when the program is run in said node.
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