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(54) Identification system for pigeon sport

(57)  An identification system (200) for pigeon sport
includes anidentification device (20) mounted to a pigeon
and pre-storing therein identification data that includes
identification code and unique code (UID), and a reading
device (30) storing the identification data corresponding
to the pigeon. Upon checking-in for a pigeon race, the
host device (40) reads the identification data from the

identification device (20), obtains the identification data
from the reading device (30), verifies whether the iden-
tification data read thereby matches the identification da-
ta obtained from the reading device (30), and transmits
random code to the identification device (20) and to the
reading device (30) upon verifying that the identification
data read thereby matches the identification data ob-
tained from the reading device (30).
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Description

[0001] The invention relates to an identification sys-
tem, more particularly to an identification system for pi-
geon sport.

[0002] In a conventional identification system for pi-
geon sport, an identification device, such as a transpond-
er, is mounted to a ring that is sleeved on a foot of a
pigeon, and stores identification code associated with
the pigeon therein. A reading device reads the identifi-
cation code from the identification device through RFID
techniques so as to identify the identity of the pigeon. In
actual use, the reading device is installed in a pigeon loft.
[0003] Upon registration for a pigeon race, a host de-
vice reads and registers the identification code from the
identification device mounted to the pigeon that is to par-
ticipate in the pigeon race. Upon checking-in for the pi-
geon race, the host device grants and transmits random
code to the identification device and to the reading device
upon identification of the identity of the pigeon. Thereaf-
ter, when the pigeon goes back into the pigeon loft, the
reading device reads the identification code and the ran-
dom code from the identification device, and records re-
sult data indicating date and time of receipt of the iden-
tification information upon verifying that the identification
code and the random code read thereby match the iden-
tification code and the random code therein.

[0004] However, in such a configuration, since the
identification code and the random code stored in a pro-
grammable read/write memory of the identification de-
vice can be read by a reader so as to copy the same, a
fair race cannot be ensured.

[0005] Therefore, the object of the present invention
is to provide an identification system for pigeon sport that
can prevent fraudulent competition.

[0006] According to the present invention, an identifi-
cation system for pigeon sport includes an identification
device mounted to a pigeon and pre-storing therein iden-
tification data thatincludes identification code and unique
code (UID), and areading device storing the identification
data. Upon checking-in for a pigeon race, the host device
reads the identification data from the identification de-
vice, obtains the identification data from the reading de-
vice, verifies whether the identification data read thereby
matches the identification data obtained from the reading
device, and transmits random code to the identification
device and to the reading device upon verifying that the
identification data read thereby matches the identification
data obtained from the reading device.

[0007] Other features and advantages of the present
invention will become apparent in the following detailed
description of the preferred embodiment with reference
to the accompanying drawings, of which:

Figure 1 is a schematic circuit block diagram illus-
trating the preferred embodiment of an identification
system for pigeon sport according to the present in-
vention;
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Figure 2 is a schematic view illustrating operation of
the preferred embodiment upon registration of a pi-
geon race; and

Figure 3 is a schematic view illustrating operation of
the preferred embodiment upon checking-in for the
pigeon race.

[0008] Referring to Figure 1, the preferred embodi-
ment of an identification system 200 for pigeon sport ac-
cording to the present invention is shown to include a
number (N) of groups of identification devices 20, a
number (N) of reading devices 30, and a host device 40.
[0009] Each group of the identification devices 20 cor-
responds to a respective breeder that has at least one
pigeon (not shown) which is to participate in a pigeon
race. Each identification device 20, such as a radio fre-
quency identification (RFID) device, is implemented in a
ring thatis adapted to be sleeved on afoot of a respective
pigeon in this embodiment, and pre-stores therein iden-
tification data that includes identification code associated
with the respective pigeon, and unique code (UID) cor-
responding to the identification code. In this embodiment,
each identification device 20 includes a read only mem-
ory (ROM) 21 for storing the unique code (UID) therein,
and a random access memory (RAM) 22 for storing the
identification code therein. In other embodiments, each
identification device 20 can include a programmable
read/write memory for storing the identification data
therein. Furthermore, in this embodiment, the unique
code (UID) is a serial number. In other embodiments, the
unique code (UID) can be a serial of alphabets or a serial
of a combination of numerals and alphabets.

[0010] Each reading device 30 corresponds to a re-
spective group of the identification devices 20. In this
embodiment, each reading device 30 includes a reader
31, a storage unit 32, a connecting port 33, and a proc-
essor 34 coupled to the reader 31, the storage unit 32
and the connecting port 33. The reader 31 of each read-
ing device 30 is capable of communicating with each
identification device 20 of the respective group through
wireless RFID techniques. The storage unit 32 of each
reading device 30 stores the identification data corre-
sponding to each identification device 20 of the respec-
tive group.

[0011] The host device 40 includes a storage unit 42,
a reading unit 43, a transmission unit 44, a display unit
41, and a control unit 45 coupled to the storage unit 42,
the reading unit 43, the transmission unit 44 and the dis-
play unit 41. The reading unit 43 is capable of commu-
nicating with each identification device 20 through wire-
less RFID techniques. The transmission unit 44 is oper-
able to connect electrically the connecting port 33 of each
reading device 30 through a wire. The storage unit 42
stores a verification program.

[0012] Referring to Figure 2, upon registration for the
pigeon race, the reading unit 43 of the host device 40
reads the identification data pre-stored in each identifi-
cation device 20 mounted to a corresponding pigeon,
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and the control unit 45 of the host device 40 obtains the
identification data stored in the storage unit 32 of each
reading device 30 via the transmission unit 44, and ver-
ifies whether the identification data read from each iden-
tification device 20 of each group matches the identifica-
tion data obtained from a corresponding reading device
30, thereby confirming the pigeons registered in the pi-
geon race. However, in actual operation for the pigeon
race, the registration stage can be omitted.

[0013] Referring to Figure 3, upon checking-in for the
pigeon race, the reading unit 43 of the host device 40
reads the identification data, i.e., the identification code
and the unique code (UID), from each identification de-
vice 20 mounted to the corresponding pigeon. The con-
trol unit 45 of the host device 40 obtains the identification
data stored in each reading device 30 via the transmis-
sion unit 44, verifies whether the identification data from
each identification device 20 of each group read by the
reading unit 43 matches the identification data obtained
from the corresponding reading device 30 through exe-
cution of the verification program, and grants and trans-
mits random code that is secretly generated thereby to
the connecting port 33 of the corresponding reading de-
vice 30 via the transmission unit 44, and to a correspond-
ing identification device 20 via the reading unit 43 upon
verifying that the identification data from each identifica-
tion device 20 of each group read by the reading unit 43
matches the identification data obtained from the corre-
sponding reading device 30. In this embodiment, the ran-
dom code for each identification device 20 is stored in
the RAM 22 of the same. In other embodiments, the ran-
dom code for each identification device 20 can be stored
in the programmable read/write memory. Each reading
device 30 stores the random codes transmitted from the
host device 40 in the storage unit 32. It is noted that, in
actual use, the control unit 45 of the host device 40 gen-
erates a message indicating mismatch and displayed on
the display unit 41 upon verifying that the identification
data from each identification device 20 of each group
read by the reading unit 43 mismatches the identification
data obtained from the corresponding reading device 30.
[0014] For each reading device 30, when a pigeon
goes back into its pigeon loft, the reader 31 reads the
identification data and the random code from the identi-
fication device 20 mounted to the pigeon. The processor
34 compares the identification data, i.e., the identification
code and the unique code (UID), and the random code
read by the reader 31 with those stored in the storage
unit 32, generates result data indicating date and time of
receipt of the identification data and the random code
when the identification data and the random code read
by the reader 31 matches those stored in the storage unit
32, and records the result data corresponding to the iden-
tification data and the random code in the storage unit
32. Finally, the host device 40 can obtain the result data
corresponding to the identification data and the random
code of each identification device 20 from each reading
device 30.
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[0015] Itis noted that, in other embodiments, the stor-
age unit 42 of the host device 40 further stores an en-
cryption program such that the control unit 45 generates
encrypted code through execution of the encryption pro-
gram stored in the storage unit 42, and transmits the en-
crypted code to each identification device 20 via the read-
ing unit 43 upon sale, registration or/and check-in. In this
case, the identification data stored in each identification
device 20 furtherincludes the encrypted code transmitted
from the host device 40, wherein the encrypted code and
the unique code (UID) are arranged adjacent to each
other when the identification data stored in each identi-
fication device 20 is read by the corresponding reading
device 30, and is displayed on a display (not shown) of
the corresponding reading device 30. For example, when
the identification data is displayed on the display of each
reading device 30, the encrypted code is disposed in front
or back of the unique code (UID). Alternatively, the en-
crypted code has first and second code portions such
that the unique code (UID) is disposed between the first
and second code portions when displaying the identifi-
cation data. Furthermore, in this case, when a pigeon
goes back into its pigeon loft, the corresponding reading
device 30 reads the identification data and the random
code from the identification device 20 mounted to the
pigeon, and compares the identification code of the iden-
tification data and the random code read thereby with the
identification code stored therein and the random code
transmitted from the host device 30. As a result, since
the encrypted code of the identification data stored in
each identification device 20 can be updated in any one
of registration and check-in stages, the identification data
for the same identification device 20 read and displayed
by the corresponding reading device 30 in the registration
stage is different from that in the check-in stage, thereby
preventing copy of the unique code (UID).

[0016] In such a configuration, since the unique code
(UID) in each identification device 20 cannot be changed
or deleted, copy of the unique code (UID) can be pre-
vented such that each pigeon can be effectively identi-
fied. Therefore, the identification system 200 of the
present invention can ensure that pigeons actually flying
in a pigeon race are the same as those registered in the
pigeon race, thereby ensuring a fair race.

Claims

1. Anidentification system (200) for pigeon sport,
characterized by:

an identification device (20) adapted to be
mounted to a pigeon which is to participate in a
pigeon race and pre-storing therein identifica-
tion data that includes identification code asso-
ciated with the pigeon, and unique code (UID)
corresponding to the identification code;

a reading device (30) storing the identification
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data corresponding to the pigeon; and

a host device (40) including a reading unit (43),
a transmission unit (44), and a control unit (45)
coupled to said reading unit (43) and said trans-
mission unit (44);

wherein, upon checking-in for the pigeon race,
said reading unit (43) of said host device (40)
reads the identification data from said identifica-
tion device (20) mounted to the pigeon, and said
control unit (45) of said host device (40) obtains
the identification data from said reading device
(30) through said transmission unit (44), verifies
whether the identification data read by said read-
ing unit (43) matches the identification data ob-
tained from said reading device (30), and trans-
mits random code to said identification device
(20) via said reading unit (43) and to said reading
device (30) via said transmission unit (44) upon
verifying that the identification data read by said
reading unit (43) matches the identification data
obtained from said reading device (30).

The identification system (200) as claimed in Claim
1, characterized in that said host device (40) further
includes a display unit (41) coupled to said control
unit (45) for displaying thereon a message generated
by said control unit (45) and indicating mismatch up-
on verifying that the identification data read by said
reading unit (43) mismatches the identification data
obtained from said reading device (30).

The identification system (200) as claimed in Claim
1, characterized in that, when the pigeon mounted
with said identification device (20) goes back into its
pigeon loft during the pigeon race, said reading de-
vice (30) reads the identification data and the random
code from said identification device (20), compares
the identification code and the unique code (UID)of
the identification data, and the random code read
thereby with the identification data stored therein,
and the random code transmitted from said host de-
vice (40), and records therein result data indicating
date and time of receipt of the identification data and
the random code when the identification code and
the unique code (UID) of the identification data and
the random code read thereby matches respectively
the identification data stored therein, and the random
code transmitted from said host device (40) such that
said reading device (30) sets up a reading record
that contains the result data, the identification data
and the random code and that is capable of being
acquired by said host device (40).

The identification system (200) as claimed in Claim
1, characterized in that said identification device
(20) is a radio frequency identification device, said
reading device (30) and said reading unit (43) com-
municating with said identification device (20)
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10.

11.

through wireless radio frequency identification tech-
niques.

The identification system (200) as claimed in Claim
1, characterized in that said identification device
(20) includes a read only memory for storing the
unique code (UID) of said identification data therein,
and a random access memory for storing the iden-
tification code of the identification data and the ran-
dom code therein.

The identification system (200) as claimed in Claim
1, characterized in that said identification device
(20) includes a programmable read/write memory for
storing the identification data and the random code
therein.

The identification system (200) as claimed in Claim
1, characterized in that the unique code (UID) of
the identification data is one of a serial number, a
series of alphabets, and a series of a combination
of numerals and alphabets.

The identification system (200) as claimed in Claim
1, characterized in that:

said host device (40) further includes a storage
unit (42) coupled to said control unit (45) and
storing an encryption program, said control unit
(45) generating encrypted code through execu-
tion of the encryption program stored in said
storage unit (42), and transmitting the encrypted
code to said identification device (20) via said
reading unit (43); and

said identification data stored in said identifica-
tion device (20) further includes the encrypted
code transmitted from said host device (40),
wherein the encrypted code and the unique code
(UID) are arranged adjacent to each other when
the identification data stored in said identifica-
tion device (20) is read and displayed by said
reading device (30).

The identification system (200) as claimed in Claim
8, further characterized in that the encrypted code
is disposed in front of the unique code (UID) when
displaying the identification data.

The identification system (200) as claimed in Claim
8, further characterized in that the encrypted code
is disposed in back of the unique code (UID) when
displaying the identification data.

The identification system (200) as claimed in Claim 8,
further characterized in that the encrypted code has
first and second code portions such that the unique
code (UID) is disposed between the first and second
code portions when displaying the identification data.
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