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(54) METHOD, DEVICE AND SYSTEM FOR IMPLEMENTING MULTIPARTY COMMUNICATION

(57) Embodiments of the present invention relate to
the field of communication technologies and disclose a
method, an apparatus, and a system for implementing
multi-party communication to extend application of a
traversal technology in the multi-party communication. A
method for implementing multi-party communication in-

cludes: sending a communication request to a first node
through a forwarding node on a network layer; and re-
ceiving the communication request sent by the first node,
and setting up a communication connection with the first
node. The method, apparatus, and system provided in
the embodiments of the present invention are applicable
to multi-party communication that requires traversal.
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Description

[0001] This application claims priority to Chinese Ap-
plication No. 200910206247.8, filed on October 15, 2009
and entitled "METHOD, APPARATUS, AND SYSTEM
FOR IMPLEMENTING MULTI-PARTY COMMUNICA-
TION", which is incorporated herein by reference in its
entirety.

FIELD OF THE INVENTION

[0002] The present invention relates to the field of com-
munication technologies, and in particular, to a method,
an apparatus, and a system for implementing multi-party
communication.

BACKGROUND OF THE INVENTION

[0003] In a multi-party communication scenario of the
Internet (Internet), in some cases, a third party needs to
set up, according to information provided by one party
currently in a communication state, a communication
connection between the third party and the other party
under communication currently (communication peer).
For example, in the scenario shown in FIG. 1, a host
(host) A and a host C are two parties communicating with
each other, and know some information related to the
opposite party, including an address (in an existing so-
lution, the address includes only an IP address in a do-
main to which the host belongs or a domain name of the
host), and so on; one party (host A) notifies the third party
(host B) of information related to the communication peer
(host C), so that the host B performs addressing for the
host C directly and originates a communication request.
[0004] However, because of certain reasons such as
address range and firewall, if the host C uses a private
IP address in a site (domain or network) 3, the host B is
unable to set up a communication connection with the
host C directly according to address information of the
host C, where the address information of the host C is
provided by the host A.
[0005] In the prior art, a solution to the foregoing prob-
lem is to implement a communication connection be-
tween the host B and the host C by means of traversal
through an application layer. As shown in FIG. 2, if all
hosts have set up a valid communication connection with
an application server (APP Server), when the host B
needs to communicate with the host C, the host B may
notify the application server of the request; the applica-
tion server forwards host B’s communication request
through a communication connection already set up be-
tween the application server and the host C; after receiv-
ing the request forwarded by the application server, the
host C originates an outward communication request to
the host B immediately. In this way, a communication
connection to the host B is set up.
[0006] In the process of implementing the foregoing
multi-party communication, the inventor finds at least the

following problems in the prior art:
[0007] The solution, which sets up a communication
connection between the host B and the host C by means
of traversal through the application layer, does not work
unless a valid communication connection is setup be-
tween all hosts and the application server. Moreover, the
traversal process depends on the application layer, and
the solution serves only a specific application and is not
universally applicable. Therefore, in an existing multi-
party communication process, the application of a traver-
sal technology is limited significantly.

SUMMARY OF THE INVENTION

[0008] Embodiments of the present invention provide
a method, an apparatus, and a system for implementing
multi-party communication to extend application of a
traversal technology in multi-party communication.
[0009] To fulfill the foregoing objectives, the embodi-
ments of the present invention employ the following tech-
nical solutions:
[0010] A method for implementing multi-party commu-
nication includes:

sending a communication request to a receiving
node through a forwarding node on a network layer;
and
receiving a communication connection request sent
by the receiving node, and setting up a communica-
tion connection with the receiving node.

[0011] A method for implementing multi-party commu-
nication, where the method is applied on a network layer,
includes:

receiving a communication request sent by an orig-
inating node;
judging whether the communication request com-
plies with a forwarding rule; and
forwarding the communication request to a receiving
node if the communication request complies with the
forwarding rule; or returning error information to the
originating node if the communication request does
not comply with the forwarding rule.

[0012] An originating node apparatus for implementing
multi-party communication includes:

a forwarding module, configured to send a commu-
nication request to a receiving node through a for-
warding node on a network layer; and
a receiving module, configured to receive a commu-
nication connection request sent by the receiving
node, and set up a communication connection with
the receiving node.

[0013] A forwarding node apparatus for implementing
multi-party communication, where the forwarding node
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apparatus is located on a network layer, includes:

a receiving module, configured to receive a commu-
nication request sent by an originating node;
a judging module, configured to judge whether the
communication request complies with a forwarding
rule; and
a sending module, configured to forward the com-
munication request to a receiving node when a judg-
ing result of the judging module is that the commu-
nication request complies with the forwarding rule;
or return error information to the originating node
when a judging result of the judging module is that
the communication request does not comply with the
forwarding rule.

[0014] A system for implementing multi-party commu-
nication includes an originating node, a forwarding node,
and a receiving node that are all located on a network
layer;
[0015] The originating node is configured to send a
communication request to the forwarding node, where
the communication request carries address information
of the receiving node;
[0016] The forwarding node is configured to forward
the communication request to the receiving node; and
[0017] The receiving node is configured to send a com-
munication connection request to the originating node
after receiving the communication request.
[0018] Through the method, apparatus and system for
implementing multi-party communication according to
the embodiments of the present invention, the forwarding
node located on the network layer implements traversal
of the communication request. Because implementation
of the entire process is based on the network layer, the
technical solutions of the present invention are also ap-
plicable to various upper-layer applications. Moreover,
the technical solutions according to the embodiments of
the present invention work no matter whether all hosts
are connected with the forwarding node on an application
layer or not, which extends application scenarios of the
traversal technology in the multi-party communication
greatly.

BRIEF DESCRIPTION OF THE DRAWINGS

[0019] To describe the technical solutions according
to the embodiments of the present invention or in the
prior art more clearly, the following outlines accompany-
ing drawings involved in description of the embodiments.
Apparently, the accompanying drawings in the following
description are merely some embodiments of the present
invention, and persons of ordinary skill in the art may
further obtain other drawings from these accompanying
drawings without making creative efforts.
[0020] FIG. 1 is a conceptual diagram for performing
multi-party communication on a network layer in the prior
art;

[0021] FIG. 2 is a conceptual diagram for implementing
traversal through an application layer in an existing multi-
party communication process;
[0022] FIG. 3 is a flowchart of a method according to
a first embodiment of the present invention;
[0023] FIG. 4 is a schematic structural diagram of an
apparatus according to a first embodiment of the present
invention;
[0024] FIG. 5 is a flowchart of a method according to
a second embodiment of the present invention;
[0025] FIG. 6 is a schematic structural diagram of an
apparatus according to a second embodiment of the
present invention;
[0026] FIG. 7 is a signaling flowchart of a method ac-
cording to a third embodiment of the present invention;
[0027] FIG. 8 is a signaling flowchart of a method ac-
cording to a fourth embodiment of the present invention;
[0028] FIG. 9 is a schematic structural diagram of an
apparatus according to a fifth embodiment of the present
invention;
[0029] FIG. 10 is a schematic structural diagram of a
system according to a sixth embodiment of the present
invention; and
[0030] FIG. 11 is a conceptual diagram of an instance
for performing traversal between different IP networks
according to an embodiment of the present invention.

DETAILED DESCRIPTION OF THE EMBODIMENTS

[0031] The technical solutions according to the em-
bodiments of the present invention are described clearly
and completely in conjunction with the accompanying
drawings in the embodiments of the present invention.
Evidently, the embodiments to be described are merely
part of rather than all of the embodiments of the present
invention. All other embodiments, which are obtained by
those of ordinary skill in the art based on the embodi-
ments of the present invention without making creative
efforts, shall fall within the protection scope of the present
invention.
[0032] A method, an apparatus and a system for im-
plementing multi-party communication according to em-
bodiments of the present invention are described in detail
with reference to the accompanying drawings.

Embodiment 1

[0033] As shown in FIG. 3, a method for implementing
multi-party communication provided in an embodiment
of the present invention includes:
[0034] 301. Send a communication request to a receiv-
ing node through a forwarding node on a network layer.
[0035] In this embodiment, the communication request
carries address information of the receiving node.
[0036] The address information of the receiving node
may be information of a domain to which the receiving
node belongs, and an intra-domain identifier of the re-
ceiving node.
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[0037] The information of the domain to which the re-
ceiving node belongs may be a network name (such as
huawei.com) or protocol name, where the network name
or the protocol name corresponds to the domain; and the
intra-domain identifier corresponding to the receiving
node may be an intra-domain IP address or a host name
of the receiving node.
[0038] The communication request may be a request
for setting up an IP connection, and certainly may also
be another request related to a different service.
[0039] 302. Receive a communication connection re-
quest sent by the receiving node, and set up a commu-
nication connection with the receiving node.
[0040] In this embodiment, a subject for executing the
foregoing steps is an originating node of the communi-
cation request, where the originating node may be a host
in a network or domain; the receiving node may be a host
in another network or domain, and the forwarding node
may be a gateway corresponding to a network to which
the receiving node belongs or a domain to which the re-
ceiving node belongs, or a third-party device that sets up
a communication connection with the sending node and
the receiving node simultaneously.
[0041] In this embodiment, the foregoing sequence
numbers are not intended for restricting the implemen-
tation order between the steps.
[0042] To better implement the foregoing multi-party
communication method, an embodiment of the present
invention further provides an originating node apparatus
for implementing multi-party communication. As shown
in FIG. 4, the apparatus includes:

a forwarding module 41, configured to send a com-
munication request to a receiving node through a
forwarding node on a network layer; and
a receiving module 42, configured to receive a com-
munication connection request sent by the receiving
node, and set up a communication connection with
the receiving node.

[0043] Through the method for implementing multi-
party communication and the originating node apparatus
in this embodiment of the present invention, the forward-
ing node located on the network layer implements traver-
sal of the communication request. Because implemen-
tation of the entire process is based on the network layer,
the technical solutions of the present invention are also
applicable to various upper-layer applications. Moreover,
the technical solutions according to the embodiments of
the present invention work no matter whether all hosts
are connected with the forwarding node on an application
layer or not, which extends application scenarios of a
traversal technology in the multi-party communication
greatly.

Embodiment 2

[0044] As shown in FIG. 5, a method for implementing

multi-party communication provided in an embodiment
of the present invention is applied to a network layer, and
specifically includes:
[0045] 501. Receive a communication request sent by
an originating node.
[0046] In this embodiment, the communication request
carries address information of the receiving node, and
the address information of the receiving node may be
information of a domain to which the receiving node be-
longs and an intra-domain identifier of the receiving node,
and is used to indicate that the communication request
is sent to the receiving node.
[0047] 502. Judge whether the communication request
complies with a forwarding rule.
[0048] The forwarding rule here may be formulated by
a layer higher than the network layer and delivered to the
forwarding node located on the network layer. For exam-
ple, the forwarding rule may be security authentication,
and if the communication request complies with the se-
curity authentication, it is regarded that the communica-
tion request complies with the forwarding rule; if the com-
munication request does not comply with the security au-
thentication, it is regarded that the communication re-
quest does not comply with the forwarding rule.
[0049] If the communication request complies with the
forwarding rule, step 503 is executed; if the communica-
tion request does not comply with the forwarding rule,
step 504 is executed.
[0050] 503. Forward the communication request to the
receiving node.
[0051] 504. Return error information to the originating
node. The error information includes an error cause for
the communication request, namely, an error cause in-
dicates that the communication request does not comply
with the forwarding rule, so that the originating node
makes correction at the time of originating a next com-
munication request.
[0052] In this embodiment, a subject for executing the
foregoing steps is the forwarding node of the communi-
cation request, where the forwarding node may be a gate-
way corresponding to a network to which the receiving
node belongs or a domain to which the receiving node
belongs, or a third-party device that sets up a communi-
cation connection with the sending node and the receiv-
ing node simultaneously.
[0053] To better implement the foregoing multi-party
communication method, an embodiment of the present
invention further provides a forwarding node apparatus
for implementing multi-party communication. The for-
warding node apparatus is located on the network layer.
As shown in FIG. 6, the forwarding node apparatus in-
cludes:

a receiving module 61, configured to receive a com-
munication request sent by an originating node;
a judging module 62, configured to judge whether
the communication request complies with a forward-
ing rule; and
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a sending module 63, configured to forward the com-
munication request to a receiving node when a judg-
ing result of the judging module 62 is that the com-
munication request complies with the forwarding
rule; or return error information to the originating
node when a judging result of the judging module 62
is that the communication request does not comply
with the forwarding rule.

[0054] Through the method for implementing multi-
party communication and the forwarding node apparatus
in this embodiment of the present invention, in the proc-
ess of forwarding the communication request, the com-
munication request is authenticated first, and it is judged
whether the communication request complies with the
forwarding rule; if the communication request complies
with the forwarding rule, the communication request is
forwarded; if the communication request does not comply
with the forwarding rule, an error cause is fed back to a
sender. In this way, it is avoided that a communication
request that carries erroneous data or incomplete data
is sent to a receiver, which may improve efficiency of
setting up the communication connection.

Embodiment 3

[0055] The following takes a specific example to further
describe a method for implementing multi-party commu-
nication in this embodiment of the present invention. In
a current network, a communication connection is set up
between a host A and a host B, and a communication
connection is set up between the host A and a host C
through a VPN (Virtual Private Network, virtual private
network). In this embodiment, a gateway of a domain to
which a receiving node belongs serves as a forwarding
node.
[0056] Specifically, as shown in FIG. 7, the method for
implementing multi-party communication in a gateway
forwarding mode in this embodiment of the present in-
vention includes the following steps:
[0057] 701. A host A notifies a host B (originating node)
of information related to a host C (receiving node), where
the information includes information of a domain to which
the host C belongs and an identifier of the host C in the
domain (may be an intra-domain address or an intra-
domain name). For example, Huawei.com is used as a
domain identifier, and an internal IP address of the host
C or a host name of the host C is used as an intra-domain
identifier.
[0058] 702. The host B originates a communication re-
quest to a gateway C (forwarding node). The communi-
cation request carries the information of the domain to
which the host C belongs and the intra-domain identifier,
and indicates that the host B intends to communicate
with the host C.
[0059] The gateway C is a gateway between a site 3
to which the host C belongs and a public network, and
address information of the gateway may be obtained in

the following manners:
[0060] (1) The address information of the gateway C
may be public-known site 3 gateway information; for ex-
ample, gateway.huawei.com is used as a default gate-
way domain name of the domain;
[0061] (2) The address information of the gateway C
is obtained by querying a DNS (Domain Name System,
domain name system), and so on; and
[0062] (3) The address information of the gateway C
may also be included in a message sent by the host A
to the host B.
[0063] Afterward, the host B may perform addressing
on the gateway C according to the address information
of the gateway C, and send the communication request
to the gateway C.
[0064] 703. The gateway C judges whether the re-
ceived communication request complies with a forward-
ing rule.
[0065] The forwarding rule here may be formulated by
a layer higher than a network layer and delivered to the
forwarding node located on the network layer. For exam-
ple, the forwarding rule may be security authentication,
and if the communication request complies with the se-
curity authentication, it is regarded that the communica-
tion request complies with the forwarding rule; if the com-
munication request does not comply with the security au-
thentication, it is regarded that the communication re-
quest does not comply with the forwarding rule.
[0066] If the communication request complies with the
forwarding rule, steps 704 and 706 are executed; if the
communication request does not comply with the for-
warding rule, steps 705 and 706 are executed.
[0067] 704. The gateway C forwards the communica-
tion request to the host C.
[0068] 705. The gateway C returns error information
to the host B. The error information includes an error
cause for the communication request, so that the host B
makes correction at the time of originating a next com-
munication request.
[0069] 706. After receiving the communication re-
quest, the host C originates a communication connection
request to the host B, and thus sets up a bidirectional
communication connection with the host B.
[0070] In some cases, for example, in the case that
communication may be set up between the host C and
the host B without traversal, the host C may serve the
purpose of security inspection only; after receiving the
communication request forwarded by the gateway C, the
host C does not need to originate an outward communi-
cation connection request again, but sets up the bidirec-
tional communication connection between the host C and
the host B directly.
[0071] In the method for implementing multi-party
communication provided in this embodiment of the
present invention, a gateway of a domain to which a host
belongs is used as a forwarding node, and traversal of
the communication request is implemented through the
forwarding node. Because implementation of the entire
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process is based on the network layer, the technical so-
lutions of the present invention are also applicable to var-
ious upper-layer applications. Moreover, the technical
solutions according to the embodiments of the present
invention work no matter whether all hosts are connected
with the forwarding node on an application layer or not,
which extends application scenarios of a traversal tech-
nology in the multi-party communication greatly.

Embodiment 4

[0072] The following takes a specific example to further
describe a method for implementing multi-party commu-
nication in this embodiment of the present invention. In
a current network, a communication connection is set up
between a host A and a host B, and a communication
connection is set up between the host A and a host C
through a VPN. In this embodiment, the host A serves
as a forwarding node.
[0073] Specifically, as shown in FIG. 8, the method for
implementing multi-party communication in a host proxy
forwarding mode in this embodiment of the present in-
vention includes the following steps:
[0074] 801. A host A notifies a host B (originating node)
of address information related to a host C (receiving
node), where the address information of the host C may
be a private network address (for example, an intra-do-
main address or an intra-domain name) of the host C.
[0075] Although private network addresses overlap
each other between different domains, an address of the
host C cannot be determined uniquely only according to
the private network address; however, the host B may
implement addressing for the host C by making complete
use of the information because the address information
of the host C is notified by the host A to the host B.
[0076] 802. The host B originates a communication re-
quest to the host C according to the obtained address
information of the host C.
[0077] If the communication request is sent success-
fully, it is not necessary to perform the following step; if
the communication request is sent unsuccessfully, step
803 needs to be performed.
[0078] 803. The host B sends a communication re-
quest to the host A (forwarding node). The communica-
tion request carries the address information of the host
C to indicate that the host B intends to communicate with
the host C.
[0079] 804. The host A forwards the communication
request to the host C through the communication con-
nection established between the host A and the host C.
[0080] 805. After receiving the communication re-
quest, the host C originates a communication connection
request to the host B, and thus sets up a bidirectional
communication connection with the host B.
[0081] In the method for implementing multi-party
communication provided in this embodiment of the
present invention, a host that sets up a communication
connection with the originating node and the receiving

node at the same time is used as a forwarding node, and
traversal of the communication request is implemented
through the forwarding node. Because implementation
of the entire process is based on a network layer, the
technical solutions of the present invention are also ap-
plicable to various upper-layer applications. Moreover,
the technical solutions according to the embodiments of
the present invention work no matter whether all hosts
are connected with the forwarding node on an application
layer or not, which extends application scenarios of a
traversal technology in the multi-party communication
greatly.

Embodiment 5

[0082] Corresponding to the method for implementing
multi-party communication provided in the fourth embod-
iment, an embodiment of the present invention further
provides an originating node apparatus for implementing
multi-party communication. As shown in FIG. 9, the orig-
inating node apparatus includes a forwarding module 91,
a receiving module 92, and a sending module 93.
[0083] After the originating node apparatus obtains ad-
dress information of a receiving node, the sending mod-
ule 93 sends a communication request to the receiving
node; if the sending module 93 sends the communication
request unsuccessfully, the forwarding module 91 sends
the communication request to the receiving node through
the forwarding node on a network layer.
[0084] After receiving the communication request, the
receiving node sends a communication connection re-
quest to the originating node apparatus; and therefore,
the receiving module 92 is configured to receive the com-
munication connection request sent by the receiving
node, and set up a communication connection with the
receiving node.
[0085] Through the originating node apparatus for im-
plementing multi-party communication in this embodi-
ment of the present invention, a host that sets up a com-
munication connection with the originating node and the
receiving node at the same time is used to implement
traversal of the communication request. Because imple-
mentation of the entire process is based on the network
layer, the technical solutions of the present invention are
also applicable to various upper-layer applications.
Moreover, the technical solutions according to the em-
bodiments of the present invention work no matter wheth-
er all hosts are connected with the forwarding node on
an application layer or not, which extends application
scenarios of a traversal technology in the multi-party
communication greatly.

Embodiment 6

[0086] Generally, an originating node and a receiving
node for communication coexist in multi-party communi-
cation; when the originating node is unable to send a
communication request to the receiving node properly,
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traversal of the communication request is implemented
through a forwarding node. In this way, a complete sys-
tem for implementing multi-party communication is
formed.
[0087] As shown in FIG. 10, a system for implementing
multi-party communication in this embodiment of the
present invention includes an originating node 101, a for-
warding node 102, and a receiving node 103 that are all
located on a network layer.
[0088] The originating node 101 is configured to send
a communication request to the forwarding node 102,
where the communication request carries address infor-
mation of the receiving node 103;
[0089] The forwarding node 102 is configured to for-
ward the communication request to the receiving node
103; and
[0090] The receiving node 103 is configured to send a
communication connection request to the originating
node 101 after receiving the communication request.
[0091] If the forwarding node 102 is a gateway of a
domain to which the receiving node 103 belongs, the
forwarding node 102 is further configured to judge wheth-
er the communication request complies with a forwarding
rule; if the communication request complies with the for-
warding rule, the forwarding node 102 forwards the com-
munication request to the receiving node 103; if the com-
munication request does not comply with the forwarding
rule, the forwarding node 102 is further configured to re-
turn error information to the originating node 101.
[0092] If the forwarding node 102 is a host that sets up
a communication connection with the originating node
101 and the receiving node 103 at the same time, the
originating node 101 is further configured to send a com-
munication request to the receiving node 103 directly; if
the sending fails, the originating node 101 sends the com-
munication request to the forwarding node 102, and the
forwarding node 102 forwards the communication re-
quest to the receiving node 103.
[0093] Through the system for implementing multi-par-
ty communication in this embodiment of the present in-
vention, the forwarding node located on the network layer
implements traversal of the communication request. Be-
cause implementation of the entire process is based on
the network layer, the technical solutions of the present
invention are also applicable to various upper-layer ap-
plications. Moreover, the technical solutions of the
present invention work no matter whether all hosts are
connected with the forwarding node on an application
layer or not, which extends application scenarios of a
traversal technology in the multi-party communication
greatly.
[0094] In the embodiment of the present invention, the
technical solutions according to the embodiments of the
present invention are described by taking an example
that a public network node host B originates a commu-
nication request to a non-public network node host C.
However, it should be noted that the method, the appa-
ratus and the system for implementing multi-party com-

munication in this embodiment of the present invention
are not limited to such an application scenario, and are
also applicable to other communication processes that
require traversal. For example, when an IPv4-based host
originates a communication request to an IPv6-based
host, the communication request can be hardly sent to
the IPv6-based host properly. In this case, the solution
provided in the embodiments of the present invention
may be used to solve the foregoing problem that the IPv4-
based host sends the communication request to the IPv6-
based host.
[0095] For example, in the scenario shown in FIG. 11,
a host B belongs to an IPv4 network, and a host C belongs
to an IPv6 network; but a host A belongs to a dual-stack
network (Dual-stack Network), and may communicate
with the host B through an IPv4 protocol and communi-
cate with the host C through an IPv6 protocol at the same
time.
[0096] Because the host B is an IPv4-based host, and
the host C is an IPv6-based host, a communication re-
quest sent by the host B to the host C directly is blocked;
in this case, the communication request originated by the
host B may be forwarded to the host C through a gateway
(NAT64 Gateway) corresponding to a network to which
the host C belongs. First, the host B performs addressing
for the NAT64 gateway according to an IPv4 address of
the NAT64 gateway corresponding to the host C, where
the IPv4 address is provided by the host A; or, the host
B searches and finds the IPv4 address of the NAT64
gateway according to a DNS, and then requests the
NAT64 gateway to forward the communication request
to the host C; afterward, after receiving the communica-
tion request, the host C originates a communication con-
nection request to the host B (from IPv6 to IPv4). In this
way, a bidirectional communication connection is set up
between the host C and the host B.
[0097] Through the description about the foregoing
embodiments, persons skilled in the art may be clearly
understand that the present invention may be implement-
ed through software in addition to a necessary hardware
platform, and certainly may also be implemented through
hardware. Based on such understanding, all or part of
the contribution of the technical solutions of the present
invention to the prior art may be embodied in a software
product. The computer software product may be stored
in a storage medium, such as a ROM/RAM, a magnetic
disk, or an optical disk, and incorporates several instruc-
tions for instructing a computer device (may be a personal
computer, a server, or a network device and so on) to
execute the method specified in any embodiment of the
present invention or part of the embodiment.
[0098] The foregoing descriptions are merely exem-
plary embodiments of the present invention, but not in-
tended to limit the protection scope of the present inven-
tion. Any modifications, variations or replacement that
can be easily through of by those skilled in the art within
the technical scopes disclosed in the present invention
should fall within the protection scope of the present in-
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vention. Therefore, the protection scope of the present
invention is subject to the appended claims.

Claims

1. A method for implementing multi-party communica-
tion, comprising:

sending a communication request to a first node
through a forwarding node on a network layer;
and
receiving the communication request sent by the
first node, and setting up a communication con-
nection with the first node.

2. The method for implementing multi-party communi-
cation according to claim 1, wherein:

the communication request carries information
of a domain to which the first node belongs and
an intra-domain identifier of the first node.

3. The method for implementing multi-party communi-
cation according to claim 1, wherein:

before sending the communication request to
the first node through the forwarding node on
the network layer, the method further comprises:
sending the communication request to the first
node; and
performing the step of sending the communica-
tion request to the first node through the forward-
ing node on the network layer if the communi-
cation request is sent unsuccessfully.

4. A method for implementing multi-party communica-
tion, wherein the method is applied on a network
layer and the method comprises:

receiving a communication request sent by an
originating node;
judging whether the communication request
complies with a forwarding rule; and
forwarding the communication request to a first
node if the communication request complies
with the forwarding rule; or returning error infor-
mation to the originating node if the communi-
cation request does not comply with the forward-
ing rule.

5. An originating node apparatus for implementing mul-
ti-party communication, comprising:

a forwarding module, configured to send a com-
munication request to a first node through a for-
warding node on a network layer; and
a receiving module, configured to receive the

communication request sent by the first node,
and set up a communication connection with the
first node.

6. The originating node apparatus according to claim
5, further comprising:

a sending module, configured to send the com-
munication request to the first node, wherein
the forwarding module sends the communica-
tion request to the first node through the forward-
ing node on the network layer if the sending mod-
ule sends the communication request unsuc-
cessfully.

7. A forwarding node apparatus for implementing multi-
party communication, wherein the forwarding node
apparatus is located on a network layer, and the for-
warding node apparatus comprises:

a receiving module, configured to receive a com-
munication request sent by an originating node;
a judging module, configured to judge whether
the communication request complies with a for-
warding rule; and
a sending module, configured to forward the
communication request to a first node when a
judging result of the judging module is that the
communication request complies with the for-
warding rule; or return error information to the
originating node when a judging result of the
judging module is that the communication re-
quest does not comply with the forwarding rule.

8. A system for implementing multi-party communica-
tion, comprising an originating node, a forwarding
node, and a first node that are all located on a net-
work layer, wherein:

the originating node is configured to send a com-
munication request to the forwarding node,
wherein the communication request carries ad-
dress information of the first node;
the forwarding node is configured to forward the
communication request to the first node; and
the first node is configured to send a communi-
cation request to the originating node after re-
ceiving the communication request.

9. The system according to claim 8, wherein: if the for-
warding node is a gateway of a domain to which the
first node belongs,
the forwarding node is further configured to judge
whether the communication request complies with a
forwarding rule; and
the forwarding node forwards the communication re-
quest to the first node if the communication request
complies with the forwarding rule; or the forwarding
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node is further configured to return error information
to the originating node if the communication request
does not comply with the forwarding rule.

10. The system according to claim 8, wherein: if the for-
warding node is a host that sets up a communication
connection with the originating node and the first
node at the same time,
the originating node is further configured to send the
communication request to the first node directly; and
if the sending fails, the originating node sends the
communication request to the forwarding node, and
the forwarding node forwards the communication re-
quest to the first node.
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