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(67)  The present invention is directed to a self-de-
fense system comprising a fog generator for generating
fog inside an area, an activation switch, and a fog gen-
eration control unit for operating said fog generator in
response to activation of the activation switch, charac-
terized in that said system further comprises means for
personalizing the fog generator via internet. Additionally,

the presentinvention is directed to a kit of parts for a self-
defense system comprising a fog generator for generat-
ing fog inside an area, an activation switch, a fog gener-
ation control unit for operating said fog generator in re-
sponse to activation of the activation switch, and means
for personalizing the fog generator via internet.
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Description
FIELD OF THE INVENTION

[0001] The presentinvention relates to a self-defense
system comprising a fog generator for generating fog in-
side an area. Additionally, the present invention relates
to a kit of parts for a self-defense system comprising a
fog generator.

BACKGROUND

[0002] Apparatuses which generate fogin a monitored
area have been proposed in the past as fog generating
anti-theft systems for preventing theft by detecting an
intruder in the monitored area or as fog generating self-
defense systems for deterring criminals in robbery. In
both case, the area is filled as fast as possible with fog
sufficiently thick for cut off the criminal’s vision.

[0003] EP0623906 forexample describes atheft proof-
ing system wherein the fog generator can be activated
either upon detection of an intruder by a detector, either
by an activation switch for use in case of emergency. An
alarm is generated activating a speaker system and
sending a signal to a monitor device via a telephone line.
[0004] Such anti-theft or self-defense system however
is complex and requires skilled technicians to install it
properly, to adjust dedicated performance parameters of
the system as a function of location of the fog generator
or volume of the area, to set up a telephone line and to
record warning call and emergency call numbers, etc.
Obviously, in case some of the parameters or for example
call numbers have to be changed, the technician has to
come on-site.

[0005] Another general problem with conventional an-
ti-theft or self-defense systems is that the above men-
tioned performance parameters and data such as call
numbers are stored individually in each anti-theft system
which makes it difficult both for a system manufacturer
and for a system manager managing a plurality of sys-
tems in a plurality of remote locations to evaluate the
performance of the different systems.

[0006] Another general problem with conventional an-
ti-theft or self-defense systems is that, in case such sys-
tem is managed via a central control unit in network con-
nection with the fog generators, it is relatively easy for a
criminal to hack the system.

[0007] Considering the above drawbacks, it is an ob-
ject of the present invention to provide a self-defense
system which is relatively easy to install and set up, such
that even a non-experienced person can install it in his
premises or house and establish a correct set of perform-
ance parameters.

[0008] It is a further object of the present invention to
provide a self-defense system allowing a system manu-
facturer or system manager to follow-up a plurality of self-
defense systems in different remote locations.

[0009] Further, itis still an object of the present inven-
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tion, to provide a self-defense system with improved re-
sistance against hacking and/or providing more security
to the user.

[0010] The presentinvention meets the above objects
by providing a fog generating self-defense system com-
prising means for personalizing the fog generator via in-
ternet, and additionally by providing a kit of parts for a
fog generating self-defense system comprising means
for personalizing the fog generator via internet.

SUMMARY OF THE INVENTION

[0011] The present invention is directed to a self-de-
fense system comprising a fog generator for generating
fog inside an area, an activation switch, and a fog gen-
eration control unit for operating said fog generator in
response to activation of the activation switch, charac-
terized in that said system further comprises means for
personalizing the fog generator via internet.

[0012] Additionally, the presentinvention is directed to
a kit of parts for a self-defense system comprising a fog
generator for generating fog inside an area, an activation
switch, a fog generation control unit for operating said
fog generator in response to activation of the activation
switch, and means for personalizing the fog generator
via internet.

DETAILED DESCRIPTION

[0013] Inafirstembodiment, the presentinvention pro-
vides a self-defense system comprising a fog generator
for generating fog inside an area, an activation switch,
and a fog generation control unit for operating said fog
generator in response to activation of the activation
switch, characterized in that said system further com-
prises means for personalizing the fog generator via in-
ternet.

[0014] By providing means for personalizing, the us-
er/owner is able to personalize the fog generator or gen-
erators in his premises or house on his own motion with-
out the need to hire a skilled technician to adjust person-
alization data in accordance with his needs.

[0015] Personalization data for personalizing an indi-
vidual fog generator may comprise a selection or a com-
bination of user and/or owner identification data, location
data (installation address), area volume data, alarm text
content, alarm call content, alarm call numbers, audio
alarm signal content, emergency services data and call
numbers, or system reset authorization data, or may
comprise system performance parameters to be estab-
lished by the more advance user, such as for example
the duration of a fog generation pulse.

[0016] In embodiment according to the present inven-
tion, the means for personalizing may comprise a central
database for recording the personalization data. By stor-
ing these data in a central database the manufacturer or
self-defense system manager has the ability to follow-up
each system, or optionally to adapt certain personaliza-
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tion data he is authorized to.

[0017] The personalization data may be entered in the
central database by a software program to be installed
on the user/owner’s computer. In a particular embodi-
ment in accordance with the present invention, the
means for personalizing may comprise a web user inter-
face for entering personalization data in the central da-
tabase. Such web user interface may be an internet page
accessible by entering a password, by using soft-key,
dongle, card-reader, digipass, or any identification
means suitable for providing secured access to a web-
page.

[0018] The activation switch (also called a panic but-
ton) is connected to the fog generation control unit. Upon
activation the switch, a signalis sent to the fog generation
control unit which on his turn activates the fog genera-
tor(s) to fill the area with fog, to cut off the field of vision
of the intruder, to deter a criminal from continuing rob-
bery, or for avoiding further aggressive behavior against
a user pushing the activation switch. The system of the
invention may make it possible to arrest the intruder.
[0019] The activation switch may be any system for
activating by pushing or pulling. Preferably, the activation
switch comprises two adjacent buttons such that both
have to be pushed to actually activate the fog generator,
thereby preventing accidental or false alarm. In a partic-
ular application, such activation switch may be integrated
in door opening systems, such that for example pushing
the first button opens the door and that, upon noticing a
threatening situation, the user has only to push addition-
ally on the second button to activate the fog generator.
[0020] In an embodiment in accordance with the
present invention, a self-defense system is provided
wherein the means for personalizing comprise encrypt-
ing and transmitting means for encrypting and transmit-
ting personalization data to the fog generation control
unit and/or the fog generator. Specific data stored in the
central database and required for proper functioning of
the fog generation control unit and/or the fog generator
may be encrypted and transmitted.

[0021] Transmission of the personalization data from
the central database may be done via any suitable net-
work, preferably via a mobile network. By using a mobile
network, hackers forcing access to the self-defense sys-
tem need both to hack the central database and the mo-
bile network to gain influence in the actual performance
of the activation switch, fog generation control unit or fog
generator itself installed in the user/owner’s premised or
house.

[0022] In order to establish a mobile network between
the central database and the fog generation control unit,
a SIM card based phone may be implemented in the fog
generation control unit. This may be advantageous in
that sense that the self-defense system is additionally
alsomaking use of the mobile network provider’s secured
system.

[0023] Further, firewall protection of the central data-
base will prevent hackers from forcing access to the
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self-defense system via the web user interface (or other
home-computer installed software).

[0024] A self-defense system in accordance with the
present invention may additionally comprise an intruder
detector for detecting an intrusion into a monitored area
and a mode setter for setting or releasing a warning state
of said monitored area, and wherein the fog generation
control unit are additionally adapted for operating said
fog generatorinresponse to the detection ofthe intrusion.
[0025] Further, a self-defense system in accordance
with the present invention comprises a report means for
sending a signal to an alarm center upon activation of
the fog generator(s). Such signal may be sent via any
suitable network, preferably via a mobile network.
[0026] Preferably the report means is part of the fog
generation control unit, the alarm center is implemented
in the central database, and the signal from the report
means to the alarm center is sent via the same mobile
network used to transmit personalization data from the
central data base to the fog generation control unit.
[0027] The alarm center may be adapted for calling a
plurality of alarm call numbers, preferably simultaneously
instead of sequentially, which is advantageous in terms
of response time from called numbers and/or emergency
services.

[0028] The self-defense systemin accordance with the
present invention may comprise a speaker system for
announcing audio alarm text, for example "this fog is not
harmful, stay calm, emergency services are on their
way." The speaker system may be a part of the fog gen-
eration control unit.

[0029] Inanadditionalembodimentin accordance with
the present invention, a kit of parts for a self-defense
system is provided comprising a fog generator for gen-
erating fog inside an area, an activation switch, a fog
generation control unit for operating said fog generator
in response to activation of the activation switch, and
means for personalizing the fog generator via internet.
[0030] Such kit of parts may be intended as an easy
to install self-defense system which can be set-up and
personalized by a non-experienced user.

[0031] The means for personalizing the fog generator
may comprise software to install on the user's computer
or may be an access key providing access to a web user
interface for entering personalization data. Such access
key may be a password, a soft-key, dongle, card-reader,
digipass, or any identification means suitable for provid-
ing secured access to a webpage.

[0032] The kit of parts may comprise report means for
sending a signal to an alarm center as explained above.
[0033] The kit of parts may additionally comprise an
intruder detector for detecting an intrusion into a moni-
tored area and a mode setter for setting or releasing a
warning state of said monitored area, and wherein the
fog generation control unit are additionally adapted for
operating said fog generator in response to the detection
of the intrusion, as explained above.

[0034] Though the fog generator is installed inside the
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area in the embodiments described above, it is also pos-
sible to dispose the fog generator outside the monitored
area and to introduce fog to the floors or walls of the
monitored area through pipes, or the like.

[0035] Further, the self-defense system of the present
invention may be operated in an interlocking arrange-
ment with alarm means installed inside or outside the
area.

[0036] Fog generation may be continued after the in-
truder’s field of vision is cut off. Therefore, the monitored
area is filled excessively with fog, such that a long time
is necessary before the field of vision is clear enough to
arrest the intruder.

[0037] The fog generator may be any apparatus suit-
able for providing fog in sufficiently short time, with suf-
ficient quality and quantity. Preferably a fog generator is
used as described in EP1985963 and EP1985962 and
taken up by reference.

[0038] According to an embodiment of the present in-
vention, the generated fog may comprise an invisible
marker. Such invisible marker may be any substance
suitable for being mixed with the fog generating fluid, for
being spread by using the fog as a carrier, for adhering
to the surface of objects, bodies, clothes, etc, and having
sufficient retention characteristics for being detected by
know detection methods or forensic methods.

[0039] The invisible marker may comprise a nucle-
otide, a nucleotide sequence, a nucleic acid fragment, a
nucleic acid, a sequence of nucleic acids, a DNA se-
quence fragment, a DNA sequence, or derivatives there-
of. One or more of the nucleotides may be modified en-
hancing the identification or detection of the nucleotide.
[0040] The concentration of invisible marker in the fog
generating marker fluid, and the concentration of nucle-
otide material or derivatives thereof in the invisible mark-
er may vary depending on the duration the invisible mark-
er needs to be detectable (e.g. 1 month, 1 year, multiple
years), the expected environmental exposure, the detec-
tion method to be used, etc.

[0041] In another embodiment in accordance with the
present invention, the invisible marker may comprise an
UV fluorescent substance, e.g. UV ink, such that identi-
fication or detection may be possible by means of an UV
lamp or other known UV detection techniques. Alterna-
tively, also thermochromic ink may be used.

[0042] In accordance with the present invention, the
fog generator uses a fog generating fluid comprising at
least one glycol or at least one glycerol. Mixtures com-
prising a glycol and a glycerol, or two or more glycols, or
two or more glycerols may be used. To optimize the qual-
ity of the fog, the fog generating mixture preferably con-
tains approximately about 5 to 50 volume percent of wa-
ter, and about 50 to about 80 volume percent of glycol.
The glycol may be a mixture of about 10 to 25 volume
percent of triethylene glycol, the remainder being dipro-
pylene glycol, but other glycols and glycol mixtures may
also be used. An example of a very suitable fog gener-
ating fluid comprises about 10 volume percent of water,
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about 10 volume percent of triethylene glycol, and about
80 volume percent of dipropylene glycol.

Claims

1. A self-defense system comprising a fog generator
for generating fog inside an area, an activation
switch, and afog generation control unit for operating
said fog generator in response to activation of the
activation switch, characterized in that said system
further comprises means for personalizing the fog
generator via internet.

2. Aself-defense system according to claim 1, wherein
the means for personalizing comprise a central da-
tabase for recording the personalization data.

3. Aself-defense system according to claim 2, wherein
the means for personalizing comprise a web user
interface for entering personalization datain the cen-
tral database.

4. A self-defense system according to claims 2 or 3,
wherein the personalization data comprise a selec-
tion or a combination of user and/or owner data, lo-
cation data, area volume data, alarm text content,
alarm call content, alarm call numbers, audio alarm
signal content, emergency services data and call
numbers, or system reset authorization data.

5. A self-defense system according to claims 1 to 3,
wherein the means for personalizing comprise en-
crypting and transmitting means for encrypting and
transmitting personalization data to the fog genera-
tor operation means and/or the fog generator.

6. A self-defense system according to claim 4, wherein
transmitting occurs via a mobile network.

7. A self-defense system according to any of the above
claims, additionally comprising an intruder detector
for detecting an intrusion into a monitored area and
a mode setter for setting or releasing a warning state
of said monitored area, and wherein the fog gener-
ation control unit are additionally adapted for oper-
ating said fog generator in response to the detection
of the intrusion.

8. A self-defense system according to any of the above
claims, further comprising a report means for send-
ing a signal to an alarm center.

9. Aself-defense system according to claim 7, wherein
the signal to said alarm center is sent over a mobile

network.

10. A self-defense system according to claims 7 or 8,
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wherein the alarm center is adapted for simultane-
ously calling a plurality of alarm call numbers.

A kit of parts for a self-defense system comprising a
fog generator for generating fog inside an area, an
activation switch, a fog generation control unit for
operating said fog generator in response to activa-
tion of the activation switch, and means for person-
alizing the fog generator via internet.

A kit of parts for a self-defense system according to
claim 10, wherein the means for personalizing the
fog generator comprises an access key providing
access to a web user interface for entering person-
alization data.

A kit of parts for a self-defense system according to
claim 11, further comprising a report means for send-
ing a signal to an alarm center

A kit of parts for a self-defense system according to
claims 10 to 12, additionally comprising an intruder
detector for detecting an intrusion into a monitored
area and a mode setter for setting or releasing a
warning state of said monitored area, and wherein
the fog generation control unit are additionally adapt-
ed for operating said fog generator in response to
the detection of the intrusion.
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