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(54) METHOD AND APPARATUS FOR INTERCONNECTION BETWEEN TERMINAL DEVICE AND 
GATEWAY DEVICE

(57) Embodiments of the present invention disclose
a method for interconnection between a terminal device
and a gateway device. The method includes: when the
terminal device detects that the terminal device and the
gateway device meet a first connection condition and that
it is the first time the terminal device is to be connected
to the gateway device, acquiring, from the gateway de-
vice, a first common SSID preset in the gateway device;
and when authentication performed by the terminal de-
vice on the acquired first common SSID succeeds, send-
ing a second common SSID preset in the terminal device
to the gateway device, so that when authentication per-
formed by the gateway device on the second common
SSID succeeds, a common SSID-based connection is
established between the terminal device and the gateway
device. In the embodiments of the present invention,
processing of interconnection between a terminal device
and a gateway device takes a short time and a process
is relatively simple.
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Description

TECHNICAL FIELD

[0001] The present invention relates to the communi-
cations field, and in particular, to a method and an appa-
ratus for interconnection between a terminal device and
a gateway device.

BACKGROUND

[0002] Future home solutions are becoming intelligent
and diversified; therefore, interconnection and associa-
tion between home terminals are also implemented in
diversified manners. For example, currently, manners for
interconnection inside a home may be classified into
wireless interconnection manners and wired intercon-
nection manners according to physical media. Indoor
wireless interconnection manners include Wireless Fi-
delity (Wifi, wireless fidelity), Zigbee, Zwave, and the like,
and indoor wired interconnection manners include elec-
trical wiring (Homplug), coaxial cabling (Moca), tele-
phone wiring (HPNA), electrical wiring/coaxial ca-
bling/telephone wiring (G.hn), and the like.
[0003] Because cabling and networking manners in-
side different homes are different, different types of ter-
minals are used inside the homes, and manners used
for interconnection between terminals are also different,
which affect final consumer experience and usability.
[0004] For example, if various terminals such as a mo-
bile phone, a set top box, and a tablet computer used
inside a home are connected to the Internet (Internet) by
using a router, when the mobile phone, the set top box,
the tablet computer, and the like are interconnected to
the router for the first time, a user needs to manually open
a configuration page to enter login information of the rout-
er, and then interconnection between the mobile phone,
the set top box, the tablet computer, and the like and the
router can be implemented. The user needs to manually
perform a login operation in this interconnection process,
and interconnection processing takes a long time and a
process is complex.

SUMMARY

[0005] A method and an apparatus for interconnection
between a terminal device and a gateway device are pro-
vided, so that interconnection processing takes a short
time and a process is relatively simple.
[0006] According to a first aspect, a method for inter-
connection between a terminal device and a gateway
device is provided, where the method includes:

when the terminal device detects that the terminal
device and the gateway device meet a first connec-
tion condition and that it is the first time the terminal
device is to be connected to the gateway device,
acquiring, from the gateway device, a first common

SSID preset in the gateway device; and
when authentication performed by the terminal de-
vice on the acquired first common SSID succeeds,
sending a second common SSID preset in the ter-
minal device to the gateway device, so that when
authentication performed by the gateway device on
the second common SSID succeeds, a common
SSID-based connection is established between the
terminal device and the gateway device.

[0007] With reference to the first aspect, in a first pos-
sible implementation manner of the first aspect, that the
terminal device detects that the terminal device and the
gateway device meet the first connection condition in-
cludes:

detecting, by the terminal device, that a preset phys-
ical cable between the terminal device and the gate-
way device has been connected; or
detecting, by the terminal device, that strength of a
wireless signal between the terminal device and the
gateway device satisfies a preset strength threshold.

[0008] With reference to the first aspect and/or the first
possible implementation manner of the first aspect, in a
second possible implementation manner of the first as-
pect, the method further includes:

receiving and storing, by the terminal device, a pri-
vate SSID and a key of the gateway device that are
sent by the gateway device, where the private SSID
and the key are sent after the authentication per-
formed by the gateway device on the second com-
mon SSID succeeds; and
disconnecting, by the terminal device, the common
SSID-based connection between the terminal device
and the gateway device, and sending the private
SSID and the key of the gateway device to the gate-
way device, so that when authentication performed
by the gateway device on the private SSID and the
key succeeds, a private SSID-based connection is
established between the terminal device and the
gateway device.

[0009] With reference to the second possible imple-
mentation manner of the first aspect, in a third possible
implementation manner of the first aspect, the method
further includes:

when the terminal device detects that the terminal
device and the gateway device meet a second con-
nection condition and that it is not the first time the
terminal device is to be connected to the gateway
device, acquiring the private SSID and a password
of the gateway device; and
sending, by the terminal device, the private SSID
and the key of the gateway device to the gateway
device, so that when authentication performed by

1 2 



EP 2 999 250 A1

3

5

10

15

20

25

30

35

40

45

50

55

the gateway device on the private SSID and the key
succeeds, a private SSID-based connection is es-
tablished between the terminal device and the gate-
way device.

[0010] With reference to the third possible implemen-
tation manner of the first aspect, in a fourth possible im-
plementation manner of the first aspect, that the terminal
device detects that the terminal device and the gateway
device meet the second connection condition includes:

detecting, by the terminal device, that the preset
physical cable between the terminal device and the
gateway device has been connected; or
detecting, by the terminal device, a wireless signal
of the gateway device.

[0011] According to a second aspect, a method for in-
terconnection between a terminal device and a gateway
device is provided, where the method includes:

when the terminal device acquires a common SSID
from the gateway device, sending, by the gateway
device, a first common SSID preset locally to the
terminal device;
receiving, by the gateway device, a second common
SSID that is preset in the terminal device and is sent
by the terminal device after authentication performed
by the terminal device on the first common SSID suc-
ceeds; and
if authentication performed by the gateway device
on the second common SSID succeeds, establishing
a common SSID-based connection between the ter-
minal device and the gateway device.

[0012] With reference to the second aspect, in a first
possible implementation manner of the second aspect,
the method further includes:

after the authentication performed by the gateway
device on the second common SSID succeeds,
sending a private SSID and a key of the gateway
device to the terminal device;
disconnecting, by the gateway device, the common
SSID-based connection between the gateway de-
vice and the terminal device;
receiving, by the gateway device, the private SSID
and the key that are sent by the terminal device; and
if authentication performed by the gateway device
on the received private SSID and key succeeds, es-
tablishing a private SSID-based connection between
the gateway device and the terminal device.

[0013] With reference to the first possible implemen-
tation manner of the second aspect, in a second possible
implementation manner of the second aspect, the meth-
od further includes:

when the terminal device detects that the terminal
device and the gateway device meet a second con-
nection condition and that it is not the first time the
terminal device is to be connected to the gateway
device, receiving, by the gateway device, the private
SSID and the key that are sent by the terminal device;
and
if authentication performed by the gateway device
on the received private SSID and key, establishing
a private SSID-based connection between the gate-
way device and the terminal device.

[0014] According to a third aspect, an apparatus for
interconnection between a terminal device and a gate-
way device is provided, where the apparatus includes:

a first detecting unit, configured to detect whether
the terminal device and the gateway device meet a
first connection condition and whether it is the first
time the terminal device is to be connected to the
gateway device;
a first acquiring unit, configured to: when the first
detecting unit detects that the terminal device and
the gateway device meet the first connection condi-
tion and that it is the first time the terminal device is
to be connected to the gateway device, acquire, from
the gateway device, a first common SSID preset in
the gateway device;
a first authentication unit, configured to perform au-
thentication on the first common SSID acquired by
the first acquiring unit; and
a first sending unit, configured to: when the authen-
tication performed by the first authentication unit on
the first common SSID succeeds, send a second
common SSID preset in the terminal device to the
gateway device, so that when authentication per-
formed by the gateway device on the second com-
mon SSID succeeds, a common SSID-based con-
nection is established between the terminal device
and the gateway device.

[0015] With reference to the third aspect, in a first pos-
sible implementation manner of the third aspect, the first
detecting unit is specifically configured to:

detect whether a preset physical cable between the
terminal device and the gateway device has been
connected; or
detect whether strength of a wireless signal between
the terminal device and the gateway device satisfies
a preset strength threshold.

[0016] With reference to the third aspect and/or the
first possible implementation manner of the third aspect,
in a second possible implementation manner of the third
aspect, the apparatus further includes:

a processing unit, configured to receive and store a
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private SSID and a key of the gateway device that
are sent by the gateway device, where the private
SSID and the key are sent after the authentication
performed by the gateway device on the second
common SSID succeeds; and
a first disconnecting unit, configured to: after the
processing unit receives the private SSID and the
key, disconnect the common SSID-based connec-
tion between the terminal device and the gateway
device; where
the first sending unit is further configured to send the
private SSID and the key of the gateway device to
the gateway device, so that when authentication per-
formed by the gateway device on the private SSID
and the key succeeds, a private SSID-based con-
nection is established between the terminal device
and the gateway device.

[0017] With reference to the second possible imple-
mentation manner of the third aspect, in a third possible
implementation manner of the third aspect, the apparatus
further includes:

a second detecting unit, configured to detect whether
the terminal device and the gateway device meet a
second connection condition and whether it is the
first time the terminal device is to be connected to
the gateway device; and
a second acquiring unit, configured to: when the sec-
ond detecting unit detects that the terminal device
and the gateway device meet the second connection
condition and that it is not the first time the terminal
device is to be connected to the gateway device,
acquire the private SSID and a password of the gate-
way device; where
the first sending unit is further configured to send the
private SSID and the key of the gateway device, so
that when authentication performed by the gateway
device on the private SSID and the key succeeds, a
private SSID-based connection is established be-
tween the terminal device and the gateway device.

[0018] With reference to the third possible implemen-
tation manner of the third aspect, in a fourth possible
implementation manner of the third aspect, the second
detecting unit is specifically configured to:

detect whether the preset physical cable between
the terminal device and the gateway device has been
connected; or
detect whether the terminal device receives a wire-
less signal of the gateway device.

[0019] According to a fourth aspect, an apparatus for
interconnection between a terminal device and a gate-
way device is provided, where the apparatus includes:

a second sending unit, configured to: when the ter-

minal device acquires a common SSID from the
gateway device, send a first common SSID preset
in the gateway device to the terminal device;
a receiving unit, configured to receive a second com-
mon SSID that is preset in the terminal device and
is sent by the terminal device after authentication
performed by the terminal device on the first common
SSID sent by the second sending unit succeeds; and
a second authentication unit, configured to perform
authentication on the second common SSID re-
ceived by the receiving unit, so that if authentication
performed by the gateway device on the second
common SSID succeeds, a common SSID-based
connection is established between the terminal de-
vice and the gateway device.

[0020] With reference to the fourth aspect, in a first
possible implementation manner of the fourth aspect, the
apparatus further includes:

the second sending unit, further configured to: after
the authentication performed by the second authen-
tication unit on the second common SSID succeeds,
send a private SSID and a key of the gateway device
to the terminal device;
a second disconnecting unit, configured to: after the
second sending unit sends the private SSID and the
key, disconnect the common SSID-based connec-
tion between the gateway device and the terminal
device;
the receiving unit, further configured to: after the sec-
ond disconnecting unit disconnects the common
SSID-based connection, receive a private SSID and
a key that are sent by the terminal device; and
a third authentication unit, configured to perform au-
thentication on the received private SSID and key,
so that if the authentication succeeds, a private
SSID-based connection is established between the
gateway device and the terminal device.

[0021] With reference to the first possible implemen-
tation manner of the fourth aspect, in a second possible
implementation manner of the fourth aspect, the receiv-
ing unit is further configured to: when the terminal device
detects that the terminal device and the gateway device
meet a second connection condition and that it is not the
first time the terminal device is to be connected to the
gateway device, receive the private SSID and the key
that are sent by the terminal device; and
the third authentication unit is further configured to per-
form authentication on the received private SSID and
key, so that if the authentication succeeds, a private
SSID-based connection is established between the gate-
way device and the terminal device.
[0022] A second common SSID is preset in a terminal
device, and a first common SSID is preset in a gateway
device; when the terminal device detects that the terminal
device and the gateway device meet a first connection
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condition and that it is the first time the terminal device
is to be connected to the gateway device, the first com-
mon SSID preset in the gateway device is acquired from
the gateway device; and when authentication performed
by the terminal device on the acquired first common SSID
succeeds, the second common SSID preset in the ter-
minal device is sent to the gateway device, so that when
authentication performed by the gateway device on the
second common SSID succeeds, a common SSID-
based connection is established between the terminal
device and the gateway device. In an entire interconnec-
tion process, a user does not need to manually trigger
login, and the user does not need to manually enter login
information either, thereby shortening a time for process-
ing interconnection between the terminal device and the
gateway device. In addition, the interconnection process
requires no participation of the user, and therefore, the
interconnection process is simple.

BRIEF DESCRIPTION OF DRAWINGS

[0023] To describe the technical solutions in the em-
bodiments of the present invention or in the prior art more
clearly, the following briefly introduces the accompanying
drawings required for describing the embodiments. Ap-
parently, the accompanying drawings in the following de-
scription show merely some embodiments of the present
invention, and a person of ordinary skill in the art may
still derive other drawings from these accompanying
drawings without creative efforts.

FIG. 1A is an exemplary diagram of an application
scenario according to an embodiment of the present
invention;
FIG. 1 is a schematic diagram of a first embodiment
of a method for interconnection between a terminal
device and a gateway device according to the
present invention;
FIG. 2 is a schematic diagram of a second embodi-
ment of a method for interconnection between a ter-
minal device and a gateway device according to the
present invention;
FIG. 3 is a schematic diagram of a third embodiment
of a method for interconnection between a terminal
device and a gateway device according to the
present invention;
FIG. 4 is a schematic diagram of a fourth embodi-
ment of a method for interconnection between a ter-
minal device and a gateway device according to the
present invention;
FIG. 5 is a schematic diagram of a first embodiment
of an apparatus for interconnection between a ter-
minal device and a gateway device according to the
present invention;
FIG. 6 is a schematic diagram of a second embodi-
ment of an apparatus for interconnection between a
terminal device and a gateway device according to
the present invention;

FIG. 7 is a schematic structural diagram of a terminal
device according to the present invention; and
FIG. 8 is a schematic structural diagram of a gateway
device according to the present invention.

DESCRIPTION OF EMBODIMENTS

[0024] The following clearly and completely describes
the technical solutions in the embodiments of the present
invention with reference to the accompanying drawings
in the embodiments of the present invention. Apparently,
the described embodiments are merely some rather than
all of the embodiments of the present invention. All other
embodiments obtained by a person of ordinary skill in
the art based on the embodiments of the present inven-
tion without creative efforts shall fall within the protection
scope of the present invention.
[0025] Referring to FIG. 1A, FIG. 1A shows an example
of an application scenario of a method and an apparatus
for interconnection between a terminal device and a gate-
way device according to an embodiment of the present
invention. Multiple terminal devices 110 each are inter-
connected to a gateway device 120, and implement In-
ternet access by using the gateway device 120. The ter-
minal device 110 may be an intelligent device such as a
mobile phone, a personal computer (PC, personal com-
puter), a tablet computer, or a set top box. The gateway
device may be a wireless access point (AP, access point),
a router, or the like.
[0026] Referring to FIG. 1, FIG. 1 is a schematic dia-
gram of a first embodiment of a method for interconnec-
tion between a terminal device and a gateway device
according to the present invention. In the method, a sec-
ond public service set identifier (SSID, Service Set Iden-
tifier) is preset in the terminal device, and a first common
SSID is preset in the gateway device. A common SSID
is a concept corresponding to a private SSID of a device.
Both the second common SSID and the first common
SSID are common SSIDs, and maybe a same common
SSID or different common SSIDs, where the first and the
second herein are only used for distinguishing whether
the common SSID is set in the terminal device or in the
gateway device.
[0027] The method further includes:

Step 101: When the terminal device detects that the
terminal device and the gateway device meet a first
connection condition and that it is the first time the
terminal device is to be connected to the gateway
device, acquire, from the gateway device, the first
common SSID preset in the gateway device.
Step 102: When authentication performed by the ter-
minal device on the acquired first common SSID suc-
ceeds, send the second common SSID preset in the
terminal device to the gateway device, so that when
authentication performed by the gateway device on
the second common SSID succeeds, a common
SSID-based connection is established between the
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terminal device and the gateway device.

[0028] In this embodiment, when the terminal device
detects that the terminal device and the gateway device
meet a first connection condition and that it is the first
time the terminal device is to be connected to the gateway
device, a first common SSID preset in the gateway device
is acquired from the gateway device; and when authen-
tication performed by the terminal device on the acquired
first common SSID succeeds, a second common SSID
preset in the terminal device is sent to the gateway de-
vice, so that when authentication performed by the gate-
way device on the second common SSID succeeds, a
common SSID-based connection is established between
the terminal device and the gateway device. In an entire
interconnection process, a user does not need to man-
ually trigger login, and the user does not need to manually
enter login information either, thereby shortening a login
processing time. In addition, the interconnection process
requires no participation of the user, and therefore, the
interconnection process is simple.
[0029] Referring to FIG. 2, FIG. 2 is a schematic dia-
gram of a second embodiment of a method for intercon-
nection between a terminal device and a gateway device
according to the present invention. In the method, a sec-
ond common SSID is preset in the terminal device, and
a first common SSID is preset in the gateway device. The
method further includes:

Step 201: When the terminal device acquires a com-
mon SSID from the gateway device, the gateway
device sends the first common SSID preset locally
to the terminal device.
Step 202: The gateway device receives the second
common SSID that is preset in the terminal device
and is sent by the terminal device after authentication
performed by the terminal device on the first common
SSID succeeds.
Step 203: If authentication performed by the gateway
device on the second common SSID succeeds, es-
tablish a common SSID-based connection between
the terminal device and the gateway device.

[0030] In this embodiment, when a terminal device ac-
quires a common SSID from a gateway device, the gate-
way device sends a first common SSID preset locally to
the terminal device; the gateway device receives a sec-
ond common SSID that is sent by the terminal device
after authentication performed by the terminal device on
the first common SSID succeeds; and if authentication
performed by the gateway device on the second common
SSID succeeds, a common SSID-based connection is
established between the terminal device and the gateway
device. In an entire interconnection process, a user does
not need to manually trigger login, and the user does not
need to manually enter login information either, thereby
shortening a time for processing interconnection be-
tween the terminal device and the gateway device. In

addition, the interconnection process requires no partic-
ipation of the user and is automatically completed be-
tween the terminal device and the gateway device, and
therefore, the interconnection process is simple.
[0031] Referring to FIG. 3, FIG. 3 is a schematic dia-
gram of a second embodiment of a method for intercon-
nection between a terminal device and a gateway device
according to the present invention. In the method, a sec-
ond common SSID is preset in the terminal device, and
a first common SSID is preset in the gateway device. The
method is an interconnection method when it is the first
time the terminal device is to be interconnected to the
gateway device, and the method includes:

Step 301: When the terminal device detects that the
terminal device and the gateway device meet a first
connection condition and that it is the first time the
terminal device is to be connected to the gateway
device, send, to the gateway device, a request mes-
sage for a common SSID-based connection.

[0032] The request message for a common SSID-
based connection is used to request, from the gateway
device, a common SSID preset in the gateway device.
[0033] That the terminal device detects that the termi-
nal device and the gateway device meet the first connec-
tion condition may include: detecting, by the terminal de-
vice, that a preset physical cable between the terminal
device and the gateway device has been connected; or
detecting, by the terminal device, that strength of a wire-
less signal between the terminal device and the gateway
device satisfies a preset strength threshold.
[0034] The physical cable may include an electrical
wire, a coaxial cable, a telephone wire, a network cable,
and the like.
[0035] The wireless signal detected by the terminal de-
vice varies with different communications technologies
used between the terminal device and the gateway de-
vice.
[0036] A method for detecting, by the terminal device,
whether it is the first time the terminal device is to be
connected to the gateway device includes:

acquiring, by the terminal device, a device identifier
of the gateway device;
searching, by the terminal device, to find whether a
private SSID and a key that correspond to the device
identifier of the gateway device are stored locally;
and
if the private SSID and the key that correspond to
the device identifier of the gateway device are not
stored locally, determining, by the terminal device,
that it is the first time the terminal device is to be
connected to the gateway device; or
if the private SSID and the key that correspond to
the device identifier of the gateway device are stored
locally, determining, by the terminal device, that it is
not the first time the terminal device is to be connect-
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ed to the gateway device.

[0037] The device identifier of the gateway device may
be an SSID of the gateway device, and the SSID of the
gateway device is used to uniquely identify the gateway
device.
[0038] The device identifier of the gateway device may
be sent to the terminal device by the gateway device.
[0039] Step 302: The gateway device receives the re-
quest message for a common SSID-based connection,
adds the first common SSID preset locally into a response
message for a common SSID-based connection, and
sends, to the terminal device, the response message for
a common SSID-based connection.
[0040] The first common SSID preset in the gateway
device may be set in the gateway device at the time of
delivery of the gateway device, or may be set in the gate-
way device manually after delivery of the gateway device,
which is not limited herein.
[0041] Step 303: The terminal device receives the re-
sponse message for a common SSID-based connection,
acquires the first common SSID from the response mes-
sage for a common SSID-based connection, performs
authentication on the first common SSID, and when the
authentication succeeds, adds the second common
SSID preset locally in the terminal device into an auto-
matic configuration request message, and sends the au-
tomatic configuration request message to the gateway
device.
[0042] When the authentication performed by the ter-
minal device on the first common SSID fails, the terminal
device may directly interrupt interconnection to the gate-
way device, may interrupt interconnection to the gateway
device after sending an authentication failure message
to the gateway device, or the like.
[0043] The second common SSID preset in the termi-
nal device may be set in the terminal device at the time
of delivery of the terminal device, or may be set in the
terminal device manually after delivery of the terminal
device, which is not limited herein.
[0044] For details about how the terminal device per-
forms authentication on the common SSID preset in the
gateway device, refer to the description in step 304, and
details are not provided herein.
[0045] Step 304: The gateway device receives the au-
tomatic configuration request message, acquires the
second common SSID from the automatic configuration
request message, performs authentication on the second
common SSID, and when the authentication succeeds,
determines a private SSID and a key of the gateway de-
vice, adds the private SSID and the key into an authen-
tication success response message, and sends the au-
thentication success response message to the terminal
device.
[0046] That the gateway device determines the private
SSID and the key of the gateway device may include:
acquiring the private SSID and the key of the gateway
device that are preset locally in the gateway device; or

generating a private SSID and a key of the gateway de-
vice, and using the generated private SSID and key as
the private SSID and the key of the gateway device.
[0047] The second common SSID and the first com-
mon SSID may be the same or different, and their imple-
mentation manners may be the same or different. A meth-
od for performing authentication on the second common
SSID by the gateway device and a method for performing
authentication on the first common SSID by the terminal
device may also be the same or different, and a specific
authentication method is not limited herein.
[0048] For example, assuming that the second com-
mon SSID and the first common SSID are the same,
when performing authentication on the second common
SSID, the gateway device may directly compare the sec-
ond common SSID with the first common SSID that is
preset locally; if a comparison result is that the second
common SSID and the first common SSID are the same,
the authentication succeeds; and if the comparison result
is that the second common SSID and the first common
SSID are different, the authentication fails. Similarly,
when performing authentication on the first common
SSID, the terminal device may directly compare the first
common SSID with the second common SSID that is
preset locally; if a comparison result is that the first com-
mon SSID and the second common SSID are the same,
the authentication succeeds; and if the comparison result
is that the first common SSID and the second common
SSID are different, the authentication fails.
[0049] Step 305: The terminal device receives the au-
thentication success response message, and acquires
the private SSID and the key of the gateway device from
the authentication success response message, and
stores the private SSID and the key of the gateway de-
vice.
[0050] If the terminal device has received the authen-
tication success response message, it indicates that a
common SSID-based connection is successfully estab-
lished between the terminal device and the gateway de-
vice.
[0051] With reference to step 301, when storing the
private SSID and the key of the gateway device, the ter-
minal device may store the private SSID and the key and
an SSID of the gateway device correspondingly.
[0052] Step 306: The terminal device sends an auto-
matic configuration completion response message to the
gateway device, so as to notify the gateway device that
the private SSID and the key has been acquired and
stored.
[0053] Step 307: The gateway device and the terminal
device disconnect the common SSID-based connection
between the gateway device and the terminal device.
[0054] Specifically, the gateway device and the termi-
nal device may disconnect the common SSID-based con-
nection between the gateway device and the terminal
device through the following process:

sending, by the gateway device to the terminal de-
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vice, a request message for disconnecting the com-
mon SSID-based connection, so as to request the
terminal device to disconnect the common SSID-
based connection; and
sending, by the terminal device to the gateway de-
vice, a response message for disconnecting the
common SSID-based connection.

[0055] Step 308: The terminal device sends, to the
gateway device, a request message for a private SSID-
based connection, where the request message for a pri-
vate SSID-based connection carries the private SSID
and the key of the gateway device.
[0056] Step 309: The gateway device receives the re-
quest message for a private SSID-based connection, ac-
quires the private SSID and the key from the request
message for a private SSID-based connection, performs
authentication on the private SSID and the key, and
sends, to the terminal device, a response message for a
private SSID-based connection when the authentication
succeeds, so as to establish a private SSID-based con-
nection between the terminal device and the gateway
device.
[0057] When performing authentication on the re-
ceived private SSID and key, the gateway device may
directly compare the received private SSID and key with
the private SSID and the key of the gateway device; if a
comparison result is that the received private SSID and
key and the private SSID and the key of the gateway
device are the same, the authentication succeeds; and
if the comparison result is that the received private SSID
and key and the private SSID and the key of the gateway
device are different, the authentication fails.
[0058] In this embodiment, when it is the first time a
terminal device is to be connected to a gateway device,
a common SSID-based connection is established be-
tween the terminal device and the gateway device ac-
cording to a preset second common SSID and first com-
mon SSID, so as to implement interconnection between
the terminal device and the gateway device. This inter-
connection process requires no participation of a user,
and communication and processing are directly per-
formed between the terminal device and the gateway de-
vice, thereby shortening a time for processing intercon-
nection between the terminal device and the gateway
device. In addition, this interconnection process is sim-
ple.
[0059] Then, the gateway device delivers a private
SSID and a key of the gateway device to the terminal
device, and the gateway device and the terminal device
disconnect the common SSID-based connection and es-
tablish a private SSID-based connection, thereby ensur-
ing security of interconnection between the terminal de-
vice and the gateway device.
[0060] After the terminal device and the gateway de-
vice disconnect the private SSID-based connection that
is established for the first time in FIG. 3, if the terminal
device needs to be interconnected to the gateway device

again, for an interconnection method, refer to FIG. 4. The
method includes:
[0061] Step 401: When the terminal device detects that
the terminal device and the gateway device meet a sec-
ond connection condition and that it is not the first time
the terminal device is to be connected to the gateway
device, acquire the private SSID and a password of the
gateway device.
[0062] That the terminal device detects that the termi-
nal device and the gateway device meet the second con-
nection condition may include:

detecting, by the terminal device, that the preset
physical cable between the terminal device and the
gateway device has been connected; or
detecting, by the terminal device, a wireless signal
of the gateway device.

[0063] When the terminal device detects that the ter-
minal device and the gateway device do not meet the
second connection condition, it indicates that the terminal
device and the gateway device do not satisfy an inter-
connection condition, and the terminal device may con-
tinue detection until the second connection condition is
met.
[0064] For a method for detecting, by the terminal de-
vice, whether it is first time the terminal device is to be
connected to the gateway device, refer to the corre-
sponding description in step 301, and details are not pro-
vided herein.
[0065] Step 402: The terminal device sends, to the
gateway device, a request message for a private SSID-
based connection, where the request message for a pri-
vate SSID-based connection carries the private SSID
and the key of the gateway device.
[0066] Step 403: The gateway device receives the re-
quest message for a private SSID-based connection, ac-
quires the private SSID and the key from the request
message for a private SSID-based connection, performs
authentication on the private SSID and the key, and
sends, to the terminal device, a response message for a
private SSID-based connection when the authentication
succeeds, so as to establish a private SSID-based con-
nection between the terminal device and the gateway
device.
[0067] In this embodiment, when it is not the first time
a terminal device is to be interconnected to a gateway
device, interconnection based on a private SSID and a
key that are delivered to the terminal device by the gate-
way device is implemented between the terminal device
and the gateway device according to the private SSID
and the key. This interconnection process requires no
participation of a user, and communication and process-
ing are directly performed between the terminal device
and the gateway device, thereby shortening a time for
processing interconnection between the terminal device
and the gateway device. In addition, this interconnection
process is simple.
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[0068] Referring to FIG. 5, FIG. 5 is a schematic dia-
gram of a first embodiment of an apparatus for intercon-
nection between a terminal device and a gateway device
according to the present invention. The apparatus may
be disposed in the terminal device, and the apparatus
500 includes:
a first detecting unit 510, configured to detect whether
the terminal device and the gateway device meet a first
connection condition and whether it is the first time the
terminal device is to be connected to the gateway device;
a first acquiring unit 520, configured to: when the first
detecting unit 510 detects that the terminal device and
the gateway device meet the first connection condition
and that it is the first time the terminal device is to be
connected to the gateway device, acquire, from the gate-
way device, a first common SSID preset in the gateway
device;
a first authentication unit 530, configured to perform au-
thentication on the first common SSID acquired by the
first acquiring unit 520; and
a first sending unit 540, configured to: when the authen-
tication performed by the first authentication unit 530 on
the first common SSID succeeds, send a second com-
mon SSID preset in the terminal device to the gateway
device, so that when authentication performed by the
gateway device on the second common SSID succeeds,
a common SSID-based connection is established be-
tween the terminal device and the gateway device.
[0069] Preferably, the first detecting unit 510 may be
specifically configured to:

detect whether a preset physical cable between the
terminal device and the gateway device has been
connected; or
detect whether strength of a wireless signal between
the terminal device and the gateway device satisfies
a preset strength threshold.

[0070] Preferably, the apparatus 500 may further in-
clude:

a processing unit, configured to receive and store a
private SSID and a key of the gateway device that
are sent by the gateway device, where the private
SSID and the key are sent after the authentication
performed by the gateway device on the second
common SSID succeeds; and
a first disconnecting unit, configured to: after the
processing unit receives the private SSID and the
key, disconnect the common SSID-based connec-
tion between the terminal device and the gateway
device; where
the first sending unit may be further configured to
send the private SSID and the key of the gateway
device to the gateway device, so that when authen-
tication performed by the gateway device on the pri-
vate SSID and the key succeeds, a private SSID-
based connection is established between the termi-

nal device and the gateway device.

[0071] Preferably, the apparatus 500 may further in-
clude:

a second detecting unit, configured to detect whether
the terminal device and the gateway device meet a
second connection condition and whether it is the
first time the terminal device is to be connected to
the gateway device; and
a second acquiring unit, configured to: when the sec-
ond detecting unit detects that the terminal device
and the gateway device meet the second connection
condition and that it is not the first time the terminal
device is to be connected to the gateway device,
acquire the private SSID and a password of the gate-
way device; where
the first sending unit may be further configured to
send the private SSID and the key of the gateway
device, so that when authentication performed by
the gateway device on the private SSID and the key
succeeds, a private SSID-based connection is es-
tablished between the terminal device and the gate-
way device.

[0072] Preferably, the second detecting unit may be
specifically configured to:

detect whether the preset physical cable between
the terminal device and the gateway device has been
connected; or
detect whether the terminal device receives a wire-
less signal of the gateway device.

[0073] In this embodiment, when it is detected that the
terminal device and the gateway device meet a first con-
nection condition and that it is the first time the terminal
device is to be connected to the gateway device, a first
common SSID preset in the gateway device is acquired
from the gateway device; and when authentication per-
formed on the acquired first common SSID succeeds, a
second common SSID preset in the terminal device is
sent to the gateway device, so that when authentication
performed by the gateway device on the second common
SSID succeeds, a common SSID-based connection is
established between the terminal device and the gateway
device. In an entire interconnection process, a user does
not need to manually trigger login, and the user does not
need to manually enter login information either, thereby
shortening a login processing time. In addition, the inter-
connection process requires no participation of the user,
and therefore, the interconnection process is simple.
[0074] Referring to FIG. 6, FIG. 6 is a schematic dia-
gram of a second embodiment of an apparatus for inter-
connection between a terminal device and a gateway
device according to the present invention. The apparatus
may be disposed in the gateway device, and the appa-
ratus 600 includes:

15 16 



EP 2 999 250 A1

10

5

10

15

20

25

30

35

40

45

50

55

a second sending unit 610, configured to: when the
terminal device acquires a common SSID from the
gateway device, send a first common SSID preset
in the gateway device to the terminal device;
a receiving unit 620, configured to receive a second
common SSID that is preset in the terminal device
and is sent by the terminal device after authentication
performed by the terminal device on the first common
SSID sent by the second sending unit 610 succeeds;
and
a second authentication unit 630, configured to per-
form authentication on the second common SSID
received by the receiving unit 620, so that if authen-
tication performed by the gateway device on the sec-
ond common SSID succeeds, a common SSID-
based connection is established between the termi-
nal device and the gateway device.

[0075] Preferably, the apparatus may further include:

the second sending unit 610, which may be further
configured to: after the authentication performed by
the second authentication unit on the second com-
mon SSID succeeds, send a private SSID and a key
of the gateway device to the terminal device;
a second disconnecting unit, configured to: after the
second sending unit sends the private SSID and the
key, disconnect the common SSID-based connec-
tion between the gateway device and the terminal
device;
the receiving unit 620, which may be further config-
ured to: after the second disconnecting unit discon-
nects the common SSID-based connection, receive
a private SSID and a key that are sent by the terminal
device; and
a third authentication unit, configured to perform au-
thentication on the received private SSID and key,
so that if the authentication succeeds, a private
SSID-based connection is established between the
gateway device and the terminal device.

[0076] Preferably, the receiving unit 620 may be further
configured to: when the terminal device detects that the
terminal device and the gateway device meet a second
connection condition and that it is not the first time the
terminal device is to be connected to the gateway device,
receive the private SSID and the key that are sent by the
terminal device; and
the third authentication unit may be further configured to
perform authentication on the received private SSID and
key, so that if the authentication succeeds, a private
SSID-based connection is established between the gate-
way device and the terminal device.
[0077] In this embodiment, when a terminal device ac-
quires a common SSID from a gateway device, a first
common SSID preset locally is sent to the terminal de-
vice; a second common SSID that is sent after authenti-
cation performed by the terminal device on the first com-

mon SSID succeeds is received; and if authentication
performed by the gateway device on the second common
SSID succeeds, a common SSID-based connection is
established between the terminal device and the gateway
device. In an entire interconnection process, a user does
not need to manually trigger login, and the user does not
need to manually enter login information either, thereby
shortening a time for processing interconnection be-
tween the terminal device and the gateway device. In
addition, the interconnection process requires no partic-
ipation of the user and is automatically completed be-
tween the terminal device and the gateway device, and
therefore, the interconnection process is simple.
[0078] Referring to FIG. 7, FIG. 7 is a schematic dia-
gram of a hardware structure of a first ingress node ac-
cording to an embodiment of the present invention. The
micro base station includes: a first processor 710, a first
memory 720, a first transceiver 730, and a first bus 740.
[0079] The first processor 710, the first memory 720,
and the first transceiver 730 are connected by using the
first bus 740, and the first bus 740 may be an ISA bus,
a PCI bus, an EISA bus, or the like. The bus may be
classified into an address bus, a data bus, a control bus,
and the like. For ease of description, in FIG. 7, the bus
is represented by using only a bold line, which does not
indicate that there is only one bus or one type of bus.
[0080] The first memory 720 is configured to store a
program. Specifically, the program may include program
code, and the program code includes a computer oper-
ation instruction. The first memory 720 may include a
high-speed RAM memory, or may include a non-volatile
memory (non-volatile memory), for example, at least one
magnetic disk memory.
[0081] The first processor 710 executes the program
code, so as to detect whether a terminal device and the
gateway device meet a first connection condition and
whether it is the first time the terminal device is to be
connected to the gateway device, and to perform authen-
tication on the first common SSID acquired by the first
transceiver 730.
[0082] The first transceiver 730 is configured to be con-
nected to another device, and communicate with the an-
other device. The first transceiver 730 is configured to:
when the first processor 710 detects that the terminal
device and the gateway device meet the first connection
condition and that it is the first time the terminal device
is to be connected to the gateway device, acquire, from
the gateway device, the first common SSID preset in the
gateway device; and when the authentication performed
by the first processor 710 on the acquired first common
SSID succeeds, send a second common SSID preset in
the terminal device to the gateway device, so that when
authentication performed by the gateway device on the
second common SSID succeeds, a common SSID-
based connection is established between the terminal
device and the gateway device.
[0083] Preferably, the first processor 710 may be spe-
cifically configured to detect whether a preset physical
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cable between the terminal device and the gateway de-
vice has been connected; or detect whether strength of
a wireless signal between the terminal device and the
gateway device satisfies a preset strength threshold.
[0084] Preferably, the first transceiver 730 may be fur-
ther configured to receive a private SSID and a key of
the gateway device that are sent by the gateway device,
where the private SSID and the key are sent after the
authentication performed by the gateway device on the
second common SSID succeeds; disconnect the com-
mon SSID-based connection between the terminal de-
vice and the gateway device; and send the private SSID
and the key of the gateway device to the gateway device,
so that when authentication performed by the gateway
device on the private SSID and the key succeeds, a pri-
vate SSID-based connection is established between the
terminal device and the gateway device.
[0085] The first processor 710 may be further config-
ured to store the private SSID and the key of the gateway
device that are sent by the gateway device.
[0086] Preferably, the first processor 710 may be fur-
ther configured to detect whether the terminal device and
the gateway device meet a second connection condition
and whether it is the first time the terminal device is to
be connected to the gateway device.
[0087] The first transceiver 730 may be further config-
ured to: when the first processor 710 detects that the
terminal device and the gateway device meet the second
connection condition and that it is not the first time the
terminal device is to be connected to the gateway device,
acquire the private SSID and a password of the gateway
device; and send the private SSID and the key of the
gateway device to the gateway device, so that when au-
thentication performed by the gateway device on the pri-
vate SSID and the key succeeds, a private SSID-based
connection is established between the terminal device
and the gateway device.
[0088] Preferably, the first processor 710 may be spe-
cifically configured to detect whether the preset physical
cable between the terminal device and the gateway de-
vice has been connected; or detect whether the terminal
device receives a wireless signal of the gateway device.
[0089] In this embodiment, when the terminal device
detects that the terminal device and the gateway device
meet a first connection condition and that it is the first
time the terminal device is to be connected to the gateway
device, a first common SSID preset in the gateway device
is acquired from the gateway device; and when authen-
tication performed by the terminal device on the acquired
first common SSID succeeds, a second common SSID
preset in the terminal device is sent to the gateway de-
vice, so that when authentication performed by the gate-
way device on the second common SSID succeeds, a
common SSID-based connection is established between
the terminal device and the gateway device. In an entire
interconnection process, a user does not need to man-
ually trigger login, and the user does not need to manually
enter login information either, thereby shortening a login

processing time. In addition, the interconnection process
requires no participation of the user, and therefore, the
interconnection process is simple.
[0090] Referring to FIG. 8, FIG. 8 is a schematic dia-
gram of a hardware structure of a first ingress node ac-
cording to an embodiment of the present invention. The
micro base station includes: a second processor 810, a
second memory 820, a second transceiver 830, and a
second bus 840.
[0091] The second processor 810, the second memory
820, and the second transceiver 830 are connected by
using the second bus 840, and the second bus 840 may
be an ISA bus, a PCI bus, an EISA bus, or the like. The
bus may be classified into an address bus, a data bus,
a control bus, and the like. For ease of description, in
FIG. 8, the bus is represented by using only a bold line,
which does not indicate that there is only one bus or one
type of bus.
[0092] The second memory 820 is configured to store
a program. Specifically, the program may include pro-
gram code, and the program code includes a computer
operation instruction. The second memory 820 may in-
clude a high-speed RAM memory, or may include a non-
volatile memory (non-volatile memory), for example, at
least one magnetic disk memory.
[0093] The second transceiver 830 is configured to be
connected to another device, and communicate with the
another device. The second transceiver 830 is configured
to: when the terminal device acquires a common SSID
from the gateway device, send a first common SSID pre-
set locally to the terminal device; receive a second com-
mon SSID that is preset in the terminal device and is sent
by the terminal device after authentication performed by
the terminal device on the first common SSID succeeds;
and if authentication performed by the second processor
810 on the second common SSID succeeds, establish a
common SSID-based connection between the terminal
device and the gateway device.
[0094] The second processor 810 executes the pro-
gram code, so as to perform authentication on the second
common SSID received by the second transceiver.
[0095] Preferably, the second transceiver 830 may be
further configured to: after the authentication performed
on the second common SSID succeeds, send a private
SSID and a key of the gateway device to the terminal
device; disconnect the common SSID-based connection
between the gateway device and the terminal device;
receive the private SSID and the key that are sent by the
terminal device; and if authentication performed by the
second processor 810 on the private SSID and the key
succeeds, establish a private SSID-based connection
between the gateway device and the terminal device.
[0096] The second processor 810 may be further con-
figured to perform authentication on the private SSID and
the key.
[0097] Preferably, the second transceiver 830 may be
further configured to: when the terminal device detects
that the terminal device and the gateway device meet a
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second connection condition and that it is not the first
time the terminal device is to be connected to the gateway
device, receive the private SSID and the key of the gate-
way device that are sent by the terminal device; and if
authentication performed by the second processor 810
on the private SSID and the key succeeds, establish a
private SSID-based connection between the gateway de-
vice and the terminal device.
[0098] The second processor 810 may be further con-
figured to perform authentication on the private SSID and
the key.
[0099] In this embodiment, when a terminal device ac-
quires a common SSID from a gateway device, the gate-
way device sends a first common SSID preset locally to
the terminal device; the gateway device receives a sec-
ond common SSID that is sent by the terminal device
after authentication performed by the terminal device on
the first common SSID succeeds; and if authentication
performed by the gateway device on the second common
SSID succeeds, a common SSID-based connection is
established between the terminal device and the gateway
device. In an entire interconnection process, a user does
not need to manually trigger login, and the user does not
need to manually enter login information either, thereby
shortening a time for processing interconnection be-
tween the terminal device and the gateway device. In
addition, the interconnection process requires no partic-
ipation of the user and is automatically completed be-
tween the terminal device and the gateway device, and
therefore, the interconnection process is simple.
[0100] A person skilled in the art may clearly under-
stand that, the technologies in the embodiments of the
present invention may be implemented by software in
addition to a necessary general hardware platform.
Based on such an understanding, the technical solutions
in the embodiments of the present invention essentially
or the part contributing to the prior art may be implement-
ed in a form of a software product. The computer software
product is stored in a storage medium, such as a
ROM/RAM, a magnetic disk, or an optical disc, and in-
cludes several instructions for instructing a computer de-
vice (which may be a personal computer, a server, or a
network device) to perform the methods described in the
embodiments or some parts of the embodiments of the
present invention.
[0101] The embodiments in this specification are all
described in a progressive manner, for same or similar
parts in the embodiments, reference may be made to
each other, and each embodiment focuses on differenc-
es from other embodiments. Especially, a system em-
bodiment is basically similar to a method embodiment,
and therefore is described briefly; and for the associated
part, reference may be made to the method embodiment.
[0102] The foregoing descriptions are implementation
manners of the present invention, but are not intended
to limit the protection scope of the present invention. Any
modification, equivalent replacement, and improvement
made within the spirit and principle of the present inven-

tion shall fall within the protection scope of the present
invention.

Claims

1. A method for interconnection between a terminal de-
vice and a gateway device, wherein the method com-
prises:

when the terminal device detects that the termi-
nal device and the gateway device meet a first
connection condition and that it is the first time
the terminal device is to be connected to the
gateway device, acquiring, from the gateway de-
vice, a first common SSID preset in the gateway
device; and
when authentication performed by the terminal
device on the acquired first common SSID suc-
ceeds, sending a second common SSID preset
in the terminal device to the gateway device, so
that when authentication performed by the gate-
way device on the second common SSID suc-
ceeds, a common SSID-based connection is es-
tablished between the terminal device and the
gateway device.

2. The method according to claim 1, wherein that the
terminal device detects that the terminal device and
the gateway device meet the first connection condi-
tion comprises:

detecting, by the terminal device, that a preset
physical cable between the terminal device and
the gateway device has been connected; or
detecting, by the terminal device, that strength
of a wireless signal between the terminal device
and the gateway device satisfies a preset
strength threshold.

3. The method according to claim 1 or 2, wherein the
method further comprises:

receiving and storing, by the terminal device, a
private SSID and a key of the gateway device
that are sent by the gateway device, wherein the
private SSID and the key are sent after the au-
thentication performed by the gateway device
on the second common SSID succeeds; and
disconnecting, by the terminal device, the com-
mon SSID-based connection between the ter-
minal device and the gateway device, and send-
ing the private SSID and the key of the gateway
device to the gateway device, so that when au-
thentication performed by the gateway device
on the private SSID and the key succeeds, a
private SSID-based connection is established
between the terminal device and the gateway
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device.

4. The method according to claim 3, wherein the meth-
od further comprises:

when the terminal device detects that the termi-
nal device and the gateway device meet a sec-
ond connection condition and that it is not the
first time the terminal device is to be connected
to the gateway device, acquiring the private
SSID and a password of the gateway device;
and
sending, by the terminal device, the private SSID
and the key of the gateway device to the gateway
device, so that when authentication performed
by the gateway device on the private SSID and
the key succeeds, a private SSID-based con-
nection is established between the terminal de-
vice and the gateway device.

5. The method according to claim 4, wherein that the
terminal device detects that the terminal device and
the gateway device meet the second connection
condition comprises:

detecting, by the terminal device, that the preset
physical cable between the terminal device and
the gateway device has been connected; or
detecting, by the terminal device, a wireless sig-
nal of the gateway device.

6. A method for interconnection between a terminal de-
vice and a gateway device, wherein the method com-
prises:

when the terminal device acquires a common
SSID from the gateway device, sending, by the
gateway device, a first common SSID preset lo-
cally to the terminal device;
receiving, by the gateway device, a second com-
mon SSID that is preset in the terminal device
and is sent by the terminal device after authen-
tication performed by the terminal device on the
first common SSID succeeds; and
if authentication performed by the gateway de-
vice on the second common SSID succeeds,
establishing a common SSID-based connection
between the terminal device and the gateway
device.

7. The method according to claim 6, wherein the meth-
od further comprises:

after the authentication performed by the gate-
way device on the second common SSID suc-
ceeds, sending a private SSID and a key of the
gateway device to the terminal device;
disconnecting, by the gateway device, the com-

mon SSID-based connection between the gate-
way device and the terminal device;
receiving, by the gateway device, the private
SSID and the key that are sent by the terminal
device; and
if authentication performed by the gateway de-
vice on the received private SSID and key suc-
ceeds, establishing a private SSID-based con-
nection between the gateway device and the ter-
minal device.

8. The method according to claim 7, wherein the meth-
od further comprises:

when the terminal device detects that the termi-
nal device and the gateway device meet a sec-
ond connection condition and that it is not the
first time the terminal device is to be connected
to the gateway device, receiving, by the gateway
device, the private SSID and the key that are
sent by the terminal device; and
if authentication performed by the gateway de-
vice on the received private SSID and key suc-
ceeds, establishing a private SSID-based con-
nection between the gateway device and the ter-
minal device.

9. An apparatus for interconnection between a terminal
device and a gateway device, wherein the apparatus
comprises:

a first detecting unit, configured to detect wheth-
er the terminal device and the gateway device
meet a first connection condition and whether it
is the first time the terminal device is to be con-
nected to the gateway device;
a first acquiring unit, configured to: when the first
detecting unit detects that the terminal device
and the gateway device meet the first connec-
tion condition and that it is the first time the ter-
minal device is to be connected to the gateway
device, acquire, from the gateway device, a first
common SSID preset in the gateway device;
a first authentication unit, configured to perform
authentication on the first common SSID ac-
quired by the first acquiring unit; and
a first sending unit, configured to: when the au-
thentication performed by the first authentication
unit on the first common SSID succeeds, send
a second common SSID preset in the terminal
device to the gateway device, so that when au-
thentication performed by the gateway device
on the second common SSID succeeds, a com-
mon SSID-based connection is established be-
tween the terminal device and the gateway de-
vice.

10. The apparatus according to claim 9, wherein the first
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detecting unit is specifically configured to:

detect whether a preset physical cable between
the terminal device and the gateway device has
been connected; or
detect whether strength of a wireless signal be-
tween the terminal device and the gateway de-
vice satisfies a preset strength threshold.

11. The apparatus according to claim 9 or 10, wherein
the apparatus further comprises:

a processing unit, configured to receive and
store a private SSID and a key of the gateway
device that are sent by the gateway device,
wherein the private SSID and the key are sent
after the authentication performed by the gate-
way device on the second common SSID suc-
ceeds; and
a first disconnecting unit, configured to: after the
processing unit receives the private SSID and
the key, disconnect the common SSID-based
connection between the terminal device and the
gateway device; wherein
the first sending unit is further configured to send
the private SSID and the key of the gateway de-
vice to the gateway device, so that when authen-
tication performed by the gateway device on the
private SSID and the key succeeds, a private
SSID-based connection is established between
the terminal device and the gateway device.

12. The apparatus according to claim 11, wherein the
apparatus further comprises:

a second detecting unit, configured to detect
whether the terminal device and the gateway
device meet a second connection condition and
whether it is the first time the terminal device is
to be connected to the gateway device; and
a second acquiring unit, configured to: when the
second detecting unit detects that the terminal
device and the gateway device meet the second
connection condition and that it is not the first
time the terminal device is to be connected to
the gateway device, acquire the private SSID
and a password of the gateway device; wherein
the first sending unit is further configured to send
the private SSID and the key of the gateway de-
vice, so that when authentication performed by
the gateway device on the private SSID and the
key succeeds, a private SSID-based connection
is established between the terminal device and
the gateway device.

13. The apparatus according to claim 12, wherein the
second detecting unit is specifically configured to:

detect whether the preset physical cable be-
tween the terminal device and the gateway de-
vice has been connected; or
detect whether the terminal device receives a
wireless signal of the gateway device.

14. An apparatus for interconnection between a terminal
device and a gateway device, wherein the apparatus
comprises:

a second sending unit, configured to: when the
terminal device acquires a common SSID from
the gateway device, send a first common SSID
preset in the gateway device to the terminal de-
vice;
a receiving unit, configured to receive a second
common SSID that is preset in the terminal de-
vice and is sent by the terminal device after au-
thentication performed by the terminal device on
the first common SSID sent by the second send-
ing unit succeeds; and
a second authentication unit, configured to per-
form authentication on the second common
SSID received by the receiving unit, so that if
authentication performed by the gateway device
on the second common SSID succeeds, a com-
mon SSID-based connection is established be-
tween the terminal device and the gateway de-
vice.

15. The apparatus according to claim 14, wherein the
apparatus further comprises:

the second sending unit, further configured to:
after the authentication performed by the sec-
ond authentication unit on the second common
SSID succeeds, send a private SSID and a key
of the gateway device to the terminal device;
a second disconnecting unit, configured to: after
the second sending unit sends the private SSID
and the key, disconnect the common SSID-
based connection between the gateway device
and the terminal device;
the receiving unit, further configured to: after the
second disconnecting unit disconnects the com-
mon SSID-based connection, receive a private
SSID and a key that are sent by the terminal
device; and
a third authentication unit, configured to perform
authentication on the received private SSID and
key, so that if the authentication succeeds, a pri-
vate SSID-based connection is established be-
tween the gateway device and the terminal de-
vice.

16. The apparatus according to claim 15, wherein the
receiving unit is further configured to: when the ter-
minal device detects that the terminal device and the
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gateway device meet a second connection condition
and that it is not the first time the terminal device is
to be connected to the gateway device, receive the
private SSID and the key that are sent by the terminal
device; and
the third authentication unit is further configured to
perform authentication on the received private SSID
and key, so that if the authentication succeeds, a
private SSID-based connection is established be-
tween the gateway device and the terminal device.
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