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(54) METHOD AND APPARATUS FOR MANAGING A PDN CONNECTION IN A WIRELESS 
COMMUNICATION SYSTEM

(57) The present disclosure relates to a method and
an apparatus for managing a PDN connection by induc-
ing, by a node, a terminal to autonomously recover a
failure situation or detecting the corresponding terminal
when the terminal is not capable of generating or main-
taining the PDN connection in a wireless communication
system and the method of the present disclosure in-
cludes: detecting, by a node, a terminal in which a failure
occurs in a PDN connection; and transmitting a detach
request message to the terminal in which the failure oc-
curs.
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Description

BACKGROUND

1. Field

[0001] Various embodiments of the present disclosure
relate to a wireless communication system, and more
particularly, to a method and an apparatus for managing
a PDN connection in a wireless communication system.

2. Description of Related Art

[0002] Generally, mobile communication systems
have been developed to provide a voice service while
securing activity of a user. However, the mobile commu-
nication system gradually extends an area from a voice
service to a data service. At present, the mobile commu-
nication system has been developed to provide a high-
speed data service. However, since the current mobile
communication systems that are providing services suf-
fers from a resource shortage phenomenon and do not
meet a user demand for higher-speed services, there is
a need for a more developed mobile communication sys-
tem.
[0003] To meet the requirement, standardizations for
long term evolution (LTE) in the 3rd generation partner-
ship project (3GPP) as one system that is being devel-
oped as next-generation mobile communication systems
are in progress. The LTE is a technology of implementing
fast packet based communication having a transmission
rate up to 100 Mbps or so, with aiming to commercialize
around 2010. For this purpose, several schemes have
been discussed. For example, there are a scheme of
reducing the number of nodes positioned on a commu-
nication path by simplifying network architecture, a
scheme of approaching radio protocols to a radio channel
to the extent possible, and so on.
[0004] Meanwhile, generation of all packet data net-
works (PDNs) is triggered by a terminal, and there is no
procedure for triggering the PDN generation of the ter-
minal in a core network. Since all PDN connection gen-
eration is triggered by the terminal, the terminal generally
generates all PDNs to be served as soon as the terminal
attaches the PDN with a PDN connectivity procedure.
[0005] However, when the terminal does not generate
a specific PDN connection due to malfunction of the ter-
minal, in a case where downlink traffic occurs, there is
no method to transmit the downlink traffic from the core
network to the terminal, so that a problem may occur, in
which the corresponding service cannot be received until
the terminal autonomously generates the PDN connec-
tion for another reason, and as a result, a discussion for
solving the problem is required.

SUMMARY

[0006] The present disclosure is contrived to solve the

problem and an object of the present disclosure is to pro-
vide a method and an apparatus for managing a PDN
connection in a wireless communication system.
[0007] In order to solve the problem, a method for man-
aging a packet data network (PDN) connection of a node
in a wireless communication system of the present dis-
closure comprises: detecting, by a node, a terminal in
which a failure occurs in a PDN connection; and trans-
mitting a detach request message to the terminal in which
the failure occurs.
[0008] In an example, detecting the terminal comprises
determining a terminal that does not transmit a PDN con-
nection request message as the terminal in which the
failure occurs, and wherein transmitting the detach re-
quest message comprises transmitting a detach request
message including information for reattach of the termi-
nal.
[0009] In an example, detecting the terminal further
comprises: starting a timer of the node when the node
receives an attach request message from the terminal;
and determining the terminal as a management target
terminal when the node does not receive the PDN con-
nection request message for a service from the terminal
until the timer expires, wherein the service is requested
to the management target terminal.
[0010] In an example, detecting the terminal further
comprises: starting a timer of the node when the terminal
requests PDN disconnection and a disconnected PDN
connection is the PDN connection for the service request-
ed to the terminal; and determining the terminal as a man-
agement target terminal when a PDN connection request
message for the service requested to the management
target terminal is not transmitted from the terminal until
the timer expires.
[0011] In an example, transmitting a detach request
message further comprises: comparing a retry count of
trying reattach by the terminal in which the failure occurs
and a configuration value of the node; increasing, by the
node, the retry count of trying the reattach by the terminal
when the retry count of trying the reattach by the terminal
is equal to or less than the configuration value of the
node; setting, by the node, a detach type of a detach
request to reattach required; and transmitting, by the
node, the detach request message.
[0012] In an example, the method further comprises:
storing, by the node, identification information for the ter-
minal in a storage of the node when a retry count of trying
reattach by the terminal in which the failure occurs is
larger than a configuration value of the node; transmit-
ting, by the node, the identification information for the
terminal to a network operator; and transmitting, by the
node, a notification message to the terminal when a retry
count of trying reattach by the terminal in which the failure
occurs is larger than a configuration value of the node.
[0013] Further, a node for managing a packet data net-
work (PDN) connection in a wireless communication sys-
tem of the present disclosure comprises: a transceiver
configured to transmit and receive information on a PDN
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connection management to and from a terminal; a con-
troller configured to detect a terminal in which a failure
occurs in the PDN connection by the node and transmit
a detach request message to the terminal in which the
failure occurs; and a storage configured to store informa-
tion on the terminal in which the failure occurs and the
retry count of trying reattach by the terminal in the node.
[0014] In an example, the controller is further config-
ured to: determine a terminal that does not transmit a
PDN connection request message as the terminal in
which the failure occurs; and transmit the detach request
message including information for reattach of the termi-
nal.
[0015] In an example, the controller is further config-
ured to: start a timer of the node when the node receives
an attach request message from the terminal; and deter-
mine the terminal as a management target terminal when
the node does not receive a PDN connection request
message for a service from the terminal until the timer
expires, wherein the service is requested to the manage-
ment target terminal.
[0016] In an example, the controller is further config-
ured to: start a timer in the node when the terminal re-
quests PDN disconnection and a disconnected PDN con-
nection is the PDN connection for the service requested
to the terminal; and determine the terminal as a manage-
ment target terminal when not transmitting a PDN con-
nection request message for the service requested to the
management target terminal from the terminal until the
timer expires.
[0017] In an example, the controller is further config-
ured to: compare the retry count of trying a reattach by
the terminal in which the failure occurs and a configura-
tion value of the node; increase, by the node, the retry
count of trying the reattach by the terminal when the retry
count of trying the reattach by the terminal is equal to or
less than the configuration value of the node; and set a
detach type of a detach request to reattach required, by
the terminal and transmit the detach request message.
[0018] In an example, the controller is further config-
ured to; transmit, to a network operator, identification in-
formation for the terminal ; and transmit, by the node, a
notification message to the terminal when the retry count
of trying the reattach by the terminal in which the failure
occurs is larger than a configuration value of the node.
[0019] In an example, the storage is further configured
to; store, by the node, identification information for the
terminal in a storage of the node when the retry count of
trying the reattach by the terminal in which the failure
occurs is larger than a configuration value of the node,
and wherein the identification information is transmitted
to a network operator.
[0020] In addition, a method for managing a packet
data network (PDN) connection of a terminal in a wireless
communication system of the present disclosure com-
prises: receiving, by a terminal in which a failure occurs
in a PDN connection between a terminal and a PDN, a
detach request message from a node; performing, by the

terminal, detach; and attaching the terminal.
[0021] In an example, the detach request message is
a detach request message in which a detach type of the
terminal is set as reattach required by the node.
[0022] In an example, the method further comprises,
when the terminal receives a notification message from
the node, displaying the notification message on a dis-
play of the terminal.
[0023] In addition, a terminal for managing a packet
data network (PDN) connection in a wireless communi-
cation system of the present disclosure comprises: a
transceiver configured to transmit and receive informa-
tion on a PDN connection management to and from a
node; and a controller configured to receive a detach
request message from the node by the terminal and per-
form detach and attach.
[0024] In an example, the detach request message is
received by the terminal as a detach type is set as reat-
tach required.
[0025] In an example, the terminal further comprises,
a display operably connected to the controller, the display
configured to display a notification message received
from the node.
[0026] According to the present disclosure, a terminal
that does not generate a PDN connection for a specific
service or releases the PDN connection is reattached to
a network (a procedure in which the terminal is detached
and reattach required is given to detach type to induce
the terminal to be attached again) to induce the terminal
to autonomously request the corresponding PDN con-
nection generation again and detect terminals in which
the PDN connection is not restored even though Reat-
tach is repeated, and as a result, when the downlink traffic
occurs due to no PDN connection, a problem that the
downlink traffic may not be transmitted to the terminal
can be solved.
[0027] Before undertaking the DETAILED DESCRIP-
TION below, it may be advantageous to set forth defini-
tions of certain words and phrases used throughout this
patent document: the terms "include" and "comprise," as
well as derivatives thereof, mean inclusion without limi-
tation; the term "or," is inclusive, meaning and/or; the
phrases "associated with" and "associated therewith," as
well as derivatives thereof, may mean to include, be in-
cluded within, interconnect with, contain, be contained
within, connect to or with, couple to or with, be commu-
nicable with, cooperate with, interleave, juxtapose, be
proximate to, be bound to or with, have, have a property
of, or the like; and the term "controller" means any device,
system or part thereof that controls at least one operation,
such a device may be implemented in hardware,
firmware or software, or some combination of at least two
of the same. It should be noted that the functionality as-
sociated with any particular controller may be centralized
or distributed, whether locally or remotely. Moreover, var-
ious functions described below can be implemented or
supported by one or more computer programs, each of
which is formed from computer readable program code
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and embodied in a computer readable medium. The
terms "application" and "program" refer to one or more
computer programs, software components, sets of in-
structions, procedures, functions, objects, classes, in-
stances, related data, or a portion thereof adapted for
implementation in a suitable computer readable program
code. The phrase "computer readable program code" in-
cludes any type of computer code, including source code,
object code, and executable code. The phrase "computer
readable medium" includes any type of medium capable
of being accessed by a computer, such as read only
memory (ROM), random access memory (RAM), a hard
disk drive, a compact disc (CD), a digital video disc
(DVD), or any other type of memory. A "non-transitory"
computer readable medium excludes wired, wireless, op-
tical, or other communication links that transport transi-
tory electrical or other signals. A non-transitory computer
readable medium includes media where data can be per-
manently stored and media where data can be stored
and later overwritten, such as a rewritable optical disc or
an erasable memory device.
[0028] Definitions for certain words and phrases are
provided throughout this patent document, those of or-
dinary skill in the art should understand that in many, if
not most instances, such definitions apply to prior, as
well as future uses of such defined words and phrases.

BRIEF DESCRIPTION OF THE DRAWINGS

[0029] For a more complete understanding of the
present disclosure and its advantages, reference is now
made to the following description taken in conjunction
with the accompanying drawings, in which like reference
numerals represent like parts:

FIG. 1 illustrates a flowchart of an operation flow in
which an MME manages a PDN connection accord-
ing to an embodiment of the present disclosure;
FIG. 2 illustrates a flowchart of a process in which
the MME manages a PDN connection according to
a first embodiment of the present disclosure;
FIG. 3 illustrates a diagram of a process in which the
MME and a terminal manage the PDN connection
according to the first embodiment of the present dis-
closure;
FIG. 4 illustrates a flowchart of a process in which
an MME manages a PDN connection according to
a second embodiment of the present disclosure;
FIG. 5 illustrates a diagram of a process in which the
MME and a terminal manage the PDN connection
according to the second embodiment of the present
disclosure;
FIG. 6 illustrates a flowchart of a detach request mes-
sage transmitting step according to an embodiment
of the present disclosure;
FIG. 7 illustrates a flowchart of a method for manag-
ing terminals in which a PDN connection is not re-
covered according to an embodiment of the present

disclosure;
FIG. 8A illustrates a flowchart of a method for man-
aging a PDN connection according to an embodi-
ment of the present disclosure;
FIG. 8B illustrates a diagram of a notification mes-
sage transmitted to a terminal in which it is impossi-
ble to recover a PDN connection according to an
embodiment of the present disclosure;
FIG. 9 illustrates a diagram that PCRF provides a
service to a terminal through P-GW even though a
failure occurs in a PDN connection according to a
third embodiment of the present disclosure;
FIG. 10 illustrates a block diagram of an internal
structure of an MME according to an embodiment of
the present disclosure; and
FIG. 11 illustrates a block diagram of an internal
structure of a terminal according to an embodiment
of the present disclosure.

DETAILED DESCRIPTION

[0030] FIGS. 1 through 11, discussed below, and the
various embodiments used to describe the principles of
the present disclosure in this patent document are by
way of illustration only and should not be construed in
any way to limit the scope of the disclosure. Those skilled
in the art will understand that the principles of the present
disclosure may be implemented in any suitably arranged
system or device.
[0031] In describing the exemplary embodiments of
the present disclosure in the present specification, a de-
scription of technical contents which are well known to
the art to which the present disclosure belongs and are
not directly connected with the present disclosure will be
omitted. This is to more clearly transfer a gist of the
present disclosure by omitting an unnecessary descrip-
tion.
[0032] For the same reason, some components are
exaggerated, omitted, or schematically illustrated in the
accompanying drawings. Further, the size of each com-
ponent does not exactly reflect a real size of each com-
ponent. In each drawing, the same or corresponding
components are denoted by the same reference numer-
als.
[0033] Various advantages and features of the present
disclosure and methods accomplishing the same will be-
come apparent from the following detailed description of
embodiments with reference to the accompanying draw-
ings. However, the present disclosure is not limited to
the embodiments disclosed herein but will be implement-
ed in various forms. The embodiments have made dis-
closure of the present disclosure complete and are pro-
vided so that those skilled in the art can easily understand
the scope of the present disclosure. Therefore, the
present disclosure will be defined by the scope of the
appended claims. Like reference numerals throughout
the description denote like elements.
[0034] In this case, it may be understood that each
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block of processing flow charts and combinations of the
flow charts may be performed by computer program in-
structions. Since these computer program instructions
may be mounted in processors for a general computer,
a special computer, or other programmable data
processing apparatuses, these instructions executed by
the processors for the computer or the other program-
mable data processing apparatuses create means per-
forming functions described in block(s) of the flow charts.
Since these computer program instructions may also be
stored in a computer usable or computer readable mem-
ory of a computer or other programmable data process-
ing apparatuses in order to implement the functions in a
specific scheme, the computer program instructions
stored in the computer usable or computer readable
memory may also produce manufacturing articles includ-
ing instruction means performing the functions described
in block(s) of the flow charts. Since the computer program
instructions may also be mounted on the computer or the
other programmable data processing apparatuses, the
instructions performing a series of operation steps on the
computer or the other programmable data processing
apparatuses to create processes executed by the com-
puter to thereby execute the computer or the other pro-
grammable data processing apparatuses may also pro-
vide steps for performing the functions described in
block(s) of the flow charts.
[0035] In addition, each block may indicate some of
modules, segments, or codes including one or more ex-
ecutable instructions for executing a specific logical func-
tion(s). Further, it is to be noted that functions mentioned
in the blocks occur regardless of a sequence in some
alternative embodiments. For example, two blocks that
are consecutively illustrated may be substantially simul-
taneously performed in fact or be performed in a reverse
sequence depending on corresponding functions some-
times.
[0036] Here, the term "-unit" used in the present em-
bodiment means software or hardware components such
as FPGA and ASIC and the ’∼unit’ performs any roles.
However, the meaning of the "-unit" is not limited to soft-
ware or hardware. The "-unit" may be configured to be
in a storage medium that may be addressed and may
also be configured to reproduce one or more processors.
Accordingly, for example, the "-unit" includes compo-
nents such as software components, object oriented soft-
ware components, class components, and task compo-
nents and processors, functions, attributes, procedures,
subroutines, segments of program code, drivers,
firmware, microcode, circuit, data, database, data struc-
tures, tables, arrays, and variables. The functions pro-
vided in the components and the "-units" may be com-
bined with a smaller number of components and the "-
units" or may be further separated into additional com-
ponents and "-units." In addition, the components and
the "~units" may also be implemented to reproduce one
or more CPUs within a device or a security multimedia
card.

[0037] Hereinafter, a method for detecting a terminal
that may not generate or maintain a PDN connection by
managing a PDN connection by an arbitrary node in a
wireless communication system will be described. In this
case, the node may induce the terminal to recover a fail-
ure situation.
[0038] In addition, a method for detecting a terminal in
which a failure occurs in the PDN connection according
to an embodiment of the present disclosure will be de-
scribed separately in first and second embodiments.
[0039] The present disclosure relates to a method in
which an arbitrary node positioned in a core network man-
ages the PDN connection and in the following embodi-
ment, it is assumed and described that a mobility man-
agement entity (MME) carries out the embodiment of the
present disclosure described below. However, the node
need not be particularly limited to the MME and it may
be noted that it is not excluded that other core network
nodes including packet data network gateway (P-GW),
serving gateway (SGW), and the like carry out the fol-
lowing embodiment.
[0040] FIG. 1 illustrates a flowchart of an operation in
which an MME manages a PDN connection in a wireless
communication system, applied to an embodiment of the
present disclosure.
[0041] Prior to the description of FIG. 1, the terminal
may transmit an attach request message to the MME for
an initial connection. Thereafter, the PDN connection
may be generated between the terminal and the PDN
under the control of the MME.
[0042] According to an embodiment of the present dis-
closure, since the MME may detect whether the failure
occurs by monitoring the PDN connection even after an
initial connection for management of the PDN connec-
tion, it will be described below.
[0043] According to an embodiment of the present dis-
closure, in step S110, the MME may monitor the PDN
connection between the terminal and the packet data net-
work (PDN) to detect a terminal in which the failure occurs
in the PDN connection. The MME may confirm whether
the PDN connection to the terminal is normally generated
and whether the generated PDN connection is main-
tained.
[0044] In addition, the PDN connection failure may in-
clude a case where the PDN connection for a service
requested to the terminal is not generated or the PDN
connection is released after the PDN connection is es-
tablished and the service requested to the terminal may
not be provided. Further, in step S120, the MME may
transmit a detach request message to the terminal in
which the failure occurs. The MME may set a detach type
of detach request message to be transmitted to the ter-
minal to Reattach Required. A specific operation in which
the MME transmits the detach request message to the
terminal in which the failure occurs will be described be-
low with reference to FIG. 6.
[0045] When the terminal receives the detach request
message, the terminal may perform a detach procedure.

7 8 



EP 3 462 791 A1

6

5

10

15

20

25

30

35

40

45

50

55

Then, as a detach type of the detach request message
is set to Reattach Required, the terminal attempts to at-
tach to the MME again and requests the corresponding
PDN connection generation.
[0046] Through the process illustrated in FIG. 1, the
MME may induce or trigger the terminal in which the fail-
ure occurs in the PDN connection to autonomously re-
cover the PDN connection. Embodiments that detect the
terminal in which the failure occurs in the PDN connection
will be described through FIGS. 2 and 4 below.
[0047] FIG. 2 illustrates a flowchart of a process in
which the MME manages a PDN connection according
to a first embodiment of the present disclosure.
[0048] First, when the terminal completes the attach
before step S210, the terminal may trigger and generate
the PDN connection for the service requested to the ter-
minal including a default PDN connection.
[0049] In addition, when the MME receives the attach
request message from the terminal in step S210, the
MME may start a timer. The MME may detect whether
the failure occurs in the PDN connection between the
terminal and the PDN.
[0050] As illustrated in FIG. 1, the MME may confirm
whether a situation occurs in which the terminal may not
generate the PDN connection for the service requested
to the terminal. Alternatively, the MME may confirm
whether a situation occurs in which the PDN connection
is released and the service requested to the terminal is
not provided after the terminal generates the PDN con-
nection.
[0051] Meanwhile, the PDN connection may not be
generated for various reasons. In the first embodiment
of the present disclosure, it is assumed that the PDN
connection is not generated because the terminal does
not transmit a PDN Connectivity Request message to
the MME.
[0052] In addition, in step S220, when the MME does
not receive the PDN connection request message for the
service requested to the terminal until the timer expires,
the MME may determine the terminal as a management
target terminal.
[0053] A method for distinguishing whether the service
is requested to the terminal is as follows. First, the MME
may distinguish the service by an access point name
(APN). Examples of the APN include internet APN, ims
APN, emergency APN, iot APN, and the like.
[0054] Second, the MME may distinguish the service
according to a preset QoS class identifier (QCI). Since
the QCI value may vary depending on the type of service
and the MME may know the service according to the QCI
value in advance, the MME may distinguish whether the
service is requested to the terminal.
[0055] Third, the MME may distinguish the service ac-
cording to whether to transmit an emergency. The termi-
nal transmits whether there is the emergency together
with at the time of requesting PDN connectivity. Based
thereon, the MME may distinguish whether there is an
emergency service. Fourth, the MME may distinguish the

service according to allocation and retention priority
(ARP) information which is QoS parameters including
priority level, aggregate maximum bit rate, pre-emption
vulnerability, pre-emption capability, etc.
[0056] In addition, in step S230, the MME may transmit
the detach request message to the terminal determined
as the management target terminal. Since the detach
request message includes information for reattach of the
terminal, the detach request message may induce the
terminal to generate the PDN connection.
[0057] Through the process, the terminal determined
as the management target terminal may operate as a
normal terminal by recovering the PDN connection.
[0058] FIG. 3 illustrates a diagram of a process in which
the MME and a terminal manage the PDN connection
according to the first embodiment of the present disclo-
sure.
[0059] In step S310, when the terminal transmits the
attach request to the MME, the PDN connection between
the terminal and the PDN may be generated under the
control of the MME. In addition, in step S320, when the
MME receives the attach request message from the ter-
minal, the MME may start the timer. The timer may be a
locally configured timer in the MME.
[0060] In addition, in step S330, when the MME does
not receive the PDN connection request message for the
service requested to the terminal until the timer expires,
the MME may determine the terminal as the management
target terminal. In addition, in step S340, the MME may
transmit the detach request message to the management
target terminal. The management target terminal may be
a terminal detected as the terminal in which the failure
occurs in the PDN connection.
[0061] In addition, the MME may determine whether
the failure occurs in the PDN connection until the timer
expires based on whether the MME receives the PDN
connection request message for the service requested
to the corresponding terminal.
[0062] FIG. 4 illustrates a flowchart of a process in
which an MME manages a PDN connection according
to a second embodiment of the present disclosure.
[0063] First, when the terminal completes the attach
before step S410, the terminal may trigger and generate
the PDN connection for the service requested to the ter-
minal including the default PDN connection. In addition,
only when the PDN connection is maintained, the termi-
nal may receive the service. When the PDN connection
is disconnected, the terminal may transmit the PDN con-
nection request message to the MME.
[0064] In addition, when the MME receives a PDN Dis-
connect Request message of the PDN connection for the
service requested to the terminal in step S410, the MME
may start the timer. The MME may detect whether the
failure occurs in the PDN connection between the termi-
nal and the PDN. As illustrated in FIG. 1, the MME may
confirm whether a situation occurs in which the terminal
may not generate the PDN connection for the service
requested to the terminal. Alternatively, the MME may
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confirm whether a situation occurs in which the PDN con-
nection is released and the service requested to the ter-
minal is not provided after the terminal generates the
PDN connection.
[0065] Meanwhile, the PDN connection may be dis-
connected due to various reasons. In the second embod-
iment of the present disclosure, it is assumed that the
PDN connection is disconnected by transmitting the PDN
disconnect request message by the terminal to the MME.
[0066] Further, a method for distinguishing whether the
service is requested to the terminal is as follows. First,
the MME may distinguish the service by an access point
name (APN). Examples of the APN include internet APN,
ims APN, emergency APN, iot APN, and the like.
[0067] Second, the MME may distinguish the service
according to a preset QoS class identifier (QCI). Since
the QCI value may vary depending on the type of service
and the MME may know the service according to the QCI
value in advance, the MME may distinguish whether the
service is requested to the terminal.
[0068] Third, the MME may distinguish the service ac-
cording to whether to transmit an emergency. The termi-
nal transmits whether there is the emergency together
with at the time of requesting PDN connectivity. Based
thereon, the MME may distinguish whether there is an
emergency service. Fourth, the MME may distinguish the
service according to allocation and retention priority
(ARP) information which is QoS parameters including
priority level, aggregate maximum bit rate, pre-emption
vulnerability, pre-emption capability, etc.
[0069] In addition, in step S420, when the MME does
not receive the PDN connection request message for the
service requested to the terminal until the timer expires,
the MME may determine the terminal as a management
target terminal.
[0070] In addition, in step S430, the MME may transmit
the detach request message to the terminal determined
as the management target terminal. Since the detach
request message includes information for reattach of the
terminal, the detach request message may induce the
terminal to generate the PDN connection.
[0071] Through the process, the terminal determined
as the management target terminal may operate as a
normal terminal by recovering the PDN connection.
[0072] FIG. 5 illustrates a diagram of a process in which
the MME and a terminal manage the PDN connection
according to the second embodiment of the present dis-
closure.
[0073] First, in step S510, the terminal may transmit
the attach request message to the MME. In addition, in
step S520, the terminal may transmit a PDN Connectivity
Request message to the MME.
[0074] Meanwhile, in step S530, when the terminal
transmits the PDN disconnect request to the MME, the
PDN connection generated for the terminal may be dis-
connected. In addition, in step S540, when the MME re-
ceives the PDN Disconnect Request message of the
PDN connection for the service requested to the terminal,

the MME may start the timer. The timer may be a locally
configured timer in the MME.
[0075] In addition, in step S550, when the MME does
not receive the PDN connection request message for the
service requested to the terminal until the timer expires,
the MME may determine the terminal as the management
target terminal. In addition, in step S560, the MME may
transmit the detach request message to the management
target terminal. The management target terminal may be
a terminal detected as the terminal in which the failure
occurs in the PDN connection.
[0076] In addition, the MME may determine whether
the failure occurs in the PDN connection until the timer
expires based on whether the MME receives the PDN
connection request message for the service requested
to the corresponding terminal.
[0077] FIG. 6 illustrates a flowchart of a detach request
message transmitting step according to an embodiment
of the present disclosure.
[0078] Specifically, FIG. 6 illustrates a flowchart of a
specific process of transmitting the detach request mes-
sage in step S120 of FIG. 1.
[0079] First, in step S610, the MME may compare a
retry count of trying the reattach by the terminal and a
configuration value of the MME. The retry count may
mean the number of times of performing the reattach by
the corresponding terminal according to an embodiment
of the present disclosure. For example, the reattach may
mean that the terminal is attached to the MME again after
detach according to the detach request of the MME.
[0080] The retry count may be stored in subscriber in-
formation of each terminal at the time of performing the
reattach and the MME may confirm the number of times
of performing the reattach by the terminal. When the ter-
minal performs the detach, the number of times of per-
forming the reattach may be increases by 1 and when
the detach is not performed, the number of times of per-
forming the reattach may not be increased.
[0081] In addition, when the terminal is powered off
and the terminal is detached, the MME may initialize the
retry count to zero. When the power source is terminated,
the user of the terminal may determine that the user of
the terminal manually powers on and off the terminal be-
cause the terminal does not operate. In the above case,
the MME may initialize the retry count to zero. Thereafter,
the MME may use the PDN connection management
method again to the terminal according to an embodi-
ment of the present disclosure.
[0082] In addition, in step S620, when the retry count
of trying the reattach by the terminal is equal to or less
than a configuration value of the MME, the MME may
increase the retry count of trying the reattach by the ter-
minal by 1.
[0083] The reason for managing the retry count is that
when the terminal infinitely repeats the reattach, a load
of the MME may increase and further, even when the
terminal repeats the reattach, terminal is intended to be
selected, in which the PDN connection is not recovered.
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[0084] In addition, in step S630, the MME may set the
detach type of the detach request message to be the
reattach required. With respect to a terminal to be man-
aged, when the retry count is equal to or less than a
configured value of the MME, the MME may trigger the
detach of the terminal. In this case, the MME may set the
detach type to reattach required, and as a result, it is
possible to derive the reattach of the terminal.
[0085] In addition, in step S640, the MME may transmit
the detach request message to the terminal.
[0086] When the terminal receives the detach request
message, the terminal may perform the detach proce-
dure. Then, as a detach type of the detach request mes-
sage is set to reattach required, the terminal attempts to
attach to the MME again and requests the corresponding
PDN connection generation. Through the PDN connec-
tion management process according to an embodiment
of the present disclosure, the MME may induce or trigger
the terminal in which the failure occurs in the PDN con-
nection to autonomously recover the PDN connection.
[0087] Meanwhile, FIG. 7 illustrates a flowchart of a
management step for irrecoverable terminals in which a
PDN connection is not recovered according to an em-
bodiment of the present disclosure. Specifically, FIG. 7
illustrates a flowchart of a specific process of managing
the terminals which are not recovered through the proc-
ess of FIG. 6.
[0088] First, in step S710, the MME may compare a
retry count of trying the reattach by the terminal and a
configuration value of the MME. The retry count may
mean the number of times of performing the reattach by
the corresponding terminal according to an embodiment
of the present disclosure. For example, the reattach may
mean that the terminal is attached to the MME again after
detach according to the detach request of the MME.
[0089] The retry count may be stored in subscriber in-
formation of each terminal at the time of performing the
reattach and the MME may confirm the number of times
of performing the reattach by the terminal. When the ter-
minal performs the detach, the number of times of per-
forming the reattach may be increases by 1 and when
the detach is not performed, the number of times of per-
forming the reattach may not be increased.
[0090] In addition, when the terminal is powered off
and the terminal is detached, the MME may initialize the
retry count to zero. When the power source is terminated,
the user of the terminal may determine that the user of
the terminal manually powers on and off the terminal be-
cause the terminal does not operate. In the above case,
the MME may initialize the retry count to zero. Thereafter,
the MME may use the PDN connection management
method again to the terminal according to an embodi-
ment of the present disclosure.
[0091] In addition, in step S720, when the retry count
of trying the reattach by the terminal is larger than a con-
figuration value of the MME, the MME may not transmit
the detach request message to the terminal.
[0092] In this case, the MME may classify the terminal

as the terminal in which the PDN connection may not be
recovered and store identification information for the ter-
minal in a storage of the MME. Since it is highly possible
that the failure of the PDN connection is due to a defect
of the terminal itself rather than a problem of a commu-
nication network, the MME may store the identification
information to identify the corresponding terminal.
[0093] In addition, the MME inquires subscriber infor-
mation using the retry count value for all terminals in the
MME, thereby identifying the terminal in which the failure
occurs in the PDN connection or the terminal in which
the PDN connection may not be recovered.
[0094] In step S730, the MME may transmit the iden-
tification information for the terminal to a network oper-
ator. The identification information for the terminal may
be an international mobile equipment identity (IMEI) and
an international mobile subscriber identity (IMSI). The
network operator receiving the IMEI/IMSI information
may identify abnormal terminals.
[0095] In addition, in step S740, the MME may transmit
a notification message to the corresponding terminal.
The terminal receiving the notification message may
have the defect in the terminal itself. Therefore, the MME
may transmit the notification message to inform the user
of the terminal. As a method of transmitting the notifica-
tion message, a pop-up message of a communication
company application, SMS, or the like may be utilized.
[0096] FIG. 8A illustrates a flowchart of a method for
managing a PDN connection according to an embodi-
ment of the present disclosure.
[0097] First, the MME monitors the PDN connection
between the terminal and the PDN to detect whether the
failure occurs in the PDN connection. The MME may con-
firm whether the PDN connection to the terminal is nor-
mally generated and whether the generated PDN con-
nection is maintained.
[0098] In addition, in step S8A-10, the MME may detect
whether the failure occurs in the PDN connection be-
tween the terminal and the PDN and start the timer. The
case where the MME detects that the failure occurs may
include a case where the PDN connection for the service
requested to the terminal is not generated according to
the first embodiment of the present disclosure or a case
where the terminal transmits the PDN disconnect request
to the MME with respect to the PDN connection for the
service requested to the terminal according to the second
embodiment of the present disclosure.
[0099] Further, a method for distinguishing whether the
service is requested to the terminal is as follows. First,
the MME may distinguish the service by an access point
name (APN). Examples of the APN include internet APN,
ims APN, emergency APN, iot APN, and the like.
[0100] Second, the MME may distinguish the service
according to a preset QoS class identifier (QCI). Since
the QCI value may vary depending on the type of service
and the MME may know the service according to the QCI
value in advance, the MME may distinguish whether the
service is requested to the terminal.
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[0101] Third, the MME may distinguish the service ac-
cording to whether to transmit an emergency. The termi-
nal transmits whether there is the emergency together
with at the time of requesting PDN connectivity. Based
thereon, the MME may distinguish whether there is an
emergency service. Fourth, the MME may distinguish the
service according to allocation and retention priority
(ARP) information which is QoS parameters including
priority level, aggregate maximum bit rate, pre-emption
vulnerability, pre-emption capability, etc.
[0102] In addition, in step S8A-20, the MME may de-
termine whether the MME receives the PDN connection
request message for the service requested to the termi-
nal before the timer expires. Based thereon, the MME
may determine whether the terminal generates the PDN
connection. Since the failure does not occur in the PDN
connection when the PDN connection is generated, the
MME returns to step S8A-10 again to detect whether the
failure occurs in the PDN connection. When the PDN
connection is not generated, the process may proceed
to step S8A-30 and the timer may expire.
[0103] In addition, in step S8A-40, the MME may com-
pare the retry count of trying the reattach by the corre-
sponding terminal and a configuration value of the MME.
As a result of the comparison, when the retry count of
trying the reattach by the terminal is equal to or less than
the configuration value of the MME, the process may
proceed to steps S8A-50 and S8A-60.
[0104] In step S8A-50, the MME may increase the retry
count of trying the reattach by the corresponding terminal
by 1. In step S8A-60, the MME may set the detach type
as reattach required and transmit the detach request
message to the corresponding terminal. The terminal that
receives the message may perform the detach proce-
dure.
[0105] Then, as the detach type of the message is set
to reattach required, the terminal may try the attach to
the MME again and request the corresponding PDN con-
nection generation. In this case, the process returns to
step S8A-10 again and the MME may detect whether the
failure occurs in the PDN connection.
[0106] Meanwhile, as the comparison result, when the
retry count of trying the reattach by the terminal is larger
than the configuration value of the MME, the MME may
not transmit the detach request message to the terminal.
In this case, the MME may classify the terminal as the
terminal in which the PDN connection may not be recov-
ered.
[0107] In addition, in step S8A-45, the MME may store
the identification information for the corresponding ter-
minal in the storage of the MME. Since it is highly possible
that the failure of the PDN connection is due to a defect
of the terminal itself rather than a problem of a commu-
nication network, the MME may store the identification
information to identify the corresponding terminal.
[0108] Further, the MME may transmit the identifica-
tion information to the network operator. The network op-
erator receiving the identification information may identify

abnormal terminals. Therefore, the network operator
specifies the terminal in which the failure occurs in the
PDN connection to take an additional action.
[0109] In step S8A-46, the MME may transmit a noti-
fication message to the terminal in which the failure oc-
curs in the PDN connection and which is not recovered
even by the management method according to an em-
bodiment of the present disclosure. The terminal receiv-
ing the message displays the contents of the notification
message on a display , thereby notifying the user of the
terminal that the failure occurs in the terminal.
[0110] FIG. 8B illustrates a diagram of a notification
message transmitted to a terminal in which it is impossi-
ble to recover a PDN connection according to an embod-
iment of the present disclosure.
[0111] FIG. 8B-10 illustrates a message which the ter-
minal receiving the notification message displays on the
display. The notification message may be displayed to
the user in the form of a pop-up message, SMS, or the
like of the communication company application on the
display of the terminal. The message content of FIG. 8B-
10 is only an example of notifying the user of the terminal,
but is not limited to the contents illustrated in the drawing,
and may be displayed in various forms.
[0112] Meanwhile, hereinafter, it will be descrined that
a third embodiment of a method for providing a corre-
sponding service when a default PDN connection is gen-
erated but the PDN connection for the service requested
to the terminal may not be generated . The third embod-
iment may also be applied to a case where the retry count
of trying the reattach by the terminal is larger than the
configuration value of the MME so that the MME is clas-
sified as the terminal that does not transmit the detach
request message and may not be recovered. However,
the third embodiment is not limited only to the case where
the MME is classified as the terminal that may not be
recovered and the third embodiment may be applied to
a subscriber without determining whether the retry count
is exceeded.
[0113] The third embodiment may be utilized for recov-
ering the service requested to the terminal. In addition,
the third embodiment may be applied even to a case
where a plurality of services is recovered. However, in
the following description, it is assumed and described
that the service requested to the terminal is a voice over
LTE (VoLTE) service.
[0114] FIG. 9 illustrates a diagram that PCRF provides
a service to a terminal through P-GW even though a fail-
ure occurs in a PDN connection according to a third em-
bodiment of the present disclosure.
[0115] An operation according to the third embodiment
of the present disclosure will be briefly described as fol-
lows. First, the MME may transmit a terminal in which
the failure occurs in a home subscriber server (HSS), a
P-GW, and a policy and charging rules function (PCRF)
and the type of corresponding service and stores whether
the failure occurs and the service type in the subscriber
information of the terminal. Thereafter, when PDN Dis-
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connectivity occurs from the terminal, the PCRF does
not delete a register of the terminal from an application
server and maintains the register. Then, the PCRF trans-
mits a message for dedicated bearer generation to the
P-GW. Then, the P-GW may activate a dedicated bearer
and provide the service in place of the PDN in which the
failure occurs using the dedicated bearer.
[0116] The third embodiment of the present disclosure
will be described in detail with reference to FIG. 9 and
subsequent drawings.
[0117] First, in step S910, the terminal in which the
failure occurs in the PDN connection may transmit the
attach request message to the MME. In step S920, the
MME may compare a retry count of trying the reattach
by the terminal and a configuration value of the MME.
When the retry count of trying the reattach by the terminal
is equal to the configuration value of the MME, the proc-
ess may proceed to step S930 below.
[0118] In addition, in step S930, the MME may notify
that the failure occurs in the terminal, which is in a "NEED
RECOVERY" state to the HSS, the P-GW, and the PCRF.
The MME may notify the failure state to the HSS through
the Notify Request message and notify the state to the
P-GW through the attach procedure message. In addi-
tion, the PCRF may receive the failure state through the
P-GW. The message for notifying the state of the terminal
may include the IMSI, the IMEI, and information for no-
tifying the number and types of services in which the fail-
ure occurs and in the case of the third embodiment, the
message may include information for notifying that the
failure occurs in an IMS PDN connection.
[0119] In step S940, the HSS receives the message
from the MME and manages the occurrence and type of
the failure of the terminal. In the case of the third embod-
iment, the HSS may newly add the "NEED RECOVERY"
parameter to the subscriber information of the terminal
in which the failure occurs and update that the failure
occurs in the IMS PDN connection.
[0120] Thereafter, PDN Disconnectivity may be gen-
erated from the terminal in step S950 even when the
terminal performs the reattach. In addition, in step S960,
the terminal may send a PDN Disconnection Request
message to the MME, the MME may send a Delete Ses-
sion Request message to a serving gateway (SGW) and
the P-GW, and the PCRF may receive a message for the
PDN disconnection through the P-GW.
[0121] In addition, in step S970, when the PCRF re-
ceives the message, the PCRF may maintain the register
of the terminal managed by "NEED RECOVERY" in the
application server serving the terminal according to the
received information. The PDN disconnection may be
performed from the terminal to the PCRF due to the PDN
Disconnectivity generated in step S950, but the PDN dis-
connection is not performed from the PCRF to the appli-
cation server, thereby maintaining the register of the ter-
minal.
[0122] When an incoming service occurs to the termi-
nal after step S970, the register of the terminal is main-

tained in the application server, so that the PCRF may
receive user data. In step S980, the PCRF may transmit
an IP-CAN session modification message to the P-GW.
The message may induce the P-GW to generate the ded-
icated bearer.
[0123] In addition, in step S990, the P-GW generates
the dedicated bearer to provide the service to the terminal
in which the failure occurs in the PDN connection. The
P-GW may provide the service to the terminal through
the generated dedicated bearing on behalf of the PDN
connection in which the failure occurs.
[0124] In addition, the P-GW may activate the dedicat-
ed bearer even when the default PDN connection con-
nected to the terminal is not the PDN connection for the
service. In the case of the third embodiment, the dedi-
cated bearer may perform a voice call service even when
the default PDN connection is not the IMS PDN connec-
tion.
[0125] Further, when there is a plurality of default PDN
connections, the PDN connection to activate the dedi-
cated bearer needs to be selected. When there is a plu-
rality of default PDN connections, a PDN connection in
which a quality of service (QoS) is high and aremaining
aggregated maximum bit rate (AMBR) is high may be
selected. A total sum of AMBRs of the dedicated bearers
connected to one PDN connection does not exceed total
AMBRs allocated to the corresponding PDN connection.
Therefore, only when the PDN connection in which the
QoS is high and the remaining AMBR is high is selected,
the service may be smoothly provided.
[0126] When a measure of the third embodiment is not
taken, the P-GW may not transmit voice data to the ter-
minal because the P-GW is in a state in which the PDN
connection is deleted by an IMS PDN connection discon-
nectivity procedure even by receiving voice data of the
IMS. Since the P-GW may not start the PDN connection
connectivity procedure, the P-GW may not send the voice
data to the terminal.
[0127] On the contrary, when the measure of the third
embodiment is taken and incoming VoLTE is generated
to the terminal, since the application server does not de-
lete the register of the terminal, the P-GW may receive
incoming data. In addition, the P-GW may receive infor-
mation on the terminal in which the failure occurs in the
IMS PDN connection, which is called "NEED RECOV-
ERY" from the MME. In addition, the P-GW may receive
a message for generating the dedicated bearer from the
PCRF. In addition, the P-GW transmits the incoming data
to the terminal through the dedicated bearer to provide
the voice service.
[0128] That is, when the terminal to which "NEED RE-
COVERY" is notified receives the voice data, the P-GW
may generate the dedicated bearer through a dedicated
bearer activation procedure in the PDN connection (even
though the PDN connection is not the IMS PDN) of the
corresponding terminal.
[0129] In addition, the P-GW may provide a voice call
service through the dedicated bearer. Although the P-
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GW may not start the PDN connection connectivity pro-
cedure, the P-GW may start the dedicated bearer acti-
vation procedure.
[0130] The aforementioned PDN connection means a
default bearer. The dedicated bearer means a bearer
which depends on the default bearer. In the related art,
for the VoLTE service, when the P-GW generates the
dedicated bearer, the dedicated bearer which depends
on the IMS PDN connection may be generated only when
there is the IMS PDN connection. Therefore, when there
is no IMS PDN connection, the P-GW may not generate
the dedicated bearer and the terminal may be in an in-
coming disable state.
[0131] On the contrary, even when there is no IMS PDN
connection, the dedicated bearer generated by the ded-
icated bearer activation procedure in the P-GW due to
the measure of the third embodiment may provide the
voice call service by a method for generating the dedi-
cated bearer in another PDN (e.g., internet PDN, etc.)
connection connected to the terminal. In addition, when
a voice call is terminated, the dedicated bearer may be
deleted through a dedicated bearer deactivation proce-
dure.
[0132] In addition, when there is a plurality of default
PDN connections, the P-GW needs to select the PDN
connection to activate the dedicated bearer. When there
is a plurality of default PDN connections, the PDN con-
nection in which the quality of service (QoS) is high and
the remaining aggregated maximum bit rate (AMBR) is
high may be selected. A total sum of AMBRSs of the
dedicated bearers connected to one PDN connection
does not exceed total AMBRs allocated to the corre-
sponding PDN connection. Therefore, only when the P-
GW selects the PDN connection in which the QoS is high
and the remaining AMBR is high, the P-GW may smooth-
ly provide the service.
[0133] Meanwhile, in the third embodiment, the VoLTE
service is just described as an example and a service
other than the VoLTE service may be adopted. When the
MME may update whether a service failure occurs to the
subscriber information of the HSS and notify the service
failure to an equipment serving as the application server.
Since the application server may know whether the PDN
failure occurs, the application server may maintain the
register of the terminal as described above and recover
the service in the same method as the third embodiment
of generating the dedicated bearer.
[0134] Meanwhile, as mentioned above, a terminal
which is used only for the emergency may be described
as an example as a case of supporting the third embod-
iment with respect to all subscribers without determining
whether the retry count is exceeded.
[0135] When the incoming is not made without emer-
gency PDN, a serious problem may be caused in the
terminal used only for the emergency, an Internet of
things (IoT) equipment used only for an emergency sit-
uation or a mission critical push to talk (MCPTT) equip-
ment needs to continuously maintain emergency PDN or

PDN having an MCPTT dedicated QCI. In the above de-
scription, the MCPTT may mean communication for pub-
lic safety (a fire station, a police station, etc.), emergency
situations including a nuclear power plant accident, and
the like.
[0136] In the third embodiment, the MME may transmit
PDN connection failure occurrence information to the ter-
minal used only for the emergency without management
of the retry count. The service may be provided to emer-
gency terminals by the method by recovering the PDN
connection in a similar method as the third embodiment
even when there is no corresponding PDN, without man-
agement of the retry count.
[0137] FIG. 10 illustrates a block diagram of an internal
structure of an MME according to an embodiment of the
present disclosure. As illustrated in FIG. 10, the MME of
the present disclosure may include a transceiver 1010,
a controller 1020, and a storage 1030.
[0138] The transceiver 1010 of the MME performs
message transmission and reception between the MME
and the terminal or between the MME and the network
operators. To this end, the transceiver 1010 may include
a wired or wireless interface.
[0139] The controller 1020 of the MME may control an
overall operation of the MME. In particular, the controller
1020 may further include a PDN connection failure sen-
sor 1021 that detects whether the failure occurs in the
PDN connection between the terminal and the PDN.
[0140] The failure sensor 1021 may detect whether the
failure occurs in the PDN connection by monitoring the
PDN connection between the terminal and the PDN. The
case where the failure occurs in the PDN connection may
include a case where the PDN connection for a service
requested to the terminal is not generated or the PDN
connection is released after the PDN connection is es-
tablished and the service requested to the terminal may
not be provided. According to the first embodiment of the
present disclosure, when the terminal transmits the at-
tach request to the MME, the PDN connection between
the terminal and the PDN may be generated under the
control of the MME. When the MME receives the attach
request message from the terminal, the MME may start
the timer. When the MME may not receive the PDN con-
nection request message for the service requested to the
terminal until the timer expires, the failure which occurs
in the PDN connection is detected.
[0141] According to the second embodiment of the
present disclosure, when the terminal transmits the PDN
disconnection request to the MME, the PDN connection
generated for the terminal may be disconnected. When
the PDN connection which is generated and then, dis-
connected for the terminal is the PDN connection for the
service requested to the terminal, the MME may start the
timer. When the MME may not receive the PDN connec-
tion request message for the service requested to the
terminal until the timer expires, the failure which occurs
in the PDN connection is detected.
[0142] In addition, when the failure is detected in the
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PDN connection, in the case where the retry count of
trying the reattach by the terminal is equal to or less than
the configuration value of the MME, the controller 1020
may transmit the detach request message to the corre-
sponding terminal. Meanwhile, the controller 1020 may
not transmit the detach request message, but store iden-
tification information 1032 of the corresponding terminal
in the storage 1030 to be described below when the retry
count of trying the reattach by the terminal is larger than
the configuration value of the MME.
[0143] The storage 1030 of the MME may store infor-
mation on the terminal connected to the MME according
to an embodiment of the present disclosure. According
to an embodiment of the present disclosure, the storage
1030 may particularly store a retry count 1031 of trying
the reattach by each terminal. Further, the storage 1030
may classify the corresponding terminal as the terminal
which may not be recovered and store the identification
information 1032 of the terminal when the retry count of
trying the reattach by the terminal is larger than the con-
figuration value of the MME. The identification informa-
tion 1032 for the terminal may be an international mobile
equipment identity (IMEI) and an international mobile
subscriber identity (IMSI).
[0144] FIG. 11 illustrates a block diagram of an internal
structure of an MME according to an embodiment of the
present disclosure. As illustrated in FIG. 11, the terminal
of the present disclosure may include a transceiver 1110,
a controller 1120, and a display 1130.
[0145] The transceiver 1110 of the terminal performs
message transmission and reception between the termi-
nal and the MME. To this end, the transceiver 1110 may
include a wired or wireless interface.
[0146] The controller 1120 of the terminal may perform
the detach procedure according to the detach request
message received from the MME. According to an em-
bodiment of the present disclosure, as a detach type of
the detach request message is set to Reattach Required,
the terminal attempts to attach to the MME again and
requests the corresponding PDN connection generation.
Meanwhile, when the retry count of trying the reattach
by the terminal is larger than the configuration value of
the MME, the terminal may not perform the detach and
attach procedures. When the display 1130 of the terminal
receives the notification message from the MME, the dis-
play 1130 may display the notification message on ter-
minal in order to notify the notification message to the
user of the terminal. The display 1130 may notify to the
user of the terminal that the user may not receive the
corresponding service due to the failure in the PDN con-
nection. Thereafter, a purpose thereof is to induce the
user of the terminal to check the terminal.
[0147] Although the present disclosure has been de-
scribed with various embodiments, various changes and
modifications may be suggested to one skilled in the art.
It is intended that the present disclosure encompass such
changes and modifications as fall within the scope of the
appended claims.

Claims

1. A method for managing a packet data network (PDN)
connection of a node in a wireless communication
system, the method comprising:

detecting, by the node, a terminal in which a fail-
ure occurs in a PDN connection; and
transmitting, to the terminal, a detach request
message in which the failure occurs.

2. The method of claim 1,
wherein detecting the terminal comprises determin-
ing a terminal that does not transmit a PDN connec-
tion request message as the terminal in which the
failure occurs, and
wherein transmitting the detach request message
comprises transmitting a detach request message
including information for reattach of the terminal.

3. The method of claim 1, wherein detecting the termi-
nal further comprises:

starting a timer of the node when the node re-
ceives an attach request message from the ter-
minal; and
determining the terminal as a management tar-
get terminal when the node does not receive the
PDN connection request message for a service
from the terminal until the timer expires,
wherein the service is requested to the manage-
ment target terminal.

4. The method of claim 1, wherein transmitting a detach
request message further comprises:

comparing a retry count of trying reattach by the
terminal in which the failure occurs and a con-
figuration value of the node;
increasing, by the node, the retry count of trying
the reattach by the terminal when the retry count
of trying the reattach by the terminal is equal to
or less than the configuration value of the node;
setting, by the node, a detach type of a detach
request to reattach required; and
transmitting, by the node, the detach request
message.

5. The method of claim 1, further comprising:

storing, by the node, identification information
for the terminal in a storage of the node when a
retry count of trying reattach by the terminal in
which the failure occurs is larger than a config-
uration value of the node;
transmitting, by the node, the identification in-
formation for the terminal to a network operator;
and
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transmitting, by the node, a notification message
to the terminal when a retry count of trying reat-
tach by the terminal in which the failure occurs
is larger than a configuration value of the node.

6. A node for managing a packet data network (PDN)
connection in a wireless communication system, the
node comprising:

a transceiver configured to transmit and receive
information on a PDN connection management
to and from a terminal;
a controller operably connected to the transceiv-
er, the controller configured to:

detect a terminal in which a failure occurs
in the PDN connection by the node; and
transmit a detach request message to a ter-
minal in which a failure occurs; and

a storage operably connected to the controller,
the storage configured to store information on
the terminal in which the failure occurs and a
retry count of trying reattach by the terminal in
the node.

7. The node of claim 6, wherein the controller is further
configured to:

determine a terminal that does not transmit a
PDN connection request message as the termi-
nal in which the failure occurs; and
transmit the detach request message including
information for reattach of the terminal.

8. The node of claim 6, wherein the controller is further
configured to:

start a timer of the node when the node receives
an attach request message from the terminal;
and
determine the terminal as a management target
terminal when the node does not receive a PDN
connection request message for a service from
the terminal until the timer expires,
wherein the service is requested to the manage-
ment target terminal.

9. The node of claim 6, wherein the controller is further
configured to:

compare the retry count of trying a reattach by
the terminal in which the failure occurs and a
configuration value of the node;
increase, by the node, the retry count of trying
the reattach by the terminal when the retry count
of trying the reattach by the terminal is equal to
or less than the configuration value of the node;

and
set a detach type of a detach request to reattach
required, by the terminal and transmit the detach
request message.

10. The node of claim 6, wherein the storage is further
configured to
store, by the node, identification information for the
terminal in a storage of the node when the retry count
of trying the reattach by the terminal in which the
failure occurs is larger than a configuration value of
the node, and
wherein the identification information is transmitted
to a network operator.

11. A method for managing a packet data network (PDN)
connection of a terminal in a wireless communication
system, the method comprising:

receiving, by the terminal in which a failure oc-
curs in a PDN connection between the terminal
and a PDN, a detach request message from a
node;
performing, by the terminal, detach; and
attaching the terminal.

12. The method of claim 11, wherein the detach request
message is a detach request message in which a
detach type of the terminal is set as reattach required
by the node.

13. A terminal for managing a packet data network
(PDN) connection in a wireless communication sys-
tem, the terminal comprising:

a transceiver configured to transmit and receive
information on a PDN connection management
to and from a node; and
a controller operably connected to the transceiv-
er, the controller configured to:

receive a detach request message from the
node by the terminal; and
perform detach and attach.

14. The terminal of claim 13, wherein the detach request
message is received by the terminal as a detach type
is set as reattach required.

15. The terminal of claim 13, further comprising
a display operably connected to the controller, the
display configured to display a notification message
received from the node.
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