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connecting to multiple access networks of various kinds
and a network apparatus, a user data communication
control means suitable for a terminal apparatus that has
established sessions via multiple access networks and
a network apparatus, and the like. This provides a com-
munication control means suitable for a terminal appa-
ratus and a network apparatus that support connection
to multiple access networks of various kinds.
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Description
Technical Field

[0001] The present invention relates to a terminal ap-
paratus, a control apparatus, a gateway, and a commu-
nication control method. This application claims priority
based on JP 2016-132767 filed on July 4, 2016 in Japan,
the contents of which are incorporated herein in its en-
tirety by reference.

Background Art

[0002] The 3rd Generation Partnership Project
(3GPP), which undertakes activities for standardizing re-
cent mobile communication systems, discusses System
Architecture Enhancement (SAE), which is the system
architecture ofthe Long Term Evolution (LTE). The 3GPP
is in the process of creating specifications for the Evolved
Packet System (EPS) as a communication system which
realizes an all-IP architecture. Note that a core network
constituting EPSis called an Evolved Packet Core (EPC).
[0003] Moreover, in recent years, the 3GPP also dis-
cusses next generation communication technologies and
system architectures for 5th Generation (5G) mobile
communication systems, which are next generation mo-
bile communication systems, and discusses Architecture
for Next Generation System (NextGen) as a discussion
about a next generation communication technology. In
NextGen, technical problems for connecting various ter-
minals to a cellular network are extracted, and solutions
are standardized.

[0004] Requirements are, for example, optimization
and diversification of communication procedures for sup-
porting intermittent mobile communication services for
terminals supporting various access networks, optimiza-
tion of system architectures in line with the optimization
and diversification of communication procedures, and
the like.

Citation List
Non Patent Literature

[0005] NPL 1: 3GPP TR 23.799 V0.5.0 (2016-05); 3rd
Generation Partnership Project; Technical Specification
Group Services and System Aspects; Study on Architec-
ture for Next Generation System; (Release 14)

Summary of Invention
Technical Problem

[0006] In NextGen, optimization of session manage-
ment in mobile communication services between a ter-
minal and a network apparatus is under discussion.

[0007] More specifically, discussions have been con-
ducted for providing intermittent mobile communication
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services suitable for terminals and network apparatuses
by diversifying access networks used in a session estab-
lishment procedure and a user data communication pro-
cedure.

[0008] However, there are no known means for estab-
lishing a session for a terminal supporting various access
networks and a network apparatus, a means for realizing
various user data communication means, and the like.
[0009] The present invention has been made in view
of these circumstances, and an object of the present in-
vention is to provide a means for session establishment,
a communication control means for realizing various
kinds of user data communication, and the like.

Solution to Problem

[0010] A terminal apparatus according to the present
invention includes: a transmission and/or reception unit
configured to receive a session establishment accept
message including at least first identification information,
from a core network via a 3GPP access in a first session
establishment procedure; and a controller configured to
establish a session supporting Access Traffic Splitting
with the core network, based on the first session estab-
lishment procedure, wherein the first identification infor-
mation is information indicating that the session support-
ing Access Traffic Splitting is established, and the ses-
sion is a session in which communication through a first
communication path via the 3GPP access is possible.
[0011] A communication control method of a terminal
apparatus according to the present invention includes
the steps of: receiving a session establishment accept
message including at least first identification information,
from a core network via a 3GPP access in a first session
establishment procedure; and establishing a session
supporting Access Traffic Splitting with the core network,
based on the first session establishment procedure,
wherein the first identification information is information
indicating that the session supporting Access Traffic
Splitting is established, and the session is a session in
which communication through afirst communication path
via the 3GPP access is possible.

[0012] A control apparatus to be included in a core net-
work according to the present invention includes a trans-
mission and/or reception unit configured to transmit a
session establishment accept message including at least
first identification information, to a terminal apparatus via
a 3GPP access in a session establishment procedure,
wherein the first identification information is information
indicating that a session supporting Access Traffic Split-
ting is established.

[0013] A communication control method of a control
apparatus to be included in a core network according to
the present invention includes a step of transmitting a
session establishment accept message including at least
first identification information, to a terminal apparatus via
a 3GPP access in a session establishment procedure,
wherein the first identification information is information



3 EP 3 481 136 A1 4

indicating that a session supporting Access Traffic Split-
ting is established.

[0014] A gateway for connecting an access network
and a core network according to the present invention
includes a transmission and/or reception unit configured
to receive a session establishment request message in-
cluding at least first identification information, from the
terminal apparatus via the Non-3GPP access in a ses-
sion establishment procedure, wherein the transmission
and/or reception unit transmits a session establishment
accept message including at least second identification
information, to the terminal apparatus via the Non-3GPP
access in the session establishment procedure, the first
identification information is information indicating that es-
tablishment of a session supporting Access Traffic Split-
ting is requested, and the second identification informa-
tion is information indicating that establishment of a ses-
sion supporting Access Traffic Splitting is established.
[0015] A communication control method of a gateway
for connecting an access network and a core network
according to the present invention includes the steps of:
receiving a session establishment request message in-
cluding at least first identification information, from a ter-
minal apparatus viathe Non-3GPP access in the session
establishment procedure; and transmitting a session es-
tablishment accept message including at least second
identification information, to the terminal apparatus via
the Non-3GPP access in the session establishment pro-
cedure, wherein the first identification information is in-
formation indicating that establishment of a session sup-
porting Access Traffic Splitting is requested, and the sec-
ond identification information is information indicating
that establishment of the session supporting Access Traf-
fic Splitting is established.

Advantageous Effects of Invention

[0016] According to the present invention, a terminal
is capable of connecting to a core network via multiple
access networks simultaneously and also realizing var-
jous kinds of user data communication. Moreover, a core
network is capable of accommodating a terminal appa-
ratus connecting to various access networks and also
providing a mobile communication service.

Brief Description of Drawings
[0017]

FIG. 1 is a diagram illustrating an overview of a mo-
bile communication system.

FIGS. 2A and 2B are diagrams illustrating an exam-
ple of a configuration of a mobile communication net-
work, and the like.

FIGS. 3A and 3B are diagrams illustrating an exam-
ple of the configuration of the mobile communication
network, and the like.

FIG. 4A is a diagram illustrating an apparatus con-
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figuration of a UE.

FIGS. 5B to 5D are diagrams illustrating a storage
unit of the UE.

FIG. 6A is a diagram illustrating an apparatus con-
figuration of an eNB/NextGen BS/WAG.

FIG. 7A is a diagram illustrating an apparatus con-
figuration of an MME.

FIG. 8B is a diagram illustrating a storage unit of the
MME.

FIGS. 9C and 9D are diagrams illustrating the stor-
age unit of the MME.

FIG. 10A is a diagram illustrating an apparatus con-
figuration of a SGW/PGW/SCEF.

FIGS. 11B to 11D are diagrams illustrating a storage
unit of the SGW.

FIGS. 12B to 12E are diagrams illustrating a storage
unit of the PGW.

FIG. 13B is a diagram illustrating a storage unit of
the SCEF.

FIG. 14 is a diagram illustrating a state in which a
PDU session is established.

FIG. 15 is a diagram illustrating an overview of a
communication procedure.

FIG. 16 is a diagram illustrating an attach procedure.
FIG. 17 is a diagram illustrating a UE-initiated PDU
session establishment procedure.

FIG. 18 is a diagram illustrating a UE-initiated PDU
session establishment procedure via a second ac-
cess.

FIG. 19 is a diagram illustrating a network-initiated
routing rule update procedure.

FIG.20is a diagramillustrating a UE-initiated routing
rule update procedure.

Description of Embodiments

[0018] Hereinafter, preferred embodiments for carry-
ing out the present invention will be described with ref-
erence to the drawings. Note that as an example, the
present embodiments describes embodiments of a mo-
bile communication system to which the present inven-
tion is applied.

1. Embodiments
1.1. System Overview

[0019] FIG. 1is a diagram illustrating an overview of a
mobile communication system according to the present
embodiment. As illustrated in FIG. 1, a mobile commu-
nication system 1 includes a mobile terminal apparatus
UE_A 10, an access network, a core network_A 90, and
a Packet Data Network (PDN)_A 5. Here, the UE_A 10
may be any wirelessly connectable terminal apparatus,
and may be a User equipment (UE), a Mobile Equipment
(ME), or a Mobile Station (MS). The UE_A 10 may be a
Cellular Internet of Things (CloT) terminal. Note that the
CloT terminal is an Internet of Things (IoT) terminal con-
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nectable to the core network_A 90, and the loT terminal
includes a mobile phone terminal such as a smartphone
and may be any of various IT apparatuses such as a
personal computer and a sensor apparatus.

[0020] Moreover, the UE_A 10 is capable of connect-
ing to the access network and/or the core network_A 90.
Moreover, the UE_A 10 is capable of connecting to the
PDN_A 5 via the access network and/or the core
network_A 90 and is also configured to transmit and/or
receive user data to and/or from the PDN_A 5. Note that
the user data may be data transmitted and/or received
between the UE_A 10 and the PDN_A 5. Moreover, user
data transmission and/or reception may be performed
through a Packet Data Unit (PDU) session. Moreover,
user data communication may be non-IP communication
without being limited to IP communication.

[0021] Here,aPDU session is connectivity established
between the UE_A 10 and the PDN_A 5 to provide a
PDU connection service performing transmission and/or
reception of user data between the UE_A 10 and the
PDN_A 5. More specifically, the PDU session may be
connectivity established between the UE_A 10 and an
external gateway device. Here, the external gateway de-
vice may be a device connecting the core network_A 90
andthe PDN_AS5, suchasthe PGW_A30orthe SCEF_A
46.

[0022] Alternatively, the PDU session may be a com-
munication path established to transmit and/or receive
user data between the UE_A 10, and the core network_A
90 and/or the PDN_A 5, and may be a communication
path to transmit and/or receive a PDU. Furthermore, the
PDU session may be a session established between the
UE_A 10, and the core network_A 90 and/or the PDN_A
5 and may be a logical communication path constituted
oftransfer paths such as one or multiple bearers between
each device inthe mobile communication system 1. More
specifically, the PDU session may be connection estab-
lished by the UE_A 10 between the core network_A 90
and an external gateway device, and may be connection
such as Packet Data Network Connection (PDN Connec-
tion) established between the UE_A 10, and the PGW_A
30 and/or the SCEF_A 46.

[0023] Note that a PDU session may be connectivity
and/or connection between the UE_A 10andthe PGW_A
30 via an eNB_A 45 and/or a SGW_A 35, or may be
connectivity and/or connection betweenthe UE_A10and
the SCEF_A 46 via the eNB_A 45 and/or a MME_A 40.
Here, define a PDU session established between the
UE_A 10 and the PGW_A 30 via a device in the access
network and the SGW A 35 as a first PDU session, and
define a PDU session established between the UE_A 10
and SCEF_A 46 via a device in the access network and
the MME_A 40 as a second PDU session.

[0024] Notethatadevice such as an application server
placed in the UE_A 10 and the PDN_A 5 can perform
transmission and/or reception of user data by using the
PDU session. In other words, the PDU session can trans-
fer user data transmitted and/or received by a device
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such as an application server placed inthe UE_A 10 and
the PDN_A 5. Furthermore, each device (the UE_A 10,
and/or a device in the access network, and/or a device
in the core network_A 90) may manage one or multiple
identification information in association with a PDU ses-
sion. Note that the identification information may include
one ormore of an APN, a TFT, a session type, application
identification information, identification information of the
PDN_A 5, network slice identification information, and
access network identification information, or may further
include other information. Furthermore, in a case of es-
tablishing multiple PDU sessions, each identification in-
formation associated with a PDU session may be the
same contents, or may be different contents.

[0025] [P communication is data communication that
uses Internet Protocol (IP), and is data communication
implemented by transmission and/or reception of an IP
packetto whichan IP headeris given. Note that a payload
portion constituting an IP packet may include user data
transmitted and/or received by the UE_A 10. Non-IP
communication is communication of data without using
IP, and is data communication implemented by transmis-
sion and/or reception of data to which an IP header is
not given. For example, non-IP communication may be
data communication implemented by transmission
and/or reception of application data to which an IP packet
is not given, or may transmit and/or receive user data
transmitted and/or received by the UE_A 10 with another
given header such as a MAC header and an Ethernet
(trade name) frame header.

[0026] Furthermore, the PDN_A 5 is a Data Network
(DN) which provides a communication service to the
UE_A 10. Note that the DN may be configured as a packet
data service network, or may be configured for each serv-
ice. Furthermore, the PDN_A 5 may include a connected
communication terminal. Therefore, connecting with the
PDN_A 5 may be connecting with a communication ter-
minal located in the PDN_A 5, and furthermore, trans-
mitting and/or receiving user data to and/or from the
PDN_A 5 may be transmitting and/or receiving user data
to and/or from a communication terminal located in the
PDN_A 5.

[0027] Furthermore, the access network is a radio net-
work connected with the UE_A 10 and/or the core
network_A 90. The access network may be a 3GPP ac-
cess network, or may be a non-3GPP access network.
Note that the 3GPP access network may be an Evolved
Universal Terrestrial Radio Access Network (E-
UTRAN)_AB80, a Universal Terrestrial Radio Access Net-
work (UTRAN)_A 20, a GSM (trade name) EDGE Radio
Access Network (GERAN) _A 25, and a Next Generation
Radio Access Network (NextGen RAN)_A 120, and the
non-3GPP access network may be a WLAN ANb 75, a
WLAN ANa 70, and a WLAN ANc 125. Note that the
UE_A 10 may connect with the access network to con-
nect with the core network_A 90, and may connect with
the core network_A 90 via the access network.

[0028] Furthermore, the core network_A 90 is an IP
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mobile communication network operated by a Mobile Op-
erator connected with the access network and/or the
PDN_A 5. The core network_A 90 may be a core network
for a Mobile Operator to operate and manage the mobile
communication system 1, or may be a core network for
a virtual Mobile Operator such as a Mobile Virtual Net-
work Operator (MVNO). Alternatively, the core
network_A 90 may be a core network foraccommodating
a CloT terminal. Note that the core network_A 90 may
be an Evolved Packet Core (EPC) for an Evolved Packet
System (EPS), or may be a Next Generation Core (Next-
Gen Core) for a Next Generation System (NextGen Sys-
tem).

[0029] Next, an example of a configuration of the core
network_A 90 will be described. In the present embodi-
ment, two configuration examples of the core network_A
90 will be described. Note that the core network_A 90
may be a first core network, a second core network, or
a combination of these. Moreover, the first core network
may be an EPC, and the second core network may be a
NextGen Core. Furthermore, the first core network and/or
the second core network may be constituted by a system
optimized for IoT.

[0030] First,anexample of the configuration of the core
network_A 90 in a case that the core network_A 90 is a
first core network is illustrated in FIGS. 2A and 2B. The
core network_A 90in FIG. 2A includes a Home Subscrib-
er Server (HSS)_A 50, an Authentication Authorization
Accounting (AAA)_A 55, a Policy and Charging Rules
Function (PCRF)_A 60, a Packet Data Network Gateway
(PGW)_A 30, an enhanced Packet Data Gateway (eP-
DG)_A 65, a Serving Gateway (SGW)_A 35, a Mobility
Management Entity (MME)_A 40, a Serving GPRS Sup-
port Node (SGSN)_A 42, and a Service Capability Ex-
posure Function (SCEF)_A 46. Furthermore, the core
network_A 90 is capable of connecting to multiple radio
access networks (the E-UTRAN_A 80, the WLAN ANb
75, the WLAN ANa 70, the UTRAN_A 20, and the
GERAN_A 25).

[0031] Sucharadio accessnetwork may be configured
by connecting to multiple different access networks, or
may be configured by connecting to either one of the
access networks. Moreover, the UE_A 10 is capable of
wirelessly connecting to the radio access network. More-
over, a WLAN Access Network b (WLAN ANb 75) that
connects to the core network via the ePDG_A 65 and a
WLAN Access Network a (WLAN ANa 70) that connects
to the PGW_A 30, the PCRF_A 60, and the AAA_A 55
can be configured as access networks connectable in a
WLAN access system. Note that each apparatus has a
similar configuration to those of the apparatuses of the
related artin a mobile communication system using EPS,
and thus detailed descriptions thereof are omitted. Each
apparatus will be described briefly hereinafter.

[0032] The PGW_A 30 is connected to the PDN_A 5,
the SGW_A 35, the ePDG_A 65, the WLAN ANa 70, the
PCRF_A 60, and the AAA_A 55, and serves as a relay
apparatus configured to transfer user data by functioning
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as a gateway apparatus between the PDN_A 5 and/or a
DN and the core network_A 90. Note that the PGW_A
30 may be a gateway apparatus for IP communication
and/or non-IP communication. Moreover, the PGW_A 30
may have a function of transferring IP communication
and/or may have a function of converting between non-
IP communication and IP communication. Note that mul-
tiple gateways thus configured may be provided in the
core network_A 90. Moreover, multiple gateways each
of which connects the core network_A 90 and a single
DN may also be provided.

[0033] Moreover, the PGW_A 30 may be an UP net-
work apparatus (U-Plane Network Function) having a
contact with the PDN_A 5 and configured to transfer user
data, or may be a User Plane Gateway (UP GW), which
is a gateway for transferring user data between the
PDN_A 5 and the core network.

[0034] The SGW_A 35is connectedtothe PGW_A 30,
the MME_A 40, the E-UTRAN_A 80, the SGSN_A 42,
and the UTRAN_A 20, and serves as a relay apparatus
configured to transfer user data by functioning as a gate-
way apparatus between the core network_A 90 and a
3GPP access network (the UTRAN_A 20, the GERAN_A
25, the E-UTRAN_A 80).

[0035] Moreover, the SGW_A 35 may be an UP net-
work apparatus (U-Plane Network Function) having a
contact with the access network and configured to trans-
fer user data, or may be a User Plane Gateway (UP GW),
which is a gateway for transferring user data between
the access network and the core network.

[0036] The MME_A 40 is connected to the SGW_A 35,
the access network, the HSS_A 50, and the SCEF_A 46
and serves as a control apparatus configured to perform
location information management including mobility
management and access control for the UE_A 10 via the
access network. Moreover, the MME_A 40 may have a
function as a session management apparatus configured
tomanage sessions established by the UE_A 10. Multiple
control apparatuses thus configured may be provided in
the core network_A 90. For example, a location manage-
ment apparatus different from the MME_A 40 may be
configured. As the MME_A 40, the location management
apparatus different from the MME_A 40 may be connect-
ed to the SGW_A 35, the access network, the SCEF_A
46, and the HSS_A 50.

[0037] Furthermore, in a case that multiple MMEs are
included in the core network_A 90, the MMEs may be
connected to each other. With this configuration, the con-
text of the UE_A 10 may be transmitted and/or received
between the MMEs. As has been described, the MME_A
40 is a management apparatus configured to transmit
and/or receive control information associated with mo-
bility management and session management to and/or
from the UE_A 10, and may be, in other words, any con-
trol plane control apparatus.

[0038] Moreover, a description has been given of the
example in which the MME_A 40 is included in the core
network_A 90. However, in a case that multiple core net-
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works or network slices are configured, the MME_A 40
may be a management apparatus connected to one or
more of the core networks or may be a management
apparatus connected to multiple network slices.

[0039] The multiple core networks or network slices
may be networks run by a single network operator or may
be networks run by different network operators. Here,
the network slices may be logical networks configured
so that user data to be delivered through services and
the like are divided. The network slices may be network
slice instances.

[0040] Furthermore, the MME_A 40 may be a relay
apparatus configured to transfer user data as a gateway
apparatus between the core network_A 90 and the ac-
cess network. The user data transmitted and/or received
from and/or by the MME_A 40 as a gateway apparatus
may be small data.

[0041] Moreover, the MME_A 40 may be a Network
Function playing a role of mobility management for the
UE_A 10 or the like, a Network Function playing a role
of session management for a PDU session or the like, or
a Network Function configured to manage one or multiple
network slices. The MME_A 40 may be a network appa-
ratus playing one or multiple of these roles. Note that the
network apparatus may be one or multiple apparatuses
provided in the core network_A 90, a Control Plane (C-
Plane) Function for control information and/or a control
message, or Common Control Plane (C-Plane) Function
that is in common among multiple network slices.
[0042] The HSS_A 50 is connected to the MME_A 40,
the AAA_A 55, and the SCEF_A 46 and serves as a
managing node that manages subscriber information.
The subscriber information of the HSS_A 50 is referred
to during MME_A 40 access control, for example. More-
over, the HSS_A 50 may be connected to the location
management apparatus different from the MME_A 40.
The AAA_A 55 is connected to the PGW_A 30, the
HSS_A 50, the PCRF_A 60, and the WLAN ANa 70, and
is configured to perform access control for the UE_A 10
connected via the WLAN ANa 70.

[0043] The PCRF_A 60 is connected to the PGW_A
30, the WLAN ANa 70, the AAA_A 55, and the PDN_A
5, and is configured to perform QoS management on
data delivery. For example, the PCRF_A 60 manages
QoS of a communication path between the UE_A 10 and
the PDN_A 5. The ePDG_A 65 is connected to the
PGW_A 30 and the WLAN ANb 75 and is configured to
deliver user data by functioning as a gateway apparatus
between the core network_A 90 and the WLAN ANDb 75.
[0044] The SGSN_A42isconnected tothe UTRAN_A
20, the GERAN_A 25, and the SGW_A 35 andis a control
apparatus for location management between a 3G/2G
access network (UTRAN/GERAN) and the LTE access
network (E-UTRAN). In addition, the SGSN_A 42 in-
cludes functions of: selecting the PGW and the SGW;
managing a time zone of the UE_A 10; and selecting the
MME at the time of handover to the E-UTRAN.

[0045] The SCEF_A 46 is connected to the PDN_A 5,
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the MME_A 40, and the HSS_A 50, and serves as arelay
apparatus configured to transfer user data by functioning
as a gateway apparatus between the PDN_A 5 and/or a
DN and the core network_A 90. Note that the SCEF_A
46 may be a gateway apparatus for non-IP communica-
tion. Moreover, the SCEF_A 46 may have a function of
converting non-IP communication and IP communica-
tion. Multiple gateways thus configured may be provided
in the core network_A 90. Moreover, multiple gateways
each of which connects the core network_A 90 and a
single DN may also be provided.

[0046] Additionally, asillustratedin FIG. 2B, each radio
access network includes apparatuses to which the UE_A
10 is actually connected (e.g., a base station apparatus
and an access point apparatus), and the like. The appa-
ratuses used in these connections can be thought of as
apparatuses adapted to the radio access networks.
[0047] In the present embodiment, the E-UTRAN_A
80 is a Long Term Evolution (LTE) access network and
includes an evolved Node B (eNB)_A 45. The eNB_A 45
is a radio base station to which the UE_A 10 connects
through an Evolved Universal Terrestrial Radio Access
(E-UTRA), and the E-UTRAN_A 80 may include one or
multiple eNBs_A 45. Furthermore, the multiple eNBs may
be connected to each other.

[0048] The UTRAN_A 20 is a 3G access network and
includes a Radio Network Controller (RNC)_A 24 and a
Node B (NB)_A 22. The NB_A 22 is a radio base station
to which the UE_A 10 connects through a Universal Ter-
restrial Radio Access (UTRA), and the UTRAN_A 20 may
include one or multiple radio base stations. Furthermore,
the RNC_A 24 is a controller configured to connect the
core network_A 90 and the NB_A 22, and the UTRAN_A
20 may include one or multiple RNCs. Moreover, the
RNC_A 24 may be connected to one or multiple NBs_A
22. In addition, the RNC_A 24 may be connected to a
radio base station (Base Station Subsystem (BSS)_A 26)
included in the GERAN_A 25.

[0049] The GERAN_A 25is a 2G access network and
includes the BSS_A 26. The BSS_A 26 is a radio base
station to which the UE_A 10 connects through GSM
(trade name)/EDGE Radio Access (GERA), and the
GERAN_A 25 may include one or multiple radio base
stations BSS. Furthermore, the multiple BSSs may be
connected to each other. Moreover, the BSS_A 26 may
be connected to the RNC_A 24.

[0050] The WLAN ANa 70 is a wireless LAN access
network and includes a WLAN Access Point (WLAN AP)
a 72 and a Trusted WLAN Access Gateway (TWAG)_A
74. The WLAN APa 72 is a radio base station to which
the UE_A 10 connects in the WLAN access system trust-
ed by the operator running the core network_A 90, and
the WLAN ANa 70 may include one or multiple radio base
stations. The TWAG_A 74 serves as a gateway appara-
tus between the core network_A 90 and the WLAN ANa
70. The WLAN APa 72 and the TWAG_A 74 may be
configured as a single apparatus. Even in a case that the
operator running the core network_A 90 and the operator
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running the WLAN ANa 70 are different, such a config-
uration can be implemented through contracts and
agreements between the operators.

[0051] Furthermore, the WLAN ANb 75 is a wireless
LAN access network and includes a WLAN Access Point
(WLAN AP) b 76. The WLAN APb 76 is a radio base
station to which the UE_A 10 connects in the WLAN ac-
cess system in a case that no trusting relationship is es-
tablished with the operator running the core network_A
90, and the WLAN ANb 75 may include one or multiple
radio base stations.

[0052] In this manner, the WLAN ANb 75 is connected
to the core network_A 90 via the ePDG_A 65, which is
an apparatus included in the core network_A 90, serving
as a gateway. The ePDG_A 65 has a security function
for ensuring security.

[0053] Next, an example of a configuration of the core
network_A 90 in a case that the core network_A 90 is a
second core network will be described. FIGS. 3A and 3B
illustrate an example of the configuration of the core
network_A 90. The core network_A 90 in FIG. 3A in-
cludes the HSS_A 50, the PCRF_A 60, the PGW_A 30,
the SGW_A 35, the MME_A 40, and the SCEF_A 46.
[0054] Furthermore, the core network_A 90 can con-
nect to multiple radio access networks (the E-UTRAN_A
80, the NextGen RAN_A 120, and the WLAN ANc 125).
Such a radio access network may be configured by con-
necting to multiple different access networks, or may be
configured by connecting to either one of the access net-
works. Moreover, the UE_A 10 is capable of wirelessly
connecting to the radio access network.

[0055] Moreover, the E-UTRAN_A 80 and the Next-
Gen RAN_A 120 can be configured as access networks
connectable in a 3GPP access system. Moreover, a
WLAN access network ¢ (WLAN ANc 125) that connects
to the MME_A 40 and the SGW_A 35 can be configured
as an access network connectable in a WLAN access
system. Note that each apparatus has a similar configu-
ration to the corresponding apparatus of the first core
network, and thus detailed descriptions thereof are omit-
ted. Each apparatus will be described briefly hereinafter.
[0056] The PGW_A 30 is an apparatus connected to
the PDN_AS5, the SGW_A 35, and the PCRF_A 60. More-
over, the SGW_A 35 is an apparatus connected to the
PGW_A 30, the MME_A 40, the E-UTRAN_A 80, the
NextGen RAN_A 120, and the WLAN ANc 126. Moreo-
ver, the MME_A 40 is an apparatus connected to the
SGW_A 35, the E-UTRAN_A 80, the NextGen RAN_A
120, the WLAN ANc 126, the HSS_A 50, and the
SCEF_A 46. Note that the roles of the PGW_A 30, the
SGW_A 35, and the MME_A 40 may be the same as the
roles of the corresponding apparatuses described for the
first core network. The configurations and roles of
SCEF_A 46, the HSS_A 50, and the PCRF_60 may be
similar to the apparatuses described for the first core net-
work. Therefore, description of the steps is omitted.
[0057] Additionally, asillustratedin FIG. 3B, eachradio
access network includes apparatuses to which the UE_A

10

15

20

25

30

35

40

45

50

55

10 is actually connected (such as a base station appa-
ratus and an access point apparatus), and the like. The
apparatuses used in these connections can be thought
of as apparatuses adapted to the radio access networks.
[0058] In the present embodiment, the NextGen
RAN_A 120 is a 5G access network and includes a Next
Generation Base Station (NextGen BS)_A 122. The
NextGen BS_A 122 is a radio base station to which the
UE_A 10 connects through Next Generation Radio Ac-
cess (NextGen RA), and the NextGen RAN_A 120 may
include one or multiple NextGen BS_A 122.

[0059] Furthermore, the WLAN ANc 125 is a wireless
LAN access network and includes a WAG_A 126. The
WLAN Access Gateway (WAG)_A 126 is a radio base
station to which the UE_A 10 connects through a wireless
LAN access, and the WLAN ANc 125 may include one
or multiple WAGs_A 126. Moreover, the WAG_A 126
may serve as a gateway apparatus between the core
network_A 90 and the WLAN ANc 125. In the WAG_A
126, a function unit of a radio base station and a function
unit of a gateway apparatus may be constituted by sep-
arate apparatuses.

[0060] Note that herein, the UE_A 10 being connected
to radio access networks refers to the UE_A 10 being
connected to a base station apparatus, an access point,
or the like included in each of the radio access networks,
and data, signals, and the like being transmitted and/or
received also pass through those base station appara-
tuses, access points.

1.2. Device Configuration

[0061] Atfirst, identification information stored in each
apparatus will be described. International Mobile Sub-
scriber ldentity (IMSI) is permanent identification infor-
mation of a subscriber (user), and is identification infor-
mation assigned to a user using a UE. IMSI stored in the
UE_A 10, the MME_A 40, and the SGW_A 35 may be
the same as IMSI stored in the HSS_A 50.

[0062] EMM State/MM State indicates a Mobility man-
agement state of the UE_A 10 or the MME_A 40. For
example, the EMM State/MM State may be an EMM-
REGISTERED state (registration state) where the UE_A
10 is registered with a network and/or an EMM-DEREG-
ISTERD state (non-registration state) where the UE_A
10 is not registered with a network. Alternatively, the
EMM State/MM State may be an ECM-CONNECTED
state where connection between the UE_A 10 and the
core network_A 90 is maintained and/or an ECM-IDLE
state where the connection is released.

[0063] The Globally Unique Temporary Identity (GUTI)
is temporary identification information about the UE_A
10. The GUTI is constituted of identification information
of the MME_A 40 (GUMMEI: Globally Unigue MME Iden-
tifier) and identification information of the UE_A 10 in the
specific MME_A 40 (M-TMSI). ME Identity is ID of the
UE_A 10 or a ME, and for example, may be International
Mobile Equipment Identity (IMEI) and IMEI Software Ver-
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sion (IMISV). MSISDN represents a basic phone number
of the UE_A 10. The MSISDN stored in the MME_A 40
may be information provided by a storage unit of the
HSS_A 50.

[0064] MME F-TEID is information for identifying the
MME_A 40. The MME F-TEID may include an IP address
of the MME_A 40, may include Tunnel Endpoint Identifier
(TEID) of the MME_A 40, or may include both the IP
address and the TEID. The IP address of the MME_A 40
and the TEID of the MME_A 40 may be stored independ-
ently. The MME F-TEID may be identification information
for user data, and may be identification information for
control information.

[0065] SGW F-TEID is information for identifying the
SGW_A35.The SGW F-TEID may include an IP address
of the SGW A 35, may include TEID of the SGW_A 35,
or may include both the IP address and the TEID. The
IP address of the SGW_A 35 and the TEID of the SGW
A 35 may be stored independently. The SGW F-TEID
may be identification information for user data, and may
be identification information for control information.
[0066] PGW F-TEID is information for identifying the
PGW_A30. The PGW F-TEID may include an IP address
of the PGW_A 30, may include TEID of the PGW_A 30,
or may include both the IP address and the TEID. The
IP address ofthe PGW_A 30 and the TEID of the PGW_A
30 may be stored independently. The PGW F-TEID may
be identification information for user data, and may be
identification information for control information.

[0067] eNB F-TEID is information for identifying the
eNB_A 45. The eNB F-TEID may include an IP address
of the eNBA 45, may include TEID of the eNB_A 45, or
may include both the IP address and the TEID. The IP
address of the eNB_A 45 and the TEID of the SGW_A
35 may be stored independently. The eNB F-TEID may
be identification information for user data, and may be
identification information for control information.

[0068] An Access Point Name (APN) may be identifi-
cation information for identifying the core network_A 90
and an external network such as a DN. Furthermore, the
APN can be used as information for selecting a gateway
device such as the PGW_A 30 to connect with the core
network_A 90.

[0069] Note that the APN may be identification infor-
mation for identifying such a gateway device, or may be
identification information for identifying an external net-
work such as a DN. Note that there may be multiple gate-
ways selectable by APNs in a case that multiple gateways
are located to connect the core network_A 90 and a DN.
Furthermore, in a case of selecting one gateway from
such multiple gateway devices, the gateway may be se-
lected by another technique using identification informa-
tion other than the APN.

[0070] UE Radio Access Capability is identification in-
formation for indicating a radio access capability of the
UE_A 10. UE Network Capability includes an algorithm
of security supported by a UE and a key derivative func-
tion. The MS Network Capability is information including
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at least one kind of information necessary for the SGSN
to the UE having the GERAN and/or UTRAN function.
The Access Restriction is registration information for ac-
cess restriction. eNB Address is an IP address of the
eNB_A45. MME UE S1AP ID is information for identifying
a UE in the MME_A 40. eNB UE S1AP ID is information
for identifying a UE in the eNB_A 45.

[0071] APN in Use (Data Network Identifier) is an APN
recently used. This APN may include identification infor-
mation about the network and identification information
about a default operator. Furthermore, APN in Use (Data
Network Identifier) may be information for identifying a
DN of an establishment destination of a PDU session.
[0072] Assigned Session Type (Assigned PDN Type)
is information for indicating a type of a PDU session. The
type of a PDU session may be IP or may be non-IP. Fur-
thermore, in a case that the type of a PDU session is IP,
information for indicating a type of a PDN assigned from
a network may be included. Note that Assigned Session
Type (Assigned PDN Type) may be IPv4, IPv6, or IPv4v6.
[0073] In addition, unless otherwise specified, IP Ad-
dress is an IP address assigned to a UE. The IP address
may be an IPv4 address, may be an IPv6 address, or
may be an IPv6 prefix. Note thatan element of IP Address
may not be included in a case that Assigned Session
Type (Assigned PDN Type) indicates non-IP.

[0074] SCEF ID is an IP address of the SCEF_A 46
used in a PDU session. Default Bearer is information
obtained and/or generated at the time of PDU session
establishment, and is EPS bearer identification informa-
tion for identifying a default bearer associated witha PDU
session.

[0075] EPS Bearer ID is identification information of an
EPS bearer. In addition, EPS Bearer ID may be identifi-
cation information for identifying a SRB and/or a CRB,
and may be identification information for identifying a
DRB. Transaction Identifier (Tl) is identification informa-
tion for identifying bidirectional message flow (Transac-
tion). Note that EPS Bearer ID may be EPS bearer iden-
tification information for identifying a dedicated bearer.
Therefore, it may be identification information for distin-
guishing a different EPS bearer from a default bearer.
Traffic Flow Template (TFT) indicates all packet filters
associated with an EPS bearer. TFT is information for
identifying a part of user data to transmitted and/or re-
ceived, and the UE_A 10 transmits and/or receives user
dataidentified by TFT by using an EPS bearer associated
with TFT. Further, in other words, the UE_A 10 transmits
and/or receives user data identified by TFT by using RB
associated with TFT. In addition, TFT may associate user
data such as application data transmitted and/or received
with an appropriate transfer path, and may be identifica-
tion information for identifying the application data. In ad-
dition, the UE_A 10 may transmit and/or receive user
data which is not identified with TFT by using a default
bearer. In addition, the UE_A 10 may store TFT associ-
ated with a default bearer in advance.

[0076] Default Bearer is EPS bearer identification in-
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formation for identifying a default bearer associated with
aPDU session. Note that an EPS bearer may be alogical
communication path established between the UE_A 10
and the PGW_A 30. Also in this case, an EPS bearer
may be configured including Radio Bearer (RB) estab-
lished between the UE_A 10 and a base station in the
access network, and/or an access point. Furthermore,
the RB and the EPS bearer may be associated one-to-
one. Therefore, identification information of the RB may
be associated with identification information of the EPS
bearer one-to-one, or may be the same identification in-
formation. Note that the RB may be a Signalling Radio
Bearer (SRB) and/or a Control-plane Radio bearer
(CRB), ormay be a Data Radio Bearer (DRB). In addition,
Default Bearer may be information that the UE_A 10
and/or the SGW A 35 and/or the PGW A 30 obtain from
the core network_A 90 at the time of PDU session es-
tablishment.

[0077] User Identity is information for identifying a sub-
scriber. The User Identity may be IMSI or may be MSIS-
DN. Furthermore, the User Identity may be identification
information other than IMSI or MSISDN. Serving Node
Information is information for identifying the MME_A 40
used in a PDU session, and may be an IP address of the
MME_A 40.

[0078] eNB/NextGen BS/WAG Address is an IP ad-
dress of the eNB_A 45 and/or the NextGen BS_A 122
and/or the WAG_A 126. eNB/NextGen BS/WAG ID is
information for identifying a UE in the eNB_A 45 and/or
the NextGen BS_A 122 and/or the WAG_A 126.

[0079] NextGen BS Address is an IP address of the
NextGen BS_A 122. NextGen BS ID is information for
identifyinga UE inthe NextGen BS_A 122. WAG Address
is an IP address of the WAG_A 126. WAG ID is informa-
tion for identifying a UE in the WAG_A 126.

[0080] MME/eNB/NextGen BS/WAG Address is an IP
address of the MME_A 40 and/or the eNB_A 45 and/or
the NextGen BS_A 122 and/or the WAG_A 126.
MME/eNB/NextGen BS/WAG ID is information for iden-
tifying a UE in the MME_A 40 and/or the eNB_A 45 and/or
the NextGen BS_A 122 and/or the WAG_A 126.

[0081] Mobility Type is information indicating granular-
ity of mobility. Furthermore, Mobility Type may be infor-
mation for indicating a type of Service Continuity, may
be the information for indicating a type of mobility sup-
ported, or may be information about handover. For ex-
ample, Mobility Type may be Mobility Type correspond-
ing to UE-initiated handover, may be the Mobility Type
corresponding to conditions a state where UE-initiated
handover is not allowed, or may be the Mobility Type
corresponding to a state where network-initiated hando-
ver is not allowed. Note that the Mobility Type may be
Mobility Class or may be Mobility level.

[0082] Handover Information is information about the
handover of the UE_A 10 and/or a network (the access
network and/or the core network_A 90). Handover Infor-
mation may be information for indicating a sort of hando-
ver supported, or may be handover permission informa-
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tion in each state.

[0083] Note that a type of handover supported may be
handover in a 3GPP access network or a non-3GPP ac-
cess network, or may be handover between a 3GPP ac-
cess network and a non-3GPP access network. In addi-
tion, the handover permission information in each state
may be information for indicating to allow for handover
in an active mode and/or an idle mode, or may be infor-
mation for indicating not to allow for handover in an active
mode and/or an idle mode.

[0084] Furthermore, Handover Information may be in-
formationincluding UE UE-initiated Handover Capability,
and/or NW UE-initiated Handover Capability, and/or UE-
initiated Handover allowed, and/or NW-initiated Hando-
ver allowed.

[0085] Note that the UE UE-initiated Handover Capa-
bility is capability information for indicating whether the
UE_A 10 supports UE-initiated handover. Furthermore,
the NW UE-initiated Handover Capability is capability in-
formation for indicating whether a network and/or a de-
vice in the network support UE-initiated handover.
[0086] In addition, the UE-initiated Handover allowed
is information for indicating whether UE-initiated hando-
ver is allowed. The UE-initiated Handover allowed may
be information for indicating whether UE-initiated hando-
ver is allowed in a connected cell, and/or a tracking area,
and/or an access network, or may be information for in-
dicating whether it is temporarily allowed.

[0087] Furthermore, the NW-initiated Handover al-
lowed is information for indicating whether network-initi-
ated handover is allowed. The NW-initiated Handover
allowed may be information for indicating whether net-
work-initiated handover is allowed in a connected cell,
and/or atracking area, and/or an access network, or may
be information for indicating whether it is temporarily al-
lowed.

[0088] The configuration of each apparatus will be de-
scribed below.

1.2.1. Configuration of UE

[0089] FIG. 4A illustrates an apparatus configuration
of the UE_A 10. As illustrated in the drawing, the UE_A
10 includes a transmission and/or reception unit_A 420,
a controller_A 400, and a storage unit_A 440. The trans-
mission and/or reception unit_A 420 and the storage unit
A 440 are connected to the controller_A 400 via a bus.
[0090] The controller_A 400 is a function unit for con-
trolling the UE_A 10. The controller_A 400 implements
various processes by reading out and executing various
programs stored in the storage unit_A 440.

[0091] The transmission and/or reception unit_A 420
is a function unit through which the UE_A 10 connects
to a base station and/or an access point in the access
network to connect to the access network. Furthermore,
an external antenna_A 410 is connected to the transmis-
sion and/or reception unit_A 420. To put it another way,
the transmission and/or reception unit A420 is a function
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unit through which the UE_A 10 connects to a base sta-
tion and/or an access point in the access network. More-
over, the transmission and/or reception unit A 420 is a
transmission and/or reception function unit through
which the UE_A 10 transmits and/or receives user data
and/or control information to and/or from a base station
and/or an access point in the access network.

[0092] The storage unit A 440 is a function unit for stor-
ing programs, data, and the like necessary for each op-
eration of the UE_A 10. The storage unit_A 440 includes,
for example, a semiconductor memory, a Hard Disk Drive
(HDD), or the like. The storage unit_A 440 may store at
least identification information and/or control information
and/or a flag and/or a parameter included in a control
message transmitted and/or received in a communica-
tion procedure to be described later. As illustrated in the
drawing, the storage unit_A 440 stores a UE context 542.
Hereinafter, information elements stored in the storage
unit A 440 will be described.

[0093] First, FIG. 5B illustrates information elements
included in the UE context stored for each UE. As illus-
trated in the drawing, the UE context stored for each UE
includes an IMSI, an EMM State, a GUTI, and an ME
Identity.

[0094] Moreover, the UE context stored for each UE
may include a Mobility Type and/or Handover Informa-
tion.

[0095] Next, FIG. 5C illustrates a UE context for each
Packet Data Unit (PDU) session stored for each PDU
session. As illustrated in the drawing, the UE context for
each PDU sessionincludes an APNin Use (Data Network
Identifier), an Assigned Session Type (Assigned PDN
Type), an IP Address(es), and a Default Bearer.

[0096] Moreover, the UE context stored for each PDU
session may include a Mobility Type and/or Handover
Information.

[0097] FIG.5Dillustrates the UE context for each bear-
er stored in the storage unit of the UE. As illustrated in
the drawing, the UE context for each bearer includes an
EPS Bearer ID, a Tl, and a TFT.

1.2.2. Configuration of eNB/NextGen BS/WAG

[0098] A configuration of the eNB_A 45, the NextGen
BS_A 122, and the WAG_A 126 will be described below.
FIG. 6A illustrates an apparatus configuration of the
eNB_A45, the NextGenBS_A 122, andthe WAG_A 126.
As illustrated in the drawing, each of the eNB_A 45, the
NextGen BS_A 122, and the WAG_A 126 includes a net-
work connection unit_B 620, a transmission and/or re-
ception unit_B 630, a controller_B 600, and a storage
unit_B 640. The network connection unit_B 620, the
transmission and/or reception unit B 630, and the storage
unit_B 640 are connected to the controller B 600 via a
bus.

[0099] The controller_B 600 is a function unit for con-
trolling the eNB_A45. The controller_B 600 implements
various processes by reading out and executing various
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programs stored in the storage unit_B 640.

[0100] The network connection unit_B 620 is a function
unit through which the eNB_A 45, the NextGen BS_A
122, and the WAG_A 126 connect to the MME_A 40
and/orthe SGW_A 35. Moreover, the network connection
unit_B 620 is a transmission and/or reception unit
through which the eNB_A 45, the NextGen BS_A 122,
and the WAG_A 126 transmit and/or receive user data
and/or control information to and/or from the MME_A 40
and/or the SGW_A 35.

[0101] The transmission and/or reception unit_B 630
is a function unit through which the eNB_A 45, the Next-
Gen BS_A 122, and the WAG_A 126 connect to the
UE_A 10. Moreover, the transmission and/or reception
unit_B 630 is a transmission and/or reception function
unit configured to transmit and/or receive user data
and/or control information to and/or from the UE_A 10.
Furthermore, an external antenna_B 610 is connected
to the transmission and/or reception unit_B 630.

[0102] The storage unit_B 640 is a function unit con-
figured to store programs, data, and the like necessary
for each operation of the eNB_A 45, the NextGen BS_A
122, and the WAG_A 126. The storage unit_B 640 in-
cludes, for example, a semiconductor memory, a Hard
Disk Drive (HDD), or the like. The storage unit_B 640
may store at leastidentification information and/or control
information and/or a flag and/or a parameter included in
a control message transmitted and/or received in the
communication procedure to be described later. The stor-
age unit_B 640 may store these pieces of information as
a UE context.

[0103] Moreover, the storage unit_B 640 may include
a Mobility Type and/or Handover Information.

1.2.3. Configuration of MME

[0104] A configuration of the MME_A 40 will be de-
scribed below. FIG. 7A illustrates an apparatus configu-
ration of the MME_A 40. As illustrated in the drawing, the
MME_A 40 includes a network connection unit C 720, a
controller_C 700, and a storage unit_C 740. The network
connection unit_C 720 and the storage unit_C 740 are
connected to the controller_C 700 via a bus.

[0105] The controller_C 700 is a function unit for con-
trolling the MME_A 40. The controller_C 700 implements
various processes by reading out and executing various
programs stored in the storage unit_C 740.

[0106] The network connection unit_C 720 is a function
unit through which the MME_A 40 connects to a base
station in the access network and/or an access point in
the access network and/or the SCEF_A 46 and/or the
HSS_A 50 and/or the SGW_A 35. Furthermore, the net-
work connection unit_C 720 is a transmission and/or re-
ception unit through which the MME_A 40 transmits
and/or receives user data and/or control information to
and/or from a base station in the access network and/or
an access point in the access network and/or the
SCEF_A 46 and/orthe HSS_A 50 and/or the SGW_A 35.
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[0107] The storage unit_C 740 is a function unit for
storing programs, data, and the like necessary for each
operation of the MMF_A 40. The storage unit_C 740 in-
cludes, for example, a semiconductor memory, a Hard
Disk Drive (HDD), or the like. The storage unit_C 740
may store at least the identification information and/or
the control information and/or the flag and/or the param-
eter included in the control message transmitted and/or
received in the communication procedure to be described
later.

[0108] Asillustrated in the drawing, the storage unit_C
740 stores an MME context 1142. Hereinafter, informa-
tion elements stored in the storage unit_C 740 will be
described. FIG. 8B illustrates information elements in-
cludedinthe UE context stored for each UE. As illustrated
in the drawing, the MME context stored for each UE in-
cludes an IMSI, a MSISDN, a MM State, a GUTI, a ME
Identity, UE Radio Access Capability, UE Network Ca-
pability, MS Network Capability, Access Restriction, an
MME F-TEID, a SGW F-TEID, an eNB Address, an MME
UE S1AP ID, an eNB UE S1AP ID, a NextGen BS Ad-
dress, a NextGen BS ID, a WAG Address, and a WAG ID.
[0109] Moreover, the MME context stored for each UE
may include a Mobility Type and/or Handover Informa-
tion.

[0110] Next, FIG. 9C illustrates an MME context for
each PDU session stored for each PDU session. As il-
lustrated in the drawing, the MME context for each PDU
session includes APN in Use (Data Network Identifier),
an Assigned Session Type (Assigned PDN Type), an IP
Address,aPGW F-TEID, a SCEF ID, and a Default Bear-
er.

[0111] Moreover, the MME context for each PDU ses-
sion may include a Mobility Type and/or Handover Infor-
mation.

[0112] FIG. 9D illustrates the MME context for each
bearer stored for each bearer. As illustrated in the draw-
ing, the MME context stored for each bearer includes an
EPS Bearer ID, a Tl, TFT, a SGW F-TEID, a PGW F-
TEID, an MME F-TEID, an eNB/NextGen BS/WAG Ad-
dress, and an eNB/NextGen BS/WAG ID. Here, the in-
formation elements included in the MME contextiillustrat-
edinFIG. 8B and FIGS. 9C and 9D may be included and
stored in either a MM context 644 or an EPS bearer con-
text.

1.2.4. Configuration of SGW

[0113] FIG. 10A illustrates an apparatus configuration
of the SGW_A 35. As illustrated in the drawing, the
SGW_A 35 includes a network connection unit_D 1020,
a controller_D 1000, and a storage unit_D 1040. The
network connection unit_D 1020 and the storage unit_D
1040 are connected to the controller_D 1000 via a bus.
[0114] The controller_D 1000 is a function unit for con-
trolling the SGW_A 35. The controller_D 1000 imple-
ments various processes by reading out and executing
various programs stored in the storage unit_D 1040.
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[0115] The network connection unit_D 1020 is a func-
tion unitthrough which the SGW_A 35 connects to a base
station in the network and/or an access point and/or the
MME_A 40 and/or the PGW_A 30 and/or SGSN_A 42.
Furthermore, the network connection unit_D 1020 is a
transmission and/or reception unit through which the
SGW_A 35 transmits and/or receives user data and/or
control information to and/or from the base station in the
access network and/or the access point and/or the
MME_A 40 and/or the PGW_A 30 and/or SGSN_A 42.
[0116] The storage unit D 1040 is a function unit con-
figured to store programs, data, and the like necessary
for each operation of the SGW_A 35. The storage unit_D
1040 includes, for example, a semiconductor memory, a
Hard Disk Drive (HDD), or the like.

[0117] The storage unit D 1040 may store at least the
identification information and/or the control information
and/or the flag and/or the parameter included in the con-
trol message transmitted and/or received in the commu-
nication procedure to be described later.

[0118] As illustrated in the drawing, the storage unit D
1040 stores an EPS bearer context 1442. Note that the
EPS bearer context includes an EPS bearer context
stored for each UE, an EPS bearer context stored for
each PDU session, and an EPS bearer context stored
for each bearer.

[0119] First, FIG. 11B illustrates information elements
of the EPS bearer context stored for each UE. As illus-
trated in the drawing, the EPS bearer context stored for
each UE includes an IMSI, an ME Identity, a MSISDN,
an MME F-TEID, and a SGW F-TEID.

[0120] Furthermore, the EPS bearer context includes
an EPS bearer context for each PDU session stored for
each PDU session. FIG. 11C illustrates the EPS bearer
context for each PDU session. As illustrated in the draw-
ing, the EPS bearer context for each PDU session in-
cludes APN in Use (Data Network Identifier), an Assigned
Session Type (Assigned PDN Type), a SGWF-TEID, a
PGW F-TEID, a Default Bearer, and an IP Address(es).
[0121] Furthermore, the EPS bearer context includes
the EPS bearer context for each bearer. FIG. 11D illus-
trates the EPS bearer context for each bearer. As illus-
trated in the drawing, the EPS bearer context for each
bearer includes an EPS Bearer ID, TFT, a PGW F-TEID,
a SGW F-TEID, an eNB F-TEID, an MME/NextGen
BS/WAG Address, and an MME/NextGen BS/WAG ID.

1.2.5. Configuration of PGW

[0122] FIG. 10A illustrates an apparatus configuration
of the PGW_A 30. As illustrated in the drawing, the
PGW_A 30 includes the network connection unit_D
1020, the controller_D 1000, and the storage unit_D
1040. The network connection unit_D 1020 and the stor-
age unit_D 1040 are connected to the controller_D 1000
via a bus.

[0123] The controller_D 1000 is a function unit for con-
trolling the PGW A 30. The controller_D 1000 implements
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various processes by reading out and executing various
programs stored in the storage unit_D 1040.

[0124] The network connection unit_D 1020 is a func-
tion unit through which the PGW_A 30 connects to the
SGW_A 35 and/or the PCRF_A 60 and/or the ePDG A
65 and/or the AAA_A 55 and/or the TWAG_A 74 and/or
the PDN_A 5. The network connection unit_D 1020 is a
transmission and/or reception unit through which the
PGW_A 30 transmits and/or receives user data and/or
control information to and/or from the SGW_A 35 and/or
the PCRF A 60 and/orthe ePDG_A 65 and/orthe AAA_A
55 and/or the TWAG_A 74 and/or the PDN_A 5.

[0125] The storage unit_D 1040 is a function unit con-
figured to store programs, data, and the like necessary
for each operation of the PGW_A 30. The storage unit_D
1040 includes, for example, a semiconductor memory, a
Hard Disk Drive (HDD), or the like.

[0126] The storage unit D 1040 may store at least the
identification information and/or the control information
and/or the flag and/or the parameter included in the con-
trol message transmitted and/or received in the commu-
nication procedure to be described later.

[0127] As illustrated in the drawing, the storage unit D
1040 stores an EPS bearer context 1642. Note that the
EPS bearer context may be stored in such a manner that
an EPS bearer context stored foreach UE, an EPS bearer
context stored for each APN, an EPS bearer context
stored for each PDU session, and an EPS bearer context
stored for each bearer are separately stored.

[0128] FIG. 12B illustrates information elements in-
cluded in the EPS bearer context stored for each UE. As
illustrated in the drawing, the EPS bearer context stored
for each UE includes an IMSI, an IMSI-unauthenticated-
indicator, an ME Identity, an MSISDN, and a RAT type.
[0129] Next, FIG. 12C illustrates the EPS bearer con-
text stored for each APN. As illustrated in the drawing,
the EPS bearer context stored for each APN of the PGW
storage unitincludes APN in use. Note thatthe EPS bear-
er context stored for each APN may be stored for each
Data Network Identifier.

[0130] Furthermore, FIG. 12D illustratesthe EPS bear-
er context for each PDU session stored for each PDU
session. As illustrated in the drawing, the EPS bearer
context for each PDU session includes an Assigned Ses-
sion Type (Assigned PDN Type), an IP Address, a SGW
F-TEID, a PGW F-TEID, and a Default Bearer.

[0131] Furthermore, FIG. 12E illustrates the EPS bear-
er context stored for each EPS bearer. As illustrated in
the drawing, the EPS bearer context includes an EPS
Bearer ID, a TFT, a PGW F-TEID, and a SGW F-TEID.

1.2.6. Configuration of SCEF

[0132] FIG. 10A illustrates an apparatus configuration
of the SCEF_A 46. As illustrated in the drawing, the
SCEF_A 46 includes a network connection unit_D 1020,
a controller_D 1000, and a storage unit_D 1040. The
network connection unit_D 1020 and the storage unit_D
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1040 are connected to the controller_D 1000 via a bus.
[0133] The controller_D 1000 is a function unit for con-
trolling the SCEF_A 46. The controller_D 1000 imple-
ments various processes by reading out and executing
various programs stored in the storage unit_D 1040. The
network connection unit_D 1020 is a function unit through
which the SCEF_A 46 connects to the core network_A
90. In other words, the network connection unit_D 1020
is a function unit through which the SCEF_A 46 connects
to the MME_A 40. Furthermore, the network connection
unit_D 1020 is a transmission and/or reception unit
through which the SCEF_A 46 transmits and/or receives
user data and/or control information to and/or from the
MME_A 40.

[0134] The storage unit D 1040 is a function unit con-
figured to store programs, data, and the like necessary
foreach operation of the SCEF_A 46. The storage unit_D
1040 includes, for example, a semiconductor memory, a
Hard Disk Drive (HDD), or the like. The storage unit D
1040 may store at least the identification information
and/or the control information and/or the flag and/or the
parameter included in the control message transmitted
and/or received in the communication procedure to be
described later.

[0135] As illustrated in the drawing, the storage unit D
1040 stores an EPS bearer context 1042. Hereinafter,
information elements stored in the storage unit_D 1040
will be described. FIG. 13B illustrates information ele-
ments included in the EPS bearer context. As illustrated
in the drawing, the EPS bearer context includes a User
Identity, APN in Use (Data Network Identifier), an EPS
Bearer ID, and Serving Node Information.

1.3. Description of Communication Procedure

[0136] Next, the communication procedure according
to the present embodiment will be described using FIG.
15. Here, before describing the detailed process of each
procedure, in order to avoid redundant descriptions, ter-
minology specific to the presentembodiment and primary
identification information used in each procedure will be
described beforehand.

[0137] A first state in the present embodiment will be
described with reference to FIG. 14. The first state in the
present embodiment is a state in which the UE_A 10 is
connected and registered to the core network_A 90 and
each apparatus has established a PDU session. Note
that each apparatus may perform a procedure for regis-
tering the UE_A 10 to the core network_A 90 and a pro-
cedure for establishing a PDU session at the same time
or separately.

[0138] A first access in the present embodiment may
be a 3GPP access. Moreover, in the description in the
present embodiment, a 3GPP access may indicate a
3GPP access network or may indicate a 3GPP access
system. Note that a 3GPP access system may be aradio
access system for constituting various 3GPP access net-
works.
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[0139] A second access in the present embodiment
may be anon-3GPP access. Moreover, in the description
in the present embodiment, the non-3GPP access may
indicate a non-3GPP access network or may indicate a
non-3GPP access system. Note that the non-3GPP ac-
cess system may be a radio access system for consti-
tuting various non-3GPP access networks.

[0140] Next, Access Traffic Steering refers to a proce-
dure for selecting an optimal access network for data flow
transmission and/or reception and transmitting and/or re-
ceiving data flow traffic via the selected access network.
Note that selection of an optimal access network may be
performed based on an application or the like associated
with network load, radio signal quality, and/or a data flow.
Access Traffic Steering may be applicable between the
3GPP access and the non-3GPP access.

[0141] Access Traffic Steering refers to a procedure
for transferring traffic of all data flows in progress to an-
other access network while keeping the intermittency of
the data flows. Access Traffic Steering may be applicable
between the first access and the second access.
[0142] Specifically, Access Traffic Steering may be
function or a communication procedure for transmitting
and/or receiving user data by selecting a communication
path via the first access or a communication path via the
second access for each data flow of one or multiple data
flows transmitted and/or received using an IP address
associated with a session. In other words, at the time of
performing communication in multiple flows for transmit-
ting and/or receiving user data by using a single IP ad-
dress, a communication path via the first access or a
communication path via the second access can be se-
lected for each flow. Hence, transmission and/or recep-
tion in multiple flows can be performed by using the com-
munication path via the first access and the communica-
tion path via the second access at the same time at a
time point.

[0143] Moreover, Access Traffic Splitting refers to a
procedure for separating traffic of a single data flow into
communications via multiple access networks. Here, part
of the traffic separated from the single data flow may be
transmitted and/or received via the first access, while the
other traffic may be transmitted and/or received via the
second access. Note that Access Traffic Splitting may
be applicable between the first access and the second
access.

[0144] Specifically, Access Traffic Splitting may be
function or a communication procedure for performing
communication in a single data flow in which transmis-
sion and/orreceptionis performed by usingan IP address
associated with a session by using a communication path
via the first access or a communication path via the sec-
ond access. In other words, at the time of performing
communication in multiple flows for transmitting and/or
receiving user data by using a single IP address, a com-
munication path via the first access and/or a communi-
cation path via the second access can be selected for
each flow. Hence, transmission and/or reception in mul-
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tiple flows can be performed by using the communication
path via the first access and the communication path via
the second access at the same time at a time point. Note
that each data unit transmitted and/or received in com-
munication of a single flow is delivered by using either
the first access or the second access. In other words, a
single data unit is not replicated to be delivered through
multiple communication paths.

[0145] Aroutingfilterisinformation used to identify one
or multiple IP flows for the purpose of routing and may
specifically be a set of parameters or a set of ranges of
IP headers used for communication in flows.

[0146] In other words, a routing filter is information that
can identify each flow and may include a set of parame-
ters of IP headers transmitted and/or received in flows.
Note that the set of parameters of IP headers may be
information including a combination of one or more of
five-tuples such as a source IP address, a destination IP
address, a source port number, a destination port
number, and a protocol number.

[0147] A routing access type may be information indi-
cating a type of an access network through which trans-
mission and/or reception in one or multiple IP flows trans-
mittable and/or receivable in association with a session
is performed. Note that the type of access network may
be the first access or the second access.

[0148] A routing rule may be information that enables
association of a routing filter and a routing access type.
The routing rule may be information associating a routing
filter and a routing access type and may be information
that can identify a routing access type to be used for
transmission and/or reception for each of one or more
flows transmitted and/or received in association with a
session. Note that the UE_A 10 and the core network
can select, as a communication path for transmission
and/or reception of each flow, either the communication
path via the first access or the communication path via
the second access, based on the routing rule.

[0149] Alternatively, the routing rule may associate
multiple routing access types with a routing filter and in-
dicate that communication of a certain flow is transmitted
and/or received by using multiple communication paths.
In this case, communication can be performed by using,
as communication paths for transmission and/or recep-
tion of a certain flow, both the communication path via
the first access and the communication path via the sec-
ond access. Note that each data unit transmitted and/or
received in communication of a single flow is delivered
by using either the first access or the second access. In
other words, a single data unit is not replicated to be
delivered through multiple communication paths. More-
over, selection of an access network or selection of a
communication path may be performed based on an ap-
plication or the like associated with network load, radio
signal quality, and/or a data flow or may be performed
based on a UE policy and/or an operator policy.

[0150] A multi-access session in the present embodi-
ment is a session that can deliver traffic via the first ac-
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cess or the second access, or both of the accesses at
the same time. Note that the multi-access session may
include a first type multi-access session and/or a second
type multi-access session.

[0151] The first type multi-access session in the
present embodiment is a session that can deliver traffic
via the first access or the second access, or both of the
accesses at the same time. In addition, one or multiple
IP addresses may be associated with a multi-access ses-
sion, and the UE_A 10 can perform communication of
multiple flows by using the IP addresses in the multi-
access session. Note that each flow is associated with
either the first access or the second access, and com-
munication of each flow is performed via an access as-
sociated at a time point.

[0152] Notethatthe accesstobe used fortransmission
and/or reception of each flow may be determined based
on a routing rule. Note that the routing rule may be de-
termined based on an operator policy and/or a UE policy.
[0153] Note that the first type multi-access session
may be a session based on IP Flow Mobility based on
network mobility protocols (NBIFOM). Additionally/Alter-
natively, the first type multi-access session may be a ses-
sion supporting Access Traffic Switching function.
[0154] The second type multi-access session in the
present embodiment is a session that can deliver traffic
via the first access or the second access, or both of the
accesses at the same time. In addition, one or multiple
IP addresses may be associated with a multi-access ses-
sion, and the UE_A 10 can perform communication of
multiple flows by using the IP addresses in the multi-
access session. Note that communication of each flow
can be performed by using either the first access or the
second access, or can be performed by using multiple
accesses at the same time at a time point.

[0155] Note that the second type multi-access session
may be a session supporting Access Traffic Splitting
function. The second type multi-access session may be
a single session in which communication of multiple flows
can be performed by using one or multiple IP addresses
associated with the session.

[0156] Note that each data unit transmitted and/or re-
ceived in communication of each flow is delivered by us-
ing either the first access or the second access. Note that
the access to be used for transmission and/or reception
of each data unit may be determined based on a routing
rule. Note that the routing rule may be determined based
on an operator policy and/or a UE policy.

[0157] Moreover, the first state in the present embod-
iment is a state in which each apparatus has established
PDU sessions via the firstaccess and the second access.
More specifically, the first state is a state in which each
apparatus has established a PDU session established
between the UE_A 10 and the PGW_A 30 viathe eNB_A
45 and the SGW_A 35 and a PDU session established
between the UE_A 10 and the PGW_A 30 via the
TWAG_A 74 and/or the ePDG_A 65. In other words, the
first state may be a state in which each apparatus has
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established a multi-access session.

[0158] Next, identification information in the present
embodiment will be described. First identification infor-
mation in the present embodiment is information indicat-
ing that the UE_A 10 has capability of enabling estab-
lishment of a communication path via the first access and
a communication path via the second access in which
communication can be performed by using a single IP
address. In other words, the first identification information
may be information indicating that the UE_A 10 has ca-
pability of establishing a first type multi-access session
and/or a second type multi-access session. Alternatively,
the first identification information may be information in-
dicating that the UE_A 10 has capability of performing
communication by using a first type multi-access session
and/or a second type multi-access session. Alternatively,
the first identification information may be information in-
dicating that the UE_A 10 has capability of performing
Access Traffic Switching and/or Access Traffic Splitting.
Alternatively, the first identification information may be
information indicating that the UE_A 10 has a capability
for performing communication using Access Traffic
Switching and/or Access Traffic Splitting.

[0159] Second identification information in the present
embodiment may be information indicating thatthe UE_A
10 has capability of establishing a first type multi-access
session. Additionally/Alternatively, the second identifica-
tion information may be information indicating that the
UE_A 10 has capability of performing communication by
using a first type multi-access session. Additionally/Al-
ternatively, the second identification information may be
information indicating that the UE_A 10 has capability of
performing Access Traffic Switching. Additionally/Alter-
natively, the second identification information may be in-
formation indicating that the UE_A 10 has capability of
performing communication using Access Traffic Switch-
ing. Additionally/Alternatively, the second identification
information may be information indicating that the UE_A
10 has capability of performing NBIFOM. Additionally/Al-
ternatively, the second identification information may be
information indicating that the UE_A 10 has capability of
performing communication using NBIFOM.

[0160] Third identification information according to the
present embodiment may be information indicating that
the UE_A 10 has capability of establishing a second type
multi-access session. Additionally/Alternatively, the third
identification information may be information indicating
that the UE_A 10 has capability of performing communi-
cation by using a second type multi-access session. Ad-
ditionally/Alternatively, the third identification information
may be information indicating that the UE_A 10 has ca-
pability of performing Access Traffic Splitting. Addition-
ally/Alternatively, the third identification information may
be information indicating that the UE_A 10 has capability
of performing Access Traffic Splitting.

[0161] Fourth identification information in the present
embodiment is information indicating that a network has
capability of enabling establishment of a communication
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path via the first access and a communication path via
the second access in which communication can be per-
formed by using a single IP address. In other words, the
fourth identification information may be information indi-
cating that the network has capability of establishing a
first type multi-access session and/or a second type mul-
ti-access session. Alternatively, the fourth identification
information may be information indicating that a network
has capability of performing communication by using a
first type multi-access session and/or a second type mul-
ti-access session. Alternatively, the fourth identification
information may be information indicating that a network
has a capability of performing Access Traffic Switching
and/or Access Traffic Splitting. Alternatively, the fourth
identification information may be information indicating
that a network has capability of performing communica-
tion using Access Traffic Switching and/or Access Traffic
Splitting.

[0162] Note thatin the present embodiment, a network
having capability may mean that the core network_A 90
and/or an apparatus included in the core network_A 90,
such as the MME_A 40 or the PGW_A 30, has the ca-
pability.

[0163] Fifth identification information according to the
present embodiment may be information indicating that
a network has capability of establishing a first type multi-
access session. Additionally/Alternatively, the fifth iden-
tification information may be information indicating that
a network has capability of performing communication
by using afirsttype multi-access session. Additionally/Al-
ternatively, the fifth identification information may be in-
formation indicating that a network has capability of per-
forming Access Traffic Switching. Additionally/Alterna-
tively, the fifth identification information may be informa-
tion indicating that a network has capability of performing
communication using Access Traffic Switching. Addition-
ally/Alternatively, the fifth identification information may
be information indicating that a network has capability of
performing NBIFOM. Additionally/Alternatively, the fifth
identification information may be information indicating
that a network has capability of performing communica-
tion using NBIFOM.

[0164] Sixth identification information according to the
present embodiment may be information indicating that
a network has capability of establishing a second type
multi-access session. Additionally/Alternatively, the sixth
identification information may be information indicating
that a network has capability of performing communica-
tion by using a second type multi-access session. Addi-
tionally/Alternatively, the sixth identification information
may be information indicating that a network has capa-
bility of performing Access Traffic Splitting. Additional-
ly/Alternatively, the sixth identification information may
be information indicating that a network has capability of
performing communication using Access Traffic Splitting.
[0165] Seventh identification information according to
the present embodiment is information indicating that es-
tablishment of a first type multi-access session is re-
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quested. Eighth identification information according to
the present embodiment is information indicating that es-
tablishment of a second type multi-access session is re-
quested.

[0166] Ninth identification information according to the
present embodiment is information indicating that estab-
lishment of a first type multi-access session is allowed.
Additionally/Alternatively, the ninth identification infor-
mation may be status information indicating that a re-
quest to establish a first type multi-access session is ac-
cepted. Additionally/Alternatively, the ninth identification
information may be information indicating that a first type
multi-access session is established. Additionally/Alter-
natively, the ninth identification information may be infor-
mation indicating that an established session is a first
type multi-access session. Additionally/Alternatively, the
ninth identification information may be session identifi-
cation information identifying an established session.
[0167] Tenthidentification information accordingto the
present embodiment is information indicating that estab-
lishment of a second type multi-access session is al-
lowed. Additionally/Alternatively, the tenth identification
information may be status information indicating that a
request to establish a second type multi-access session
is accepted. Additionally/Alternatively, the tenth identifi-
cation information may be information indicating that a
second type multi-access session is established. Addi-
tionally/Alternatively, the tenth identification information
may be information indicating that an established session
is a second type multi-access session. Additionally/Al-
ternatively, the tenth identification information may be
session identification information identifying an estab-
lished session.

[0168] Eleventh identification information according to
the present embodiment is information indicating that es-
tablishment of a first type multi-access session is not al-
lowed. Additionally/Alternatively, the eleventh identifica-
tion information may be cause information (Reject
Cause) indicating that establishment of a first type multi-
access session is not allowed. Additionally/Alternatively,
the eleventh identification information may be cause in-
formation (Reject Cause) indicating that a first type multi-
access session is not supported.

[0169] Twelfth identification information according to
the present embodiment is information indicating that es-
tablishment of a second type multi-access session is not
allowed. Additionally/Alternatively, the twelfth identifica-
tion information may be cause information (Reject
Cause) indicating that establishment of a second type
multi-access session is not allowed. Additionally/Alter-
natively, the twelfth identification information may be
cause information (Reject Cause) indicating that a sec-
ond type multi-access session is not supported.

[0170] Thirteenth identification information according
to the present embodiment is information requesting to
modify or configure an access to be used for communi-
cation of one or multiple flows that can be performed by
using a first type multi-access session. Additionally/Al-
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ternatively, the thirteenth identification information may
be information requesting to perform Access Traffic
Switching function or NBIFOM function. Additionally/Al-
ternatively, the thirteenth identification information may
be information indicating that an access for performing
communication using a first type multi-access session is
to be modified or configured. Note that the thirteenth iden-
tification information may include a routing rule associ-
ated with the first type multi-access session. Moreover,
the routing rule may be a rule for the UE_A 10 to request
modification or a rule based on the UE policy.

[0171] Fourteenth identification information according
to the present embodiment is information requesting to
perform or stop Access Traffic Splitting function for com-
munication of one or multiple flows that can be performed
by using a second type multi-access session. Note that
the fourteenth identification information may include a
routing rule associated with the second type multi-access
session. Moreover, the routing rule may be a rule for the
UE_A 10 to request modification or a rule based on the
UE policy.

[0172] Fifteenth identification information according to
the present embodiment is information indicating that
modification or configuration of an access to be used for
communication of one or multiple flows that can be per-
formed by using a first type multi-access session is al-
lowed. Additionally/Alternatively, the fifteenth identifica-
tion information may be information indicating that Ac-
cess Traffic Switching function or NBIFOM function has
been performed. Additionally/Alternatively, the fifteenth
identification information may be information indicating
that modification or configuration of an access for per-
forming communication using a first type multi-access
session has been performed. Note that the fifteenth iden-
tification information may include a routing rule associ-
ated with the first type multi-access session. Here, the
routing rule may be a routing rule that is allowed to be
performed or may be a routing rule that has been per-
formed. Moreover, the routing rule may be a rule that the
UE_A 10 has requested to modify and a network has
allowed to perform or may be a rule that is allowed to be
performed based on the operator policy.

[0173] Sixteenth identificationinformation according to
the present embodiment is information indicating that ex-
ecution or stop of Access Traffic Splitting function re-
quested by the UE_A 10 for communication of one or
multiple flows that can be communicated by using a sec-
ond type multi-access session is allowed. Additionally/Al-
ternatively, sixteenth identification information may be in-
formation indicating that function of Access Traffic Split-
ting has been performed or stopped for communication
of one or multiple flows that can be performed by using
a second type multi-access session. Note that the six-
teenth identification information may include a routing
rule associated with the second type multi-access ses-
sion. Here, the routing rule may be a routing rule that is
allowed to be performed or may be a routing rule that
has been performed. Moreover, the routing rule may be
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a rule that the UE_A 10 has requested to modify and a
network has allowed to perform or may be a rule that is
allowed to be performed based on the operator policy.
[0174] Seventeenth identification information accord-
ing to the present embodiment is information indicating
that modification or configuration of an access to be used
for communication of one or multiple flows that can be
performed by using a first type multi-access session is
not allowed. Additionally/Alternatively, the seventeenth
identification information may be information indicating
that Access Traffic Switching function or NBIFOM func-
tion is rejected. Additionally/Alternatively, the seven-
teenth identification information may be information indi-
cating that modification or configuration of an access for
communication using a first type multi-access session is
not performed. Additionally/Alternatively, the seven-
teenth identification information may be cause informa-
tion (Reject Cause) indicating that modification or con-
figuration of an access to be used for communication of
one or multiple flows is not allowed. Additionally/Alterna-
tively, the seventeenth identification information may be
cause information (Reject Cause) indicating that execu-
tion of Access Traffic Switching function or NBIFOM func-
tion is rejected. Additionally/Alternatively, the seven-
teenth identification information may be cause informa-
tion (Reject Cause) indicating that modification or con-
figuration of an access for performing communication us-
ing a first type multi-access session is not performed.
[0175] Eighteenth identification information according
to the present embodiment is information indicating that
execution or stop of Access Traffic Splitting function for
communication of one or multiple flows that can be com-
municated by using a second type multi-access session
is not allowed. Additionally/Alternatively, the eighteenth
identification information may be information indicating
rejection of execution of Access Traffic Splitting function
requested by the UE_A 10. Additionally/Alternatively, the
eighteenth identification information may be information
indicating that modification or configuration of an access
for performing communication using a second type multi-
access session is not performed. Additionally/Alterna-
tively, the eighteenth identification information may be
cause information (Reject Cause) indicating that modifi-
cation or configuration of an access used for communi-
cation of one or multiple flows is not allowed. Additional-
ly/Alternatively, the eighteenth identification information
may be cause information (Reject Cause) indicating re-
jection of execution of function of Access Traffic Splitting.
Additionally/Alternatively, the eighteenth identification in-
formation may be cause information (Reject Cause) in-
dicating that modification or configuration of a routing rule
for performing communication using a second type multi-
access session is not performed.

[0176] Nineteenth identification information according
to the present embodiment is information requesting to
modify or configure an access to be used for communi-
cation of one or multiple flows that can be performed by
using a first type multi-access session. Additionally/Al-
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ternatively, the nineteenth identification information may
be information requesting to perform Access Traffic
Switching function or NBIFOM function. Additionally/Al-
ternatively, the nineteenth identification information may
be information indicating that an access for performing
communication using a first type multi-access session is
to be modified or configured. Note that the nineteenth
identification information may include a routing rule as-
sociated with the first type multi-access session. More-
over, the routing rule may be a rule for a network to re-
quest modification or a rule based on the operator policy.
[0177] Note thatin the present embodiment, a network
requesting modification may mean that the core
network_A 90 and/or an apparatus included in the core
network_A 90, such as the MME_A 40 or the PGW_A
30, requests modification.

[0178] Twentieth identification information according
to the present embodiment is information for requesting
to perform or stop Access Traffic Splitting function for
communication of one or multiple flows that can be per-
formed by using a second type multi-access session.
Note that the twentieth identification information may in-
clude arouting rule associated with the second type multi-
access session. Moreover, the routing rule may be a rule
for a network to request modification or a rule based on
the operator policy.

[0179] Twenty-firstidentificationinformation according
to the present embodiment is information indicating that
modification or configuration of an access to be used for
communication of one or multiple flows that can be per-
formed by using a first type multi-access session is al-
lowed. Additionally/Alternatively, the twenty-first identifi-
cation information may be information indicating that Ac-
cess Traffic Switching function or NBIFOM function has
been performed. Additionally/Alternatively, the twenty-
firstidentification information may be information indicat-
ing that modification or configuration of an access for
performing communication using a first type multi-access
session has been performed. Note that the twenty-first
identification information may include a routing rule as-
sociated with the first type multi-access session. Here,
the routing rule may be a routing rule that is allowed to
be performed or may be a routing rule that has been
performed. Moreover, the routing rule may be a rule that
the network has requested to modify and the UE_ 10 has
allowed to perform or may be a rule that is allowed to be
performed based on the UE policy.

[0180] Twenty-second identification information ac-
cording to the present embodiment is information indi-
cating that execution or stop of Access Traffic Splitting
function requested by the network for communication of
one or multiple flows that can be communicated by using
a second type multi-access session is allowed. Addition-
ally/Alternatively, twenty-second identification informa-
tion may be information indicating that Access Traffic
Splitting function has been performed or stopped for com-
munication of one or multiple flows that can be performed
by using a second type multi-access session. Note that
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the twenty-second identification information may include
a routing rule associated with the second type multi-ac-
cess session. Here, the routing rule may be a routing rule
that is allowed to be performed or may be a routing rule
that has been performed. Moreover, the routing rule may
be a rule that the network has requested to modify and
the UE_ 10 has allowed to perform or may be a rule that
is allowed to be performed based on the UE policy.
[0181] Twenty-third identification information accord-
ing to the present embodiment is information indicating
that modification or configuration of an access to be used
for communication of one or multiple flows that can be
performed by using a first type multi-access session is
not allowed. Additionally/Alternatively, the twenty-third
identification information may be information indicating
rejection of execution of Access Traffic Switching func-
tion or NBIFOM function. Additionally/Alternatively, the
twenty-third identification information may be information
indicating that modification or configuration of an access
for performing communication using a first type multi-
access session is not performed. Additionally/Alterna-
tively, the twenty-third identification information may be
cause information (Reject Cause) indicating that modifi-
cation or configuration of an access used for communi-
cation of one or multiple flows is not allowed. Additional-
ly/Alternatively, the twenty-third identification information
may be cause information (Reject Cause) indicating re-
jection of execution of Access Traffic Switching function
or NBIFOM function. Additionally/Alternatively, the twen-
ty-third identification information may be cause informa-
tion (Reject Cause) indicating that modification or con-
figuration of an access for performing communication us-
ing a first type multi-access session is not performed.
[0182] Twenty-fourthidentification information accord-
ing to the present embodiment is information indicating
that execution or stop of Access Traffic Splitting function
for communication of one or multiple flows that can be
communicated by using a second type multi-access ses-
sion is not allowed. Additionally/Alternatively, the twenty-
fourth identification information may be information indi-
cating rejection of execution of Access Traffic Splitting
function requested by the network. Additionally/Alterna-
tively, the twenty-fourth identification information may be
information indicating that modification or configuration
of an access for performing communication using a sec-
ond type multi-access session is not performed. Addi-
tionally/Alternatively, the twenty-fourth identification in-
formation may be cause information (Reject Cause) in-
dicating that modification or configuration of an access
used for communication of one or multiple flows is not
allowed. Additionally/Alternatively, the twenty-fourth
identification information may be cause information (Re-
ject Cause) indicating rejection of execution of Access
Traffic Splitting function. Additionally/Alternatively, the
twenty-fourth identification information may be cause in-
formation (Reject Cause) indicating that modification or
configuration of a routing rule for performing communi-
cation using a second type multi-access session is not
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performed.

[0183] Next, the communication procedures according
to the present embodiment will be described using FIG.
15. Note that details of each of the procedures will be
described later. Each apparatus first performs the attach
procedure (S2000), and the state is changed to a state
in which the UE_A 10 has established a connection with
the network. Each apparatus then performs the PDU ses-
sion establishment procedure (S2002) to change to the
first state. Note that the apparatuses may exchange var-
ious kinds of capability information and/or various kinds
of request information of the apparatuses in the attach
procedure and/or the PDU session establishment proce-
dure.

[0184] Tochangetothefirststate, eachapparatusalso
performs an initial procedure via the second access sep-
arately from an initial procedure (attach procedure and/or
PDU session establishment procedure) via the first ac-
cess. Note that each apparatus may perform the initial
procedure via the second access after performing the
initial procedure via the first access or may perform the
initial procedure via the first access after performing the
initial procedure via the second access. The apparatuses
may perform exchange of various kinds of capability in-
formation and/or various kinds of request information of
the apparatuses in the initial procedure via the first ac-
cess or the initial procedure via the second access, or
both of the initial procedures.

[0185] Note that, in a case that the apparatuses per-
form exchange of various kinds of information and/or ne-
gotiation of various requests in the attach procedure, the
apparatuses may not necessarily perform exchange of
various kinds of information and/or negotiation of various
requests in the PDU session establishment procedure.
On the other hand, in a case that the apparatuses do not
perform exchange of various kinds of information and/or
negotiation of various requests in the attach procedure,
the apparatuses may perform exchange of various kinds
of information and/or negotiation of various requests in
the PDU session establishment procedure. Alternatively,
even in a case that the apparatuses perform exchange
of various kinds of information and/or negotiation of var-
ious requests in the attach procedure, the apparatus may
perform exchange of various kinds of information and/or
negotiation of various requests in the PDU session es-
tablishment procedure.

[0186] For example, the apparatuses may exchange
one or more pieces of identification information among
first identification information to eighteenth identification
information in the attach procedure and the PDU session
establishment procedure. The apparatuses may ex-
change one or more pieces of identification information
among thefirstidentification information to the eighteenth
identification information in the attach procedure and not
necessarily exchange the one or more pieces of identi-
fication information in the PDU session establishment
procedure. Alternatively, each apparatus may exchange
one or more pieces of identification information among
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the first identification information to the eighteenth iden-
tification information in the PDU session establishment
procedure instead of the attach procedure. The appara-
tuses may exchange identification information not ex-
changed in the attach procedure among the first identi-
fication information to the eighteenth identification infor-
mation, in the PDU session procedure.

[0187] Moreover, each apparatus may exchange
these pieces of identification information in a case of
managing the pieces of identification information in the
attach procedure in association with the UE_A 10, while
each apparatus may exchange the pieces of identifica-
tion information in the procedure of establishing a PDU
session in a case of managing the pieces of identification
information in association with a PDU session.

[0188] Moreover, each apparatus may perform the
PDU session establishment procedure in the attach pro-
cedure or after completion of the attach procedure. Note
that, in a case that the PDU session establishment pro-
cedure is performed in the attach procedure, each appa-
ratus may establish a PDU session, based on completion
of the attach procedure or change to the first state.
[0189] Next, each apparatus performs a routing rule
update procedure (S2006). Note that the routing rule up-
date procedure may be performable at an arbitrary timing
as long as it is after the entry into the first state. Each
apparatus may exchange various kinds of request infor-
mationin the routing rule update procedure. Forexample,
the apparatuses may exchange one or more pieces of
identification information among thirteen identification in-
formation to twenty-fourth identification information in the
routing rule update procedure.

[0190] Through the above-described procedures,
each apparatus completes this procedure. Note thateach
apparatus related to this procedure may transmit and/or
receive each control message described in this proce-
dure, to thereby transmit and/or receive one or multiple
pieces of identification information included in the control
message and store each transmitted and/or received
piece of identification information as a context.

1.3.1. Overview of Attach Procedure

[0191] First, an overview of the attach procedure will
be described. This procedure is a procedure for connect-
ing to a network (the access network and/or the core
network_A 90 and/or the PDN_A 5) under the initiative
of the UE_A 10. In a case that the UE_A 10 is not con-
nected to the core network_A 90, the UE_A 10 can per-
form this procedure at an arbitrary timing, such as at the
time when the terminal is turned on. In other words, the
UE_A 10 may start this procedure at an arbitrary timing
as long as the UE_A 10 is in a deregistered state (EMM-
DEREGISTERED). Each apparatus may be changed to
aregistered state (EMM-REGISTERED), based on com-
pletion of the attach procedure.

[0192] This procedure may include a procedure via the
first access and a procedure via the second access. The
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UE_A 10 may start this procedure via the second access
in a state of being connected to the core network_A 90
via the first access or may start this procedure via the
first access in a state of being connected to the core
network_A 90 via the second access.

[0193] Note that hereinafter this procedure via the first
access will be described as an example of an attach pro-
cedure, and this procedure via the second access will be
described as an example of an attach access via the
second access.

1.3.2. Example of PDU Session Establishment Proce-
dure

[0194] Next, an example of the PDU session establish-
ment procedure will be described. This procedure is a
procedure in which each apparatus establishes a PDU
session. Note that each apparatus may perform this pro-
cedure in a state that the attach procedure is completed
or may perform this procedure during the attach proce-
dure. Each apparatus may start this procedure at an ar-
bitrary timing after the attach procedure. Each apparatus
may establish a PDU session, based on completion of
the PDU session establishment procedure. Moreover,
each apparatus may establish multiple PDU sessions by
performing this procedure multiple times.

[0195] Note that the PDU session established in this
procedure may be multi-access session. Moreover, each
apparatus may perform this procedure multiple times to
add a communication path via multiple accesses to a
single multi-access session or establish a new multi-ac-
cess session. Note that this procedure may include a
procedure via the first access and a procedure via the
second access.

[0196] This procedure may be performed under the in-
itiative of the UE_A 10. For example, this procedure may
be performed under the initiative of the UE_A 10 at an
initial connection, such as at the time when the terminal
is turned on. Moreover, the UE_A 10 may start this pro-
cedure via the first access and/or the second access in
a state of being connected to the core network_A 90 via
the first and/or the second access.

[0197] Note that each apparatus may perform this pro-
cedure via the second access in a state of having estab-
lished a multi-access session via the first access, to add
acommunication path via the second access to the multi-
access session or to enable communication using a com-
munication path via the firstaccess and a communication
path via the second access to be performed.

[0198] Moreover, each apparatus may perform this
procedure via the first access in a state of having estab-
lished a multi-access session via the second access, to
add acommunication path via the firstaccess to the multi-
access session or to enable communication using a com-
munication path via the first access and a communication
path via the second access to be performed.

[0199] Each apparatus may perform this procedure via
the first access and/or the second access in a state of
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having not established a multi-access session, to estab-
lish a new multi-access session.

[0200] Note that a condition for a communication path
via a new access being added to a multi-access session
and/or a condition for a new multi-access session being
established is not limited to these. Hereinafter, this pro-
cedure via the first access will be described as an exam-
ple of a UE-initiated PDU session procedure, and this
procedure via the second access will be described as an
example of a UE-initiated PDU session establishment
procedure via the second access.

1.3.2.1. Example of UE-initiated PDU Session Establish-
ment Procedure

[0201] With reference to FIG. 17, a description will be
given of an example of a process for performing the PDU
session establishment procedure under the initiative of
the UE_A 10. Steps of this procedure will be described
below. First, the UE_A 10 transmits a PDU session es-
tablishment request message to the MME_A 40 via the
eNB_A 45 and starts the UE-initiated PDU session es-
tablishment procedure (S2200).

[0202] Note that this procedure may be an example of
the UE-initiated PDU session establishment procedure
via the first access. Here, the UE_A 10 may include, in
the PDU session establishment request message, at
least one or more pieces of identification information
among the first identification information, the second
identification information, the third identification informa-
tion, the seventh identification information, the eighth
identification information, the thirteenth identification in-
formation, and the fourteenth identification information,
or may include these pieces of identification information
in the message to request to establish a multi-access
session.

[0203] Moreover, each apparatus may transmit and/or
receive the first identification information and/or the sec-
ond identification information and/or the seventh identi-
fication information and/or the thirteenth identification in-
formation to request establishment of a first type multi-
access session, request to perform communication using
Access Traffic Switching, or request to perform commu-
nication using NBIFOM.

[0204] Moreover, each apparatus may transmit and/or
receive the first identification information and/or the sec-
ond identification information and/or the seventh identi-
fication information and/or the thirteenth identification in-
formation to indicate that the UE_A 10 supports Access
Traffic Switching or request to establish a PDU session
supporting Access Traffic Switching.

[0205] Moreover, each apparatus may transmit and/or
receive the thirteenth identification information to request
to configure an access for performing communication us-
ing a first type multi-access session and/or to configure
a routing rule corresponding to a first type multi-access
session.

[0206] Moreover, each apparatus may transmit and/or
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receive the first identification information and/or the third
identification information and/or the eighth identification
information and/or the fourteenth identification informa-
tion to request to establish a second type multi-access
session or request to perform communication using Ac-
cess Traffic Splitting.

[0207] Moreover, each apparatus may transmit and/or
receive the first identification information and/or the third
identification information and/or the eighth identification
information and/or the fourteenth identification informa-
tion to indicate that the UE_A 10 supports Access Traffic
Splitting or request to establish a PDU session supporting
Access Traffic Splitting.

[0208] Moreover, each apparatus may transmit and/or
receive the fourteenth identification information to re-
questto perform or not to perform the Access Traffic Split-
ting function for each flow or request to configure arouting
rule corresponding to a second type multi-access ses-
sion.

[0209] Moreover, in a case of having already estab-
lished a multi-access session, the UE_A 10 may include,
in a PDU session establishment request message, infor-
mation indicating that this is not an initial request and/or
the APN used in the multi-access session to request to
add a communication path via the first access to the al-
ready established multi-access session. Note that the
information indicating that this is not an initial request
may be information indicating that this is a handover.
[0210] Alternatively, the UE_A 10 may transmit infor-
mation indicating that this is an initial request in a PDU
session establishment request message or may include
these pieces of identification information in a PDU ses-
sion establishment request message to request to estab-
lish a new multi-access session via the first access.
[0211] The MME_A 40 receives a PDU session estab-
lishment request message to evaluate the first condition.
In a case that the first condition is true, the MME_A 40
starts a procedure (A) of this procedure; in a case that
the first condition is false, the MME_A 40 starts a proce-
dure (B) of this procedure.

[0212] Steps of the procedure (A) of this procedure will
be described below. The MME_A 40 performs a proce-
dure (C) of this procedure and starts the procedure (A)
of this procedure. Moreover, each step of the procedure
(C) of this procedure will be described below. The
MME_A 40 performs second condition evaluation and
starts the procedure (C) of this procedure. In a case that
the second condition is true, the MME_A 40 may transmit
a create session request message to the SGW_A 35
(82202). In contrast, in a case that the second condition
is false, the MME_A 40 may transmit a create session
request message to the SCEF_A 46 (S2210). Note that
steps in a case that the first condition is false will be de-
scribed later.

[0213] Here, the first condition evaluation is for evalu-
ating whether or not the MME_A 40 is to accept the re-
quest from the UE_A 10. The first condition being true
may be a case of accepting the request from the UE_A
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10, that is, a case that the request from the UE_A 10 is
allowed. Moreover, the first condition being false may be
a case of rejecting the request from the UE_A 10, that
is, a case of not judging that the first condition is true.
[0214] The second condition evaluation is for the
MME_A 40 to determine the type of a PDU session to be
established. The second condition being true may be a
case that the PDU session to be established is a first type
PDU session, and may be a case that the UE_A 10 has
requested to establish a first type PDU session and the
MME_A 40 has allowed the request and/or a case that
the MME_A 40 has determined to establish a first type
PDU session. Moreover, the second condition being false
may be a case that the PDU session to be established
is a second type PDU session, and may be a case that
the UE_A 10 has requested establishment of a second
type PDU session and the MME_A 40 has allowed the
request and/or a case thatthe MME_A 40 has determined
to establish a second type PDU session, and may be a
case of not judging that the second condition is true.
[0215] Here, the first type PDU session is connectivity
between the UE_A 10 and the DN via the eNB_A 45
and/or the SGW_A 35 and/or the PGW_A 30, and the
second type PDU session is connectivity between the
UE_A 10 and the DN via the eNB_A 45 and/or the
MME_A 40 and/or the SCEF_A 46.

[0216] Note that, in a case of receiving the create ses-
sion request message, the SGW_A 35 transmits the cre-
ate sessionrequest message tothe PGW_A 30 (S2204).
Moreover, the PGW_A 30 receives the create session
request message and evaluates the third condition.
[0217] Here, the MME_A 40 and/or the SGW_A 35
may include, in the create session request message, one
or more pieces of identification information among the
first identification information, the second identification
information, the third identification information, the sev-
enth identification information, the eighth identification
information, the thirteenth identification information, and
the fourteenth identification information, or information
indicating whether or not this is an initial request and/or
an APN, or may include these pieces of identification
information in the message to transfer the request from
the UE_A 10.

[0218] The third condition evaluation may be per-
formed by the PCRF_A 60 instead of the PGW_A 30. In
this case, the PGW_A 30 performs the IP-CAN session
establishment procedure with the PCRF_A 60. More spe-
cifically, the PGW_A 30 transmits a request message in
the IP-CAN session establishment procedure to the
PCRF_A 60. Moreover, the PCRF_A 60 receives the re-
questmessage inthe IP-CAN session establishment pro-
cedure, evaluates the third condition, and transmits a re-
sponse message in the IP-CAN session establishment
procedure to the PGW_A 30. Moreover, the PGW_A 30
receives the response message in the IP-CAN session
establishment procedure and recognizes a result of the
third condition evaluation.

[0219] Here, the PGW_A 30 may include, in the re-
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questmessage in the IP-CAN session establishment pro-
cedure, at least one or more pieces of identification in-
formation among the first identification information, the
second identification information, the third identification
information, the seventh identification information, the
eighth identification information, the thirteenth identifica-
tion information, and the fourteenth identification infor-
mation, or information indicating whether or not this is an
initial request, or may include these pieces of identifica-
tion information in the request message to transfer the
request from the UE_A 10.

[0220] The PCRF_A 60 may include at least the result
of the third information evaluation in aresponse message
in the IP-CAN session establishment procedure or may
include this result in the message to notify the PGW_A
30 of the result of the third condition evaluation.

[0221] Moreover, the PCRF_A 60 may include, in the
response message in the IP-CAN session establishment
procedure, one or more pieces of identification informa-
tion among the fourth identification information, the fifth
identification information, the sixth identification informa-
tion, the ninth identification information, the tenth identi-
fication information, the fifteenth identification informa-
tion, and the sixteenth identification information, or may
include these pieces of identification information in the
message to indicate that the request from the UE_A 10
is allowed.

[0222] The PCRF_A 60 may include, in the response
message in the IP-CAN session establishment proce-
dure, one or more pieces of identification information
among the eleventh identification information, the twelfth
identification information, the seventeenth identification
information, and the eighteenth identification information,
or may include these pieces of identification information
inthe message to indicate that the request from the UE_A
10 is rejected.

[0223] In a case that the third condition is true, the
PGW_A 30 transmits a session generation response
message to the SGW_A 35 (S2206). Moreover, the
SGW_A 35 receives the session generation response
message and transmits the session generation response
message to the MME_A 40 (S2208). Moreover, the
MME_A 40 receives the session generation response
message.

[0224] The PGW_A 30 and/or the SGW_A 35 may in-
clude, in the session generation response message, one
or more pieces of identification information among the
fourth identification information, the fifth identification in-
formation, the sixth identification information, the ninth
identification information, the tenth identification informa-
tion, the fifteenth identification information, and the six-
teenth identification information, or an APN and/or an IP
address, or include these pieces of identification infor-
mation in the message to indicate that the request from
the UE_A 10 is allowed.

[0225] In a case that the third condition is false, the
PGW_A 30 transmits a create session reject message
to the SGW_A 35 (S2206). Moreover, the SGW_A 35
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receives the create session reject message and trans-
mits the create session reject message to the MME_A
40 (S2208). Note that the create session reject message
may be a session generation response message includ-
ing a reject cause.

[0226] The PGW_A 30 and/or the SGW_A 35 may in-
clude, in the create session reject message, one or more
pieces of identification information among the eleventh
identification information, the twelfth identification infor-
mation, the seventeenth identification information, and
the eighteenth identification information, or may include
these pieces of identification information in the message
to indicate that the request from the UE_A 10 is rejected.
[0227] Inacase ofreceiving the create sessionrequest
message, the SCEF_A 46 evaluates the third condition.
In a case that the third condition is true, the SCEF_A 46
transmits a session generation response message to the
MME_A 40 (S2212). The MME_A 40 receives the ses-
sion generation response message. Otherwise, the
SCEF_A 46 transmits a create session reject message
to the MME_A 40 (S2212). Each apparatus completes
the procedure (C) of this procedure, based on reception
of the session generation response message and/or the
create session reject message.

[0228] Note that the third condition evaluation is for
evaluating whether or not the PGW_A 30 and/or the
SCEF_A 46 is to accept the request from the UE_A 10.
The third condition being true may be a case of accepting
the request from the UE_A 10, that is, a case that the
request from the UE_A 10 is allowed. Moreover, the third
condition being false may be a case of rejecting the re-
quest from the UE_A 10, that is, a case of not judging
that the third condition is true, and a case of not judging
that the third condition is true.

[0229] Note that, in a case that the PCRF_A 60 per-
forms the third condition evaluation, the PGW_A 30 may
perform the third condition evaluation, based on a result
of the third condition evaluation received from the
PCRF_A 60. For example, in a case that the PCRF_A
60 accepts the request from the UE_A 10, the PCRF_A
60 and the PGW_A 30 may judge that the third condition
is true; in a case that the PCRF_A 60 rejects the request
from the UE_A 10, the PCRF_A 60 and the PGW_A 30
may judge that the third condition is false.

[0230] The MME_A 40 transmits the PDU session es-
tablishment accept message to the eNB_A45, based on
reception of the session generation response message
(S2214). Note that, in a case of receiving the create ses-
sion reject message, the MME_A 40 may start the pro-
cedure (B) of this procedure instead of continuing the
procedure (A) of this procedure.

[0231] The eNB_A 45 receives the PDU session es-
tablishment accept message and transmits an RRC con-
nection reconfiguration request message and/or a PDU
session establishment accept message to the UE_A 10
(S2216). Note that the PDU session establishment ac-
cept message may be transmitted and/or received in an
RRC connection reconfiguration request message.
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[0232] Here, the MME_A 40 may include, in the PDU
session establishment accept message, at least one or
more pieces of identification information among the
fourth identification information, the fifth identification in-
formation, the sixth identification information, the ninth
identification information, the tenth identification informa-
tion, the fifteenth identification information, and the six-
teenth identification information, or an APN and/or an IP
address, or may include these pieces of identification in-
formation in the message toindicate that the request from
the UE_A 10 is accepted or that establishment of a multi-
access session is allowed.

[0233] Moreover, each apparatus may transmit and/or
receive the fourth identification information and/or the
fifth identification information and/or the ninth identifica-
tion information and/or the fifteenth identification infor-
mation to indicate that the request to establish a first type
multi-access session is accepted, indicate that a request
to perform communication using Access Traffic Switch-
ing is accepted, or indicate a request to perform commu-
nication using NBIFOM is accepted.

[0234] Each apparatus may transmit and/or receive
the fourth identification information and/or the fifth iden-
tification information and/or the ninth identification infor-
mation and/or the fifteenth identification information to
indicate that the network supports Access Traffic Switch-
ing or indicate that a PDU session supporting Access
Traffic Switching is established.

[0235] Moreover, each apparatus may transmit and/or
receive the fifteenth identification information to indicate
that an access for performing communication using a first
type multi-access session is configured or that a routing
rule corresponding to a first type multi-access session is
configured.

[0236] Moreover, each apparatus may transmit and/or
receive the fourth identification information and/or the
sixth identification information and/or the tenth identifica-
tion information and/or the sixteenth identification infor-
mation to indicate that a request to establish a second
type multi-access session is accepted or indicate that a
request to perform communication using Access Traffic
Splitting is accepted.

[0237] Each apparatus may transmit and/or receive
the fourth identification information and/or the sixth iden-
tification information and/or the tenth identification infor-
mation and/or the sixteenth identification information to
indicate thatthe network supports Access Traffic Splitting
orindicate that a PDU session supporting Access Traffic
Splitting is established.

[0238] Moreover, each apparatus may transmit and/or
receive the sixteenth identification information to indicate
whether or not the Access Traffic Splitting function is per-
formed for each flow or indicate that a routing rule cor-
responding to a second type multi-access session is con-
figured.

[0239] Each apparatus may transmit and/or receive
the same APN and/or IP address as that of the multi-
access session already established before starting of this
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procedure, to indicate that a communication path via the
first access is added to the multi-access session. In con-
trast, each apparatus may transmit and/or receive a new
APN and/or IP address to indicate that a new multi-ac-
cess session via the first access is established.

[0240] InacaseofreceivinganRRC connectionrecon-
figuration request message, the UE_A 10 transmits the
RRC connection reconfiguration request message to the
eNB_A 45 (S2218). The eNB_A 45 receives an RRC
connection reconfiguration request message, and trans-
mits a bearer configuration message to the MME_A 40
(S2220). Moreover, the MME_A 40 receives the bearer
configuration message.

[0241] In a case of receiving a PDU session establish-
ment accept message, the UE_A 10 transmits a PDU
session establishment complete message to the MME_A
40 via the eNB_A 45 (S2222) (S2224). Moreover, the
MME_A 40 receives a PDU session establishment com-
plete message to start a procedure (D) of this procedure.
[0242] Steps of the procedure (D) of this procedure will
be described below. In a case that the second condition
is true, the MME_A 40 transmits a modify bearer request
message to the SGW_A 35 and starts the procedure (D)
of this procedure (S2226). Moreover, the SGW_A 35 re-
ceives the modify bearer request message and transmits
a Modify Bearer Response message to the MME_A 40
(S2228). Moreover, the MME_A 40 receives the Modify
Bearer Response message and completes the proce-
dure (D) of this procedure. Moreover, each apparatus
completes the procedure (A) of this procedure, based on
transmission and/or reception of the PDU session estab-
lishment complete message and/or completion of the
procedure (D) of this procedure.

[0243] Next, steps of the procedure (B) of this proce-
dure will be described. The MME_A 40 transmits a PDU
session establishment reject message to the UE_A 10
via the eNB_A 45 and starts the procedure (B) of this
procedure (S2230). Moreover, the UE_A 10 receives the
PDU session establishment reject message and recog-
nizes that the request fromthe UE_A 10 isrejected. Each
apparatus completes the procedure (B) of this procedure,
based on transmission and/or reception of the PDU ses-
sion establishment reject message.

[0244] The MME_A 40 may include, in the PDU ses-
sion establishment reject message, one or more pieces
of identification information among the eleventh identifi-
cation information, the twelfth identification information,
the seventeenth identification information, and the eight-
eenth identification information, include these pieces of
identification information to indicate that the request from
the UE_A 10is rejected, indicate that the connection des-
tination network does not support establishment of a mul-
ti-access session, or indicate that establishment of a mul-
ti-access session is not allowed.

[0245] Moreover, each apparatus may transmit and/or
receive the eleventh identification information and/or the
seventeenth identification information to indicate that the
request to establish a first type multi-access session is
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rejected, indicate that the request to perform communi-
cation using Access Traffic Switching is rejected, indicate
that the request to perform communication using NBI-
FOM is rejected, or make notification about a cause of
rejection of each request.

[0246] Moreover, each apparatus may transmit and/or
receive the seventeenth identification information to in-
dicate that configuration of an access for performing com-
munication using a first type multi-access session is not
allowed or indicate that configuration of a routing rule
corresponding to a first type multi-access session is not
allowed.

[0247] Each apparatus may transmit and/or receive
the twelfth identification information and/or the eight-
eenth identification information to indicate that the re-
quest to establish a second type multi-access session is
rejected, indicate that the request to perform communi-
cation using Access Traffic Splitting is rejected, or make
notification about a cause of rejection of each request.
[0248] Moreover, each apparatus may transmit and/or
receive the eighteenth identification information to indi-
cate that execution of the Access Traffic Splitting function
is not allowed for each flow or indicate that configuration
of a routing rule corresponding to a second type multi-
access session is not allowed.

[0249] Each apparatus completes this procedure,
based on completion of the procedure (A) or (B) of this
procedure. Note that each apparatus may change to a
state in which a PDU session is established, based on
completion of the procedure (A) of this procedure or may
recognize that this procedure is rejected, based on com-
pletion of the procedure (B) of this procedure.

[0250] Moreover, each apparatus may establish a mul-
ti-access session, based on completion of this procedure.
Specifically, each apparatus may establish a multi-ac-
cess session in a case of transmitting and/or receiving
one or more pieces of identification information among
the fourth identification information, the fifth identification
information, the sixth identification information, the ninth
identification information, the tenth identification informa-
tion, the fifteenth identification information, and the six-
teenth identification information, and may not necessarily
establish a multi-access session in a case of transmitting
and/or receiving one or more pieces of identification in-
formation among the eleventh identification information,
the twelfth identification information, the seventeenth
identification information, and the eighteenth identifica-
tion information. Moreover, each apparatus may estab-
lish a multi-access session to enable communication us-
ing a communication path via the first access and a com-
munication path via the second access to be performed.
[0251] Moreover, in a case of transmitting and/or re-
ceiving the fourth identification information and/or the fifth
identification information and/or the ninth identification
information and/or the fifteenth identification information,
each apparatus may establish a first type multi-access
session or establish a PDU session supporting Access
Traffic Switching. Moreover, in a case of transmitting
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and/or receiving the fourth identification information
and/or the fifth identification information and/or the ninth
identification information and/or the fifteenth identifica-
tion information, each apparatus may recognize that the
established PDU session is a first type multi-access ses-
sion or recognize that Access Traffic Switching and/or
NBIFOM is applied to the established PDU session.
[0252] In a case of transmitting and/or receiving the
fourth identification information and/or the sixth identifi-
cation information and/or the tenth identification informa-
tion and/or the sixteenth identification information, each
apparatus may establish a second type multi-access ses-
sion or recognize that the established PDU session is a
second type multi-access session. Moreover, in a case
of transmitting and/or receiving the fourth identification
information and/or the sixth identification information
and/or the tenth identification information and/or the six-
teenth identification information, each apparatus may es-
tablish a PDU session supporting Access Traffic Splitting
or recognize that Access Traffic Splitting is applied to the
established PDU session.

[0253] Moreover, in a case of transmitting and/or re-
ceiving the fifteenth identification information, each ap-
paratus may recognize and store an access and/or arout-
ing rule to be used in the established PDU session. More-
over, in a case of transmitting and/or receiving the six-
teenth identification information, each apparatus may
recognize and store information indicating whether or not
the Access Traffic Splitting function is performed for each
flow of user data to be transmitted and/or received and/or
arouting rule to be used in the established PDU session.
[0254] Moreover, in a case of transmitting and/or re-
ceiving the eleventh identification information and/or the
seventeenth identification information, each apparatus
may recognize that configuration of an access for per-
forming communication using a first type multi-access
session is not allowed or recognize that configuration of
a routing rule corresponding to a first type multi-access
session is not allowed.

[0255] Moreover, in a case of transmitting and/or re-
ceiving the twelfth identification information and/or the
eighteenth identification information, each apparatus
may recognize that the Access Traffic Splitting function
is not allowed for each flow or recognize that configura-
tion of arouting rule corresponding to a second type multi-
access session is not allowed.

[0256] Moreover, in a case of transmitting and/or re-
ceiving one or more pieces of identification information
among the eleventh identification information, the twelfth
identification information, the seventeenth identification
information, and the eighteenth identification information,
each apparatus may recognize that the request from the
UE_A 10 is rejected or recognize a cause of rejection of
therequestfromthe UE_A 10. Moreover, each apparatus
may perform this procedure again based on the cause
of rejection of the request from the UE_A 10.

[0257] Moreover, each apparatus may determine
whether a communication path via the first access is add-
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ed to the multi-access session already established before
starting of this procedure or a new multi-access session
via the first access is established, based on completion
of this procedure.

[0258] For example, in a case of transmitting and/or
receiving the same APN and/or IP address as that of the
already-established multi-access session, each appara-
tus may recognize that a communication path via the first
access is added to the already-established multi-access
session. In a case of transmitting and/or receiving a dif-
ferent APN and/or IP address from that of the already-
established multi-access session, each apparatus may
recognize that a new multi-access session via the first
access is established.

[0259] The above-described first to third condition
evaluation may be performed based on identification in-
formation included in a PDU session establishment re-
quest message and/or subscribed information and/or an
operator policy. Conditions for determining whether each
of the first to third conditions is true or false may not nec-
essarily be limited to the above-described conditions.
[0260] For example, the first condition and/or the third
condition may be truein a case thatthe UE_A 10 requests
establishment of a multi-access session and the network
allows the request. The first condition and/or the third
condition may be false in a case that the UE_A 10 re-
quests establishment of a multi-access session and the
network does not allow the request. Moreover, the first
condition and/or the third condition may be false in a case
that the connection destination network of the UE_A 10
and/or an apparatus in the network does not support es-
tablishment of a multi-access session.

[0261] More specifically, the first condition and/or the
third condition may be true in a case that the request from
the UE_A 10 to establish a first type and/or second type
multi-access session is accepted, and may be false in a
case that the request is not accepted.

[0262] Moreover, the first condition and/or the third
condition may be true in a case that the type of access
and/or a routing rule requested from the UE_A 10 to be
used in a multi-access session is accepted, and may be
false in a case that the type of access and/or a routing
rule is not accepted.

[0263] Moreover, the first condition and/or the third
condition may be true in a case that the request from the
UE_A 10 to enable or not to enable the Access Traffic
Switching function and/or the NBIFOM function and/or
the Access Traffic Splitting function is accepted, and may
be false in a case that the request is not accepted.

1.3.2.2. Example of UE-Initiated PDU Session Establish-
ment Procedure via Second Access

[0264] With reference to FIG. 18, a description will be
given of an example of a process for performing a PDU
session establishment procedure via the second access
under the initiative of the UE_A 10. Steps of this proce-
dure will be described below. First, the UE_A 10 performs
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a procedure for establishing a security association with
an access network and/or the core network_A 90
(S2300). Note that, in a case that a security association
with the network has already been established, the UE_A
10 may detail a security association procedure.

[0265] Next, the UE_A 10 transmits a control message
to an apparatus in the access network. Specifically, in a
case that the connection destination access network is
a second access and/or the WLAN ANa 70, the UE_A
10 transmits a PDU session establishment request mes-
sage to the TWAG_A 74 (S2302). In a case that the con-
nection destination access network is a second access
and/or the WLAN ANb 75, the UE_A 10 transmits an
IKE_AUTH request message tothe ePDG_A 65 (S2302).
[0266] Note that this procedure may be an example of
the UE-initiated PDU session establishment procedure
via the second access. Here, the UE_A 10 may include,
in the PDU session establishment request message
and/or the IKE_AUTH request message, at least one or
more pieces of identification information among the first
identification information, the second identification infor-
mation, the third identification information, the seventh
identification information, the eighth identification infor-
mation, the thirteenth identification information, and the
fourteenth identification information, or may include
these pieces of identification information in the message
to request to establish a multi-access session.

[0267] Moreover, each apparatus may transmit and/or
receive one or more pieces of identification information
among the first identification information, the second
identification information, the third identification informa-
tion, the seventh identification information, the eighth
identification information, the thirteenth identification in-
formation, and the fourteenth identification information
to perform a similar operation to that of a corresponding
one of apparatuses in the above-described UE-initiated
PDU session establishment procedure.

[0268] Moreover,in a case that a multi-access session
is already established, the UE_A 10 may include, in the
PDU session establishment request message and/or the
IKE AUTH request message, information indicating that
this is not an initial request and/or the APN used in the
multi-access session, to request to add a communication
path via the second access to the already-established
multi-access session. Note thatthe information indicating
that this is not an initial request may be information indi-
cating that this is a handover.

[0269] Alternatively, the UE_A 10 may transmit, in the
PDU session establishment request message and/or the
IKE_AUTH request message, information that this is an
initial request or may include the identification information
inthe message torequestto establish a new multi-access
session via the second access.

[0270] In a case that the connection destination of the
UE_A 10 is a second access and/or the WLAN ANa 70,
the TWAG_A 74 receives the PDU session establish-
ment request message and evaluates the first condition.
In a case that the connection destination of the UE_A 10
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is a second access and/or the WLAN ANb 75, the
ePDG_A 65 receives an IKE_AUTH request message
and evaluates the first condition. In a case that the first
condition is true, the TWAG_A 74 and/or the ePDG_A
65 starts the procedure (A) of this procedure; in a case
that the first condition is false, the TWAG_A 74 and/or
the ePDG_A 65 starts the procedure (B) of this proce-
dure.

[0271] Steps of the procedure (A) of this procedure will
be described below. The TWAG_A 74 and/or the
ePDG_A 65 transmits a create session request message
to the PGW_A 30 and starts the procedure (A) of this
procedure (S2304). Moreover, the PGW_A 30 receives
the create session request message and evaluates the
third condition.

[0272] Here, the TWAG_A 74 and/or the ePDG_A 65
may include, in the create session request message, one
or more pieces of identification information among the
first identification information, the second identification
information, the third identification information, the sev-
enth identification information, the eighth identification
information, the thirteenth identification information, and
the fourteenth identification information, include informa-
tion indicating whether or not this is an initial request
and/or an APN in the message, or include these pieces
of identification information in the message to transfer
the request from the UE_A 10.

[0273] The third condition evaluation may be per-
formed by the PCRF_A 60 instead of the PGW_A 30, as
in the above-described example of the UE-initiated PDU
session establishment procedure. Therefore, description
of the steps is omitted.

[0274] In a case that the third condition is true, the
PGW_A 30 transmits a session generation response
message to the transmission source of the create session
request message (S2306). Moreover, the transmission
source of the create session request message receives
the session generation response message. Note that the
transmission source of the create session request mes-
sage may be the TWAG_A 74 or the ePDG_A 65.
[0275] The PGW_A 30 may include, in the session
generation response message, one or more pieces of
identification information among the fourth identification
information, the fifth identification information, the sixth
identification information, the ninth identification informa-
tion, the tenth identification information, the fifteenth iden-
tification information, and the sixteenth identification in-
formation, indicate an APN and/or an IP address, or in-
clude these pieces of identification information in the
message to indicate that the request from the UE_A 10
is allowed.

[0276] In a case that the third condition is false, the
PGW_A 30 transmits a create session reject message
to the transmission source of the create session request
message (S2306). Moreover, the transmission source of
the create session request message receives the create
session reject message. Note that the create session re-
ject message may be a session generation response
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message including a reject cause.

[0277] The PGW_A 30 may include, in the create ses-
sion reject message, one or more pieces of identification
information among the eleventh identification informa-
tion, the twelfth identification information, the seven-
teenth identification information, and the eighteenth iden-
tification information, or may include these pieces ofiden-
tification information in the message to indicate that the
request from the UE_A 10 is rejected.

[0278] Note that the third condition evaluation is for
evaluating whether or not the PGW_A 30 and/or the
PCRF_A 60 is to accept the request from the UE_A 10.
The third condition evaluation may be similar to that in
the above-described example of the UE-initiated PDU
session establishment procedure. Therefore, description
of the steps is omitted.

[0279] Next,inacase of receiving a session generation
response message, the TWAG_A 74 transmits the PDU
session establishment accept message to the UE_A 10
(S2308). Alternatively, in a case of receiving a session
generation response message, the ePDG_A 65 trans-
mits an IKE_AUTH response message to the UE_A 10
(S2308). Note that, in a case of receiving the create ses-
sion reject message, the TWAG_A 74 and/or the
ePDG_A 65 may startthe procedure (B) of this procedure
instead of continuing the procedure (A) of this procedure.
[0280] Here, the TWAG_A 74 may include, in the PDU
session establishment accept message, at least one or
more pieces of identification information among the
fourth identification information, the fifth identification in-
formation, the sixth identification information, the ninth
identification information, the tenth identification informa-
tion, the fifteenth identification information, and the six-
teenth identification information, indicate an APN and/or
an IP address, or include these pieces of identification
information in the message to indicate that the request
from the UE_A 10 is allowed or that establishment of a
multi-access session is allowed.

[0281] The ePDG_A 65 may include, in the IKE AUTH
response message, at least one or more pieces of iden-
tification information among the fourth identification in-
formation, the fifth identification information, the sixth
identification information, the ninth identification informa-
tion, the tenth identification information, the fifteenth iden-
tification information, and the sixteenth identification in-
formation, indicate an APN and/or an IP address, or in-
clude these pieces of identification information in the
message to indicate that the request from the UE_A 10
is allowed or that establishment of a multi-access session
is allowed.

[0282] Moreover, each apparatus may transmit and/or
receive one or more pieces of identification information
among the fourth identification information, the fifth iden-
tification information, the sixth identification information,
the ninth identification information, the tenth identification
information, the fifteenth identification information, and
the sixteenth identification information to perform a sim-
ilar operation to that of a corresponding one of appara-
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tuses in the above-described UE-initiated PDU session
establishment procedure.

[0283] Each apparatus may transmit and/or receive
the same APN and/or IP address as that of the multi-
access session already established before starting of this
procedure, to indicate that a communication path via the
second access is added to the multi-access session. In
contrast, each apparatus may transmit and/or receive a
new APN and/or IP address to indicate that a new multi-
access session via the second access is established.
[0284] The UE_A 10 receives the PDU session estab-
lishment accept message and/or the IKE_AUTH re-
sponse message and completes the procedure (A) of this
procedure.

[0285] Next, steps of the procedure (B) of this proce-
dure will be described. In a case of receiving a PDU ses-
sion establishmentrequest message and/or acreate ses-
sion reject message, the TWAG_A 74 transmits a PDU
session establishment reject message to the UE_A 10
(S2310). Alternatively, in a case of receiving an IKE
AUTH request message and/or a create session reject
message, the ePDG_A 65 transmits an IKE_AUTH re-
sponse message to the UE_A 10 (S2310).

[0286] The TWAG_A 74 may include, in the PDU ses-
sion establishment reject message, one or more pieces
of identification information among the eleventh identifi-
cation information, the twelfth identification information,
the seventeenth identification information, and the eight-
eenth identification information, to indicate that the re-
quest from the UE_A 10 is rejected, indicate that the con-
nection destination network does not support establish-
ment of a multi-access session, or indicate that estab-
lishment of a multi-access session is not allowed.
[0287] TheePDG_A 65 may include, inthe IKE_AUTH
response message, one or more pieces of identification
information among the eleventh identification informa-
tion, the twelfth identification information, the seven-
teenth identification information, and the eighteenthiden-
tification information, to indicate that the request from the
UE_A 10 is rejected, indicate that the connection desti-
nation network does not support establishment of a multi-
access session, or indicate that establishment of a multi-
access session is not allowed.

[0288] Moreover, each apparatus may transmit and/or
receive one or more pieces of identification information
among the eleventh identification information, the twelfth
identification information, the seventeenth identification
information, and the eighteenth identification information,
to perform a similar operation as that of a corresponding
one of apparatuses in the above-described UE-initiated
PDU session establishment procedure.

[0289] The UE_A 10 receives the PDU session estab-
lishment reject message and/or the IKE_AUTH response
message and completes the procedure (B) of this proce-
dure.

[0290] Each apparatus completes this procedure,
based on completion of the procedure (A) or (B) of this
procedure. Note that each apparatus may change to a
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state in which a PDU session is established, based on
completion of the procedure (A) of this procedure or may
recognize that this procedure is rejected, based on com-
pletion of the procedure (B) of this procedure.

[0291] Moreover, each apparatus may perform a sim-
ilar operation as that of a corresponding apparatus in the
above-described UE-initiated PDU session establish-
ment procedure, based on completion of this procedure.
Each apparatus may determine whether a communica-
tion path via the second access is added to the multi-
access session already established before starting of this
procedure or a new multi-access session via the second
access is established, based on completion of this pro-
cedure.

[0292] For example, in a case of transmitting and/or
receiving the same APN and/or IP address to that of the
already-established multi-access session, each appara-
tus may recognize that a communication path via the
second access has been added to the multi-access ses-
sion. In a case of transmitting and/or receiving a different
APN and/or IP address from that of the multi-access ses-
sion, each apparatus may recognize that a new multi-
access session via the second access is established.
[0293] The first condition evaluation and/or the third
condition evaluation may be the similar to that in the
above-described example of the UE-initiated PDU ses-
sion establishment procedure.

1.3.3. Attach Procedure Example

[0294] UsingFIG. 16, an example of procedure for per-
forming an attach procedure will be described. Steps of
this procedure will be described below. At first, the UE_A
10 transmits an attach request message to the MME_A
40 via the eNB_A 45, and starts an attach procedure
(S2100). The UE_A 10 may include and transmit the
above-mentioned PDU session establishment request
message in the attach request message, or may require
to perform a PDU session establishment procedure dur-
ing the attach procedure by including the PDU session
establishment request message.

[0295] Note that the present procedure may be an at-
tach procedure example via a first access. Here, the
UE_A 10 may include, in the attach request message, at
least one or more identification information of the first
identification information, the second identification infor-
mation, the third identification information, the seventh
identification information, the eighth identification infor-
mation, the thirteenth identification information, and the
fourteenth identification information, or may indicate that
the UE_A 10 supports establishment of a multiaccess
session by including these pieces of identification infor-
mation.

[0296] Furthermore, by transmitting and/or receiving
thefirstidentification information, and/orthe secondiden-
tification information, and/or the seventh identification in-
formation, and/or the thirteenth identification information,
each device may indicate that the UE_A 10 supports es-
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tablishment of the first type of the multiaccess session,
or may indicate that the UE_A 10 supports communica-
tion using Access Traffic Switching, or may indicate that
the UE_A 10 supports communication using NBIFOM.
[0297] Furthermore, by transmitting and/or receiving
thefirstidentification information, and/orthe secondiden-
tification information, and/or the seventh identification in-
formation, and/or the thirteenth identification information,
each device may indicate that the UE_A 10 supports Ac-
cess Traffic Switching, or may indicate that the UE_A 10
supports establishment of a PDU session supporting Ac-
cess Traffic Switching.

[0298] Furthermore, each device may indicate an ac-
cess capable of communication using the first type of the
multiaccess session and/or a routing rule corresponding
to the first type the multiaccess session configurable by
the UE_A 10 by transmitting and/or receiving the thir-
teenth identification information.

[0299] In addition, by transmitting and/or receiving the
first identification information, and/or the third identifica-
tion information, and/or the eighth identification informa-
tion, and/orthe fourteenth identification information, each
device may indicate that the UE_A 10 supports estab-
lishment of the second type of the multiaccess session,
or may indicate that the UE_A 10 supports communica-
tion using Access Traffic Splitting.

[0300] Furthermore, by transmitting and/or receiving
the first identification information, and/or the third identi-
fication information, and/or the eighth identification infor-
mation, and/or the fourteenth identification information,
each device may indicate that the UE_A 10 supports Ac-
cess Traffic Splitting, or may indicate that the UE_A 10
supports establishment of a PDU session supporting Ac-
cess Traffic Splitting.

[0301] Furthermore, by transmitting and/or receiving
the fourteenth identification information, each device
may indicate whether a function of Access Traffic Split-
ting can be performed to each flow, or may indicate a
routing rule corresponding to the second type of the multi-
access session configurable by the UE_A 10.

[0302] Note that UE_A 10 may include and transmit
these pieces of identification information in a different
control message from the attach request. For example,
the UE_A 10 may include and transmit these pieces of
identification information in ESM information response
message (S2102) which is aresponse messagetoaEPS
Session Management (ESM) information request mes-
sage.

[0303] The MME_A 40 receives the attach request
message and/orthe ESMinformation response message
and determines the first condition. In a case that the first
condition is true, the MME_A 40 starts a procedure (A)
of this procedure; in a case that the first condition is false,
the MME_A 40 starts a procedure (B) of this procedure.
[0304] Steps ofthe procedure (A) of this procedure will
be described below. The MME_A 40 determines the
fourth condition and starts the procedure (A) during the
present procedure. In a case that the fourth condition is
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true, the MME_A 40 starts the procedure (C) during a
UE-initiated PDU session establishment procedure and
omits the procedure (C) in a case that the fourth condition
is false (S2104). Furthermore, the MME_A 40 transmits
an attach accept message to the eNB_A 45, based on
reception of the attach request message and/or reception
of a session generation response message (S2106).
Note that, in a case of receiving the create session reject
message, the MME_A 40 may start the procedure (B) in
this procedure instead of continuing the procedure (A) in
this procedure.

[0305] The eNB_A 45 receives the attach accept mes-
sage, and transmits an RRC connection reconfiguration
request message and/or the attach accept message to
the UE_A 10 (S2108). Note that the attach accept mes-
sage may be included and transmitted and/or received
in the RRC connection reconfiguration request message.
Furthermore, in a case that the fourth condition is true,
the MME _A 40 may include and transmit the above-
mentioned PDU session establishment accept message
in the attach accept message, or may indicate that the
PDU session establishment procedure is accepted by
including the PDU session establishment accept mes-
sage.

[0306] Here, the MME_A 40 may include, in the attach
accept message, at least one or more identification in-
formation of the fourth identification information, the fifth
identification information, the sixth identification informa-
tion, the ninth identification information, the tenth identi-
fication information, the fifteenth identification informa-
tion, and the sixteenth identification information, may in-
clude an APN and/or an IP address, may indicate that
therequest of the UE_A 10 is accepted by including these
pieces of identification information, or may indicate to
allow for establishment of the multiaccess session.
[0307] Furthermore, by transmitting and/or receiving
the fourth identification information, and/or the fifth iden-
tification information, and/or the ninth identification infor-
mation, and/or the fifteenth identification information,
each device may indicate that the network supports es-
tablishment of the first type of the multiaccess session,
may indicate that the network supports communication
by using Access Traffic Switching, or may indicate that
the network supports communication by using NBIFOM.
[0308] In addition, by transmitting and/or receiving the
fourth identification information, and/or the fifth identifi-
cation information, and/or the ninth identification infor-
mation, and/or the fifteenth identification information,
each device may indicate that the network supports Ac-
cess Traffic Switching, or may indicate that the network
supports establishment of a PDU session supporting Ac-
cess Traffic Switching.

[0309] Furthermore, by transmitting and/or receiving
the fifteenth identification information, each device may
indicate an access capable of communication using the
first type of the multiaccess session, or may indicate a
routing rule corresponding to the first type of the multi-
access session configurable by the network.
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[0310] In addition, by transmitting and/or receiving the
fourth identification information, and/or the sixth identifi-
cation information, and/or the tenth identification infor-
mation, and/or the sixteenth identification information,
each device may indicate that the network supports es-
tablishment of the second type of the multiaccess ses-
sion, or may indicate that the network supports commu-
nication using Access Traffic Splitting.

[0311] In addition, by transmitting and/or receiving the
fourth identification information, and/or the sixth identifi-
cation information, and/or the tenth identification infor-
mation, and/or the sixteenth identification information,
each device may indicate that the network supports Ac-
cess Traffic Splitting, or may indicate that the network
supports establishment of a PDU session supporting Ac-
cess Traffic Splitting.

[0312] Furthermore, by transmitting and/or receiving
the sixteenth identification information, each device may
indicate whether a function of Access Traffic Splitting can
be performed to each flow, or may indicate a routing rule
corresponding to the second type of the multiaccess ses-
sion configurable by the network.

[0313] Here, the first to third condition determination
may be the same as the first to third condition determi-
nation during the UE-initiated PDU session establish-
ment procedure. In addition, the fourth condition deter-
mination is intended to determine whether the MME_A
40 performs the PDU session establishment procedure.
The fourth condition being true may be a case that the
PDU session establishment request message is re-
ceived, or may be a case that the UE-initiated PDU ses-
sion establishment procedure is also performed during
the present procedure. Furthermore, the fourth condition
being false may be a case that the PDU session estab-
lishmentrequest message is notreceived, may be a case
that the UE-initiated PDU session establishment proce-
dure is not also performed during the present procedure,
or may be a case that the fourth condition is not deter-
mined to be true.

[0314] In a case that the RRC connection reconfigura-
tion request message is received, the UE_A 10 transmits
the RRC connection reconfiguration request message to
the eNB_A 45 (S2110). The eNB_A 45 receives the RRC
connection reconfiguration request message, and trans-
mits a bearer configuration message to the MME_A 40
(S2112). Moreover, the MME_A 40 receives the bearer
configuration message.

[0315] In a case that the attach accept message is re-
ceived, the UE_A 10 transmits an attach complete mes-
sage to the MME_A 40 via the eNB_A 45 (S2114)
(S2116). Furthermore, the MME_A 40 receives the at-
tach complete message. Furthermore, in a case that the
fourth condition is true, the MME_A 40 starts the proce-
dure (D) during the UE-initiated PDU session establish-
ment procedure (S2118). Each device completes the pro-
cedure (A) during the present procedure, based on trans-
mission and/or reception of the attach complete message
and/or completion of the procedure (D) in the UE-initiated
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PDU session establishment procedure.

[0316] Notethatthe UE_A 10 may include and transmit
the above-mentioned PDU session establishment com-
plete message in the attach complete message in a case
of receiving the PDU session establishment accept mes-
sage, or may indicate that the PDU session establish-
ment procedure is completed by including the PDU ses-
sion establishment complete message.

[0317] Next, steps of the procedure (B) of this proce-
dure will be described. The MME_A 40 transmits an at-
tach reject message to the UE_A 10 via the eNB_A 45,
and starts the procedure (B) during the present proce-
dure (S2120). Furthermore, the UE_A 10 receives the
attach reject message and recognizes that the request
of the UE_A 10 is rejected. Each device completes the
procedure (B) during the present procedure, based on
the transmission and/or reception of the attach reject
message. Note that in a case that the fourth condition is
true, the MME_A 40 may include and transmit the above-
mentioned PDU session establishment reject message
in the attach reject message, or may indicate that the
PDU session establishment procedure is rejected by in-
cluding the PDU session establishment reject message.
[0318] In addition, the MME_A 40 may include, in the
attach reject message, one or more identification infor-
mation of the eleventh identification information, the
twelfth identification information, the seventeenth identi-
fication information, and the eighteenth identification in-
formation, or by including these pieces of identification
information, may indicate that the request of the UE_A
10 is rejected, may indicate that the network of the con-
nection destination does not support establishment of
the multiaccess session, or may indicate that establish-
ment of the multiaccess session is not allowed.

[0319] Furthermore, by transmitting and/or receiving
the eleventh identification information, and/or the seven-
teenth identification information, each device may indi-
cate that the network does not support establishment of
the first type of the multiaccess session, may indicate
that the network does not support communication using
Access Traffic Switching, may indicate that the network
does not support communication using NBIFOM, or may
notify of the reason why each request is rejected.
[0320] In addition, by transmitting and/or receiving the
twelfth identification information and/or the eighteenth
identification information, each device may indicate that
the network does not support establishment of the sec-
ond type of the multiaccess session, may indicate that
the network does not support communication using Ac-
cess Traffic Splitting, or may notify of the reason why
each request is rejected.

[0321] Each apparatus completes this procedure,
based on completion of the procedure (A) or (B) of this
procedure. Note that each device may change its state
to a state of the UE_A 10 being connected with the net-
work and/or a registration state, based on completion of
the procedure (A) during the present procedure, or may
recognize that the present procedure is rejected, based
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on completion of the procedure (B) in the present proce-
dure. In addition, transition to each state of each device
may be performed based on completion of the present
procedure, or may be performed based on establishment
of a PDU session.

[0322] Furthermore, each device may determine that
establishment of the multiaccess session is possible
based on completion of the present procedure. In other
words, each device may determine that establishment of
the multiaccess session is possible in a case of transmit-
ting and/or receiving one or more identification informa-
tion of the fourth identification information, the fifth iden-
tification information, the sixth identification information,
the ninth identification information, the tenth identification
information, the fifteenth identification information, and
the sixteenth identification information, and may deter-
mine that the establishment is not possible in a case of
transmitting and/or receiving one or more identification
information of the eleventh identification information, the
twelfth identification information, the seventeenth identi-
fication information, and the eighteenth identification in-
formation. Furthermore, each device may determine that
communication using a communication path via the first
access and a communication path via the second access
can be performed by determining that establishment of
the multiaccess session is possible.

[0323] Furthermore, in a case of transmitting and/or
receiving the fourth identification information, and/or the
fifth identification information, and/or the ninth identifica-
tion information, and/or the fifteenth identification infor-
mation, each device may determine that establishment
of the first type of the multiaccess session is possible, or
may determine that establishment of the PDU session
supporting Access Traffic Switching is possible. Further-
more, in a case of transmitting and/or receiving the fourth
identification information, and/or the fifth identification in-
formation, and/or the ninth identification information,
and/or the fifteenth identification information, each de-
vice may recognize that a PDU session to which Access
Traffic Switching and/or NBIFOM is applicable can be
established.

[0324] In addition, in a case of transmitting and/or re-
ceiving the fourth identification information, and/or the
sixth identification information, and/or the tenth identifi-
cation information, and/or the sixteenth identification in-
formation, each device may determine that establish-
ment of the second type of the multiaccess session is
possible, or may determine that establishment of the
PDU session supporting Access Traffic Splitting is pos-
sible. Furthermore, in a case of transmitting and/or re-
ceiving the fourth identification information, and/or the
sixth identification information, and/or the tenth identifi-
cation information, and/or the sixteenth identification in-
formation, each device may recognize that a PDU ses-
sion to which Access Traffic Splitting is applicable can
be established.

[0325] Furthermore, in a case of transmitting and/or
receiving the fifteenth identification information, each de-
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vice may recognize and store an access and/or a routing
rule available in the first type of the multiaccess session.
Furthermore, in a case of transmitting and/or receiving
the sixteenth identification information, each device may
recognize and store information for indicating whether a
function of Access Traffic Splitting is performable to each
flow of user data transmitted and/or received, and/or a
routing rule available in the second type of the multiac-
cess session.

[0326] Furthermore, in a case of transmitting and/or
receiving one or more identification information of the
eleventh identification information, the twelfth identifica-
tion information, the seventeenth identification informa-
tion, and the eighteenth identification information, each
device may recognize the reason why the request of the
UE_A10isrejected. Moreover, each apparatus may per-
form this procedure again based on the cause of rejection
of the request from the UE_A 10.

[0327] In addition, the above-mentioned first to fourth
condition determination may be performed based on
identification information, and/or subscriber information,
and/or operator policy included in the attach request mes-
sage. In addition, the condition for determining if the first
to the fourth conditions are true or false does not need
to be limited to the conditions mentioned above.

[0328] For example, in addition, the first condition de-
termination and/or the third condition determination may
be similar to the above-mentioned UE-initiated PDU ses-
sion establishment procedure example.

1.3.3.1. Example of Attach Procedure via Second Access

[0329] Next, an implementation example of an attach
procedure via the second access will be described. Note
that this procedure may be similar to the above-described
example of the UE-initiated PDU session establishment
procedure via the second access. Therefore, description
of the steps is omitted.

1.3.4. Example of Routing Rule Update Procedure

[0330] Next, an example of a routing rule update pro-
cedure will be described. This procedure is a procedure
for updating a routing rule for a multi-access session.
Each apparatus can perform this procedure at an arbi-
trary timing as long as the UE_A 10 is connected to the
core network_A 90 via multiple access networks and/or
has established a multi-access session. In other words,
each apparatus can start this procedure in the first state.
Note that each apparatus may enter a state of allowing
Access Traffic Switching in a multi-access session or a
state of allowing Access Traffic Splitting, upon comple-
tion of this procedure.

[0331] This procedure may be performed under the in-
itiative of the UE_A 10 or performed under the initiative
of a network. For example, the network may perform this
procedure under the initiative of the network, based on
detection of a change in subscriber information and/or
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operator policy, or perform this procedure under the ini-
tiative of the network, based on reception of a control
message from the UE_A 10. The UE_A 10 may perform
this procedure under the initiative of the UE_A 10 upon
detection of a change in configuration and/or state of the
UE_A 10 itself.

[0332] This procedure may be a procedure via the first
access or a procedure via the second access. For exam-
ple, in a case of changing a routing rule and/or various
configurations associated with the first access, each ap-
paratus may perform this procedure via the first access;
in a case of changing a routing rule and/or various con-
figuration associated with the second access, each ap-
paratus may perform this procedure via the second ac-
cess.

1.3.4.1. Example of Network-Initiated Routing Rule Up-
date Procedure

[0333] With reference to FIG. 19, a description will be
given of an example of a process for performing the rout-
ing rule update procedure under the initiative of a net-
work. Steps of this procedure will be described below.
First, the PCRF_A 60 starts the IP-CAN session update
procedure with the PGW_A 30 (S2400). More specifical-
ly, the PCRF_A 60 transmits a request message in the
IP-CAN session update procedure to the PGW_A 30.
Moreover, the PGW_A 30 receives the request message
in the IP-CAN session update procedure.

[0334] Here, the PCRF_A 60 may include, in the re-
questmessage in the IP-CAN session establishment pro-
cedure, at least the nineteenth identification information
and/or the twentieth identification information, or may in-
clude these pieces of identification information in the
message to request to update a routing rule.

[0335] Next, the PGW_A 30 starts the procedure (C)
of this procedure. Steps of the procedure (C) of this pro-
cedure willbe described below. The PGW_A 30 transmits
an update bearer request message to the SGW_A 35
and/orthe TWAG_A 74 and/orthe ePDG_A 65 and starts
the procedure (C) of this procedure (S2402). Moreover,
the SGW_A 35 and/or the TWAG_A 74 and/or the
ePDG_A 65 receives the update bearer request mes-
sage. Note that the PGW_A 30 may perform selection of
the SGW_A 35 and/or the TWAG_A 74 and/or the
ePDG_A 65, based on a received bearer resource com-
mand message to be described later, or perform the se-
lection, based on a context for a multi-access session
held by the PGW_A 30.

[0336] Here, the PGW_A 30 and/or the SGW_A 35
may include, in the update bearer request message, at
least the nineteenth identification information and/or the
twentieth identification information, or may include these
pieces of identification information in the message to re-
quest to update a routing rule.

[0337] Next, in a case of receiving the update bearer
request message, the SGW_A 35 transmits the update
bearer request message to the MME_A 40 (S2402).
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Moreover, the MME_A 40 receives the update bearer
request message and transmits a modify EPS bearer
context request message to the UE_A 10 (S2404). In a
case of receiving the update bearer request message,
the TWAG_A 74 transmits the PDN modification request
message to the UE_A 10 (S2404). In a case that the
ePDG_A 65 has received the update bearer request
message, the UE_A 10 transmits an INFORMATIONAL
request message to the UE_A 10 (S2404). Note that the
modify EPS bearer context request message and/or the
PDN modification request message and/or the INFOR-
MATIONAL request message may be a routing rule up-
date request message.

[0338] Here, the MME_A 40 may include, in the modify
EPS bearer context request message, at least the nine-
teenth identification information and/or the twentieth
identification information, or include these pieces of iden-
tification information in the message request to update a
routing rule.

[0339] The TWAG_A 74 may include, in the PDN mod-
ification request message, at least the nineteenth iden-
tification information and/or the twentieth identification
information, or include these pieces of identification in-
formation in the message to request to update a routing
rule.

[0340] TheePDG_A 65 may include, inthe INFORMA-
TIONAL request message, at least the nineteenth iden-
tification information and/or the twentieth identification
information, or include these pieces of identification in-
formation in the message to request to update a routing
rule.

[0341] Moreover, each apparatus may transmit and/or
receive the nineteenth identification information to re-
quest to perform the Access Traffic Switching function
and/or the NBIFOM function for a multi-access session.
[0342] Each apparatus may transmit and/or receive
the nineteenth identification information to request to
configure or modify the access for performing communi-
cation using a first type multi-access session or indicate
the type of access after the configuration or modification.
Note that the access to be configured or modified may
be an access to be used for communication in one or
multiple flows that can be performed using a first type
multi-access session.

[0343] Each apparatus may transmit and/or receive
the nineteenth identification information to request to
configure or modify the routing rule associated with a first
type multi-access session or indicate a routing rule to be
associated with a first type multi-access session.
[0344] Moreover, each apparatus may transmit and/or
receive the twentieth identification information to request
to perform the Access Traffic Splitting function for com-
munication in one or multiple flows that can be performed
using a second type multi-access session or request to
stop the Access Traffic Splitting function. Moreover, each
apparatus may transmit and/or receive the twentieth
identification information to indicate the communication
of aflow to perform the Access Traffic Switching function.



59 EP 3 481 136 A1 60

[0345] Each apparatus may transmit and/or receive
the twentieth identification information to request to con-
figure or modify the routing rule associated with a second
type multi-access session or indicate a routing rule to be
associated with a second type multi-access session.
[0346] Next, the UE_A 10 receives the modify EPS
bearer context request message and/or the PDN modi-
fication request message and/or INFORMATIONAL re-
quest message and evaluates a fifth condition. In a case
that the fifth condition is true, the UE_A 10 starts the
procedure (A) of this procedure; in a case that the fifth
condition is false, the UE_A 10 starts the procedure (B)
of this procedure.

[0347] Here, the fifth condition evaluation is for evalu-
ating whether or not the UE_A 10 is to accept a request
from the network. The fifth condition being true may be
a case of accepting the request from the network, that
is, a case that the request from the network is allowed.
Moreover, the fifth condition being false may be a case
of rejecting the request from the network, that is, a case
of not judging that the fifth condition is true.

[0348] More specifically, the fifth condition evaluation
is for evaluating whether or not the UE_A 10 is to accept
arequest in the routing rule update procedure. The fifth
condition being true may be a case that the UE_A 10
allows update of a routing rule; the fifth condition being
false may be a case that the UE_A 10 does not allow
update of a routing rule.

[0349] For example, in a case that the network re-
quests update of a routing rule and the UE_A 10 allows
the request, the fifth condition may be true. In a case that
the network requests update of a routing rule and the
UE_A 10 does not allow the request, the fifth condition
may be false. Moreover, in a case that the UE_A 10 does
not support update of a routing rule, the fifth condition
may be false.

[0350] More specifically, the fifth condition may be true
in a case that a request of update of a first type and/or
second type routing rule from the network is accepted,
and may be false in a case that the request is not accept-
ed.

[0351] Moreover, the fifth condition may be true in a
case that the type of access and/or a routing rule request-
ed from the network to be used in a multi-access session
is accepted, and may be false in a case that the type of
access and/or the routing rule is not accepted.

[0352] Moreover, the fifth condition may be true in a
case that the request from the network to enable or not
the Access Traffic Switching function and/or the NBIFOM
function and/or the Access Traffic Splitting function is ac-
cepted, and may be false in a case that the request is
not accepted.

[0353] Here, steps of the procedure (A) of this proce-
dure will be described below. The UE_A 10 transmits a
response message for acceptance to the transmission
source of the control message and starts the procedure
(A) of this procedure (S2406). Specifically, in a case of
receiving a modify EPS bearer context request message,
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the UE_A 10 transmits a modify EPS bearer context ac-
cept message to the MME_A 40 (S2406). Moreover, the
MME_A 40 receives the modify EPS bearer context ac-
cept message. In a case of receiving the PDN modifica-
tion request message, the UE_A 10 transmits the PDN
modification accept message to the TWAG_A 74
(S2406). Moreover, the TWAG_A 74 receives the PDN
modification accept message. In a case of receiving an
INFORMATIONAL request message, the UE_A 10trans-
mits an INFORMATIONAL response message to the
ePDG_A 65 (S2406). Moreover, the ePDG_A 65 re-
ceives the INFORMATIONAL response message. Note
that the modify EPS bearer context accept message
and/or the PDN modification accept message and/or the
INFORMATIONAL response message may be a routing
rule update request message.

[0354] Here, the UE_A 10 may include, in the modify
EPS bearer context accept message and/or the PDN
modification accept message and/or INFORMATIONAL
response message, the twenty-first identification infor-
mation and/or the twenty-second identification informa-
tion, or include these pieces of identification information
in the message(s) to indicate that update of the routing
rule is allowed.

[0355] Moreover, each apparatus may transmit and/or
receive the twenty-first identification information to indi-
cate that the Access Traffic Switching function and/or the
NBIFOM function is to be performed for a multi-access
session.

[0356] Each apparatus may transmit and/or receive
the twenty-first identification information to indicate that
configuration or modification of the access for performing
communication using a first type multi-access session is
allowed or indicate the type of access after the configu-
ration or modification. Note that the access to be config-
ured or modified may be an access to be used for com-
munication in one or multiple flows that can be performed
using a first type multi-access session.

[0357] Each apparatus may transmit and/or receive
the twenty-first identification information to indicate that
configuration or modification of the routing rule associat-
ed with a first type multi-access session is allowed or
indicate the routing rule associated with a first type multi-
access session.

[0358] Moreover, each apparatus may transmit and/or
receive the twenty-second identification information to
indicate that execution of the Access Traffic Splitting
function for communication in one or multiple flows that
can be performed using a second type multi-access ses-
sion is allowed or indicate that stopping of the Access
Traffic Splitting function is allowed. Moreover, each ap-
paratus may transmit and/or receive the twenty-second
identification information to indicate the communication
of a flow for which the Access Traffic Splitting function is
to be performed.

[0359] Each apparatus may transmit and/or receive
the twenty-second identification information to indicate
that configuration or modification of the routing rule as-
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sociated with a second type multi-access session is al-
lowed or indicate the routing rule associated with a sec-
ond type multi-access session.

[0360] Next,inacase ofreceivinga modify EPS bearer
context accept message, the MME_A 40 transmits an
Update Bearer Response message to the SGW_A 35
(S2408). Moreover, the SGW_A 35 receives the Update
Bearer Response message and transmits the Update
Bearer Response message to the PGW_A 30 (S2408).
In a case of receiving a PDN modification accept mes-
sage, the TWAG_A 74 transmits an Update Bearer Re-
sponse message to the PGW_A 30 (S2408). In a case
of receiving an INFORMATIONAL response message,
the ePDG_A 65 transmits an Update Bearer Response
message to the PGW_A 30 (S2408). Moreover, the
PGW_A 30 receives the Update Bearer Response mes-
sage. Each apparatus completes the procedure (A) of
this procedure, based on transmission and/or reception
of the Update Bearer Response message.

[0361] Here, the MME_A 40 and/or the SGW_A 35
and/or the TWAG_A 74 and/or the ePDG_A 65 may in-
clude, in the Update Bearer Response message, at least
the twenty-firstidentification information and/or the twen-
ty-second identification information, or include these
pieces of identification information in the message to in-
dicate that update of a routing rule is allowed.

[0362] Next, steps of the procedure (B) of this proce-
dure will be described below. The UE_A 10 transmits a
response message for rejection to the transmission
source of the control message and starts the procedure
(B) of this procedure (S2410). Specifically, in a case of
receiving a modify EPS bearer context request message,
the UE_A 10 transmits a modify EPS bearer context re-
ject message to the MME_A 40 (S2410). Moreover, the
MME_A 40 receives the modify EPS bearer context reject
message. In a case of receiving the PDN modification
request message, the UE_A 10 transmits a PDN modi-
fication reject message to the TWAG_A 74 (S2410).
Moreover, the TWAG_A 74 receives the PDN modifica-
tion reject message. In a case of receiving an INFOR-
MATIONAL request message, the UE_A 10 transmits an
INFORMATIONAL response message to the ePDG_A
65 (S2410). Moreover, the ePDG_A 65 receives the IN-
FORMATIONAL response message. Note that the mod-
ify EPS bearer context reject message and/or the PDN
modification reject message and/or the INFORMATION-
AL request message may be a routing rule update re-
sponse message.

[0363] Here, the UE_A 10 may include, in the modify
EPS bearer contextreject message and/orthe PDN mod-
ification reject message and/orthe INFORMATIONAL re-
sponse message, the twenty-third identification informa-
tion and/or the twenty-fourth identification information in
the modify EPS bearer contextreject message, orinclude
these pieces of identification information in the mes-
sage(s) to indicate that update of the routing rule is al-
lowed.

[0364] Moreover, each apparatus may transmit and/or
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receive the twenty-third identification information to indi-
cate that the Access Traffic Switching function and/or the
NBIFOM function is not allowed to be performed for a
multi-access session.

[0365] Moreover, each apparatus may transmit and/or
receive the twenty-third identification information to indi-
cate that a request to configure or modify an access for
performing communication using a first type multi-access
session is rejected or indicate that a request to configure
or modify an access to be used for communication that
can be performed using a first type multi-access session
in one or multiple flows is rejected.

[0366] Each apparatus may transmit and/or receive
the twenty-third identification information to indicate that
a request to configure or modify the routing rule associ-
ated with a first type multi-access session is rejected or
make notification about cause of rejection of each re-
quest.

[0367] Moreover, each apparatus may transmit and/or
receive the twenty-third identification information to indi-
cate that configuration or modification of an access for
performing communication using a first type multi-access
session is not allowed or indicate that configuration or
modification of a routing rule corresponding to a first type
multi-access session is not allowed.

[0368] Moreover, each apparatus may transmit and/or
receive the twenty-fourth identification information to in-
dicate that a request to perform the Access Traffic Split-
ting function for communication in one or multiple flows
that can be performed using a second type multi-access
session is rejected or indicate that a request to stop the
Access Traffic Splitting function is rejected. Moreover,
each apparatus may transmit and/or receive the twenty-
fourth identification information to indicate which flow of
the communication is not to perform the Access Traffic
Splitting function.

[0369] Each apparatus may transmit and/or receive
the twenty-fourth identification information to indicate
that a request to configure or modify the routing rule as-
sociated with a second type multi-access session is re-
jected or make notification about cause of rejection of
each request.

[0370] Moreover, each apparatus may transmit and/or
receive the twenty-fourth identification information to in-
dicate that execution of Access Traffic Splitting function
is not allowed for each flow or indicate that configuration
or modification of a routing rule corresponding to a sec-
ond type multi-access session is not allowed.

[0371] Next,inacase ofreceiving a modify EPS bearer
context reject message, the MME_A 40 transmits an up-
date bearer reject message to the SGW_A 35 (S2412).
Moreover, the SGW_A 35 receives the update bearer
reject message and transmits the update bearer reject
message to the PGW_A 30 (S2412). In a case of receiv-
ing a PDN modification reject message, the TWAG_A 74
transmits an update bearer reject message to the
PGW_A 30 (S2412). In a case of receiving an INFOR-
MATIONAL response message, the ePDG_A 65 trans-
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mits an update bearer reject message to the PGW_A 30
(S2412). Moreover, the PGW_A 30 receives the update
bearer reject message. Each apparatus completes the
procedure (B) of this procedure, based on transmission
and/or reception of the update bearer reject message.
Note that the update bearer reject message may be an
Update Bearer Response message including a reject
cause.

[0372] Here, the MME_A 40 and/or the SGW_A 35
and/or the TWAG_A 74 and/or the ePDG_A 65 may in-
clude, in the update bearer reject message, at least the
twenty-third identification information and/or the twenty-
fourth identification information, or include these pieces
of identification information in the message to indicate
that update of a routing rule is not allowed.

[0373] Each apparatus completes the procedure (C)
of this procedure, based on completion of the procedure
(A) and/or (B) of this procedure. The PGW_A 30 termi-
nates the IP-CAN session update procedure, based on
completion of the procedure (C) of this procedure
(S2414). More specifically, the PGW_A 30 transmits a
response message in the IP-CAN session establishment
procedure to the PCRF_A 60 and terminates the IP-CAN
session update procedure. Moreover, the PCRF_A 60
receives the response message in the IP-CAN session
update procedure.

[0374] Here, the PGW_A 30 may include, in the re-
sponse message of the IP-CAN session establishment
procedure, the twenty-first identification information
and/or the twenty-second identification information or in-
clude these pieces of identification information in the
message to indicate that update of a routing rule is al-
lowed.

[0375] The PGW_A 30 may include, in the response
message of the IP-CAN session establishment proce-
dure, the twenty-third identification information and/or the
twenty-fourth identification information or include these
pieces of identification information in the message to in-
dicate that update of a routing rule is not allowed.
[0376] Note that, in a case that an established multi-
access session and/or the PGW_A 30 does not use the
PCRF_A 60, the IP-CAN session update procedure
(S2400) (S2414) may be omitted. In this case, this pro-
cedure may be a PGW_A 30 initiated procedure instead
of being a PCRF_A 60 initiated procedure, and the role
of the PCRF_A 60 may be performed by the PGW_A 30.
[0377] Each apparatus completes this procedure,
based on completion of the procedure (C) of this proce-
dure and/or completion of the IP-CAN session update
procedure. Note that each apparatus may recognize that
this procedure is accepted, based on completion of the
procedure (A) of this procedure or may recognize that
this procedure is rejected, based on completion of the
procedure (B) of this procedure.

[0378] Each apparatus may update or may not neces-
sarily update the routing rule corresponding to a multi-
access session, based on completion of this procedure.
In other words, in a case of receiving the twenty-firstiden-
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tification information and/or the twenty-second identifica-
tion information, each apparatus may update the routing
rule corresponding to the multi-access session. In a case
of receiving the twenty-third identification information
and/or the twenty-fourth identification information, each
apparatus may update the routing rule corresponding to
the multi-access session.

[0379] Moreover, in a case of transmitting and/or re-
ceiving the twenty-first identification information, each
apparatus may perform the Access Traffic Switching
function and/or the NBIFOM function for the multi-access
session. In a case of transmitting and/or receiving the
twenty-first identification information, each apparatus
may recognize that the access for performing communi-
cation using a first type multi-access session is config-
ured or modified, or recognize the access after the con-
figuration or modification.

[0380] In a case of transmitting and/or receiving the
twenty-first identification information, each apparatus
may recognize that the routing rule associated with a first
type multi-access session is configured or modified, or
recognize or store the routing rule associated with a first
type multi-access session.

[0381] Moreover, in a case of transmitting and/or re-
ceiving the twenty-second identification information,
each apparatus may perform or stop the Access Traffic
Splitting function for communication of one or multiple
flows that can be performed by using a second type multi-
access session. Moreover, in a case of transmitting
and/or receiving the twenty-second identification infor-
mation, each apparatus may recognize the communica-
tion in a flow to which the Access Traffic Splitting function
is applicable.

[0382] In a case of transmitting and/or receiving the
twenty-second identification information, each apparatus
may recognize that the routing rule associated with a
second type multi-access session is configured or mod-
ified, or recognize or store the routing rule associated
with a second type multi-access session.

[0383] Moreover, in a case of transmitting and/or re-
ceiving the twenty-third identification information, each
apparatus may determine that itis not possible to perform
the Access Traffic Switching function and/or the NBIFOM
function for the multi-access session, or recognize that
the access for performing communication using a first
type multi-access session is not configured or modified.
[0384] In a case of transmitting and/or receiving the
twenty-third identification information, each apparatus
may recognize that the routing rule associated with a first
type multi-access session is not configured or modified.
[0385] Moreover, in a case of transmitting and/or re-
ceiving the twenty-fourth identification information, each
apparatus may determine thatthe Access Traffic Splitting
function cannot be executed or stopped for communica-
tion in one or multiple flows that can be performed using
a second type multi-access session or recognize the
communication of a flow to which the Access Traffic Split-
ting function is not applicable.
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[0386] In a case of transmitting and/or receiving the
twenty-fourth identification information, each apparatus
may recognize that the routing rule associated with a
second type multi-access session is not configured or
modified.

1.3.4.2. Example of UE-Initiated Routing Rule Update
Procedure

[0387] With reference to FIG. 20, a description will be
given of an example of a process for performing the rout-
ing rule update procedure under the initiative of the UE_A
10. Steps of this procedure will be described below. First,
the UE_A 10 transmits a control message to an apparatus
in an access network that has established a multi-access
session and/or an apparatus in the core network_A 90
and starts the UE-initiated routing rule update procedure
(S2500).

[0388] Spedcifically, in a case that a multi-access ses-
sion is established via the first access, the UE_A 10 may
transmit a bearer resource modification request mes-
sage to the MME_A 40 (S2500). Moreover, the MME_A
40 may receive the bearer resource modification request
message. Specifically, in a case that a multi-access ses-
sion is established via the second access and/or the
WLAN ANa 70, the UE_A 10 may transmit a PDN mod-
ification indication message to the TWAG_A 74. Moreo-
ver, the TWAG_A 74 may receive the PDN modification
indication message. In a case thata multi-access session
is established via the second access and/or the WLAN
ANDb 75, the UE_A 10 may transmitan INFORMATIONAL
request message to the ePDG_A 65. Moreover, the
ePDG_A 65 may receive the INFORMATIONAL request
message and transmit an INFORMATIONAL response
message to the UE_A 10. Note that the bearer resource
modification request message and/or the PDN modifica-
tionindication message and/orthe INFORMATIONAL re-
quest message may be a routing rule modification re-
quest message.

[0389] Here, the UE_A 10 may include, in the bearer
resource modification request message and/or the PDN
modification indication message and/or the INFORMA-
TIONAL request message, the thirteenth identification
information and/or the fourteenth identification informa-
tion, or include these pieces of identification information
in the message(s) to request to update a routing rule.
[0390] Moreover, each apparatus may transmit and/or
receive the thirteenth identification information to request
to perform the Access Traffic Switching function and/or
the NBIFOM function for a multi-access session.
[0391] Each apparatus may transmit and/or receive
the thirteenth identification information to request to con-
figure or modify the access for performing communica-
tion using a first type multi-access session or indicate the
type of access after the configuration or modification.
Note that the access to be configured or modified may
be an access to be used for communication in one or
multiple flows that can be performed using a first type
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multi-access session.

[0392] Each apparatus may transmit and/or receive
the thirteenth identification information to request to con-
figure or modify the routing rule associated with a first
type multi-access session or indicate a routing rule to be
associated with a first type multi-access session.
[0393] Moreover, each apparatus may transmit and/or
receive the fourteenth identification information to re-
quest to perform the Access Traffic Splitting function for
communication in one or multiple flows that can be per-
formed using a second type multi-access session or re-
quest to stop the Access Traffic Splitting function. More-
over, each apparatus may transmit and/or receive the
fourteenth identification information to indicate a commu-
nication of a flow that is to perform the Access Traffic
Splitting function.

[0394] Each apparatus may transmit and/or receive
the fourteenth identification information to requestto con-
figure or modify the routing rule associated with a second
type multi-access session or indicate a routing rule to be
associated with a second type multi-access session.
[0395] Next, in a case of receiving a bearer resource
modification request message, the MME_A 40 transmits
a bearer resource command message to the SGW_A 35
(S2504). Moreover, in a case of receiving a bearer re-
source command message, the SGW_A 35 transmits the
bearer resource command message to the PGW_A 30
(S2504). In a case of receiving a PDN modification indi-
cation message, the TWAG_A 74 transmits a bearer re-
source command message to the PGW_A 30 (S2504).
Ina case ofreceivingan INFORMATIONAL request mes-
sage, the ePDG_A 65 transmits a bearer resource com-
mand message to the PGW_A 30 (S2504).

[0396] Here, the MME_A 40 and/or the SGW_A 35
and/or the TWAG_A 74 and/or the ePDG_A 65 may in-
clude the thirteenth identification information and/or the
fourteenth identification information in the bearer re-
source command message, or include these pieces of
identification information in the message to request to
update a routing rule.

[0397] The PGW_A 30 receives the bearer resource
command message and performs the IP-CAN session
update procedure with the PCRF_A 60 (S2506). Specif-
ically, the PGW_A 30 transmits a request message in
the IP-CAN session update procedure to the PCRF_A
60. Moreover, the PCRF_A 60 receives the request mes-
sagein the IP-CAN session update procedure, evaluates
the sixth condition, and transmits a response message
in the IP-CAN session update procedure to the PGW_A
30. Moreover, the PGW_A 30 receives the response
message in the IP-CAN session update procedure and
realizes a result of the sixth condition evaluation.
[0398] Here, the sixth condition evaluation is for eval-
uating whether or not a network is to accept a request
from the UE_A 10. The sixth condition being true may be
a case of accepting the request from the UE_A 10, that
is, a case that the request from the UE_A 10 is allowed.
Moreover, the sixth condition being false may be a case
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of rejecting the request from the UE_A 10, that is, a case
of not judging that the sixth condition is true.

[0399] For example, in a case that the UE_A 10 re-
quests update of a routing rule and the network allows
the request, the sixth condition may be true. In a case
that the UE_A 10 requests update of a routing rule and
the network does not allow the request, the sixth condition
may be false. Moreover, in a case that the network that
is the connection destination of the UE_A 10 and/or an
apparatus in the network does not support update of a
routing rule, the sixth condition may be false.

[0400] More specifically, the sixth condition may be
true in a case that arequest of update of afirsttype and/or
second type routing rule from the UE_A 10 is accepted,
and may be false in a case that the request is not accept-
ed.

[0401] Moreover, the sixth condition may be true in a
case that the type of access and/or a routing rule request-
ed from the UE_A 10to be used in a multi-access session
is accepted, and be false in a case that the type of access
and/or the routing rule is not accepted.

[0402] Moreover, the sixth condition may be true in a
case that the request from the UE_A 10 to enable or not
to enable the Access Traffic Switching function and/or
the NBIFOM function and/or the Access Traffic Splitting
function is accepted, and be false in a case that the re-
quest is not accepted.

[0403] Here,the PGW_A 30 may include the thirteenth
identification information and/or the fourteenth identifica-
tion information in the request message in the IP-CAN
session update procedure, or may include these pieces
of identification information in the message to request to
update a routing rule.

[0404] The PCRF_A 60 may include, in a response
message in the IP-CAN session update procedure, at
least the result of the sixth information evaluation or in-
clude this result in the message to notify the PGW_A 30
of the result of the sixth condition evaluation.

[0405] Moreover, the PCRF_A 60 may include, in the
response message in the IP-CAN session update proce-
dure, the fifteenth identification information and/or the
sixteenth identification information, or include these piec-
es of identification information in the message to indicate
that update of a routing rule is allowed.

[0406] The PCRF_A 60 may include, in the response
message in the IP-CAN session update procedure, the
seventeenth identification information and/or the eight-
eenth identification information, or include these pieces
of identification information in the message to indicate
update of a routing rule is not allowed.

[0407] Note that, in a case that an established multi-
access session and/or the PGW_A 30 does not use the
PCRF_A 60, the IP-CAN session update procedure may
be omitted. In this case, the sixth condition evaluation
may be performed by the PGW_A 30 instead of the
PCRF_A 60.

[0408] Next, in a case that the sixth condition is true,
the PGW_A 30 starts the procedure (A) of this procedure;
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in a case that the sixth condition is false, the PGW_A 30
starts the procedure (B) of this procedure. Here, the pro-
cedure (A) of this procedure may be similar to the pro-
cedure (C) of the network-initiated routing rule update
procedure.

[0409] Notethat, inthe procedure (A)of this procedure,
the PGW_A 30 and/or the SGW_A 35 may include, in
the modify bearer request message, the fifteenth identi-
fication information and/or the sixteenth identification in-
formation, or include these pieces of identification infor-
mation in the message to indicate that update of a routing
rule is allowed.

[0410] Here, the MME_A 40 may include the fifteenth
identification information and/or the sixteenth identifica-
tion information in the modify EPS bearer context request
message, or include these pieces of identification infor-
mation in the message to indicate that update of a routing
rule is allowed.

[0411] The TWAG_A 74 may include, in the PDN mod-
ification request message, the fifteenth identification in-
formation and/or the sixteenth identification information,
or include these pieces of identification information in the
message to indicate that update of a routing rule is al-
lowed.

[0412] TheePDG_A 65 may include, inthe INFORMA-
TIONAL request message, the fifteenth identification in-
formation and/or the sixteenth identification information,
or include these pieces of identification information in the
message to indicate that update of a routing rule is al-
lowed.

[0413] Moreover, each apparatus may transmit and/or
receive the fifteenth identification information to indicate
thatthe Access Traffic Switching function and/or the NBI-
FOM function is to be performed for a multi-access ses-
sion.

[0414] Each apparatus may transmit and/or receive
the fifteenth identification information to indicate that con-
figuration or modification of the access for performing
communication using a first type multi-access session is
allowed or indicate the type of access after the configu-
ration or modification. Note that the access to be config-
ured or modified may be an access to be used for com-
munication in one or multiple flows that can be performed
using a first type multi-access session.

[0415] Each apparatus may transmit and/or receive
the fifteenth identification information to indicate that con-
figuration or modification of the routing rule associated
with a first type multi-access session is allowed or indi-
cate the routing rule associated with a first type multi-
access session.

[0416] Moreover, each apparatus may transmit and/or
receive the sixteenth identification information to indicate
that execution of the Access Traffic Splitting function for
communication in one or multiple flows that can be per-
formed using a second type multi-access session is al-
lowed or indicate that stopping of the Access Traffic Split-
ting function is allowed. Moreover, each apparatus may
transmit and/or receive the sixteenth identification infor-
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mation to indicate the communication of a flow for which
the Access Traffic Splitting function is to be performed.
[0417] Each apparatus may transmit and/or receive
the sixteenth identification information to indicate that
configuration or modification of the routing rule associat-
ed with a second type multi-access session is allowed or
indicate the routing rule associated with a second type
multi-access session.

[0418] Note that the modify EPS bearer context re-
quest message and/or the PDN modification request
message and/or the INFORMATIONAL request mes-
sage may be a routing rule update response message.
[0419] Next, steps of the procedure (B) of this proce-
dure will be described. The PGW_A 30 transmits a bearer
update reject message to the transmission source of the
bearer resource command message and starts the pro-
cedure (B) of this procedure (S2510). More specifically,
the PGW_A 30 transmits a bearer update reject message
to the SGW_A 35 and/or the TWAG_A 74 and/or the
ePDG_A 65 (S2510). Moreover, the SGW_A 35 and/or
the TWAG_A 74 and/or the ePDG_A 65 receives the
bearer update reject message. Note that the bearer up-
date reject message may be an update bearer request
message or an Update Bearer Response message in-
cluding a reject cause.

[0420] Here, the PGW_A 30 and/or the SGW_A 35
may include, in the bearer update reject message, the
seventeenth identification information and/or the eight-
eenth identification information, or include these pieces
of identification information in the message to indicate
that update of a routing rule is not allowed.

[0421] Next, in a case thatthe SGW_A 35 receives the
bearer update reject message, the SGW_A 35 transmits
the bearer update reject message to the MME_A 40
(S2510). Moreover, the MME_A 40 receives the bearer
update reject message and transmits a modify EPS bear-
er context reject message to the UE_A 10 (S2512).In a
case of receiving the PDN modification reject message,
the TWAG_A 74 transmits the PDN modification reject
message to the UE_A 10 (S2512). In a case that the
ePDG_A 65 receives the bearer update reject message,
the ePDG_A 65 transmits an INFORMATIONAL request
message to the UE_A 10 (S2512). Note that the modify
EPS bearer contextreject message and/orthe PDN mod-
ification reject message and/orthe INFORMATIONAL re-
quest message may be a routing rule update reject mes-
sage.

[0422] Here,the MME_A 40 may include, in the modify
EPS bearer context reject message, the seventeenth
identification information and/or the eighteenth identifi-
cation information, or include these pieces of identifica-
tion information in the message to indicate that update
of a routing rule is not allowed.

[0423] The TWAG_A 74 may include the seventeenth
identification information and/or the eighteenth identifi-
cation information in the PDN modification reject mes-
sage, or include these pieces of identification information
in the message to indicate that update of a routing rule
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is not allowed.

[0424] TheePDG_A 65 may include, in the INFORMA-
TIONAL request message, the seventeenth identification
information and/or the eighteenth identification informa-
tion, or include these pieces of identification information
in the message to indicate that update of a routing rule
is not allowed.

[0425] Moreover, each apparatus may transmit and/or
receive the seventeenth identification information to in-
dicate that the Access Traffic Switching function and/or
the NBIFOM function is not allowed to be performed for
a multi-access session.

[0426] Each apparatus may transmit and/or receive
the seventeenth identification information to indicate that
arequest to configure or modify an access for performing
communication using a first type multi-access session is
rejected or indicate that a request to configure or modify
an access to be used for communication that can be per-
formed using a first type multi-access session in one or
multiple flows.

[0427] Each apparatus may transmit and/or receive
the seventeenth identification information to indicate that
a request to configure or modify the routing rule associ-
ated with a first type multi-access session is rejected or
make notification about cause of rejection of each re-
quest.

[0428] Moreover, each apparatus may transmit and/or
receive the seventeenth identification information to in-
dicate that configuration or modification of an access for
performing communication using afirst type multi-access
session is not allowed or indicate that configuration or
modification of a routing rule corresponding to a first type
multi-access session is not allowed.

[0429] Moreover, each apparatus may transmit and/or
receive the eighteenth identification information to indi-
cate that a request to perform the Access Traffic Splitting
function for communication in one or multiple flows that
can be performed using a second type multi-access ses-
sion is rejected or indicate that a request to stop the Ac-
cess Traffic Splitting function is rejected. Moreover, each
apparatus may transmit and/or receive the eighteenth
identification information to indicate the communication
of a flow not to perform the Access Traffic Splitting func-
tion.

[0430] Each apparatus may transmit and/or receive
the eighteenth identification information to indicate that
a request to configure or modify the routing rule associ-
ated with a second type multi-access session is rejected
or make notification about cause of rejection of each re-
quest.

[0431] Moreover, each apparatus may transmit and/or
receive the eighteenth identification information to indi-
cate that execution of Access Traffic Splitting function is
not allowed for each flow or indicate that configuration or
modification of a routing rule corresponding to a second
type multi-access session is not allowed.

[0432] The UE_A 10 receives the modify EPS bearer
context reject message and/or the PDN modification re-
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ject message and/or INFORMATIONAL request mes-
sage. Moreover, in a case of receiving an INFORMA-
TIONAL request message, the UE_A 10 transmits an
INFORMATIONAL response message to the ePDG_A
65 (S2514). Each apparatus completes the procedure
(B) of this procedure, based on transmission and/or re-
ception of the modify EPS bearer context reject message
and/or the PDN modification reject message and/or the
INFORMATIONAL request message and/or the INFOR-
MATIONAL response message.

[0433] Each apparatus completes this procedure,
based on completion of the procedure (A) or (B) of this
procedure. Note that each apparatus may recognize that
this procedure is accepted, based on completion of the
procedure (A) of this procedure or recognize that this
procedure is rejected, based on completion of the pro-
cedure (B) of this procedure.

[0434] Each apparatus may update or may not neces-
sarily update the routing rule corresponding to a multi-
access session, based on completion of this procedure.
In other words, in a case of receiving the fifteenth iden-
tification information and/or the sixteenth identification
information, each apparatus may update the routing rule
corresponding to the multi-access session. In a case of
receiving the seventeenth identification information
and/or the eighteenth identification information, each ap-
paratus may update the routing rule corresponding to the
multi-access session.

[0435] Moreover, in a case of transmitting and/or re-
ceiving the fifteenth identification information, each ap-
paratus may perform the Access Traffic Switching func-
tion and/or the NBIFOM function for the multi-access ses-
sion. In a case of transmitting and/or receiving the fif-
teenth identification information, each apparatus may
recognize that the access for performing communication
using a first type multi-access session is configured or
modified, or recognize the access after the configuration
or modification.

[0436] In a case of transmitting and/or receiving the
fifteenth identification information, each apparatus may
recognize that the routing rule associated with a first type
multi-access session is configured or modified, or recog-
nize or store the routing rule associated with a first type
multi-access session.

[0437] Moreover, in a case of transmitting and/or re-
ceiving the sixteenth identification information, each ap-
paratus may perform or stop the Access Traffic Splitting
function for communication of one or multiple flows that
can be performed by using a second type multi-access
session. Moreover, in a case of transmitting and/or re-
ceiving the sixteenth identification information, each ap-
paratus may recognize the communication in a flow to
which the Access Traffic Splitting function is applicable.
[0438] In a case of transmitting and/or receiving the
sixteenth identification information, each apparatus may
recognize that the routing rule associated with a second
type multi-access session is configured or modified, or
recognize or store the routing rule associated with a sec-
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ond type multi-access session.

[0439] Moreover, in a case of transmitting and/or re-
ceiving the seventeenth identification information, each
apparatus may determine that itis not possible to perform
the Access Traffic Switching function and/or the NBIFOM
function for the multi-access session, or recognize that
the access for performing communication using a first
type multi-access session is not configured or modified.
[0440] In a case of transmitting and/or receiving the
seventeenth identification information, each apparatus
may recognize that the routing rule associated with a first
type multi-access session is not configured or modified.
[0441] Moreover, in a case of transmitting and/or re-
ceiving the eighteenth identification information, each ap-
paratus may determine that the Access Traffic Splitting
function cannot be executed or stopped for communica-
tion in one or multiple flows that can be performed using
a second type multi-access session or recognize the
communication of a flow to which the Access Traffic Split-
ting function is not applicable.

[0442] In a case of transmitting and/or receiving the
eighteenth identification information, each apparatus
may recognize that the routing rule associated with a
second type multi-access session is not configured or
modified.

1.3.5. Modified Example of Present Embodiment

[0443] Each apparatus according to the present em-
bodiment may be an apparatus different from the corre-
sponding apparatus described above. For example, the
MME_A 40 is an apparatus that plays a role of mobility
management of each apparatus, such as the UE_A 10,
and/or session management between apparatuses, but
the role of mobility management and the role of session
management may be played by different apparatuses in
the core network_A 90 of the present embodiment.
[0444] Specifically, a Session Management Entity
(SME) may play the function of session management of
the MME_AA40. Inthis case, the MME_A 40 of the present
embodiment can be replaced with a Session Manage-
ment Entity (SME). Moreover, each message transmitted
from and/or received by the MME_A 40 described re-
garding the communication procedure in the present em-
bodiment may be transmitted from and/or received by
the SME, or each process performed by the MME_A 40
described regarding the communication procedure may
be performed by the SME.

[0445] The eNB_A 45 in the present embodiment may
be an apparatus in another 3GPP access network in-
stead of being an apparatus in the E-UTRAN_A 80. For
example, the eNB_A 45 may be a NextGen BS_A 122,
a NB_A 22, or a BSS_A 26. The TWAG_A 74 in the
present embodiment may be an apparatus in another
non-3GPP access network or the WAG_A 126.



73 EP 3 481 136 A1 74

2. Modified Example

[0446] A program running on an apparatus according
to the present invention may serve as a program that
controls a Central Processing Unit (CPU) and the like to
cause a computer to operate in such a manner as to
realize the functions of the embodiment according to the
present invention. Programs or the information handled
by the programs are stored in a volatile memory, such
as a Random Access Memory (RAM), a non-volatile
memory, such as a flash memory, a Hard Disk Drive
(HDD), or another storage apparatus system.

[0447] Note that programs for implementing the func-
tions of the embodiments related to the present invention
may be recorded in a computer-readable recording me-
dium. The programs recorded in this recording medium
may be read by the computer system for execution, to
implement the functions. Itis assumed thatthe "computer
system" refers to a computer system built into the appa-
ratuses, and the computer system includes an operating
system and hardware components such as a peripheral
apparatus. Furthermore, the "computer-readable record-
ing medium" may be any of a semiconductor recording
medium, an optical recording medium, a magnetic re-
cording medium, a medium configured to dynamically
hold the programs for a short time period, and another
computer-readable recording medium.

[0448] Furthermore, each functional block or various
characteristics of the apparatuses used in the above-de-
scribed embodiments may be implemented or performed
on an electric circuit, for example, an integrated circuit
or multiple integrated circuits. An electric circuit designed
to perform the functions described in the present speci-
fication may include a general-purpose processor, a Dig-
ital Signal Processor (DSP), an Application Specific In-
tegrated Circuit (ASIC), a Field Programmable Gate Ar-
ray (FPGA), or other programmable logic apparatuses,
discrete gates or transistor logic, discrete hardware com-
ponents, or a combination thereof. The general-purpose
processor may be a microprocessor, or may be a proc-
essor of known type, a controller, a micro-controller, or
a state machine instead. The above-mentioned electric
circuits may be constituted of a digital circuit, or may be
constituted of an analog circuit. Furthermore, in a case
that with advances in semiconductor technology, a circuit
integration technology appears that replaces the present
integrated circuits, one or multiple modes of the present
invention can use a new integrated circuit based on the
technology.

[0449] Note thatthe invention of the present patent ap-
plication is not limited to the above-described embodi-
ments. In the embodiments, apparatuses have been de-
scribed as an example, but the invention of the present
application is not limited to these apparatuses, and is
applicable to a terminal apparatus or a communication
apparatus of a fixed-type or a stationary-type electronic
apparatus installed indoors or outdoors, for example, an
AV apparatus, a kitchen apparatus, a cleaning or wash-
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ing machine, an air-conditioning apparatus, office equip-
ment, a vending machine, and other household appara-
tuses.

[0450] Theembodiments ofthe presentinvention have
been described in detail above referring to the drawings,
but the specific configuration is not limited to the embod-
iments and includes, for example, an amendment to a
design that falls within the scope that does not depart
from the gist of the present invention. Furthermore, var-
ious modifications are possible within the scope of the
present invention defined by claims, and embodiments
that are made by suitably combining technical means
disclosed according to the different embodiments are al-
so included in the technical scope of the present inven-
tion. Furthermore, a configuration in which constituent
elements, described in the respective embodiments and
having mutually the same effects, are substituted for one
another is also included in the technical scope of the
present invention.

Reference Signs List
[0451]

1 Mobile communication system
5 PDN_A

10 UE_A

20 UTRAN_A
22NB_A

24 RNC_A

25 GERAN_A

26 BSS_A

30 PGW_A

35 SGW_A

40 MME_A

45 eNB_A

46 SCEF_A

50 HSS_A

55 AAA_A

60 PCRF_A

65 ePDG A

70 WLAN ANa

72 WLAN APa

74 TWAG_A

75 WLAN ANb

76 WLAN APb

80 E-UTRAN A

90 Core network _A
120 NextGen RAN A
122 NextGen BS_A
125 WLAN ANc
126 WAG A

Claims

1. A terminal apparatus comprising:
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a transmission and/or reception unit configured
to receive a session establishment accept mes-
sage including at least first identification infor-
mation, from a core network via a 3GPP access
in a first session establishment procedure; and
a controller configured to establish a session
supporting Access Traffic Splitting with the core
network, based on the first session establish-
ment procedure, wherein

the first identification information is information
indicating that the session supporting Access
Traffic Splitting is established, and

the session is a session in which communication
through a first communication path via the 3GPP
access is possible.

The terminal apparatus according to claim 1, wherein
the transmission and/or reception unit receives a
session establishment accept message including at
least the first identification information, from the core
network or an access network via a Non-3GPP ac-
cess in a second session establishment procedure,
and

the controller enables the session in which commu-
nication through the first communication path and a
second communication path via the Non-3GPP ac-
cess is possible, based on the second session es-
tablishment procedure.

The terminal apparatus according to claim 2, wherein
the transmission and/or reception unit transmits a
session establishment request message including
at least second identification information, to the core
network via the 3GPP access in the first session es-
tablishment procedure,

the transmission and/or reception unit transmits a
session establishment request message including
at least the second identification information, to the
core network or the access network via the Non-
3GPP access in the second session establishment
procedure, and

the second identification information is information
indicating that establishment of a session supporting
Access Traffic Splitting is requested.

The terminal apparatus according to claim 1, wherein
the transmission and/or reception unit receives an
attach accept message including at least third iden-
tification information, from the core network via the
3GPP access in an attach procedure, and

the third identification information is capability infor-
mation of the core network indicating that Access
Traffic Splitting is supported.

The terminal apparatus according to claim 4, wherein
the transmission and/or reception unit transmits an
attach request message including at least fourth
identification information, to the core network via the
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3 GPP access in the attach procedure, and

the fourth identification information is capability in-
formation of the terminal apparatus indicating that
Access Traffic Splitting is supported.

The terminal apparatus according to claim 2, wherein
the transmission and/or reception unit transmits a
routing update request message including at least
fifth identification information, to the core network via
the 3GPP access in a state where the second ses-
sion establishment procedure is completed, and

the fifth identification information is information for
requesting to stop Access Traffic Splitting capability.

A control apparatus to be included in a core network,
the control apparatus comprising

a transmission and/or reception unit configured to
transmit a session establishment accept message
including at least first identification information, to a
terminal apparatus via a 3GPP access in a session
establishment procedure, wherein

the first identification information is information indi-
cating that a session supporting Access Traffic Split-
ting is established.

The control apparatus according to claim 7, wherein
the transmission and/or reception unit transmits an
attach accept message including at least second
identification information, to the terminal apparatus
via the 3GPP access in an attach procedure, and
the second identification information is capability in-
formation of the core network indicating that Access
Traffic Splitting is supported.

The control apparatus according to claim 8, wherein
the transmission and/or reception unit receives an
attach request message including at least third iden-
tification information, from the terminal apparatus via
the 3GPP access in the attach procedure, and

the third identification information is capability infor-
mation of the terminal apparatus indicating that Ac-
cess Traffic Splitting is supported.

A gateway for connecting an access network and a
core network, the gateway comprising

a transmission and/or reception unit configured to
receive a session establishment request message
including at least first identification information, from
the terminal apparatus via the Non-3GPP access in
a session establishment procedure, wherein

the transmission and/or reception unit transmits a
session establishment accept message including at
least second identification information, to the termi-
nal apparatus via the Non-3GPP access in the ses-
sion establishment procedure,

the first identification information is information indi-
cating that establishment of a session supporting Ac-
cess Traffic Splitting is requested, and
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the second identification information is information
indicating that establishment of a session supporting
Access Traffic Splitting is established.

A communication control method of a terminal ap-
paratus, the communication control method com-
prising the steps of:

receiving a session establishment accept mes-
sage including at least first identification infor-
mation, from a core network via a 3GPP access
in a first session establishment procedure; and
establishing a session supporting Access Traffic
Splitting with the core network, based on the first
session establishment procedure, wherein

the first identification information is information
indicating that the session supporting Access
Traffic Splitting is established, and

the sessionis a session in which communication
through a first communication path via the 3GPP
access is possible.

12. The communication control method of a terminal ap-

paratus according to claim 11, the communication
control method comprising the steps of:

receiving a session establishment accept mes-
sage including at least the first identification in-
formation, from the core network or an access
network via a Non-3GPP access in a second
session establishment procedure; and
performing, in the session, communication
through the first communication path and a sec-
ond communication path via the Non-3GPP ac-
cess, based on the second session establish-
ment procedure.

13. The communication control method of a terminal ap-

paratus according to claim 12, the communication
control method comprising the steps of:

transmitting a session establishment request
message including at least second identification
information, to the core network via the 3GPP
access before receiving the session establish-
ment accept message in the first session estab-
lishment procedure; and

transmitting a session establishment request
message including at least the second identifi-
cation information, to the core network or the
access network via the Non-3GPP access be-
fore receiving the session establishment accept
message in the second session establishment
procedure, wherein

the second identification information is informa-
tion indicating that establishment of a session
supporting Access Traffic Splitting is requested.
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The communication control method of a terminal ap-
paratus according to claim 11, the communication
control method comprising a step of

receiving an attach accept message including at
least third identification information, from the core
network via the 3GPP access in an attach procedure,
wherein

the third identification information is capability infor-
mation of the core network indicating that Access
Traffic Splitting is supported.

The communication control method of a terminal ap-
paratus according to claim 14, the communication
control method comprising a step of

transmitting an attach request message including at
least fourth identification information, to the core net-
work via the 3GPP access before receiving the at-
tach accept message in the attach procedure,
wherein

the fourth identification information is capability in-
formation of the terminal apparatus indicating that
Access Traffic Splitting is supported.

The communication control method of a terminal ap-
paratus according to claim 12, the communication
control method comprising a step of

transmitting a routing update request message in-
cluding at least fifth identification information, to the
core network via the 3GPP access in a state where
the second session establishment procedure is com-
pleted, wherein

the fifth identification information is information for
requesting to stop Access Traffic Splitting capability.

A communication control method of a control appa-
ratus to be included in a core network, the commu-
nication control method comprising a step of
transmitting a session establishment accept mes-
sage including at least firstidentification information,
to a terminal apparatus via a 3GPP access in a ses-
sion establishment procedure, wherein

the first identification information is information indi-
cating that a session supporting Access Traffic Split-
ting is established.

The communication control method of a control ap-
paratus according to claim 17, the communication
control method comprising a step of

transmitting an attach accept message including at
least second identification information, to the termi-
nal apparatus via the 3GPP access in an attach pro-
cedure, wherein

the second identification information is capability in-
formation of the core network indicating that Access
Traffic Splitting is supported.

The communication control method of a terminal ap-
paratus according to claim 18, the communication
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control method comprising a step of

receiving an attach request message including at
least third identification information, from the termi-
nal apparatus via the 3GPP access before receiving
the attach accept message in the attach procedure,
wherein

the third identification information is capability infor-
mation of the terminal apparatus indicating that Ac-
cess Traffic Splitting is supported.

A communication control method of a gateway for
connecting an access network and a core network,
the communication control method comprising the
steps of:

receiving a session establishment request mes-
sage including at least first identification infor-
mation, from a terminal apparatus via the Non-
3GPP access in the session establishment pro-
cedure; and

transmitting a session establishment accept
message including at least second identification
information, to the terminal apparatus via the
Non-3GPP access in the session establishment
procedure, wherein

the first identification information is information
indicating that establishment of a session sup-
porting Access Traffic Splitting is requested, and
the second identification information is informa-
tion indicating that establishment of the session
supporting Access Traffic Splitting is estab-
lished.

10

15

20

25

30

35

40

45

50

55

41

80



-
'
S

EP 3 481 136 A1

CORE NETWORK_A

ACCESS NETWORK

UE_A

FIG. 1

42

90

80/20/25/120
/15/70/125



EP 3 481 136 A1

T ‘ 7 WLAN ANa_
74— TWAG__A .‘
i I L :
L[N apo | [ WLAN AP :

43



—— — p— — At —

EP 3 481 136 A1

—  em—

o ey g o— —— — —

b — — — — — W—_—

40

HSS_A

MME_ A

e et m— . — — — f—

.........
1111
- -
a“ oy
~,

NextGen RAN A

NextGen BS A

»
ssssss

PCRF_A

50

NextGen s ) ™,
RAN A j Y E UTRAN A :ﬁ WLAN ANG ;‘
........... S N
80 \125
—_— e — e e e gl Rl s e o m— o 7o— — — — A
.
“E-UTRAN.A “WLAN ANe
eNB_A WAG_A
y <
g0 /T 26 125

44



510

EP 3 481 136 A1

500
Z

CONTROLLER_A

540
A /
520
yd STORAGE UNIT_A
TRANSMISSION AND/ | g let—3>

OR RECEPTION UNIT_A UE CONTEXT

542

FIG. 4

45




EP 3 481 136 A1

FIG. 5B

IMSI

EMM State

GUTI

ME Identity

Mobility Type

Handover Information

FIG. 5C

APN in Use (Data Network Identifier)

Assigned Session Type (Assigned PDN Type)

IP Address(es)

Default Bearer

Mobility Type

Handover Information

FIG. 5D

EPS Bearer ID

T1

TFT

46



N NETWORK

EP 3 481 136 A1

F———m - /‘ “““““““““““
)
610 CONTROLLER_B
| 'y
! 630 640
I /
l -
| | TRANSMISSION AND/ STORAGE UNIT B
—| ORRECEPTIONUNITB [ |
|
‘ NETWORK s
A\ 4

‘ !”‘ CONNECTION UNIT_B
I
I
|

CONTROLLER_C

740

720 f /
/

CONNECTION UNIT_C

STORAGE UNIT_C

MME CONTEXT -

Ay

47

e e — — s s\ e et . e e i

W— — — — ————— — — — — - —— W— ok o— —— o po——sa_ -—_ —_ o—n_oo-—_o— — s—

742



EP 3 481 136 A1

IMSI

MSISDN

MM State

GUTI

ME Identity

UE Radio Access Capability

UE Network Capability

MS Network Capability

Access Restriction

MME F-TEID

SGW F-TEID

eNB Address

MME UE S1AP ID

eNB UE S1AP ID

5GBS Address

5GBS ID

WAG Address

WAG ID

Mobility Type

Handover Information

FIG. 8B

48




EP 3 481 136 A1

FIG. 9C

APN in Use (Data Network Identifier)

Assigned Session Type (PDN Type)

IP Address(es)

PGW F-TEID

SCEF ID

Default bearer

Mobility Type

Handover Information

FIG. 9D

EPS Bearer ID

TI

TFT

SGW F-TEID

PGW F-TEID

MME F-TEID

eNB/5GBS/WAG address

eNB/5GBS/WAG ID

49



EP 3 481 136 A1

CONTROLLER_D

1020

|
l
| ry
|
|

STORAGE_UNIT_D

A\
v

EPS BEARER CONTEXT

| »
NETWORK
'—:_" CONNECTIONUNITD |+
|
|
!
|
|

FIG. 10A

50



EP 3 481 136 A1

FIG. 11B

IMSI

ME ldentity

MSISDN

MME F-TIED

SGW F-TIED

FIG. 11C

APN in Use (Data Network Identifier)

Assigned Session Type (PDN Type)

SGW F-TEID

PGW F-TEID

Default Bearer

[P Address(es)

FIG. 11D

EPS Bearer ID

TFT

PGW F-TEID

SGW F-TEID

eNB F-TEID

MME/5GBS/WAG address

MME/5GBS/WAG ID

51



EP 3 481 136 A1
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