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(54) SERVICE PACKET TRANSMISSION METHOD, AND NODE APPARATUS

(57) The present invention discloses a service pack-
et transmission method and a node device, and relates
to the field of communications technologies, to resolve a
problem, existing in the prior art, of bandwidth waste
caused due to that an RPL link is in an idle state. The
service packet transmission method provided in the
present invention is applied to an ERPS network. At least
one ring protection instance is configured for each ERPS
ring on the network. Each ring protection instance in-
cludes at least two ring protection sub-instances. Each
ring protection sub-instance respectively corresponds to

one RPL port. A status of the RPL port is a blocked state.
The method includes: when receiving a service packet,
determining, by an ordinary node device according to a
preset rule and based on packet header information of
the service packet, a ring protection sub-instance corre-
sponding to the service packet; determining, based on a
preset correspondence between the ring protection
sub-instance and a forwarding path, the forwarding path;
and forwarding the service packet based on the forward-
ing path. The present invention is applied to a process
of packet transmission on the ERPS network.
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Description

TECHNICAL FIELD

[0001] The present invention relates to the field of com-
munications technologies, and in particular, to a service
packet transmission method and a node device.

BACKGROUND

[0002] The ERPS (Ethernet Ring Protection Switching,
Ethernet Ring Protection Switching) protocol is a G.8032
protocol defined by the ITU-T (International Telecommu-
nication Union Telecommunication Standardization Sec-
tor, International Telecommunication Union Telecommu-
nication Standardization Sector), and is a link layer pro-
tocol specially used for Ethernet ring protection. When
an Ethernet ring is complete, the ERPS protocol can pre-
vent a broadcast storm caused by a data loop. When a
link on the Ethernet ring is disconnected, the ERPS pro-
tocol can quickly enable a backup link, to restore a com-
munication channel between nodes on the ring network.
[0003] FIG. 1 is a schematic architectural diagram of
an existing ERPS network. The ERPS network includes
an ERPS ring that includes node devices A, B, C, and D.
For ease of description, a link between A and B is referred
to as PAB, a link between B and C is referred to as PBC,
a link between C and D is referred to as PCD, and a link
between A and D is referred to as PAD. The node device
D is a protection node. On the node device D, a port
connected to the device C is a ring protection link (Ring
Protection Link, RPL) port. PCD is an RPL link. When all
links on a network are in an up (up) state, as shown in
FIG. 1a in FIG. 1, the RPL port is in a blocked (BLOCKED)
state. In this case, a protocol status of the ERPS protocol
is an idle state, data of the device A and the device D is
forwarded by using the link PAD. When the link PAD is
disconnected, as shown in FIG. 1b in FIG. 1, in this case,
the protocol status of the ERPS protocol is a protection
(protection) state, a status of the RPL port is changed
from a blocked state to a forwarding state, data between
the device A and the device D is forwarded by using the
links PCD, PBC, and PAB in turn.
[0004] The inventor finds through study that, as stipu-
lated by the present protocol, normally, the protocol is in
the idle (Idle) state, and the backup link cannot be used
for data transmission. In this case, all data streams are
forwarded by using only one link when the link is normal,
and other links are in the idle state, causing bandwidth
waste.

SUMMARY

[0005] Embodiments of the present invention provide
a service packet transmission method and a node device,
to resolve a problem, existing in the prior art, of bandwidth
waste caused due to that an RPL link is in an idle state.
[0006] To achieve the foregoing objective, the follow-

ing technical solutions are used in the embodiments of
the present invention:
According to a first aspect, an embodiment of the present
invention provides an Ethernet Ring Protection Switching
ERPS network, where at least one ring protection in-
stance is configured for each ERPS ring on the ERPS
network, each ring protection instance includes at least
two ring protection sub-instances, each ring protection
sub-instance respectively corresponds to one ring pro-
tection link RPL port, and a status of the RPL port is a
blocked state.
[0007] It can be learned that, on the ERPS network
provided in this embodiment of the present invention, an
existing single ring protection instance is subdivided into
a plurality of ring protection sub-instances, and a service
packet transmitted by using the ring protection instance
may be divided, so that corresponding service packets
are transmitted by using different ring protection sub-in-
stances. In this way, each ring protection sub-instance
respectively corresponds to one RPL port, in other words,
each ring protection sub-instance respectively corre-
sponds to one RPL link. Therefore, normally, an RPL link
of a ring protection sub-instance is a backup link for the
ring protection sub-instance, but for another ring protec-
tion sub-instance, the RPL link is a link that can be used
for normally performing service packet transmission.
Therefore, link bandwidth on the ERPS network can be
fully used.
[0008] According to a second aspect, an embodiment
of the present invention further provides a service packet
transmission method that is applied to the ERPS network
in the first aspect. The method is performed by an ordi-
nary node device that does not include an RPL port. The
method includes: when receiving a service packet, de-
termining, by an ordinary node device according to a pre-
set rule and based on packet header information of the
service packet, a ring protection sub-instance corre-
sponding to the service packet; determining, based on a
preset correspondence between the ring protection sub-
instance and a forwarding path, the forwarding path used
for forwarding the service packet; and forwarding the
service packet based on the forwarding path.
[0009] The ordinary node device indicated in this em-
bodiment of the present invention is a device that does
not include the RPL port. On the ERPS network, there
may be one or more ordinary node devices. The preset
rule is a rule that is preconfigured in the ordinary node
devices, and is used for providing guidance for a node
device to determine, after receiving a service packet,
based on packet header information of the service packet
and according to the preset rule, a ring protection sub-
instance corresponding to the service packet.
[0010] According to the service packet transmission
method provided in this embodiment of the present in-
vention, a single ring protection instance is divided into
a plurality of ring protection sub-instances. Therefore, in
this embodiment of the present invention, after receiving
the service packet, the ordinary node device needs to
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determine the ring protection sub-instance correspond-
ing to the service packet, determine, based on the cor-
respondence between the ring protection sub-instance
and the forwarding path, the forwarding path correspond-
ing to the ring protection sub-instance, and forward the
service packet based on the forwarding path. In this way,
for a ring protection sub-instance, an RPL link corre-
sponding to the ring protection sub-instance is a backup
path, and when the ring protection sub-instance is nor-
mal, cannot be used for service packet transmission. For
another ring protection sub-instance, the RPL link is a
normal link, and can be used for the service packet trans-
mission. Therefore, according to the service packet
transmission method provided in this embodiment of the
present invention, network bandwidth of the ERPS net-
work can be fully used.
[0011] In a first implementation of this embodiment,
the preset rule includes a correspondence between a
hash value and the ring protection sub-instance. The
hash value is calculated based on the packet header in-
formation of the service packet. When the hash value in
the preset rule is obtained by performing hash calculation
based on a VLAN identifier and a MAC address, corre-
spondingly, a specific implementation of the determining,
by an ordinary node device, a ring protection sub-in-
stance corresponding to the service packet includes:
when receiving the service packet, calculating, by the
ordinary node device based on preset bytes of a virtual
local area network (VLAN) identifier and a MAC address
that are carried in the packet header information, a hash
value corresponding to the service packet; and determin-
ing, based on the hash value and according to the preset
rule, the ring protection sub-instance corresponding to
the service packet. The MAC address is a source MAC
address or a destination MAC address. The preset bytes
may be all bytes or some bytes.
[0012] In a second implementation of this embodiment,
the preset rule includes a correspondence between a
value of a preset field of the service packet and the ring
protection sub-instance. In this implementation, a corre-
spondence between the preset field and the ring protec-
tion sub-instance is manually specified and saved as the
preset rule. When the preset rule includes a correspond-
ence between a VLAN identifier field and the ring protec-
tion sub-instance and a correspondence between a pri-
ority field and the ring protection sub-instance, corre-
spondingly, the determining, by an ordinary node device
according to a preset rule and based on packet header
information of the service packet, a ring protection sub-
instance corresponding to the service packet specifically
includes: obtaining, by the ordinary node device, values
of the priority field and the VLAN identifier field in the
packet header information when receiving the service
packet; and determining, based on the values of the pri-
ority field and the VLAN identifier field and according to
the preset rule, the ring protection sub-instance corre-
sponding to the service packet.
[0013] It should be noted that, the first implementation

and the second implementation of the preset rule may
be applied to a process in which particular processing
needs to be performed on a service packet. For example,
when a service packet of a same type is transmitted in a
ring protection instance, service packets of different pri-
orities need to be forwarded by using different ring pro-
tection sub-instances. Alternatively, when a receiving
end is a same destination MAC address, and relatively
many service packets are sent to the receiving end, serv-
ice packets for a same destination MAC address are for-
warded by using different ring protection sub-instances,
to scatter the service packets to different transmission
paths.
[0014] In a third implementation of this embodiment,
the preset rule includes a correspondence between a
service type and the ring protection sub-instance. In the
implementation, different ring protection sub-instances
are used for transmitting services of different types. Cor-
respondingly, the determining, by an ordinary node de-
vice according to a preset rule and based on packet head-
er information of the service packet, a ring protection sub-
instance corresponding to the service packet specifically
includes: obtaining, by the ordinary node device, a serv-
ice type field in the packet header information of the serv-
ice packet when receiving the service packet, where the
service type field is used for indicating a service type of
the service packet; and determining, based on the serv-
ice type field and according to the preset rule, the ring
protection sub-instance corresponding to the service
packet.
[0015] The third implementation of the preset rule is
mainly applied to a process in which when service pack-
ets of a plurality of types are transmitted in a ring protec-
tion instance, the types of the service packets need to
be distinguished by using ring protection sub-instances.
[0016] According to a third aspect, an embodiment of
the present invention further provides a service packet
transmission method. The method may also be applied
to the ERPS network in the first aspect. The method is
performed by a protection node device that includes at
least one RPL port. The method includes: when receiving
a service packet, determining, by a protection node de-
vice according to a preset rule and based on packet head-
er information of the service packet, a ring protection sub-
instance corresponding to the service packet; determin-
ing, by the protection node device, whether an RPL port
corresponding to the ring protection sub-instance to
which the service packet is corresponding is the same
as a port used for receiving the service packet; and if the
RPL port corresponding to the ring protection sub-in-
stance to which the service packet is corresponding is
different from the port used for receiving the service pack-
et, determining, by the protection node device based on
a preset correspondence between the ring protection
sub-instance and a forwarding path, the forwarding path
used for forwarding the service packet, and forwarding
the service packet based on the forwarding path.
[0017] The protection node device discards the service
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packet when the RPL port corresponding to the ring pro-
tection sub-instance to which the service packet is cor-
responding and that is determined by the protection node
device is the same as the port used for receiving the
service packet.
[0018] According to the service packet transmission
method provided in this embodiment of the present in-
vention, compared with that an RPL port of a protection
node blocks all service packets in the prior art, in this
embodiment of the present invention, the protection node
device does not block all service packets, but can forward
the service packet when the RPL port corresponding to
the ring protection sub-instance to which the service
packet is corresponding is different from the port used
for receiving the service packet, that is, blocks only the
service packet when the RPL port corresponding to the
ring protection sub-instance to which the service packet
is corresponding is the same as the port used for receiv-
ing the service packet.
[0019] According to a fourth aspect, the present inven-
tion further provides a node device, to perform the steps
in the method in the second aspect. A function of the
node device may be implemented by using hardware, or
may be implemented by hardware executing correspond-
ing software. The hardware or the software includes one
or more modules corresponding to the foregoing function.
[0020] In a possible embodiment, a structure of the
node device includes a processor, a memory, a trans-
ceiver, and a bus. The processor is configured to support
the node device in performing a corresponding function
in the foregoing method. The memory is configured to be
coupled to the processor, and the memory stores a pro-
gram instruction and data necessary to the node device.
The transceiver is configured to send data to another
device or receive data sent by another device. Optionally,
the node device further includes a communications in-
terface, and the communications interface is configured
to support the node device in communicating with anoth-
er device.
[0021] In another possible embodiment, the node de-
vice includes: a receiving unit, configured to receive a
service packet; a processing unit, configured to: deter-
mine, according to a preset rule and based on packet
header information of the service packet received by the
receiving unit, a ring protection sub-instance correspond-
ing to the service packet; and determine, based on a
preset correspondence between the ring protection sub-
instance and a forwarding path, the forwarding path used
for forwarding the service packet; and a sending unit,
configured to forward the service packet based on the
forwarding path determined by the processing unit.
[0022] According to a fifth aspect, an embodiment of
the present invention provides a node device, to perform
the steps in the method in the third aspect. A function of
the node device may be implemented by using hardware,
or may be implemented by hardware executing corre-
sponding software. The hardware or the software in-
cludes one or more modules corresponding to the fore-

going function.
[0023] In a possible embodiment, a structure of the
node device includes a processor, a memory, a trans-
ceiver, and a bus. The processor is configured to support
the node device in performing a corresponding function
in the foregoing method. The memory is configured to be
coupled to the processor, and the memory stores a pro-
gram instruction and data necessary to the node device.
The transceiver is configured to send, by the node device,
data to another device or receive data sent by another
device. Optionally, the node device further includes a
communications interface, and the communications in-
terface is configured to support the node device in com-
municating with another device.
[0024] In another possible embodiment, the node de-
vice includes: a receiving unit, configured to receive a
service packet; a processing unit, configured to: deter-
mine, according to a preset rule and based on packet
header information of the service packet, a ring protection
sub-instance corresponding to the service packet; deter-
mine whether an RPL port corresponding to the ring pro-
tection sub-instance to which the service packet is cor-
responding is the same as a port used for receiving the
service packet; and when the RPL port corresponding to
the ring protection sub-instance to which the service
packet is corresponding is different from the port used
for receiving the service packet, determine, based on a
preset correspondence between the ring protection sub-
instance and a forwarding path, the forwarding path used
for forwarding the service packet; and a sending unit,
configured to forward the service packet based on the
forwarding path determined by the processing unit.
[0025] According to a sixth aspect, the present inven-
tion provides a computer storage medium, to store a com-
puter software instruction used by the node device in the
fourth aspect, and the computer storage medium in-
cludes a program designed to perform the foregoing as-
pects.
[0026] According to a seventh aspect, the present in-
vention provides a computer storage medium, to store a
computer software instruction used by the node device
in the fifth aspect, and the computer storage medium
includes a program designed to perform the foregoing
aspects.

BRIEF DESCRIPTION OF DRAWINGS

[0027]

FIG. 1 is a schematic architectural diagram of an
ERPS network for which an ERPS ring protection
instance is configured in the prior art;
FIG. 2 is a schematic architectural diagram of an
ERPS network for which an ERPS ring protection
sub-instance is configured according to an embodi-
ment of the present invention;
FIG. 3 is a schematic structural diagram of a com-
puter device according to an embodiment of the
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present invention;
FIG. 4 is a schematic flowchart of a service packet
transmission method according to an embodiment
of the present invention;
FIG. 5 is a schematic structural diagram of a service
packet encapsulated by using the 802.1 Q protocol
according to an embodiment of the present inven-
tion;
FIG. 6 is a schematic flowchart of another service
packet transmission method according to an embod-
iment of the present invention;
FIG. 7 is a schematic structural diagram of ERPS
semi-ring networking according to an embodiment
of the present invention;
FIG. 8 is a schematic structural diagram of network-
ing in which the ERPS semi-ring networking shown
in FIG. 7 is applied to multicast dual feed and selec-
tive receiving according to an embodiment of the
present invention;
FIG. 9 is a schematic structural diagram of an ordi-
nary node device according to an embodiment of the
present invention; and
FIG. 10 is a schematic structural diagram of a pro-
tection node device according to an embodiment of
the present invention.

DESCRIPTION OF EMBODIMENTS

[0028] The following first explains related technical
terms for an ERPS network as follows:
Ring protection instance: A plurality of logical ERPS rings
are obtained through virtualization by using one physical
ring, and each logical ERPS ring is referred to as one
ring protection instance.
[0029] RPL (Ring Protection Link, ring protection link)
port: The RPL port may be any port on any node device
on an ERPS network. Each instance corresponds to one
RPL port. When an ERPS ring is normal, to be specific,
when there is no faulty link on the ERPS ring, a status of
the RPL port is a blocked (BLOCKED) state.
[0030] It should be noted that, a difference between
the RPL port and a common port is that, when the ERPS
ring is normal, to be specific, when there is no faulty link
on the ERPS ring, the RPL port is in the blocked state,
and the common port is in a forwarding state; when there
is a faulty link on the ERPS ring, a common port corre-
sponding to the faulty link is switched from the forwarding
state to the blocked state, and the RPL port is switched
from the blocked state to the forwarding (Forwarding)
state.
[0031] Protection node: A node on which the RPL port
is located is referred to as a protection node (RPL OWN-
ER), configured to control a status of the RPL port.
[0032] Ordinary node: Another node that does not in-
clude the RPL port and that is on the ERPS network.
[0033] RPL: A link on which the RPL port is located.
Normally, the RPL port is in the blocked state, and there-
fore, the RPL link cannot be used for normal data for-

warding, and is a backup link.
[0034] Control virtual local area network (Control
VLAN): A virtual wireless local area network used for
managing an ERPS protocol state packet.
[0035] Ring network states stipulated by the ERPS pro-
tocol are as follows:
[0036] Idle (Idle) state: A state when connections of
links on a ring network are all normal and the RPL port
is in the blocked state.
[0037] Protection (Protection) state: A state when a link
on the ring network is disconnected, and the status of
the RPL port is switched to the forwarding state.
[0038] Pending (Pending) state: An intermediate state
when a link is faulty and is recovered on the ring network
but the link has not been switched back to the idle state.
[0039] Currently, each ring protection instance on the
ERPS network corresponds to one RPL port. In this em-
bodiment, to further subdivide an existing ring protection
instance, each ring protection instance is divided into at
least two ring protection sub-instances, and each ring
protection sub-instance respectively corresponds to one
RPL port.
[0040] An embodiment of the present invention pro-
vides an ERPS network. As shown in FIG. 2, the ERPS
network includes an ERPS ring that includes devices A,
B, C, D, E, and F. At least one ring protection instance
is configured for the ERPS ring. For one of the at least
one ring protection instance, the ring protection instance
includes at least two ring protection sub-instances. Each
ring protection sub-instance corresponds to a different
management VLAN, and each ring protection sub-in-
stance is respectively used for transmitting a service
packet that satisfies a particular condition. Each ring pro-
tection sub-instance respectively corresponds to one
RPL port. For example, the ring protection instance in-
cludes a ring protection sub-instance 1 and a ring pro-
tection sub-instance 2, an RPL port corresponding to the
ring protection sub-instance 1 is a port that is on the de-
vice D and that connects the device D to the device E,
and an RPL port corresponding to the ring protection sub-
instance 2 is a port that is on the device B and that con-
nects the device B to the device A.
[0041] On the ERPS network shown in FIG. 2, the node
device B and the node device D are protection devices.
A device that does not include the RPL port is referred
to as an ordinary node device. For example, the node
devices A, C, E, and F in FIG. 2 are ordinary node de-
vices.
[0042] It can be learned that, on the ERPS network
provided in this embodiment of the present invention, an
existing single ring protection instance is subdivided into
a plurality of ring protection sub-instances, and a service
packet transmitted by using the ring protection instance
may be divided, so that corresponding service packets
are transmitted by using different ring protection sub-in-
stances. In this way, each ring protection sub-instance
respectively corresponds to one RPL port, in other words,
each ring protection sub-instance respectively corre-
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sponds to one RPL link. Therefore, normally, an RPL link
of a ring protection sub-instance is a backup link for the
ring protection sub-instance, but for another ring protec-
tion sub-instance, the RPL link is a link that can be used
for normally performing service packet transmission.
Therefore, link bandwidth on the ERPS network can be
fully used.
[0043] As shown in FIG. 3, the protection node devices
and the ordinary node devices in FIG. 2 may be imple-
mented by using a computer device (or system) in FIG. 3.
[0044] FIG. 3 is a schematic diagram of a computer
device according to an embodiment of the present inven-
tion. The computer device 100 includes at least one proc-
essor 101, a communications bus 102, a memory 103,
and at least one communications interface 104.
[0045] The processor 101 may be a general-purpose
central processing unit (CPU), a microprocessor, an ap-
plication-specific integrated circuit (application-specific
integrated circuit, ASIC), or one or more integrated cir-
cuits configured to control execution of a program in the
solutions of the present invention.
[0046] The communications bus 102 may include a
path for transmitting information between the foregoing
components. The communications interface 104 is con-
figured to communicate with another device or commu-
nications network.
[0047] The memory 103 may be a read-only memory
(read-only memory, ROM) or another type of static stor-
age device that can store static information and a static
instruction, a random access memory (random access
memory, RAM), or another type of dynamic storage de-
vice that can store information and an instruction; or may
be an electrically erasable programmable read-only
memory (Electrically Erasable Programmable Read-On-
ly Memory, EEPROM), a compact disc read-only memory
(Compact Disc Read-Only Memory, CD-ROM) or anoth-
er compact disc storage medium, optical disc storage
medium (including a compact disc, a laser disc, an optical
disc, a digital versatile disc, a Blu-ray disc, or the like)
and magnetic disk storage medium, another magnetic
storage device, or any other medium that can be config-
ured to carry or store expected program code in a form
of an instruction or a data structure and that is accessible
by a computer, but is not limited thereto. The memory
may independently exist and be connected to the proc-
essor by using the bus. Alternatively, the memory may
be integrated with the processor.
[0048] The memory 103 is configured to store applica-
tion program code for performing this solution of the
present invention, and the processor 101 controls the
performing. The processor 101 is configured to execute
the application program code stored in the memory 103.
[0049] During specific implementation, in an embodi-
ment, the processor 101 may include one or more CPUs,
for example, a CPU 0 and a CPU 1 in FIG. 3.
[0050] During specific implementation, in an embodi-
ment, the computer device 100 may include a plurality
of processors, for example, a processor 101 and a proc-

essor 105 in FIG. 3. Each of these processors may be a
single-core (single-CPU) processor, or may be a multi-
core (multi-CPU) processor. The processor herein may
be one or more devices or circuits, and/or a processing
core configured to process data (for example, a computer
program instruction).
[0051] Based on the ERPS network, according to the
service packet transmission method provided in this em-
bodiment of the present invention, a process of forward-
ing a service packet on the ERPS network is separately
described from perspectives of an ordinary node device
and a protection node device.
[0052] It should be noted that, the service packet trans-
mission method provided in this embodiment of the
present invention is applied to a case in which an ERPS
ring is normally run, that is, there is no faulty link on the
ERPS ring. A status of the RPL port is a blocked state.
[0053] An embodiment of the present invention further
provides a service packet transmission method that can
be applied to the ERPS network in FIG. 2. The method
is performed by an ordinary node device shown in FIG.
3. As shown in FIG. 4, the method includes the following
steps.
[0054] Step 201: When receiving a service packet, the
ordinary node device determines, according to a preset
rule and based on packet header information of the serv-
ice packet, a ring protection sub-instance corresponding
to the service packet.
[0055] The packet header information is information
included in a packet header of the service packet, for
example, a destination Media Access Control (Media Ac-
cess Control, MAC) address and a source MAC address
of the packet, and a destination IP address, a source IP
address, a priority field, and a VLAN identifier of the pack-
et.
[0056] The preset rule is a rule that is preconfigured in
ordinary node devices, and is used for providing guid-
ance for a node device to determine, after receiving a
service packet, based on packet header information of
the service packet and according to the preset rule, a
ring protection sub-instance corresponding to the service
packet.
[0057] Optionally, the preset rule includes a corre-
spondence between a particular field in the packet head-
er information and the ring protection sub-instance; or a
correspondence between a value obtained by performing
calculation or processing on a particular field in the packet
header information and the ring protection sub-instance.
In a specific implementation of this step, the ordinary
node device may determine, based on the obtained pack-
et header information and packet header information that
is stored in the preset rule or the correspondence be-
tween the value obtained by performing calculation or
processing on the particular field in the packet header
information and the ring protection sub-instance, the ring
protection sub-instance corresponding to the service
packet.
[0058] Step 202: The ordinary node device deter-
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mines, based on a preset correspondence between the
ring protection sub-instance and a forwarding path, the
forwarding path used for forwarding the service packet.
[0059] In the prior art, a single ring protection instance
is not further subdivided into ring protection sub-instanc-
es. Therefore, for an ordinary node device, all service
packets transmitted by the ordinary node device belong
to a same ring protection instance, and forwarding paths
thereof are all the same. Therefore, after receiving a serv-
ice packet, the ordinary node device does not need to
perform any determining, but only needs to forward the
service packet based on a pre-stored forwarding rule.
[0060] In this embodiment, because the ring protection
instance is divided into a plurality of ring protection sub-
instances and forwarding paths of different ring protec-
tion sub-instances are different, after receiving the serv-
ice packet, the ordinary node device needs to determine
the ring protection sub-instance corresponding to the
service packet, and determine the forwarding path of the
service packet based on the preset correspondence be-
tween the ring protection sub-instance and the forward-
ing path.
[0061] Step 203: The ordinary node device forwards
the service packet based on the forwarding path.
[0062] According to the service packet transmission
method provided in this embodiment of the present in-
vention, a single ring protection instance is divided into
a plurality of ring protection sub-instances. Therefore, in
this embodiment of the present invention, after receiving
the service packet, the ordinary node device needs to
determine the ring protection sub-instance correspond-
ing to the service packet, determine, based on the cor-
respondence between the ring protection sub-instance
and the forwarding path, the forwarding path correspond-
ing to the ring protection sub-instance, and forward the
service packet based on the forwarding path. In this way,
for a ring protection sub-instance, an RPL link corre-
sponding to the ring protection sub-instance is a backup
path, and when the ring protection sub-instance is nor-
mal, cannot be used for service packet transmission. For
another ring protection sub-instance, the RPL link is a
normal link, and can be used for the service packet trans-
mission. Therefore, according to the service packet
transmission method provided in this embodiment of the
present invention, network bandwidth of the ERPS net-
work can be fully used.
[0063] For ease of description of a possible implemen-
tation of the preset rule in this embodiment, as shown in
FIG. 5, a packet encapsulated by using the 802.1 Q pro-
tocol is used as an example. This embodiment of the
present invention provides a packet structure of the serv-
ice packet, including the packet header of the service
packet and data of the service packet. The packet header
information of the service packet includes a destination
address (destination address), a source address (source
address), an 802.1Q tag, and a length/type
(Length/Type) of the service packet. The 802.1Q tag in-
cludes a TPID (Tag Protocol Identifier, tag protocol iden-

tifier), and tag control information (Tag Control Informa-
tion, TCI). The TCI further specifically includes a user
priority (User Priority), a canonical format indicator (Ca-
nonical Format Indicator, CFI), and a VLAN identifier
(VLAN ID).
[0064] The source address and the destination ad-
dress indicated in the foregoing are both MAC addresses.
For a specific structure of the packet, refer to the prior art.
[0065] In an implementation of the preset rule, the pre-
set rule includes a correspondence between a hash value
and the ring protection sub-instance.
[0066] The hash value is calculated based on the pack-
et header information of the service packet. For example,
the hash value is a hash value determined by performing
hash calculation based on all bytes or some bytes of the
source MAC address or the destination MAC address of
the service packet. For another example, the hash value
is a hash value determined by performing hash calcula-
tion based on all or some bytes of the destination MAC
address in the packet header information of the service
packet and the VLAN ID; or a hash value determined
based on all or some bytes of the source MAC address
and the VLAN identifier. For still another example, the
hash value is a hash value determined by performing
hash calculation based on all or some bytes of the VLAN
identifier and the priority field in the packet header infor-
mation.
[0067] When the hash value in the preset rule is ob-
tained by performing hash calculation based on the VLAN
identifier and the MAC address, step 201 "When receiv-
ing a service packet, the ordinary node device deter-
mines, according to a preset rule and based on packet
header information of the service packet, a ring protection
sub-instance corresponding to the service packet" spe-
cifically includes:
when receiving the service packet, calculating, by the
ordinary node device based on preset bytes of a virtual
local area network (VLAN) identifier and a Media Access
Control (MAC) address that are carried in the packet
header information, a hash value corresponding to the
service packet; and determining, based on the hash val-
ue and according to the preset rule, the ring protection
sub-instance corresponding to the service packet.
[0068] The MAC address is a source MAC address or
a destination MAC address.
[0069] In another implementation of the preset rule,
the preset rule includes a correspondence between a
value of a preset field of the service packet and the ring
protection sub-instance.
[0070] In this implementation, a correspondence be-
tween the preset field and the ring protection sub-in-
stance is manually specified and saved as the preset rule.
[0071] For example, the preset field includes a VLAN
identifier, and then the preset rule includes a correspond-
ence between the VLAN identifier and the ring protection
sub-instance. Specifically, the preset rule may be that,
for service packets whose VLAN identifiers are
VLAN100, VLAN200, and VLAN300, a corresponding
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ring protection sub-instance is a ring protection sub-in-
stance 1; or for service packets whose VLAN identifiers
are VLAN400 and VLAN500, a corresponding ring pro-
tection sub-instance is a ring protection sub-instance 2.
[0072] For another example, the preset field includes
a VLAN identifier and a MAC address, and then the preset
rule includes a correspondence between the three,
namely, the VLAN identifier, the MAC address, and the
ring protection sub-instance. Specifically, the preset rule
may be that, for a service packet whose VLAN identifier
is VLAN100 and whose MAC address has a last digit
being even, a corresponding ring protection sub-instance
is a ring protection sub-instance 1; for a service packet
whose VLAN identifier is VLAN100 and whose MAC ad-
dress has a last digit being odd, a corresponding ring
protection sub-instance is a ring protection sub-instance
2; or for a service packet whose VLAN identifier is
VLAN200 and whose MAC address has a last digit being
odd, a corresponding ring protection sub-instance is a
ring protection sub-instance 3.
[0073] For still another example, the preset field in-
cludes a priority field and a VLAN identifier field, and then
the preset rule includes a correspondence between the
three, namely, the priority field, the VLAN identifier field,
and the ring protection sub-instance. Specifically, the
preset rule may be that, when the VLAN identifier is
VLAN100 and a value of the priority field is 1, a corre-
sponding ring protection sub-instance is a ring protection
sub-instance 1; when the VLAN identifier is VLAN100
and a value of the priority field is 2, a corresponding ring
protection sub-instance is a ring protection sub-instance
2; when the VLAN identifier is VLAN200 and a value of
the priority field is 1, a corresponding ring protection sub-
instance is a ring protection sub-instance 1; or when the
VLAN identifier is VLAN200 and a value of the priority
field is 2, a corresponding ring protection sub-instance
is a ring protection sub-instance 2.
[0074] When the preset field includes the priority field
and the VLAN identifier field, correspondingly, step 201
"When receiving a service packet, the ordinary node de-
vice determines, according to a preset rule and based
on packet header information of the service packet, a
ring protection sub-instance corresponding to the service
packet" specifically includes: obtaining, by the ordinary
node device, values of the priority field and the VLAN
identifier field in the packet header information when re-
ceiving the service packet; and determining, based on
the values of the priority field and the VLAN identifier field
and according to the preset rule, the ring protection sub-
instance corresponding to the service packet.
[0075] It should be noted that, a first implementation
and a second implementation of the preset rule may be
applied to a process in which particular processing needs
to be performed on a service packet. For example, when
a service packet of a same type is transmitted in a ring
protection instance, service packets of different priorities
need to be forwarded by using different ring protection
sub-instances. Alternatively, when a receiving end is a

same destination MAC address, and relatively many
service packets are sent to the receiving end, service
packets for a same destination MAC address are for-
warded by using different ring protection sub-instances,
to scatter the service packets to different transmission
paths.
[0076] In a third implementation of this embodiment,
the preset rule includes a correspondence between a
service type and the ring protection sub-instance. In the
implementation, different ring protection sub-instances
are used for transmitting services of different types.
[0077] Generally, the packet header information of the
service packet includes a service type field, and the serv-
ice type field may be used for indicating a service type
of the service packet. For example, when a value of the
service type field is a first value, a corresponding service
packet type is a type 1; or when a value of the service
type field is a second value, a corresponding service
packet type is a type 2.
[0078] It should be noted that, different values of the
TPID in the 802.1Q tag can distinguish different service
types.
[0079] Corresponding to the third implementation of
the preset rule, correspondingly, the determining, by an
ordinary node device according to a preset rule and
based on packet header information of the service pack-
et, a ring protection sub-instance corresponding to the
service packet specifically includes: obtaining, by the or-
dinary node device, a service type field in the packet
header information of the service packet when receiving
the service packet; and determining, based on the serv-
ice type field and according to the preset rule, the ring
protection sub-instance corresponding to the service
packet.
[0080] The third implementation of the preset rule is
mainly applied to a process in which when service pack-
ets of a plurality of types are transmitted in a ring protec-
tion instance, the types of the service packets need to
be distinguished by using ring protection sub-instances.
[0081] An embodiment of the present invention further
provides a service packet transmission method that may
also be applied to the ERPS network shown in FIG. 2.
The method is performed by a protection node device
that includes at least one RPL port. A specific structure
of the protection node device may be the computer device
shown in FIG. 3. As shown in FIG. 6, the method includes
the following steps.
[0082] Step 301: When receiving a service packet, the
protection node device determines, according to a preset
rule and based on packet header information of the serv-
ice packet, a ring protection sub-instance corresponding
to the service packet.
[0083] For a specific implementation process of this
step, refer to a specific implementation process of per-
forming step 201 on an ordinary node device side.
[0084] Step 302: The protection node device deter-
mines whether an RPL port corresponding to the ring
protection sub-instance to which the service packet is
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corresponding is the same as a port used for receiving
the service packet.
[0085] When being applied to an ERPS ring, each node
device includes two ports. The two ports may be both
RPL ports, or only one port may be an RPL port, or the
two ports may be both non-RPL ports. If the port used
for receiving the service packet is an RPL port, and the
RPL port is different from the RPL port corresponding to
the determined ring protection sub-instance to which the
service packet is corresponding, it indicates that the RPL
port does not need to block the service packet; or the
port used for receiving the service packet is a non-RPL
port, namely, a common port, and then the following step
303 is performed. Otherwise, step 305 is performed.
[0086] It should be noted that, the node device may
further include another port, to interact with another de-
vice outside the ERPS ring.
[0087] Step 303: The protection node device deter-
mines, based on a preset correspondence between the
ring protection sub-instance and a forwarding path, the
forwarding path used for forwarding the service packet.
[0088] If the next-hop port indicated in the forwarding
path is another RPL port of the protection node device,
the protection node device still needs to perform step
302. If the next-hop port indicated in the forwarding path
is another protection node device, the another protection
node device performs step 301 to step 305 again. If the
next-hop port is an ordinary node device, the ordinary
node device performs the foregoing step 201 to step 203.
[0089] Step 304: The protection node device forwards
the service packet based on the forwarding path.
[0090] Step 305: The protection node device discards
the service packet.
[0091] According to the service packet transmission
method provided in this embodiment of the present in-
vention, compared with that an RPL port of a protection
node blocks all service packets in the prior art, in this
embodiment of the present invention, the protection node
device does not block all service packets, but can forward
the service packet when the RPL port corresponding to
the ring protection sub-instance to which the service
packet is corresponding is different from the port used
for receiving the service packet, that is, blocks only the
service packet when the RPL port corresponding to the
ring protection sub-instance to which the service packet
is corresponding is the same as the port used for receiv-
ing the service packet. In this way, RPL link bandwidth
can be fully used.
[0092] With reference to an ERPS network architec-
ture shown in FIG. 2, when the packet transmission meth-
od provided in this embodiment of the present invention
is applied, when a node A sends a service packet to a
node D, when a ring protection sub-instance correspond-
ing to the service packet is a ring protection sub-instance
1, because a node B is an RPL port corresponding to a
ring protection sub-instance 2 and does not block the
service packet of the ring protection sub-instance 1, the
service packet can arrive at the device D along a path

from A to B to C to D. Correspondingly, when a ring pro-
tection sub-instance corresponding to the service packet
is a ring protection sub-instance 2, because the node D
is an RPL port corresponding to a ring protection sub-
instance 1 and does not block the service packet of the
ring protection sub-instance 2, the service packet can
arrive at the device D along a path from A to F to E to D.
Therefore, the RPL link bandwidth can be fully used, so
that all links on a network may be used for service packet
transmission.
[0093] To more clearly describe an effect of the service
packet transmission method provided in this embodiment
of the present invention when the method is performed
by a protection node device, descriptions are provided
with reference to an application scenario of multicast dual
feed and selective receiving.
[0094] Before the application scenario of multicast dual
feed and selective receiving is described, a concept of
an ERPS semi-ring is first described. The ERPS semi-
ring means that interconnections between node devices
do not form a true ring network, but there is a "gap". For
example, the ERPS protocol is not enabled on a device.
However, in an application scenario of the ERPS semi-
ring, a link of the ERPS network is still connected. As
shown in FIG. 7, devices A, B, C, D, and E form an ERPS
ring network. However, the ERPS protocol is not enabled
on the device E, so that the devices A, B, C, and D form
a semi-ring.
[0095] Applied to the ERPS semi-ring, as shown in
FIG. 8, a video source server 401, a video source server
402, and a routing device 403 form an ERPS semi-ring.
[0096] For ease of description, in this embodiment of
the present invention, a port connecting the routing de-
vice 403 to the video source server 401 is described by
using a port A, and a port connecting the routing device
403 to the video source server 402 is described by using
a port B. In addition, the routing device 403 further in-
cludes a port C (located outside the ERPS semi-ring)
used for connecting user equipment (not shown in the
figure).
[0097] With reference to FIG. 8, the multicast dual feed
and selective receiving means that, after the routing de-
vice 403 receives a multicast joining request of a user,
for example, for playing a program 1 and a program 2 on
demand, the routing device 403 separately sends the
same joining request to the video source server 401 and
the video source server 402, to request video data of the
program 1 and the program 2. After that, the video source
server 401 forwards video streams of both programs to
the port A, and the video source server 402 forwards the
video streams of both programs to the port B. In this way,
on the routing device 403, each program has two video
streams, and therefore for each program, one video
stream needs to be selected, to be forwarded to the port
C on a user side.
[0098] In the prior art, in an application scenario in
which the multicast dual feed and selective receiving is
applied, if only the port B is used as an RPL port, the
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routing device needs to send an on-demand packet to
the video source servers 401 and 402 by using the port
A, and needs to ensure that the packet is not sent by
using the port B. The implementation process is relatively
complex, and has relatively large costs. In this case, the
video source servers 401 and 402 send an on-demand
packet to the routing device 403 by using the port B only
when the port A is disconnected, to receive the video
streams from the port B. This packet control implemen-
tation solution in the prior art is relatively complex, and
after a link on which the port A is located is disconnected,
the routing device 403 needs to send an on-demand
packet to the video source server 402 by using the port
B again. A delay is relatively long, and load cannot be
shared, wasting bandwidth of B.
[0099] When the service packet transmission method
provided in this embodiment of the present invention is
applied, the foregoing two ERPS semi-rings may be con-
figured as two ring protection sub-instances, and the
ports A and B of the routing device 403 are respectively
configured as RPL ports of the two ring protection sub-
instances. For ease of description, the two ring protection
sub-instances are respectively referred to as the ring pro-
tection sub-instance 1 and the ring protection sub-in-
stance 2. In addition, the RPL port corresponding to the
ring protection sub-instance 1 is the port A, and allows a
data stream of the program 1 to pass through; and the
RPL port corresponding to the ring protection sub-in-
stance 2 is the port B, and allows a data stream of the
program 2 to pass through. In this way, when the service
packet transmission method provided in this embodiment
of the present invention is applied, an unwanted video
stream is automatically blocked, and each program for-
wards only one data stream to the port C on the user side.
[0100] Switching performance of ERPS is at a millisec-
ond level. Therefore, if a problem occurs on the port A
or B, an RPL port of a ring protection sub-instance is
quickly switched from a Blocked state to a forwarding
state. In an entire process, nearly no packet of a video
stream is lost, there is no impact on program watching
by a user, multicast implementation on a device is basi-
cally not affected, and the implementation is convenient.
[0101] As shown in FIG. 9, an embodiment of the
present invention further provides a schematic structural
diagram of an ordinary node device 500, to perform the
service packet transmission method shown in FIG. 3. The
node device includes: a receiving unit 501, configured to
receive a service packet; a processing unit 502, config-
ured to: determine, according to a preset rule and based
on packet header information of the service packet re-
ceived by the receiving unit 501, a ring protection sub-
instance corresponding to the service packet; and deter-
mine, based on a preset correspondence between the
ring protection sub-instance and a forwarding path, the
forwarding path used for forwarding the service packet;
and a sending unit 503, configured to forward the service
packet based on the forwarding path determined by the
processing unit 502.

[0102] Optionally, the preset rule includes a corre-
spondence between a hash value and the ring protection
sub-instance. Correspondingly, the processing unit 502
is further configured to: calculate, based on preset bytes
of a virtual local area network VLAN identifier and a Media
Access Control (MAC) address that are carried in the
packet header information of the service packet received
by the receiving unit 501, a hash value corresponding to
the service packet, where the MAC address is a source
MAC address or a destination MAC address; and deter-
mine, based on the hash value and according to the pre-
set rule, the ring protection sub-instance corresponding
to the service packet.
[0103] Optionally, the preset rule includes a corre-
spondence between a value of a preset field of the service
packet and the ring protection sub-instance. The preset
field includes a priority field and a VLAN identifier field.
Correspondingly, the processing unit 502 is further con-
figured to: obtain values of the priority field and the VLAN
identifier field in the packet header information of the
service packet received by the receiving unit 501; and
determine, based on the values of the priority field and
the VLAN identifier field and according to the preset rule,
the ring protection sub-instance corresponding to the
service packet.
[0104] Optionally, the preset rule includes a corre-
spondence between a service type and the ring protec-
tion sub-instance. Correspondingly, the processing unit
502 is further configured to: obtain a service type field in
the packet header information of the service packet re-
ceived by the receiving unit 501, where the service type
field is used for indicating the service type of the service
packet; and determine, based on the service type field
and according to the preset rule, the ring protection sub-
instance corresponding to the service packet.
[0105] It should be noted that, all related content of the
steps in the foregoing method embodiment described by
using the ordinary node device as the execution body
may be cited in function descriptions of corresponding
functional modules. Details are not described herein
again.
[0106] After the foregoing solution is used, a single ring
protection instance is divided into a plurality of ring pro-
tection sub-instances. Therefore, in this embodiment of
the present invention, after receiving the service packet,
the ordinary node device needs to determine the ring
protection sub-instance corresponding to the service
packet, determine, based on the correspondence be-
tween the ring protection sub-instance and the forward-
ing path, the forwarding path corresponding to the ring
protection sub-instance, and forward the service packet
based on the forwarding path. In this way, for a ring pro-
tection sub-instance, an RPL link corresponding to the
ring protection sub-instance is a backup path, and when
the ring protection sub-instance is normal, cannot be
used for service packet transmission. For another ring
protection sub-instance, the RPL link is a normal link,
and can be used for the service packet transmission.
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Therefore, network bandwidth of the ERPS network can
be fully used.
[0107] In this embodiment, the ordinary node device
is presented in a form of a functional unit. The "unit" herein
may refer to an application-specific integrated circuit (ap-
plication-specific integrated circuit, ASIC), a circuit, a
processor and a memory that execute one or more soft-
ware or firmware programs, an integrated logical circuit,
and/or another device that can provide the foregoing
functions.
[0108] In a simple embodiment, a person skilled in the
art may figure out that the form shown in FIG. 3 may be
used for the ordinary node device. The receiving unit 501
and the sending unit 503 may be implemented by using
the communications interface 104 in FIG. 3. The process-
ing unit 502 may be implemented by using the processor
101 and the memory 103 in FIG. 3.
[0109] As shown in FIG. 10, an embodiment of the
present invention further provides a schematic structural
diagram of a protection node device 600, to perform the
service packet transmission method shown in FIG. 6. The
node device includes: a receiving unit 601, configured to
receive a service packet; a processing unit 602, config-
ured to: determine, according to a preset rule and based
on packet header information of the service packet, a
ring protection sub-instance corresponding to the service
packet; determine whether an RPL port corresponding
to the ring protection sub-instance to which the service
packet is corresponding is the same as a port used for
receiving the service packet; and when the RPL port cor-
responding to the ring protection sub-instance to which
the service packet is corresponding is different from the
port used for receiving the service packet, determine,
based on a preset correspondence between the ring pro-
tection sub-instance and a forwarding path, the forward-
ing path used for forwarding the service packet; and a
sending unit 603, configured to forward the service pack-
et based on the forwarding path determined by the
processing unit 602.
[0110] The processing unit 602 is further configured to
discard the service packet when the RPL port corre-
sponding to the ring protection sub-instance to which the
service packet is corresponding is the same as the port
used for receiving the service packet.
[0111] It should be noted that, all related content of the
steps in the foregoing method embodiment described by
using the protection node device as the execution body
may be cited in function descriptions of corresponding
functional modules. Details are not described herein
again.
[0112] After the foregoing solution is used, according
to the protection node device provided in this embodi-
ment of the present invention, compared with that an RPL
port of a protection node blocks all service packets in the
prior art, in this embodiment of the present invention, the
protection node device does not block all service packets,
but can forward the service packet when the RPL port
corresponding to the ring protection sub-instance to

which the service packet is corresponding is different
from the port used for receiving the service packet, that
is, blocks only the service packet when the RPL port cor-
responding to the ring protection sub-instance to which
the service packet is corresponding is the same as the
port used for receiving the service packet.
[0113] In this embodiment, the protection node device
is presented in a form of a functional unit. The "unit" herein
may refer to an application-specific integrated circuit (ap-
plication-specific integrated circuit, ASIC), a circuit, a
processor and a memory that execute one or more soft-
ware or firmware programs, an integrated logical circuit,
and/or another device that can provide the foregoing
functions.
[0114] In a simple embodiment, a person skilled in the
art may figure out that the form shown in FIG. 3 may be
used for the protection node device. The receiving unit
601 and the sending unit 603 may be implemented by
using the communications interface 104 in FIG. 3. The
processing unit 602 may be implemented by using the
processor 101 and the memory 103 in FIG. 3.
[0115] When the functions are implemented in the form
of a software functional unit and sold or used as an in-
dependent product, the functions may be stored in a com-
puter-readable storage medium. Based on such an un-
derstanding, the technical solutions of the present inven-
tion essentially, or the part contributing to the prior art,
or some of the technical solutions may be implemented
in a form of a software product. The computer software
product is stored in a storage medium, and includes sev-
eral instructions for instructing a computer device (which
may be a personal computer, a server, a network device,
or the like) to perform all or some of the steps of the
methods described in the embodiments of the present
invention. The foregoing storage medium includes: any
medium that can store program code, such as a USB
flash drive, a removable hard disk, a read-only memory
(Read-Only Memory, ROM), a random access memory
(Random Access Memory, RAM), a magnetic disk, or an
optical disc.
[0116] The foregoing descriptions are merely specific
implementations of the present invention, but are not in-
tended to limit the protection scope of the present inven-
tion. Any variation or replacement readily figured out by
a person skilled in the art within the technical scope dis-
closed in the present invention shall fall within the pro-
tection scope of the present invention.

Claims

1. A service packet transmission method, wherein the
method is applied to an Ethernet Ring Protection
Switching ERPS network, at least one ring protection
instance is configured for each ERPS ring on the
ERPS network, each ring protection instance com-
prises at least two ring protection sub-instances,
each ring protection sub-instance respectively cor-
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responds to one ring protection link RPL port, a sta-
tus of the RPL port is a blocked state, and the method
comprises:

when receiving a service packet, determining,
by an ordinary node device according to a preset
rule and based on packet header information of
the service packet, a ring protection sub-in-
stance corresponding to the service packet,
wherein the ordinary node device is a device
that does not comprise the RPL port;
determining, by the ordinary node device based
on a preset correspondence between the ring
protection sub-instance and a forwarding path,
the forwarding path used for forwarding the serv-
ice packet; and
forwarding, by the ordinary node device, the
service packet based on the forwarding path.

2. The method according to claim 1, wherein the preset
rule comprises a correspondence between a hash
value and the ring protection sub-instance.

3. The method according to claim 2, wherein the when
receiving a service packet, determining, by an ordi-
nary node device according to a preset rule and
based on packet header information of the service
packet, a ring protection sub-instance corresponding
to the service packet specifically comprises:

when receiving the service packet, calculating,
by the ordinary node device based on preset
bytes of a virtual local area network VLAN iden-
tifier and a Media Access Control MAC address
that are carried in the packet header information,
a hash value corresponding to the service pack-
et, wherein the MAC address is a source MAC
address or a destination MAC address; and
determining, by the ordinary node device based
on the hash value and according to the preset
rule, the ring protection sub-instance corre-
sponding to the service packet.

4. The method according to claim 1, wherein the preset
rule comprises a correspondence between a value
of a preset field of the service packet and the ring
protection sub-instance.

5. The method according to claim 4, wherein the preset
field comprises a priority field and a VLAN identifier
field; and
the when receiving a service packet, determining,
by an ordinary node device according to a preset
rule and based on packet header information of the
service packet, a ring protection sub-instance corre-
sponding to the service packet specifically compris-
es:

obtaining, by the ordinary node device, values
of the priority field and the VLAN identifier field
in the packet header information when receiving
the service packet; and
determining, by the ordinary node device based
on the values of the priority field and the VLAN
identifier field and according to the preset rule,
the ring protection sub-instance corresponding
to the service packet.

6. The method according to claim 1, wherein the preset
rule comprises a correspondence between a service
type and the ring protection sub-instance.

7. The method according to claim 6, wherein the when
receiving a service packet, determining, by an ordi-
nary node device according to a preset rule and
based on packet header information of the service
packet, a ring protection sub-instance corresponding
to the service packet specifically comprises:

obtaining, by the ordinary node device, a service
type field in the packet header information of the
service packet when receiving the service pack-
et, wherein the service type field is used for in-
dicating the service type of the service packet;
and
determining, by the ordinary node device based
on the service type field and according to the
preset rule, the ring protection sub-instance cor-
responding to the service packet.

8. A service packet transmission method, wherein the
method is applied to an Ethernet Ring Protection
Switching ERPS network, at least one ring protection
instance is configured for each ERPS ring on the
ERPS network, each ring protection instance com-
prises at least two ring protection sub-instances,
each ring protection sub-instance respectively cor-
responds to one ring protection link RPL port, a sta-
tus of the RPL port is a blocked state, and the method
comprises:

when receiving a service packet, determining,
by a protection node device according to a pre-
set rule and based on packet header information
of the service packet, a ring protection sub-in-
stance corresponding to the service packet,
wherein the protection node device is a device
that comprises at least one RPL port;
determining, by the protection node device,
whether an RPL port corresponding to the ring
protection sub-instance to which the service
packet is corresponding is the same as a port
used for receiving the service packet;
if the RPL port corresponding to the ring protec-
tion sub-instance to which the service packet is
corresponding is different from the port used for
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receiving the service packet, determining, by the
protection node device based on a preset cor-
respondence between the ring protection sub-
instance and a forwarding path, the forwarding
path used for forwarding the service packet; and
forwarding, by the protection node device, the
service packet based on the forwarding path.

9. The method according to claim 8, wherein the meth-
od further comprises:
discarding, by the protection node device, the serv-
ice packet if the RPL port corresponding to the ring
protection sub-instance to which the service packet
is corresponding is the same as the port used for
receiving the service packet.

10. Anode device, wherein the node device is applied to
an Ethernet Ring Protection Switching ERPS net-
work, at least one ring protection instance is config-
ured for each ERPS ring on the ERPS network, each
ring protection instance comprises at least two ring
protection sub-instances, each ring protection sub-
instance respectively corresponds to one ring pro-
tection link RPL port, a status of the RPL port is a
blocked state, and as an ordinary node device not
comprising the RPL port, the node device comprises:

a receiving unit, configured to receive a service
packet;
a processing unit, configured to: determine, ac-
cording to a preset rule and based on packet
header information of the service packet re-
ceived by the receiving unit, a ring protection
sub-instance corresponding to the service pack-
et; and determine, based on a preset corre-
spondence between the ring protection sub-in-
stance and a forwarding path, the forwarding
path used for forwarding the service packet; and
a sending unit, configured to forward the service
packet based on the forwarding path determined
by the processing unit.

11. The node device according to claim 10, wherein the
preset rule comprises a correspondence between a
hash value and the ring protection sub-instance.

12. The node device according to claim 11, wherein
the processing unit is further configured to: calculate,
based on preset bytes of a virtual local area network
VLAN identifier and a Media Access Control MAC
address that are carried in the packet header infor-
mation of the service packet received by the receiv-
ing unit, a hash value corresponding to the service
packet, wherein the MAC address is a source MAC
address or a destination MAC address; and
determine, based on the hash value and according
to the preset rule, the ring protection sub-instance
corresponding to the service packet.

13. The node device according to claim 10, wherein the
preset rule comprises a correspondence between a
value of a preset field of the service packet and the
ring protection sub-instance.

14. The node device according to claim 13, wherein the
preset field comprises a priority field and a VLAN
identifier field; and
the processing unit is further configured to: obtain
values of the priority field and the VLAN identifier
field in the packet header information of the service
packet received by the receiving unit; and
determine, based on the values of the priority field
and the VLAN identifier field and according to the
preset rule, the ring protection sub-instance corre-
sponding to the service packet.

15. The node device according to claim 10, wherein the
preset rule comprises a correspondence between a
service type and the ring protection sub-instance.

16. The node device according to claim 15, wherein
the processing unit is further configured to: obtain a
service type field in the packet header information
of the service packet received by the receiving unit,
wherein the service type field is used for indicating
the service type of the service packet; and
determine, based on the service type field and ac-
cording to the preset rule, the ring protection sub-
instance corresponding to the service packet.

17. Anode device, wherein the node device is applied to
an Ethernet Ring Protection Switching ERPS net-
work, at least one ring protection instance is config-
ured for each ERPS ring on the ERPS network, each
ring protection instance comprises at least two ring
protection sub-instances, each ring protection sub-
instance respectively corresponds to one ring pro-
tection link RPL port, a status of the RPL port is a
blocked state, and as a device comprising at least
one RPL port, the node device comprises:

a receiving unit, configured to receive a service
packet;
a processing unit, configured to: determine, ac-
cording to a preset rule and based on packet
header information of the service packet, a ring
protection sub-instance corresponding to the
service packet; determine whether an RPL port
corresponding to the ring protection sub-in-
stance to which the service packet is corre-
sponding is the same as a port used for receiving
the service packet; and when the RPL port cor-
responding to the ring protection sub-instance
to which the service packet is corresponding is
different from the port used for receiving the
service packet, determine, based on a preset
correspondence between the ring protection
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sub-instance and a forwarding path, the for-
warding path used for forwarding the service
packet; and
a sending unit, configured to forward the service
packet based on the forwarding path determined
by the processing unit.

18. The node device according to claim 17, wherein
the processing unit is further configured to discard
the service packet when the RPL port corresponding
to the ring protection sub-instance to which the serv-
ice packet is corresponding is the same as the port
used for receiving the service packet.

19. A node device, comprising a memory, a processor,
a transceiver, and a bus, wherein the memory, the
processor, and the transceiver are connected to
each other by using the bus, the memory stores pro-
gram code, and the processor is configured to per-
form the method according to any one of claims 1 to
7 based on the program code.

20. A node device, comprising a memory, a processor,
a transceiver, and a bus, wherein the memory, the
processor, and the transceiver are connected to
each other by using the bus, the memory stores pro-
gram code, and the processor is configured to per-
form the method according to claim 8 or 9 based on
the program code.
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