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(54) METHOD AND APPARATUS FOR SELECTING AN ACCESS AND MOBILITY MANAGEMENT 
FUNCTION IN A MOBILE COMMUNICATION SYSTEM

(57) The present disclosure relates to a communica-
tion technique of fusing a 5G communication system for
supporting higher data transmission rate beyond a 4G
system with an IoT technology and a system thereof. The
present disclosure may be used for an intelligent service
(for example, smart home, smart building, smart city,
smart car or connected car, health care, digital education,
retail business, security and safety related service, or the
like) based on the 5G communication technology and the
IoT related technology The present disclosure provides
a method for appropriately finding a network node pro-
viding services that user equipment (UE) wants in a 5G
mobile communication system when a user initially ac-
cesses a G network. To this end, we propose a method
for managing network deployment information and a
method for transmitting an initial access request mes-
sage with a detailed proposal technology. In addition,
even when the service provided to the user equipment
is modified after the initial access, a network node pro-
viding the corresponding service may be found in a sim-
ilar manner.
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Description

[Technical Field]

[0001] The present disclosure relates generally to an
apparatus and method for selecting an access and mo-
bility management function (AMF).

[Background Art]

[0002] To meet an increasing demand for radio data
traffic, efforts have been made to develop an improved
5th Generation (5G) communication system or a pre-5G
communication system. The 5G communication system
or the pre-5G communication system may be referred to
as a beyond 4G network communication system or a post
LTE system.
[0003] To achieve a high data transmission rate, the
5G communication system is considered to be imple-
mented in a very high frequency (mmWave) band (e.g.,
60 GHz band).
[0004] To relieve path loss of a radio wave and in-
crease a transfer distance of the radio wave in the very
high frequency band, in the 5G communication system,
beamforming, massive multiple input, multiple output
(mMIMO), full dimensional MIMO (FD-MIMO), array an-
tennas, analog beam-forming, and large scale antenna
technologies have been discussed.
[0005] Further, to improve a network of the 5G com-
munication system, technologies such as an evolved
small cell, an advanced small cell, a cloud radio access
network (cloud RAN), an ultra-dense network, a device
to device communication (D2D), a wireless backhaul, a
moving network, cooperative communication, coordinat-
ed multi-points (CoMPs), and reception interference can-
cellation have been developed.
[0006] In addition, in the 5G system, hybrid frequency
shift keying (FSK) and quadrature amplitude modulation
(QAM) (FQAM) and sliding window superposition coding
(SWSC), which are advanced coding modulation (ACM)
schemes, and a filter bank multi carrier (FBMC), a non-
orthogonal multiple access (NOMA), and a sparse code
multiple access (SCMA), which are advanced access
technologies, etc., have been developed.
[0007] Additionally, the Internet has evolved from a hu-
man-centered connection network through which a hu-
man being generates and consumes information to an
Internet of things (IoT) network that transmits/receives
information between distributed components, i.e., things,
and processes the information.
[0008] Internet of everything (IoE) technology in which
the big data processing technology, etc., is combined
with the IoT technology by connection with a cloud server,
etc., has also emerged.
[0009] To implement the IoT, technology elements,
such as a sensing technology, wired and wireless com-
munication and network infrastructure, a service inter-
face technology, and a security technology, have been

required. Recently, technologies such as a sensor net-
work, machine to machine (M2M), and machine type
communication (MTC) for connecting between things
have been researched.
[0010] In an IoT environment, an intelligent Internet
technology (IT) service that creates a new value in human
life by collecting and analyzing data generated in the con-
nected things may be provided. The IoT may apply for
fields, such as a smart home, a smart building, a smart
city, a smart car or a connected car, a smart grid, health
care, smart appliances, and an advanced healthcare
service, by fusing and combining existing IT with various
industries.
[0011] Therefore, various attempts have been made
to apply the 5G communication system to the IoT net-
work. For example, 5G communication technologies,
such as the sensor network, M2M, and MTC, have been
implemented by different techniques, such as beamform-
ing, MIMO, and an array antenna.
[0012] The application of a cloud RAN as the big data
processing technology described above may also be
considered as an example of the fusing of 5G communi-
cation technology with IoT technology.
[0013] With the development of 5G communication
technology, a method is required for providing an efficient
service in the 5G mobile communication environment by
allowing a user to quickly find network providing services
that are desired by the user equipment, when the user
equipment initially accesses the 5G network.

[Disclosure of Invention]

[Technical Problem]

[0014] Accordingly, the present disclosure is made to
address at least the problems and/or disadvantages de-
scribed above and to provide at least the advantages
described below.
[0015] An aspect of the present disclosure is to provide
a method and an apparatus for finding a network node
providing services desired by a user equipment (UE) in
a 5G mobile communication system, when the UE initially
accesses a 5G network. To this end, we propose a meth-
od for managing network deployment information and a
method for transmitting an initial access request mes-
sage with a detailed proposal technology.
[0016] In addition, even when the service provided to
the user equipment is modified after the initial access, a
network node providing the corresponding service may
be found in a similar manner.
[0017] Embodiments of the present disclosure are di-
rected to the provision of a method for separately man-
aging a mobility restriction area for each network slice
used by a terminal, in allocating and managing the mo-
bility restriction area for a service control according to
mobility of the terminal. A mobile communication service
provider may configure different network slices for each
service provided to the terminal, and may provide differ-
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ent restriction areas for each network slice. In addition,
an operation of requesting, by the terminal, a data service
in consideration of the mobility restriction areas allocated
to each network slice or considering the mobility restric-
tion area when a session for the corresponding network
slice is established in the terminal in a core network of
the 5G system is proposed. In addition, an operation of
locating a network slice capable of establishing a session
at a current location of the terminal based on the mobility
restriction area and establishing the session when the
terminal is using multiple network slices is proposed.
[0018] Embodiments of the present disclosure are di-
rected to the provision of a method for selecting an ap-
propriate AMF to solve problems of making routing of
NAS signaling unnecessarily complicated when a selec-
tion of the AMF is wrong according a relationship between
a PLMN serving N3IWF in a non-3gpp access and a
PLMN that a terminal accesses in a 3gpp access, as a
method for effectively selecting an AMF for an access
accessing a 5G network later when the terminal access
to the 5G network through another access in a case in
which the UE capable of the non-3gpp access and the
3gpp access accesses the 5G network through one ac-
cess.
[0019] In addition, according to the existing LTE net-
work configuration, since the base station selects an
MME using GUMMEI as routing information which is an
ID of the MME allocating GUTI to a terminal while the
base station selects the MME and the MME allocating
the GUTI should continuously have context information
of the corresponding terminal for the selection, the se-
lection of the MME increases stickiness or persistence
with information of UE such that the problem in which it
is difficult to manage a network such as network update
in the MME or the like. Therefore, the present disclosure
introduces a method for reducing the stickiness or per-
sistence with the information of the UE.
[0020] Objects of the present disclosure are not limited
to the above-mentioned objects. That is, other objects
that are not mentioned may be obviously understood by
those skilled in the art to which the present disclosure
pertains from the following description.

[Solution to Problem]

[0021] In accordance with an aspect of the present dis-
closure, a method is provided for a base station in a wire-
less communication system. The method includes re-
ceiving, from a terminal, a message including at least
one of first information for identifying an access and mo-
bility management function (AMF), and second informa-
tion for identifying a service type requested by the termi-
nal; selecting an AMF set based on the at least one of
the first information and the second information; and se-
lecting an AMF from the selected AMF set.
[0022] In one embodiment, the selecting of the AMF
comprises selecting the AMF from the selected AMF set
based on at least one of an availability of the AMF and

a load balancing across AMFs in the AMF set.
[0023] In one embodiment, the first information com-
prises an AMF set identifier, and an AMF identifier.
[0024] In one embodiment, the base station comprises
a radio access network and a non-3GPP inter-working
function (N3IWF).
[0025] In one embodiment, the method further com-
prises transmitting, to the terminal, third information for
identifying the selected AMF.
[0026] In accordance with another aspect of the
present disclosure, a method is provided for a terminal
in a wireless communication system. The method in-
cludes transmitting, to a first base station, a first message
including at least one of first information for identifying
an access and mobility management function (AMF), and
second information for identifying a service type request-
ed by the terminal; and receiving, from the AMF, a second
message in response to the first message, wherein the
AMF is selected from an AMF set, and the AMF set is
selected based on the at least one of the first information
and the second information.
[0027] In one embodiment, the AMF is selected from
the AMF set based on at least one of an availability of
the AMF and a load balancing across AMFs in the AMF
set.
[0028] In one embodiment, the first information com-
prises an AMF set identifier, and an AMF identifier.
[0029] In one embodiment, the first base station com-
prises a radio access network and a non-3 GPP inter-
working function (N3IWF).
[0030] In one embodiment, the method further com-
prises receiving, from the first base station, third infor-
mation for identifying the selected AMF; determining
whether a first public land mobile network (PLMN) for a
first access network including the first base station is
same as a second PLMN for a second access network
including a second base station; and transmitting, if the
first PLMN is same as the second PLMN, a second mes-
sage comprising the third information for identifying the
selected AMF to the second base station.
[0031] In accordance with another aspect of the
present disclosure, a base station is provided, which in-
cludes a transceiver; and a controller configured to: re-
ceive, from a terminal, a message including at least one
of first information for identifying an access and mobility
management function (AMF), and second information for
identifying a service type requested by the terminal, se-
lect an AMF set based on the at least one of the first
information and the second information, and select an
AMF from the selected AMF set.
[0032] In accordance with another aspect of the
present disclosure, a terminal is provided, which includes
a transceiver; and a controller coupled configured to:
transmit, to a first base station, a first message including
at least one of first information for identifying an access
and mobility management function (AMF), and second
information for identifying a service type requested by
the terminal, and receive, from the AMF, a second mes-
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sage in response to the first message, wherein the AMF
is selected from an AMF set, and the AMF set is selected
based on the at least one of the first information and the
second information.

[Advantageous Effects of Invention]

[0033] According to an embodiment of the present dis-
closure, a method for managing and using network de-
ployment information in a wireless communication sys-
tem is specified. In addition, the method for locating a
network node providing a service that the UE wants
based on the network deployment information is speci-
fied. Thus, the efficient service can be provided in the 5G
mobile communication environment.
[0034] According to an embodiment of the present dis-
closure, the mobile communication service provider can
provide a specific service to the terminal by allocating
different mobility restriction areas to each network slice.
According to an embodiment of the present disclosure,
the terminal can control the session connection by de-
termining the network slice capable of transmitting/re-
ceiving data based on the mobility restriction area by es-
tablishing the session at the current location among the
plurality of network slices used by the terminal. According
to an embodiment of the present disclosure, the 5G core
network can be operated by determining the network
slice capable of transmitting/receiving data based on the
mobility restriction area by allowing the terminal to es-
tablish the session at the current location based on the
operation according to the service request transmitted
by the terminal.
[0035] According to an embodiment of the present dis-
closure, the terminal can select the same AMF or different
AMF for the 3GPP and the non-3GPP access as needs
to perform the routing of the NAS message and the data
transmission through the efficient path.
[0036] According to an embodiment of the present dis-
closure, as the stickiness or persistence of the UE is re-
moved in the course of selecting the AMF, it is possible
to facilitate the network management such as the virtu-
alization of the AMF related network and the reduc-
tion/expansion of the AMF equipment.

[Brief Description of Drawings]

[0037] The above and other aspects, features, and ad-
vantages of certain embodiments of the present disclo-
sure will be more apparent from the following detailed
description taken in conjunction with the accompanying
drawings, in which:

FIG. 1 illustrates a system including a terminal, a
RAN, and a core network (CN) node, according to
an embodiment of the present disclosure;
FIG. 2 illustrates a CN node obtaining information,
according to an embodiment of the present disclo-
sure;

FIG. 3 illustrates an information exchange between
common core network functions (CCNFs), according
to an embodiment of the present disclosure;
FIG. 4 illustrates a method for CCNFs to register
information in a central server, according to an em-
bodiment of the present disclosure;
FIG. 5 illustrates a method for rerouting a message
transmitted by a terminal through a RAN, according
to an embodiment of the present disclosure;
FIG. 6 illustrates a method for rerouting a message
transmitted by a terminal to a CCNF and transmitting
a response to a RAN, according to an embodiment
of the present disclosure;
FIG. 7 illustrates a method for rerouting a message
transmitted by a terminal to a CCNF and transmitting
a response to an original CCNF, according to an em-
bodiment of the present disclosure;
FIG. 8 is a signal flow diagram illustrating a method
of rerouting a terminal initial access request mes-
sage according to an embodiment of the present dis-
closure;
FIG. 9 is a signal flow diagram illustrating a method
of a core network node information registration, a
selection, and a discovery, according to an embod-
iment of the present disclosure;
FIG. 10 is a signal flow diagram illustrating a method
of rerouting a non-access stratum (NAS) message
according to an embodiment of the present disclo-
sure;
FIG. 11 illustrates a cellular network structure using
a common AMF, wherein a public land mobile net-
work (PLMN) of a 3rd Generation Partnership Project
(3GPP) access and a PLMN of a non-3GPP inter-
working function (N3IWF) are the same, when a ter-
minal is connected through a 3GPP access and a
non-3GPP access, according to an embodiment of
the present disclosure;
FIG. 12 illustrates a cellular network structure using
different AMFs, wherein a PLMN of a 3GPP access
and a PLMN of N3IWF are different, when a terminal
is connected through a 3GPP access and a non-
3GPP access, according to an embodiment of the
present disclosure;
FIG. 13 is a signal flow diagram illustrating a method
of selecting an AMF, when a terminal connected to
a 3GPP access accesses a 5G network through a
non-3GPP access, according to an embodiment of
the present disclosure;
FIG. 14 is a signal flow diagram illustrating a method
of selecting an AMF, when a terminal connected to
a 3GPP access accesses a 5G network through a
non-3GPP access, according to an embodiment of
the present disclosure;
FIG. 15 is a signal flow diagram illustrating a method
of selecting an AMF, when a terminal connected to
a non-3GPP access accesses a 5G network through
a 3GPP access, according to an embodiment of the
present disclosure;
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FIG. 16 is a signal flow diagram illustrating a method
of selecting an AMF, when a terminal connected to
a non-3GPP access accesses a 5G network through
a 3GPP access, according to an embodiment of the
present disclosure;
FIG. 17 illustrates a network structure between a
RAN node and AMFs, according to an embodiment
of the present disclosure;
FIG. 18 is a signal flow diagram illustrating a method
of selecting, by a RAN node, an appropriate AMF,
when a terminal transmits an initial NAS message,
according to an embodiment of the present disclo-
sure;
FIG. 19 is a signal flow diagram illustrating a method
of selecting, by a session management function
(SMF), an AMF to transmit paging to a terminal in
an IDLE mode, according to an embodiment of the
present disclosure;
FIG. 20 illustrates a terminal according to an embod-
iment of the present disclosure;
FIG. 21 illustrates a base station according to an
embodiment of the present disclosure; and
FIG. 22 illustrates an AMF according to an embodi-
ment of the present disclosure.

[Mode for the Invention]

[0038] Hereinafter, various embodiments of the
present disclosure will be described in detail with refer-
ence to the accompanying drawings. However, the
present disclosure is not limited to the embodiments dis-
closed herein but may be implemented in various forms.
[0039] Like reference numerals may denote like ele-
ments in the accompanying drawings. Further, detailed
descriptions related to well-known functions or configu-
rations will be omitted to avoid obscuring the subject mat-
ter of the present disclosure.
[0040] In describing embodiments of the present dis-
closure, an advanced evolved universal terrestrial radio
access (E-UTRA) (or referred to as long term evolution-
Advanced (LTE-A)) system supporting carrier aggrega-
tion (CA) will be mainly described. However, the present
disclosure may be applied to other communication sys-
tems having similar technical backgrounds and channel
forms without departing from the scope of the present
disclosure, which may be determined by those skilled in
the art to which the present disclosure pertains. For ex-
ample, the present disclosure may also be applied to a
multicarrier high speed packet access (HSPA) system
supplying carrier aggregation.
[0041] In describing the exemplary embodiments of
the present disclosure in the present specification, a de-
scription of technical contents which are well known to
the art to which the present disclosure belongs and are
not directly connected with the present disclosure will be
omitted. This is to more clearly transfer a gist of the
present disclosure by omitting an unnecessary descrip-
tion.

[0042] Some components may be exaggerated, omit-
ted, or schematically illustrated in the accompanying
drawings. Further, the size of each component does not
exactly reflect its real size. In each drawing, the same or
corresponding components are denoted by the same ref-
erence numerals.
[0043] Various advantages and features of the present
disclosure and methods accomplishing the same will be-
come apparent from the following detailed description of
embodiments with reference to the accompanying draw-
ings. However, the present disclosure is not limited to
the embodiments disclosed herein but will be implement-
ed in various forms. The embodiments have made dis-
closure of the present disclosure complete and are pro-
vided so that those skilled in the art can easily understand
the scope of the present disclosure. Therefore, the
present disclosure will be defined by the scope of the
appended claims. Like reference numerals throughout
the description denote like elements.
[0044] Each block or signal of the flow charts and com-
binations of the flow charts may be performed by com-
puter program instructions. Because these computer
program instructions may be mounted in processors for
a general computer, a special computer, or other pro-
grammable data processing apparatuses, these instruc-
tions executed by the processors for the computer or the
other programmable data processing apparatuses cre-
ate devices performing the functions described in the flow
charts.
[0045] Because computer program instructions may
also be stored in a computer usable or computer readable
memory of a computer or other programmable data
processing apparatuses in order to implement the func-
tions in a specific scheme, the computer program instruc-
tions stored in the computer usable or computer readable
memory may also produce manufacturing articles includ-
ing instructions for performing the functions described in
the flow charts.
[0046] Because the computer program instructions
may also be mounted on the computer or the other pro-
grammable data processing apparatuses, instructions
performing a series of operation steps on the computer
or the other programmable data processing apparatuses
to create processes executed by the computer to thereby
execute the computer or the other programmable data
processing apparatuses may also provide steps for per-
forming the functions described in the flow charts.
[0047] In addition, each block may indicate some of
modules, segments, or codes including one or more ex-
ecutable instructions for executing a specific logical func-
tion(s). Further, functions mentioned in the blocks occur
regardless of a sequence in some alternative embodi-
ments. For example, two blocks that are contiguously
illustrated may be simultaneously performed in fact or be
performed in a reverse sequence depending on corre-
sponding functions.
[0048] Herein, the term "unit" indicates software or
hardware components, such as a field-programmable
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gate array (FPGA) and an application-specific integrated
circuit (ASIC). However, the meaning of the "unit" is not
limited to software or hardware. For example, a "unit"
may be configured to be in a storage medium that may
be addressed and may also be configured to be repro-
duced one or more processor. Accordingly, a "unit" may
include components such as software components, ob-
ject oriented software components, class components,
and task components and processors, functions, at-
tributes, procedures, subroutines, segments of program
code, drivers, firmware, microcode, circuit, data, data-
base, data structures, tables, arrays, and variables. The
functions provided in the components and the "units" may
be combined with a smaller number of components, and
the "units" or may be further separated into additional
components and "units". In addition, the components and
the "units" may also be implemented to reproduce one
or more central processing units (CPUs) within a device
or a security multimedia card.

<First Embodiment>

[0049] In describing a first embodiment, a slice, a serv-
ice, a network slice, a network service, an application
slice, an application service, and the like may be used in
combination.
[0050] FIG. 1 illustrates a mobile communication net-
work and an initial access structure of user equipment.
a RAN 102 corresponding to a first node of a wireless
section may have a connection with a node of a CN 105,
regardless of whether a terminal (or UE) 101 is connected
or not. Referring to FIG. 1 as an example, the RAN 102
is connected to a common core network function (s) (CC-
NF) 1 and a CCNF2, respectively. The CCNF is a repre-
sentative network function of a core network (CN) con-
nected to the RAN, and may be one network function or
a set of several network functions. If the terminal 101
requests an initial access to a mobile communication net-
work (e.g., an initial attach request or an initial access
request), the RAN 102 receiving the corresponding re-
quest transmits the corresponding message to the ap-
propriate CCNF. Referring to FIG. 1 as an example, the
RAN 102 receiving an initial access request message
from the terminal 101 transmits the corresponding mes-
sage to the CCNF1, and a connection between the UE
101 and the CCNF1 is setup by an authorization proce-
dure. A detailed procedure will be described with refer-
ence to FIG. 8.
[0051] The CCNF receiving the initial access request
message of the terminal 101 identifies whether the cor-
responding CCNF can provide a service that the UE
wants. For this purpose, three information is used, which
is illustrated in FIG. 2. The CCNF identifies and verifies
whether the corresponding CCNF is a node capable of
providing a service that the terminal wants based on UE
request information included in the initial access request
message of the terminal 101, UE subscription information
stored in a database 210 of the mobile communication

network, and policy (e.g., local policy, or operator policy,
or PLMN policy) information of a mobile communication
network operator. The provider policy information may
be stored and used by the CCNF, or may be received
from another network function (e.g., a policy control func-
tion 212) that stores a user policy. The UE request infor-
mation may include a network slice (service) type that a
user wants, an application slice (service) type, a service
provider providing a slice (service), priority of each slice
(service), and location information of a user. If there are
several services that a user wants, the UE request infor-
mation may include one value representing the services.
This representative value may be stored in the terminal
101, the RAN 102, and the core network 105, so that the
RAN 102 and the core network 105 may interpret which
services the one value transmitted by the terminal 101
corresponds to. This one value may be preconfigured in
the terminal 101, or the terminal 101 may receive and
use the corresponding information after connecting to
the network. At this time, the user request information
may be information that is explicitly input by the user (e.g.,
a service that a user wants) and may be automatically
included according to a protocol design (e.g., tracking
area, cell id information, etc., indicating location informa-
tion of a user). The UE subscription information includes
at least one of a network slice (service) type that may be
used by the terminal 101, an application slice (service)
type that the terminal 101 may use, a slice (service) pro-
vider providing a service, a slice (service) type that the
terminal 101 uses, an area (region) where each slice
(service) type may be provided, an area (region) where
each slice (service) type should not be provided, and
priority of each slice (service). Based on these types of
information, the CCNF determines a final service to be
provided to the terminal 101. The final slice (service) to
be provided to the terminal 101 confirmed by the network
may be the same as or different from the terminal request
slice (service) included in the initial access request mes-
sage transmitted by the terminal 101.
[0052] When the CCNF receiving the initial access re-
quest message verifies that it is an appropriate node for
providing the service to the terminal 101, CCNF transmits
an initial access request acknowledgment (e.g., an initial
attach response or an initial access response) message
to the terminal 101. The initial access request acknowl-
edgment message may include information indicating the
final service information confirmed by the network to be
provided to the terminal 101. The terminal 101 receiving
the corresponding message identifies that the network
access request of the terminal 101 is processed well and
identifies what service is available in the future. If the
CCNF is not appropriate, it should find another suitable
CCNF that is capable of providing a service to the termi-
nal 101. There are two methods for finding other CCNFs,
and FIGS. 3 and 4 illustrate each method.
[0053] In order for the CCNF to find other CCNFs, the
CCNF should know what services other CCNFs provide.
FIG. 3 illustrates a method in which several CCNFs that
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exist in a network, and illustrates a method for knowing
function information provided by each CCNF by allowing
each CCNF to directly exchange information with each
other. In this case, the connection between the respective
CCNFs may be a direct connection or an indirect con-
nection via another network function. If a function that a
specific CCNF provides is changed, the change should
be informed to the other CCNFs. For example, if the
CCNF2 provides services 1 and 2 and then additionally
provides service 3, this information should be informed
to each of neighboring CCNF1, CCNF3, and CCNF4 that
are connected to the CCNF2. The CCNFs receiving the
corresponding information update the neighboring CCNF
information that they manage. To inform the information,
a method for transmitting a message and an event-sub-
scription method are provided. For example, if the
CCNF1 receiving the initial access message of the user
terminal determines that it is not able to support the final
service to be provided to the terminal 101, based on the
verification of FIG. 2, the CCNF1 may determine that the
CCNF2 can support the corresponding final service
based on other CCNF information that the CCNF1 man-
ages.
[0054] On the other hand, FIG. 4 illustrates a method
for registering each provision function to a central server,
not a method in which each CCNF directly exchanges
information. For example, the CCNF1, CCNF2, CCNF3,
and CCNF4 each register their provision functions to the
central server (i.e., a network function repository (NRF)
450). With this method, the CCNFs do not need to know
the functions of the neighboring CCNFs. Accordingly,
when the CCNF1 receives the initial access message of
the user terminal 101 and determines that it is not capable
of supporting the final service to be provided to the ter-
minal 101, through the verification process of FIG. 2, it
asks the NRF 450 for a CCNF suitable to support the
corresponding final service. Based on the information of
the registered CCNF, the NRF 450 determines that
CCNF2 is a suitable node and provides the CCNF1 with
the information of the CCNF2.
[0055] Through the process so far, the appropriate CC-
NF capable of providing the final service is found, and
the CCNF1 should transmit the initial access request
message received from the terminal to CCNF2. There
are three possible transmission methods, and each
method is illustrated in FIGS. 5, 6, and 7.
[0056] FIG. 5 illustrates a method for transmitting a re-
quest message of the terminal 101 from the CCNF1 to
the CCNF2 through the RAN 102. The CCNF1 sends a
redirection request message 530 to the RAN 102. The
redirection request message includes the information of
the CCNF2 and may include an initial request message
(e.g., an initial attach request) received from the terminal
101. The RAN 102 receiving the corresponding redirec-
tion message 530 transmits the initial request message
of the terminal to the CCNF2 using the CCNF2 informa-
tion. The CCNF2 receiving the corresponding message
processes the received message and transmits a re-

sponse message (e.g., an initial attach response) 540 to
the terminal 101.
[0057] FIG. 6 illustrates a method for directly transmit-
ting a redirection request message from the CCNF1 to
the CCNF2. The CCNF1 transmits the redirection re-
quest message 630 to the CCNF2. The redirection mes-
sage may include terminating point information (e.g., an
NG2 signaling Id) of the RAN 102 connected to the ter-
minal 101, and the initial request message received from
the terminal 101. The CCNF2 receiving the correspond-
ing message processes the message, and transmits a
response message 640 to the terminal 101 at the corre-
sponding point using the terminating point information of
the RAN 102.
[0058] Similar to FIG. 6, FIG. 7 illustrates a method for
directly transmitting a message from the CCNF1 to the
CCNF2. The difference from FIG. 6 is that when the
CCNF2 transmits the response message 740, it transmits
the response message 740 via the CCNF1. The redirec-
tion request message 730 transmitted from the CCNF1
to the CCNF2 may include the initial request message
received from the terminal 101. The CCNF2 receiving
the corresponding message processes the message and
transmits the response message 740 to the CCNF1. At
this time, the CCNF2 may include the terminating point
information to be communicated with the RAN 102 in the
future. The CCNF1 receiving the response message 740
transmits the corresponding message to the RAN 102.
The CCNF2 may transmit the terminating point informa-
tion 750 to communicate with the RAN 102 in the future.
The RAN 102 transmits the response message 740 to
the terminal 101 and may establishes a connection 750
with the CCNF2 using the CCNF2 terminating point in-
formation.
[0059] That is, the CCNF1 transmits the message to
the CCNF2 using one of the three methods shown in
FIGS. 5, 6, and 7. FIG. 8 illustrates the overall procedure
of the embodiment described so far. When the user ter-
minal 801 has a minimum access to a network, it sends
an initial access request message in step 810. The initial
access request message may include information such
as a service type (NSSAI) desired by the terminal 801.
A RAN 802 receiving the message selects the appropri-
ate CCNF1 based on the NSSAI information and trans-
mits the message in step 820. For example, this process
is described above with reference to FIG. 1. In step 830,
the CCNF1 authenticates whether the terminal 801 may
access the corresponding PLMN. If authentication is suc-
cessful, the network authenticates which service is avail-
able to the terminal. The final providing service is deter-
mined based on service information, subscription infor-
mation, and provider policy information requested by the
terminal 801. For example, this process is described
above with reference to FIG. 2. The CCNF1 then deter-
mines if it may provide the final providing service. If
CCNF1 determines that is may provide the final providing
service, the CCNF1 transmits the initial attach response
to the RAN and skips steps 850 to 870. The initial attach

11 12 



EP 3 908 020 A1

8

5

10

15

20

25

30

35

40

45

50

55

response may include the Accepted NSSAI, which iden-
tifies the final service information. However, if the CCNF1
determines that is a node that cannot provide the final
provision service (840), the CCNF1 finds a CCNF capa-
ble of providing the final provision service (850). For ex-
ample, the finding method may be determined based on
the information that the CCNF1 already has (as illustrated
in FIG. 3), or may be determined by a method for using
an NRF (as illustrated in FIG. 4). If the method of FIG. 3
is used, because the CCNF1 determines a capable CC-
NF itself, there is no additional message flow. However,
if the method of FIG, 4 is used, a message flow as illus-
trated in FIG. 9 may be performed. Referring to FIG. 9,
each CCNF registers its service provision capability in
an NRF 905, which is the central server, in steps 910,
913, and 915. The NRF 905stores and manages a profile
of each CCNF. If the CCNF has changed its capability,
it transmits an update message to the NRF 905 to keep
the capability information managed by the NRF 905 up
to date. In step 920, the CCNF1 transmits a network func-
tion (NF) request message to the NRF 905. The NF re-
quest message may include the required function of the
CCNF that the CCNF1 wants to find. Based on the CCNF
profile information, the NRF 905 finds the CCNF that the
CCNF1 wants (e.g., CCNF2), and transmits the informa-
tion included in the NF response in step 950. The NF
information may include an address of the corresponding
node (e.g., an Internet protocol (IP) address or Uniform
Resource Locator (URL) information), an address of a
node group of the same type having the corresponding
capability (e.g., an IP address or a URL information rep-
resenting the group), and a group ID. The CCNF1 may
store the information transmitted to the NRF 905 for a
certain period and reuse the stored information until the
value of the corresponding information has expired. That
is, when the same type of node information having the
same capability is required in the near future, the stored
information may be used without asking the NRF 905
again. Steps 930, 940, 960, and 970 may be optionally
performed. In step 930, for the NRF 905 may confirm that
the CCNF2 may provide the corresponding service, be-
fore the NRF 905 responds to the CCNF1 in step 950.
The message including the capability to request the mes-
sage of the step 930 may be transmitted. Alternatively,
the NRF 905 may ask what capability there is, not includ-
ing the requesting capability. In response to the query,
the CCNF2 may include its own capability information in
step 940, or may transmit the presence or absence of
the capability requested in step 930. In step 960, the NRF
905 informs that the CCNF1 may be connected to
CCNF2. In step 960, the CCNF1 information and a token
for authentication may be included. Additionally, the to-
ken information may be included in step 950. When ac-
cessing the CCNF2 in the future, the CCNF1 may trans-
mit a message, including the corresponding token.
Thereafter, the CCNF2 is a node at which the NRF 905
authenticates the CCNF1 by comparing with the token
information received in advance, and may perform com-

munication by authenticating a node to which a service
may be provided.
[0060] Referring again to FIG. 8, the message redirec-
tion corresponding to step 860 may be performed by the
methods described in FIGs. 5, 6, and 7. Figure 10 illus-
trates a detailed message flow. Group A of FIG. 10 is a
reroute method through the RAN described in FIG. 5. A
value included in step 1011 of Group A of FIG. 10 includes
information of the CCNF2, which is a node to which a
RAN 1002 should reroute the message. The CCNF2 in-
formation may be an address or an id of the CCNF2, or
an address or an ID of the group to which the CCNF2
belongs. Based on this information, the RAN 1002 finds
the CCNF2 connected to the RAN 1002 and reroutes the
message. In addition, if an NSSAI received from a termi-
nal is changed in step 830 of FIG. 8, the changed NSSAI
may be included. If step 830 of FIG. 8 is performed, se-
curity information indicating that the corresponding ter-
minal is authenticated may also be included in step 1011.
In addition, the terminal information and the subscriber
information may be included. The RAN 1002 transmits a
message to the CCNF2 in step 1012. If security informa-
tion is included, the CCNF2 may confirm that the corre-
sponding terminal has already been authenticated and
may skip performing additional authentication. The
CCNF2 receives and processes the terminal request
message in step 1012, and transmits, to the RAN 1002,
the message transmitted to the RAN including the NAS
response in step 1013, if necessary. For example, step
1013 corresponds to step 870 of FIG. 8. In FIG. 8, the
NAS response may be the initial attach response. Group
B of FIG. 10 corresponds to FIG. 6. In step 1021, the
CCNF1 directly transmits a reroute message to the
CCNF2. The reroute message of step 1021 may include
the terminating point information of the RAN 1002. In
addition, if the NSSAI received from the terminal is
changed in step 830 of FIG. 8, the changed NSSAI may
be included. For example, step 1021 corresponds to step
870 of FIG. 8. Group C of FIG. 10 corresponds to FIG.
7. If the NSSAI received from the terminal is changed in
step 830 of FIG. 8, the changed NSSAI may be included
in step 1031. The CCNF2 receiving the reroute message
transmits a response to the CCNF1 in step 1032, and
the CCNF1 forwards the response to the RAN in step
1033. In group C, step 870 of FIG. 8 does not occur.
[0061] Upon the terminal initial access, the RAN 1002
determines an appropriate CCNF based on the informa-
tion provided by the terminal. If the RAN 1002 finds the
wrong CCNF, it means that the routing information stored
in the RAN 1002 is wrong and there is a need to update
the corresponding information. The information for up-
dating the RAN information may be included in step 1011
of FIG. 10. Alternatively, information for updating the
RAN information may be included in step 1013 or step
1022 of FIG. 10. Alternatively, information for updating
the RAN information may be transmitted to the RAN 1002
in steps 1032 and 1033. Alternatively, the CCNF may be
transmitted to the RAN 1002 using the flow described
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above and the separate message. The corresponding
information may be the NSSAI, which is the information
that the terminal requests, and an ID mapping of the CC-
NF supporting the corresponding NSSAI, or mapping in-
formation of the NSSAI and the CCNF group. The RAN
1002 receiving the corresponding information updates
the managed routing table accordingly.
[0062] A UE connects to a RAN to access a device for
performing a mobility management function of a 5G core
network apparatus. Herein, this device may be replaced
with a CCNF, which performs mobility management and
terminal authentication, i.e., performs an access and mo-
bility management function (AMF). AMF may refer to a
function or an apparatus that is in charge of both the
access of the RAN and the mobility management of the
terminal. The CCNF is a comprehensive concept of net-
work function or apparatus that includes AMF. The AMF
(or the CCNF including the AMF) routes a session related
message to the UE using a session management func-
tion (SMF). The CCNF is connected to the SMF, the SMF
is connected to a user plane function (UPF) to allocate
a user plane resource be provided to the UE, establishes
a tunnel for transmitting data between the base station
and the UPF. An AMF may refer to a core network ap-
paratus providing the mobility management for the UE,
i.e., an apparatus receiving the NAS message of the CC-
NF or the terminal having a different name. Herein a net-
work slice instance is a service that a network including
the CCNF, the SMF, and the UPF provides. For example,
if a mobile communication service provider supports
broadband communications services, it defines network
service satisfying the requirements for broadband com-
munications and configures the network service as the
network slice instance to provide a service. When a mo-
bile communication service provider supports an IoT
service, it defines the network service satisfying the re-
quirements for the IoT service and provides the network
service as the network slice instance for IoT.
[0063] The 4G means 4G mobile communication and
includes a radio access network technology called the
LTE and a core network technology called an evolved
packet core (EPC). The 5G means 5th generation mobile
communication. The 5G radio access network technolo-
gy is called a next generation RAN (NG-RAN), and the
core network technology will be called a 5G system core.
[0064] A mobility restriction area indicates a set of area
information that includes an allowed area in which a ses-
sion is established according to a location of the terminal
to transmit/receive data, a non-allowed area in which the
session may not established and only control signaling
is possible, and a forbidden area in which all mobile com-
munication services are impossible.
[0065] A mobile communication service provider may
configure different network slices for each service pro-
vided to the terminal, and may provide different restriction
areas for each network slice. For example, a mobile com-
munication service provider providing a mobile broad-
band service and an IoT service may provide services

by configuring two services as different network slices.
A mobile communication service provider may be limited
so that the terminal may receive a service in a wide area
through the mobility restriction area for a mobile broad-
band, and may apply the mobility restriction area so that
the terminal may receive a data transmission/reception
service in a specific area for the IoT.

<Second Embodiment>

[0066] In describing in detail a second embodiment,
terms identifying an access node, terms indicating net-
work entity, terms indicating messages, terms indicating
an interface between network entities, terms indicating
various types of identification information, and so on that
are used in the following description are exemplified for
convenience of explanation. Accordingly, the present
disclosure is not limited to terms to be described below
and other terms indicating objects having the equivalent
technical meaning may be used.
[0067] For convenience of explanation, embodiments
of present disclosure are described below using terms
and names defined in the specification for the 5G system.
However, the present disclosure is not limited to the terms
and names, but may also be identically applied to the
system according to other standards. In addition, non-
3GPP access may be similarly applied to other accesses
except the access through the 5G, including the WiFi
access.
[0068] FIG. 11 illustrates a cellular network structure
using a common AMF, wherein a PLMN of a 3GPP ac-
cess and a PLMN of an N3IWF are the same, when a
terminal is connected through a 3GPP access and a non-
3GPP access, according to an embodiment of the
present disclosure.
[0069] Referring to FIG. 11, when a terminal (or UE)
1101 accesses a 5G core network through 3GPP access,
i.e., a 5G RAN 1102, and accesses the 5G core network
through a non-3GPP access 1103, a same common AMF
1105 is selected when an N3IWF 1104 that the terminal
1101 selects is in the same PLMN as the 3GPP access.
The case as to how to select the common AMP will be
described later.
[0070] Here, the N3IWF 1104 is 5G core network
equipment that defines a smooth interworking of the non-
3GPP access 1103 with the 5G core network and is an
entity that forwards a NAS message or data transmit-
ted/received through the non-3GPP access 1103 (and
may be referred to as ngPDG).
[0071] FIG. 12 illustrates a cellular network structure
using different AMFs, wherein a PLMN of a 3GPP access
and a PLMN of N3IWF are different, when a terminal is
connected through a 3GPP access and a non-3GPP ac-
cess, according to an embodiment of the present disclo-
sure.
[0072] Referring to FIG. 12, when a terminal (or UE)
1201 accesses the 5G core network through the 3GPP
access, i.e., a 5G RAN 1202, and accesses the 5G core
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network through a non-3GPP access 1203, different
AMFs 1205 and 1206 are selected when an N3IWF 1204
that the terminal 1201 selects is in the PLMN different
from the 3GPP access, i.e., the RAN 1202. The case as
to how to select the common AMP will be described later.
[0073] FIG. 13 illustrates a process of selecting an
AMF when a terminal connected to a 3gpp access ac-
cording to an embodiment of the present disclosure ac-
cesses a 5G network through a non-3gpp access.
[0074] Referring to FIG. 13, when a UE 1301 is suc-
cessfully registered in the 5G network, a temporary UE
ID for the UE 1301 is allocated from a serving AMF 1303
in step 1311. The temporary UE ID may include informa-
tion of a PLMN that the UE 1301 accesses or a temporary
value at which the AMF 1303 is allocated from the UE
1301 together with an ID of an AMP group to which the
serving AMF 1303 belongs or a part or all of the IDs of
the serving AMF 1303. The temporary UE ID is an ID
corresponding to a globally unique temporary identity
(GUTI) in an LTE system. The UE 1301 may include the
network capability in the connected AMF 1303 together
with the temporary UE ID. The network capability may
also include information on a service type that may be
provided by the AMF 1303.
[0075] When the UE 1301 registered in the 5G network
through the 3GPP access discovers the non-3GPP ac-
cess, such as the WiFi, in step 1313, the UE 1301 dis-
covers and selects an N3IWF 1302, when accessing the
5G network through the non-3GPP access, in step 1314.
A similar method as selecting, by a UE, an ePDG in an
LTE system (refer to TS 23. 402) may be used for dis-
covering and selecting the N3IWF 1302.
[0076] In step 1315, the PLMN selected in the 3GPP
access is compared with the PLMN to which the selected
N3IWF belongs. If the PLMNs are equal to each other,
the UE 1301 sets routing information, which is informa-
tion for the N3IWF 1302 to select an AMF, as the tem-
porary UE ID or a part of the temporary UE ID allocated
in the previous 3GPP registration step. For example, a
part of the temporary UE ID may include a PLMN ID, an
ID of an AMF group to which the serving AMF 1303 be-
longs, or a part or all of the IDs of the serving AMFs.
[0077] However, if the PLMN selected in the 3GPP ac-
cess is different from the PLMN to which the selected
N3IWF belongs, no value is set as the routing information
or a null value is set in step 1316.
[0078] The UE 1301 transmits the routing information
generated in step 1316 to the N3IWF 1302 together with
the registration request message for attaching in step
1317, and the N3IWF 1302 selects the AMF 1304 using
the received routing information in step 1318. The regis-
tration request message may include the temporary UE
ID received through the 3GPP access, and may also in-
clude an indication to indicate that the temporary UE ID
is allocated from the AMF currently accessed through
the 3GPP access or that there is already registration via
another access.
[0079] When the ID of the serving AMF 1303 is includ-

ed in the routing information, the N3IWF 1302 selects
the serving AMF 1303, when selecting the AMF for the
non-3GPP access.
[0080] However, when the routing information includes
the ID of the AMF group to which the serving AMF 1303
belongs without the ID of the serving AMF 1303, if an
AMF 1304 different from the serving AMF 1303 is select-
ed by selecting the AMF for the non-3GPP access, the
selected AMF finds the ID of the serving AMF 1303 by
referring to the temporary UE ID included in the registra-
tion request message of the UE and then redirects the
registration request message to the serving AMF 1303
to select the same common AMF.
[0081] If the routing information does not include infor-
mation enough to find the ID of the serving AMF 1303, a
default AMF may be selected. The default AMF finds the
ID of the serving AMF 1303 by referring to the temporary
UE ID included in the registration request message of
the UE as needed, and then redirects the registration
request message to the serving AMF 1303 to select the
same common AMF
[0082] Thereafter, the registration process is per-
formed through the non-3 GPP access of the UE through
the selected AMF
[0083] FIG. 14 illustrates a process of selecting an
AMF when a terminal connected to a 3gpp access ac-
cording to another embodiment of the present disclosure
accesses a 5G network through a non-3gpp access.
[0084] Referring to FIG. 14, when a UE 1401 is suc-
cessfully registered in the 5G network, a temporary UE
ID for the UE is allocated from a serving AMF 1403 in
step 1411. The temporary UE ID includes the information
of the PLMN that the UE 1401 accesses and the AMF
1403 includes a temporary value that the UE 1401 allo-
cates together with an ID of an AMF group to which the
serving AMF 1403 belongs or a part or all of the IDs of
the serving AMF 1403. The temporary UE ID is an ID
corresponding to a GUTI in an LTE system. The UE 1401
may include the network capability in the connected AMF
1403 together with the temporary UE ID. The network
capability may also include information on a service type
that may be provided by the AMF 1403.
[0085] When the UE 1401 registered in the 5G network
through the 3GPP access discovers the non-3GPP ac-
cess, such WiFi, in step 1413, the UE 1402 discovers
and selects an N3IWF 1402 when accessing the 5G net-
work through the non-3GPP access, in step 1414. A sim-
ilar method as selecting, by a UE, an ePDG in an LTE
system (refer to TS 23. 402) may be used for discovering
and selecting, by the terminal 1401, the N3IWF 1402.
[0086] The PLMN selected in the 3GPP access is com-
pared with the PLMN to which the selected N3IWF be-
longs in step 1415a. In addition, the UE 1401 determines
whether the serving AMF 1403 supports the service type
requested by the UE 1401 through the non-3GPP access
based on the network capability information received in
step 1411 in step 1415b.
[0087] If the PLMNs are equal to each other and the
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serving AMF 1403 supports a service type requested by
the UE 1401 through the non-3GPP access, the UE 1401
sets the routing information, which is the information for
the N3IWF 1402 to select the AMF, as a part of the tem-
porary UE ID or the temporary UE ID allocated in the
previous 3GPP registration step. For example, a part of
the temporary UE ID may include a PLMN ID, an ID of
an AMF group to which the serving AMF 1403 belongs,
or a part or all of the IDs of the serving AMFs.
[0088] However, if the PLMN selected in the 3GPP ac-
cess is different from the PLMN to which the selected
N3IWF 1402 belongs or the serving AMF 1403 does not
support the service type requested by the UE 1401
through the non-3GPP access, the service type to be
requested through the non-3GPP access is set as the
routing information in step 1416.
[0089] The UE 1401 transmits the routing information
generated in step 1416 to the N3IWF 1402 together with
the registration request message for attaching in step
1417, and the N3IWF 1402 selects the AMF 1404 using
the received routing information in step 1418. The regis-
tration request message may include the temporary UE
ID received through the 3GPP access, and may also in-
clude an indication to indicate that the temporary UE ID
is allocated from the AMF currently accessed through
the 3GPP access or that there is already registration via
another access.
[0090] When the ID of the serving AMF 1403 is includ-
ed in the routing information, the N3IWF 1402 selects
the serving AMF 1403 when selecting an AMF for the
non-3GPP access.
[0091] However, when the routing information includes
the ID of the AMF group to which the serving AMF 1403
belongs without the ID of the serving AMF 1403, if an
AMF 1404 different from the serving AMF 1403 is select-
ed by selecting the AMF for the non-3gpp access, the
selected AMF finds the ID of the serving AMF 1403 by
referring to the temporary UE ID included in the registra-
tion request message of the UE 1401 and then redirects
the registration request message to the serving AMF
1403 to select the same common AMF
[0092] When the service type to be requested through
the non-3gpp access is included in the routing informa-
tion, it is possible to select an appropriate AMF that may
serve the service type separately from the serving AMF
1403 of the 3gpp access.
[0093] Thereafter, the registration process is per-
formed through the non-3gpp access of the UE 140
through the selected AMF
[0094] FIG. 15 illustrates a process of selecting an
AMF when a terminal connected to a non-3gpp access
according to another embodiment of the present disclo-
sure accesses a 5G network through a 3gpp access
[0095] Referring to FIG. 15, when a UE 1501 is suc-
cessfully registered in the 5G network through a non-
3GPP access, a temporary UE ID for the UE 1501 is
allocated from a serving AMF 1503 in step 1511. The
temporary UE ID includes the information of a PLMN that

the UE 1501 accesses or a temporary value at which the
AMF 1503 is allocated from the UE 1501 together with
an ID of an AMP group to which the serving AMF 1503
belongs or a part or all of the IDs of the serving AMF
1503. The temporary UE ID is an ID corresponding to a
GUTI in an LTE system. The UE 1501 may include the
network capability in the connected AMF together with
the temporary UE ID. The network capability may also
include information on a service type that may be provid-
ed by the AMF 1503.
[0096] The terminal 1501 registered in the 5G network
through the non-3GPP access enters 3GPP coverage in
step 1513, and performs PLMN selection to access the
5G network through the 3GPP access in step 1514.
[0097] In step 1515, the PLMN of the N3IWF selected
by the non-3GPP access and the PLMN selected for the
3GPP access are compared with each other. If the
PLMNs are the same, the UE 1501 sets routing informa-
tion, which is information for the RAN 1502 to select the
AMF, as the temporary UE ID or a part of the temporary
UE ID allocated in the previous non-3 GPP registration
step. For example, a part of the temporary UE ID may
include a PLMN ID, an ID of an AMF group to which the
serving AMF 1503 belongs, or a part or all of the IDs of
the serving AMFs.
[0098] However, if the PLMN selected in the 3GPP ac-
cess is different from the PLMN to which the N3IWF for
the non-3GPP access belongs, no value is set as the
routing information or a null value is set in step 1516.
[0099] The UE 1501 transmits the routing information
generated in step 1516 to the RAN 1502 together with
the registration request message for attaching in step
1517, and the RAN 1502 selects the AMF 1504 using
the received routing information step 1518. The registra-
tion request message may include the temporary UE ID
received through the non-3GPP access, and may also
include an indication to indicate that the temporary UE
ID is allocated from the AMF currently accessed through
the non-3GPP access or that there is already registration
via another access.
[0100] When the ID of the serving AMF 1503 is includ-
ed in the routing information, the RAN 1502 selects the
serving AMF 1503 when selecting the AMF for the 3GPP
access.
[0101] However, when the routing information includes
the ID of the AMF group to which the serving AMF 1503
belongs without the ID of the serving AMF 1503, if an
AMF 1504 different from the serving AMF is selected for
the 3GPP access, the selected AMF 1504 finds the ID
of the serving AMF 1503 by referring to the temporary
UE ID included in the registration request message of
the UE and then redirects the registration request mes-
sage to the serving AMF 1503 to select the same com-
mon AMF.
[0102] If the routing information does not include infor-
mation enough to find the ID of the serving AMF 1503, a
default AMF may be selected. The default AMF finds the
ID of the serving AMF 1503 by referring to the temporary
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UE ID included in the registration request message of
the UE as needed, and then redirects the registration
request message to the serving AMF 1503 to select the
same common AMF
[0103] Thereafter, the registration process is per-
formed through the 3GPP access of the UE through the
selected AMF
[0104] FIG. 16 illustrates a process of selecting an
AMF when a terminal connected to a non-3gpp access
according to another embodiment of the present disclo-
sure accesses a 5G network through a 3gpp access
[0105] Referring to FIG. 16, when a UE 1601 is suc-
cessfully registered in the 5G network through a non-
3GPP access, a temporary UE ID for the UE 1601 is
allocated from a serving AMF 1603 in step 1611. The
temporary UE ID includes the information of the PLMN
that the UE 1601 accesses or a temporary value at which
the AMF 1603 is allocated from the UE 1601 together
with an ID of an AMP group to which the serving AMF
1603 belongs or a part or all of the IDs of the serving
AMF 1603. The temporary UE ID is an ID corresponding
to a GUTI in an LTE system. The UE 1601 may include
the network capability in the connected AMF 1603 to-
gether with the temporary UE ID. The network capability
may also include information on a service type that may
be provided by the AMF 1603.
[0106] The terminal 1601 registered in the 5G network
through the non-3GPP access enters a 3GPP coverage
in step 1613, and performs PLMN selection to access
the 5G network through the 3GPP access in step 1614.
[0107] In step 1615a, the PLMN of the N3IWF selected
by the non-3GPP access and the PLMN selected for the
3GPP access are compared with each other.
[0108] In addition, in step 1615b, the UE 1601 deter-
mines whether the serving AMF 1603 supports the serv-
ice type requested by the UE 1601 through the 3GPP
access based on the network capability information re-
ceived in step 1611.
[0109] If the PLMNs are the same and the serving AMF
1603 supports a service type requested by the UE 1601
through the 3GPP access, the UE 1601 sets the routing
information, which is the information for the RAN 1602
to select the AMF, as a part of the temporary UE ID or
the temporary UE ID allocated in the previous non-3 GPP
registration step in step 1616. For example, a part of the
temporary UE ID may include a PLMN ID, an ID of an
AMF group to which the serving AMF 1603 belongs, or
a part or all of the IDs of the serving AMFs.
[0110] However, if the PLMN selected by the 3GPP
access is different from the PLMN belonging to the
N3IWF selected for the non-3GPP access or the serving
AMF 1603 does not support the service type that the
terminal 1601 requests through the 3GPP access, the
service type to be requested through the 3GPP access
is set as the routing information in step 1616.
[0111] The UE 1601 transmits the routing information
generated in step 1616 to the RAN 1602 together with
the registration request message for attaching in step

1617, and the RAN 1602 selects the AMF 1604 using
the received routing information in step 1618. The regis-
tration request message may include the temporary UE
ID received through the non-3GPP access, and may also
include an indication to indicate that the temporary UE
ID is allocated from the AMF currently accessed through
the non-3 GPP access or that there is already registration
via another access.
[0112] When the ID of the serving AMF 1603 is includ-
ed in the routing information, the RAN 1602 selects the
serving AMF 1603 when selecting the AMF for the 3GPP
access.
[0113] However, when the routing information includes
the ID of the AMF group to which the serving AMF 1603
belongs without the ID of the serving AMF 1603, if an
AMF 1604 different from the serving AMF 1603 is select-
ed for the 3GPP access, the selected AMF 1604 finds
the ID of the serving AMF 1603 by referring to the tem-
porary UE ID included in the registration request mes-
sage of the UE 1601 and then redirects the registration
request message to the serving AMF 1603 to select the
same common AMF.
[0114] When the service type to be requested through
the 3GPP access is included in the routing information,
it is possible to select an appropriate AMF that may serve
the service type separately from the serving AMF of the
non-3GPP access.
[0115] Thereafter, the registration process is per-
formed through the 3GPP access of the UE through the
selected AMF

<Third Embodiment>

[0116] In describing in detail a third embodiment, terms
identifying an access node, terms indicating network en-
tity, terms indicating messages, terms indicating an in-
terface between network entities, terms indicating vari-
ous types of identification information, and so on that are
used in the following description are exemplified for con-
venience of explanation. Accordingly, the present disclo-
sure is not limited to terms to be described below and
other terms indicating objects having the equivalent tech-
nical meaning may be used.
[0117] For convenience of explanation, the present
disclosure uses terms and names defined in the specifi-
cation for the 5G system. However, the present disclo-
sure is not limited to the terms and names but may also
be identically applied to the system according to other
standards.
[0118] FIG. 17 illustrates a network structure between
a (R)AN node and AMFs, according to an embodiment
of the present disclosure. Here, when the (R)AN node
corresponds to the RAN node, that is, the base station
in the case of the 3gpp access and corresponds to the
N3IWF in the case of the non-3gpp access.
[0119] Specifically, FIG. 17 illustrates a method for se-
lecting, by a RAN node, an AMF suitable to forward an
initial NAS message when a terminal accesses the 5G
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network to transmit an initial NAS message such as a
registration request message. In addition, FIG. 17 illus-
trates a network configuration method for eliminating
stickiness or persistence between the terminal and the
AMF in the process of selecting the AMF
[0120] Referring to FIG. 17, AMFs 1 to 9 generate AMF
groups 1 to 3 according to the kind of service types they
each may service, and each AMF group includes an AMF
group database (DB) storing information of UE context,
such as UE status, in which all AMFs belonging to the
AMF group are processed. The (R)AN node 1702 has a
preconfigured connection with the AMFs of each AMF
group (e.g., a similar concept as an S 1-mobility man-
agement entity (MME) connection of an evolved packet
core (EPC) network). The AMFs in the AMF group all
have connections with the same (R)AN nodes 1702.
[0121] Each AMF records the context of the UE 1701
added, updated, or deleted in the database of the AMF
group, including the status of the UE 1701.
[0122] In setting up a packet data unit (PDU) session,
an AMF selects an appropriate SMF, and the SMF selects
an appropriate UPF to create a tunnel between the (R)AN
node 1702 and the UPF for transmitting data.
[0123] FIG. 18 illustrates a process of selecting, by a
(R)AN node, an appropriate AMF when a terminal trans-
mits an initial NAS message according to an embodiment
of the present disclosure.
[0124] Referring to FIG. 18, a terminal 1801 generates
an initial NAS message to access the 5G core network
in step 1811. The initial NAS message corresponds to,
e.g., an attach request message, a tracking area update
(TAU) request message, a registration request message,
a service request message for registration, etc. The ter-
minal 1801 may include the routing information so that
the RAN node 1802 may transmit the generated initial
NAS message to an appropriate AMF.
[0125] In step 1812, when the UE 1801 is already reg-
istered in the current area (e.g., a tracking area identifier
(TAI) list), all of the temporary UE IDs or a part of the
temporary UE ID that the AMF allocates, e.g., a part or
all of the PLMN ID or the AMF group ID or the AMF ID
is used as the routing information. If the terminal 1801 is
not already registered in the current area (e.g., TAI list),
the terminal 1801 may set the service types that the ter-
minal 1801 wants as the routing information as routing
information.
[0126] The terminal 1801 transmits the initial NAS
message together with the routing information to the
(R)AN node 1802 in step 1813. The (R)AN node 1802 is
a RAN (or a base station) in the 3GPP access, or an
N3IWF in the non-3GPP access.
[0127] The (R)AN node 1802 determines whether the
received routing information is the temporary UE ID or a
part of a temporary UE ID in step 1814. If yes, the (R)AN
node 1802 extracts an AMF group ID from the corre-
sponding routing information. However, if not, the termi-
nal 1801 obtains the AMF group ID by selecting the as-
sociated AMF group for the requesting service types that

the terminal 1801 requests. If there is no AMF group sup-
porting all the requesting service types, the AMF group
supporting some service types may be selected as a lane
or the default AMF group may be selected in step 1815.
The RAN node 1802 selects the appropriate AMF by re-
ferring to location information of the UE 1801, load infor-
mation between the AMFs among the AMFs of the se-
lected AMF group in step 1816, and transmits the initial
NAS message to the selected AMF in step 1817. If the
initial UE message includes the temporary UE ID, the
AMF 1803 requests and receives the context of the cor-
responding UE from the AMF group database 1804. In
step 1818, the UE context request message may trans-
mits the temporary UE ID together with information as to
what purpose it is. In step 1819, the AMF group database
1804 transmits the context information of the UE includ-
ing the status of the UE 1801 to the AMF 1803. The con-
text information of the UE may include information for UE
authentication.
[0128] Based on the received UE context, the AMF
1803 processes the initial NAS message in step 1820,
and if necessary, the processing result may be transmit-
ted to the terminal 1801 in step 1821. In steps 1822,
1823, and 1824, if the UE context and UE status are
changed in the process of the initial NAS message, the
updated information is informed to the AMF group data-
base 1804.
[0129] FIG. 19 illustrates a process of selecting, by an
SMF, an AMF to transmit paging to a terminal in an IDLE
mode according to an embodiment of the present disclo-
sure.
[0130] Referring to FIG. 19, when downlink data reach-
es a UPF 1901 in step 1912, while a UE is successfully
registered in the 5G network and then enters the idle
mode in step 1911, the UPF 1901 transmits a downlink
data notification message to an SMF 1902 to inform the
UE that data are reached in step 1913. The downlink
data notification may include some or all of the PDU ses-
sion ID or the UE ID. The UE ID may use a pre-allocated
temporary UE ID or a permanent ID of the UE, e.g., IMSI
information.
[0131] In step 1914, the SMF 1902 receiving the down-
link data notification confirms that there is the connection
with the AMF for the corresponding terminal. If there is
no connection, the AMF group ID is selected from the
temporary UE ID of the UE that the SMF 1902 and one
AMF is selected from the AMFs belonging to the selected
AMF group ID in step 1915. However, if there is a con-
nection, the AMF that has the connection is selected.
[0132] In step 1916, the SMF 1902 transmits a paging
request message to the selected AMF1 1903 to inform
the corresponding terminal that downlink data has been
generated. The paging request message may include a
PDU session ID that the downlink data reaches and the
temporary UE ID.
[0133] The AMF1 1903, after receiving the paging re-
quest message, requests and receives the UE context
corresponding to the temporary UE ID to the AMF group

23 24 



EP 3 908 020 A1

14

5

10

15

20

25

30

35

40

45

50

55

database 1904 in steps 1917 and 1918. The AMF1 1903
informs the UE context request message together with
the PDU session ID that it is for paging for the PDU ses-
sion and the temporary UE ID, so that the AMF group
database 1904 may update the UE status together with
the UE context in steps 1917 and 1919.
[0134] The AMF1 1903 receiving the UE context per-
forms UE paging through the RAN in step 1920. The UE
receiving the UE paging transmits the initial NAS mes-
sage through the method provided in FIG. 18, and the
appropriate AMF2 1905 receives the initial NAS message
in step 1921, and requests and receives the UE context
to the AMF group database 1904 using the temporary
UE ID included in the initial NAS message. The AMF2
1905 recognizes from the AMF group database 1904 that
the paging for the UE status, i.e., the PDU session is in
progress with the UE context, and sets up a tunnel for
transmitting the pending downlink data for the corre-
sponding PDU session to forward data in step 1924. The
AMF informs the AMF group database of the UE status
change to end the paging and update the UE context that
the switching to the connected mode is made.
[0135] FIG. 20 illustrates a terminal according to an
embodiment of the present disclosure.
[0136] Referring to FIG. 20, the terminal includes a
transceiver 2010 and a controller 2020 controlling the
overall operation of the terminal. The transceiver 2010
includes a transmitter 2013 and a receiver 2015.
[0137] The transceiver 2010 may transmit and receive
signals to and from other network entities via the trans-
mitter 2013 and the receiver 2015, respectively.
[0138] The controller 2020 may control the terminal to
perform any one operation of the above-described em-
bodiments. For example, the controller 2020 is config-
ured to transmit, to a first base station, a first message
comprising at least one of first information for identifying
an AMF, and second information of a service type re-
quested by the terminal, and receive, from an AMF, a
second message in response to the first message.
[0139] The controller 2020 and the transceiver 2010
are not necessarily implemented as a separate module
but may be implemented as one component in a single
chip. Further, the controller 2020 and the transceiver
2010 may be electrically connected to each other. For
example, the controller 2020 may be a circuit, an appli-
cation-specific circuit, or at least one processor. In addi-
tion, the operations of the terminal may be realized by
including a memory device storing the corresponding
program code in any component of the terminal.
[0140] The terminal also includes a memory 2030,
which may store at least one of the information transmit-
ted/received through the transceiver 2010 and the infor-
mation generated through the controller 2010.
[0141] FIG. 21 illustrates a base station according to
an embodiment of the present disclosure.
[0142] Referring to FIG. 21, the base station includes
a transceiver 2110 and a controller 2120 controlling the
overall operation of the base station. The transceiver

2110 includes a transmitter 2113 and a receiver 2115.
[0143] The transceiver 2110 may transmit and receive
signals to and from other network entities via the trans-
mitter 2113 and the receiver 2115, respectively.
[0144] The controller 2120 may control the base station
to perform any one operation of the above-described em-
bodiments. For example, the controller 2120 is config-
ured to receive, from a terminal, a message comprising
at least one of first information for identifying an AMF,
and second information of a service type requested by
the terminal, select an AMF set based on at least one of
the first information and the second information, and se-
lect an AMF from the selected AMF set.
[0145] The controller 2120 and the transceiver 2110
are not necessarily implemented as a separate module
but may be implemented as one component in a single
chip.
[0146] The controller 2120 and the transceiver 2110
may be electrically connected to each other. For exam-
ple, the controller 2120 may be a circuit, an application-
specific circuit, or at least one processor. In addition, the
operations of the base station may be realized by includ-
ing a memory device storing the corresponding program
code in any component of the terminal.
[0147] The base station also includes a memory 2130,
which may store at least one of the information transmit-
ted/received through the transceiver 2110 and the infor-
mation generated through the controller 2120. For exam-
ple, the memory 2130 may store at least one of the in-
formation transmitted/received through the transceiver
2110 and the information generated through the control-
ler 2120.
[0148] FIG. 22 illustrates an AMF according to an em-
bodiment of the present disclosure.
[0149] Referring to FIG. 22, the AMF includes a trans-
ceiver 2210 and a controller 2220 controlling the overall
operation of the AMF. The transceiver 2210 includes a
transmitter 2213 and a receiver 2215.
[0150] The transceiver 2210 may transmit and receive
signals to and from other network entities via the trans-
mitter 2213 and the receiver 2215, respectively.
[0151] The controller 2220 may control the AMF to per-
form any one operation of the above-described embod-
iments. For example, the controller 2220 is configured to
determine to reroute a request message received from
a terminal including information of a service requested
by the terminal, select another AMF supporting the serv-
ice request by the terminal, and transmits, to the selected
another AMF, the request message.
[0152] The controller 2220 and the transceiver 2210
are not necessarily implemented as a separate module
but may be implemented as one component in a single
chip.
[0153] The controller 2220 and the transceiver 2210
may be electrically connected to each other. For exam-
ple, the controller 2220 may be a circuit, an application-
specific circuit, or at least one processor. In addition, the
operations of the AMF may be realized by including a
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memory device storing the corresponding program code
in any component of the AMF.
[0154] The AMF also includes a memory 2230, which
may store at least one of the information transmitted/re-
ceived through the transceiver 2210 and the information
generated through the controller 2220. For example, the
memory 2230 may store at least one of the information
transmitted/received through the transceiver 2210 and
the information generated through the controller 2210.
[0155] In the above-described embodiments of the
present disclosure, components may be represented by
a singular number or a plural number according to the
detailed embodiment as described above. However, the
expressions of the singular number or the plural number
are selected to meet the situations proposed for conven-
ience of explanation and the present disclosure is not
limited to the single component or the plural components
and even though the components are represented in plu-
ral, the component may be configured in a singular
number or even though the components are represented
in a singular number, the component may be configured
in plural.
[0156] The embodiments of the present disclosure dis-
closed in the present specification and the accompanying
drawings have been provided only as specific examples
in order to assist in understanding the present disclosure
and do not limit the scope of the present disclosure. That
is, it is obvious to those skilled in the art to which the
present disclosure pertains that other change examples
based on the technical idea of the present disclosure may
be made without departing from the scope of the present
disclosure. Further, each embodiment may be combined
and operated as needed. For example, some of the em-
bodiments of the present disclosure may be combined
with each other so that the base station and the terminal
may be operated. In addition, although the above em-
bodiments are presented based on the NR system, other
modifications based on the technical idea of the embod-
iment may be applicable to other systems such as the
FDD or TDD LTE system.
[0157] In addition to the foregoing explanations, the
following enumerated aspects 1 to 15 are also relevant
for the present disclosure:

1. A method of a base station in a wireless commu-
nication system, the method comprising: receiving,
from a terminal, a message including at least one of
first information for identifying an access and mobility
management function (AMF), and second informa-
tion for identifying a service type requested by the
terminal; selecting an AMF set based on the at least
one of the first information and the second informa-
tion; and selecting an AMF from the selected AMF
set.
2. The method of aspect 1, wherein selecting the
AMF from the selected AMF set comprises selecting
the AMF from the selected AMF set based on at least
one of an availability of the AMF and a load balancing

across AMFs in the AMF set.
3. The method of aspect 1, wherein the first informa-
tion includes an AMF set identifier and an AMF iden-
tifier, and wherein the base station includes a radio
access network and a non-3GPP inter-working func-
tion (N3IWF).
4. The method of aspect 1, further comprising trans-
mitting, to the terminal, third information for identify-
ing the selected AMF.
5. A method of a terminal in a wireless communica-
tion system, the method comprising: transmitting, to
a first base station, a first message including at least
one of first information for identifying an access and
mobility management function (AMF), and second
information for identifying a service type requested
by the terminal; and receiving, from the AMF, a sec-
ond message in response to the first message,
wherein the AMF is selected from an AMF set, and
the AMF set is selected based on the at least one of
the first information and the second information.
6. The method of aspect 5, wherein the AMF is se-
lected from the AMF set based on at least one of an
availability of the AMF and a load balancing across
AMFs in the AMF set.
7. The method of aspect 5, wherein the first informa-
tion includes an AMF set identifier and an AMF iden-
tifier, and wherein the first base station includes a
radio access network and a non-3GPP inter-working
function (N3IWF).
8. The method of aspect 5, further comprising: re-
ceiving, from the first base station, third information
for identifying the selected AMF; determining wheth-
er a first public land mobile network (PLMN) for a
first access network including the first base station
is same as a second PLMN for a second access
network including a second base station; and trans-
mitting, if the first PLMN is same as the second
PLMN, a second message including the third infor-
mation for identifying the selected AMF to the second
base station.
9. A base station in a wireless communication sys-
tem, the base station comprising: a transceiver; and
a controller coupled with the transceiver and config-
ured to: receive, from a terminal, a message includ-
ing at least one of first information for identifying an
access and mobility management function (AMF),
and second information for identifying a service type
requested by the terminal, select an AMF set based
on the at least one of the first information and the
second information, and select an AMF from the se-
lected AMF set.
10. The base station of aspect 9, wherein the con-
troller is further configured to select the AMF from
the selected AMF set based on at least one of an
availability of the AMF and a load balancing across
AMFs in the AMF set.
11. The base station of aspect 9, wherein the first
information includes an AMF set identifier and an
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AMF identifier, and wherein the base station further
comprises a radio access network; and a non-3GPP
inter-working function (N3IWF).
12. The base station of aspect 9, wherein the con-
troller is further configured to transmit, to the termi-
nal, third information for identifying the selected
AMF.
13. A terminal in a wireless communication system,
the terminal comprising: a transceiver; and a con-
troller coupled with the transceiver and configured
to: transmit, to a first base station, a first message
including at least one of first information for identify-
ing an access and mobility management function
(AMF), and second information for identifying a serv-
ice type requested by the terminal, and receive, from
the AMF, a second message in response to the first
message, wherein the AMF is selected from an AMF
set, and the AMF set is selected based on the at
least one of the first information and the second in-
formation.
14. The terminal of aspect 13, wherein the AMF is
selected from the AMF set based on at least one of
an availability of the AMF and a load balancing
across AMFs in the AMF set,
wherein the first information includes an AMF set
identifier and an AMF identifier, and wherein the first
base station comprises a radio access network and
a non-3GPP inter-working function (N3IWF).
15. The terminal of aspect 13, wherein the controller
is further configured to: receive, from the first base
station, third information for identifying the selected
AMF, determine whether a first public land mobile
network (PLMN) for a first access network including
the first base station is same as a second PLMN for
a second access network including a second base
station, and transmit, if the first PLMN is same as
the second PLMN, a second message including the
third information for identifying the selected AMF to
the second base station.

[0158] In addition, although the exemplary embodi-
ments of the present disclosure have been illustrated in
the present specification and the accompanying draw-
ings and specific terms have been used, they are used
in a general meaning in order to assist in the understand-
ing the present disclosure and do not limit the scope of
the present disclosure. It is obvious to those skilled in the
art to which the present disclosure pertains that various
modifications may be made without departing from the
scope of the present disclosure, in addition to the exem-
plary embodiments disclosed herein.

Claims

1. A method performed by a first core network entity in
a communication system, the method comprising:

receiving (820), from a base station, a request
message associated with an attach for a termi-
nal (801), the request message including infor-
mation on a requested network slice;
determining whether the first core network entity
is appropriate to serve the terminal (801) based
on at least one of the information on the request-
ed network slice or subscription information;
transmitting, to a network repository function,
NRF, entity, a first message to request informa-
tion on a second core network entity which has
a required capability to serve the terminal (801),
in case that the first core network entity is not
appropriate to serve the terminal (801) based
on the at least one of the information on the re-
quested network slice or the subscription infor-
mation;
receiving, from the NRF entity, a second mes-
sage as a response to the first message, the
second message including the information on
the second core network entity; and
transmitting, to the second core network entity,
a third message including the request message
and information for a terminating point associ-
ated with the base station.

2. The method of claim 1, wherein the third message
further includes information on an allowed network
slice.

3. The method of claim 1, wherein a response message
is transmitted to the base station by the second core
network entity.

4. The method of claim 1, wherein the subscription in-
formation includes information on a subscribed net-
work slice.

5. A method performed by a base station in a commu-
nication system, the method comprising:

receiving (810), from a terminal (801), a request
message associated with an attach for a termi-
nal (801), the request message including infor-
mation on a requested network slice;
transmitting (820), to a first core network entity,
the request message including the information
on the requested network slice; and
receiving (870), from a second core network en-
tity which has a required capability to serve the
terminal (801), a response message, in case
that the first core network entity is not appropri-
ate to serve the terminal (801) based on at least
one of information on the requested network
slice or subscription information and a message
including the request message and information
for a terminating point associated with the base
station is transmitted to the second core network
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entity by the first core network entity,
wherein the request message is transmitted to
the second core network entity based on infor-
mation on the second core network entity re-
ceived by the first core network entity from a
network repository function, NRF, entity.

6. The method of claim 5, wherein the message further
includes information on an allowed network slice.

7. The method of claim 5, wherein the subscription in-
formation includes information on a subscribed net-
work slice.

8. A first core network entity in a communication sys-
tem, the first core network entity comprising:

a transceiver; and
a controller configured to
receive (820), from a base station via the trans-
ceiver, a request message associated with an
attach for a terminal (801), the request message
including information on a requested network
slice,
determine whether the first core network entity
is appropriate to serve the terminal (801) based
on at least one of the information on the request-
ed network slice or subscription information,
transmit, to a network repository function, NRF,
entity via the transceiver, a first message to re-
quest information on a second core network en-
tity which has a required capability to serve the
terminal (801), in case that the first core network
entity is not appropriate to serve the terminal
(801) based on the at least one of the information
on the requested network slice or the subscrip-
tion information,
receive, from the NRF entity via the transceiver,
a second message as a response to the first
message, the second message including the in-
formation on the second core network entity, and
transmit, to the second core network entity via
the transceiver, a third message including the
request message and information for a terminat-
ing point associated with the base station.

9. The first core network entity of claim 8, wherein the
third message further includes information on an al-
lowed network slice.

10. The first core network entity of claim 8, wherein a
response message is transmitted to the base station
by the second core network entity.

11. The first core network entity of claim 8, wherein the
subscription information includes information on a
subscribed network slice.

12. A base station in a communication system, the base
station comprising:

a transceiver (2010); and
a controller (2020) configured to
receive (810), from a terminal (801) via the trans-
ceiver (2010), a request message associated
with an attach for a terminal (801), the request
message including information on a requested
network slice,
transmit (820), to a first core network entity via
the transceiver (2010), the request message in-
cluding the information on the requested net-
work slice, and
receive (870), from a second core network entity
which has a required capability to serve the ter-
minal (801), via the transceiver (2010), a re-
sponse message, in case that the first core net-
work entity is not appropriate to serve the termi-
nal (801) based on at least one of information
on the requested network slice or subscription
information and a message including the re-
quest message and information for a terminating
point associated with the base station is trans-
mitted to the second core network entity by the
first core network entity,
wherein the request message is transmitted to
the second core network entity based on infor-
mation on the second core network entity re-
ceived by the first core network entity from a
network repository function, NRF, entity.

13. The base station of claim 12, wherein the message
further includes information on an allowed network
slice.

14. The base station of claim 12, wherein the subscrip-
tion information includes information on a subscribed
network slice.
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