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(567)  Afire system 10 for a building is described. The
fire system 10 comprises a fire panel 12 for monitoring
the building and activating an alarm, the fire panel 10
comprising a loop controller 24; and a plurality of remote
units 14, 16, 18 electrically connected to the fire panel
12 in a circuit 20 having a loop configuration, at least one
of the plurality of remote units 14, 16, 18 comprising an
indicating device 14, 18 for determining conditions that
are indicative of a possible emergency and modulating
a current in the circuit when those conditions indicate a
possible emergency. In normal use the plurality of remote

Fig. 3

FIRE SYSTEM WITH DEGRADED MODE OF OPERATION

units 14, 16, 18 are in communication with the fire panel
12 in a master-slave relationship. The fire system 10 is
configured to enter a degraded mode of operation when
failure of the master-slave communications occurs, with
the fire panel 12 being configured to create a high output
impedance in the circuit 20 and enable a degraded com-
munications mode for the remote units 14, 16, 18 in the
degraded mode. Each of the plurality of remote units 14,
16, 18 comprises a current sensor 26 for detecting current
in the degraded mode.
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Description

[0001] The present invention relates to a fire system
for a building, the fire system comprising: a fire panel for
monitoring the building and activating an alarm; and a
plurality of remote units electrically connected to the fire
panel in a circuit having a loop configuration. The inven-
tion also relates to a method of operating such a fire sys-
tem.

[0002] Typically, there is a regulatory requirement in
buildings to have a fire system in place. These fire sys-
tems are used to identify possible fires in the building and
alert authorities and/or occupants of the building of the
possible fire. In some instances, fire systems can also
identify other types of emergency, such as other emer-
gencies that require evacuation of the building. Typical
fire systems employ a fire panel and a number of remote
units, with some of the remote units comprising indicating
devices (e.g. smoke alarms, manual call points, heat de-
tectors, etc.) and/or indicator devices (e.g. sirens, bells,
lights, etc.). The remote units are typically distributed
across the building and are connected to the fire panel
through a communications network. There may be addi-
tional devicesin the fire system, such as fire extinguishing
devices that can be automatically triggered via the fire
panel. In some fire alarm systems, the remote units are
electrically connected to the fire panel in a loop configu-
ration, and communication between the remote units and
fire panel is achieved by modulating the current and volt-
age in the loop. The fire panel may determine specific
actions for different zones of a building depending on the
nature and location of the emergency. For example, the
fire panel may raise an alarm across the whole building,
but only trigger the fire extinguishing devices in the zone
of the building where a fire has been detected. The fire
panel may be connected to a further communication net-
work, such as a WiFi network or telephone network, for
the purposes of alerting authorities to the emergency.
[0003] Inknown systems, the fire panel and the remote
units communicate through a master-slave communica-
tion system. This may involve the fire panel receiving an
input from a remote unit in the form of a modulation in
the current and, if the input is indicative of a possible
emergency, communicating an alarm condition in the
form of modulations in the voltage to other remote units.
Such a configuration is often necessary due to regulatory
requirements and/or to ensure compatibility with previ-
ously installed products that also employ a master-slave
communication network. Thus, updated fire panels or re-
mote units often must be able to carry out master-slave
communications in order to operate correctly within pre-
existing fire systems. However, known systems employ-
ing a master-slave communication system may be una-
ble to function correctly if a fault occurs in in the master-
slave communication system. This can lead to the fire
system failing to properly trigger an alarm in emergency
situations.

[0004] Viewedfrom afirstaspect,the presentinvention
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provides a fire system for a building, the fire system com-
prising: a fire panel for monitoring the building and acti-
vating an alarm, the fire panel comprising a loop control-
ler; and a plurality of remote units electrically connected
to the fire panel in a circuit having a loop configuration,
at least one of the plurality of remote units comprising an
indicating device for determining conditions that are in-
dicative of a possible emergency and modulating a cur-
rent in the circuit when those conditions indicate a pos-
sible emergency; wherein the plurality of remote units
are in communication with the fire panel in a master-slave
relationship; wherein the system is configured to enter a
degraded mode of operation when failure of the master-
slave communications occurs, the fire panel being con-
figured to create a high output impedance in the circuit
and enable a degraded communications mode for the
remote units in the degraded mode; and wherein each
of the plurality of remote units comprises a current sensor
for detecting current in the degraded mode.

[0005] The fire system of the first aspect allows the
remote units to communicate with the fire panel during
normal operation, and with one another during the de-
graded mode of operation. Advantageously, this allows
an alarm condition to be triggered in the fire system even
when communication between the remote units and the
fire panel is lost. In prior art systems, if the fire panel can
no longer operate correctly as the master within the mas-
ter-slave system, then communication is lost and the
alarm cannot be activated across the entire loop. By in-
troducing a degraded mode wherein the remote units can
communicate with one another without the fire panel, the
alarm condition can be triggered across the whole loop
even in the event that the fire panel cannot be used for
master-slave communications.

[0006] In installations where the master-slave system
also provides power to the remote units, the present fire
system may be arranged so that the remote units are
powered independently of the master-slave system.
Thus, they may not rely on the fire panel for power, and
can be fully operative without the fire panel.

[0007] The remote units are electrically connected in
a loop configuration, and the circuit may comprise con-
necting wiring starting and finishing at the fire panel. The
fire panel may be configured to monitor alarm conditions
and possible emergencies in the building based on sig-
nals received from at least some of the remote units, and
may be configured to trigger an alarm condition in at least
some of the remote units in response to an indication of
a possible emergency. The fire panel may be configured
to monitor the voltage and/or currentin the circuit in order
to detect any signals from the remote units, and may
comprise means for altering the voltage and/or current
inthe circuitin order to trigger an alarm condition through-
out the loop. The fire panel may be further configured to
monitor faults in the circuit, such as short circuits and/or
line breaks.

[0008] The fire panel comprises a loop controller,
which may be for controlling the operation of the loop.
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The loop controller may be a part of a fire panel control
system that also has overall control of the fire panel and
its functions, oritmay be a separate hardware or software
element compared to such a control system. The loop
controller may be a central processing unit (CPU). The
loop controller may be configured to determine a re-
sponse to the communications from the remote units. For
example, in response to information from one of the re-
mote units, the loop controller may be configured to de-
termine that all or some of the remote units should enter
an alarm condition. The loop controller may be configured
to determine that only the remote units in the same zone
as the emergency should enter an alarm condition,
and/or that some remote units should enter an alarm con-
dition at different times than others. This may aid efficient
evacuation of the building in the event of an emergency.
[0009] The possible emergency may be related to a
fire, for example, but it will be appreciated that the fire
system may also be used for also other emergencies,
such as non-fire emergencies requiring activation of an
evacuation procedure.

[0010] The system is configured to enter a degraded
mode of operation when failure of the master-slave com-
munications occurs. The system may be arranged to de-
termine that a failure of the master-slave communications
occurs if the remote units are unable to detect commu-
nication from the master within a set time period. The
time period can be set depending on the particular pro-
tocol that is being used and hence may vary depending,
for example, on a normal polling time period for the pro-
tocol in question.

[0011] The fire panel may comprise a supervisor for
supervising the loop controller. The supervisor may be
configured to supervise correct operation of the loop con-
troller. The supervisor may operate separately to the loop
controller and therefore may be able to continue operat-
ing correctly even if the loop controller fails. The super-
visor may be configured to detect any faults in the loop
controller and/or determine that a failure in the master-
slave communications has occurred. The supervisor may
be a CPU supervisor. The supervisor may be added to
the fire panel as a hardware modification or a software
modification, or it may be added as a combination of the
two.

[0012] The supervisor may be configured to detect the
failure of the master-slave communications and trigger
the degraded mode of operation. The supervisor may be
configured to create the high output impedance in the
loop in the degraded mode.

[0013] The supervisor may comprise an auxiliary con-
troller for supervising the loop controller. The auxiliary
controller may operate independently from the loop con-
troller, such that it is configured to continue operating
correctly even if the loop controller fails. The auxiliary
controller may be an auxiliary CPU. The auxiliary con-
troller may be configured to monitor how frequently the
loop controller communicates with the loop. The auxiliary
controller may be configured to trigger the degraded

10

15

20

25

30

35

40

45

50

55

mode of operation if it determines that the frequency at
which the loop controller communicates with the loop has
fallen below a minimum threshold frequency, for example
if there is no communication within a set period of time.
The minimum threshold frequency may be considered
as the frequency at which communications between the
loop and the loop controller are considered to have failed
and/or the frequency at which the master-slave commu-
nications are considered to have failed. The auxiliary con-
troller may be added to the fire panel as a hardware mod-
ification and/or a software modification. The auxiliary
controller may be configured to create the high output
impedance in the degraded mode.

[0014] During normal operation of the fire system, the
remote units communicate with the fire panel through a
master-slave communication system. The master-slave
communication system may be a wired network with
wired connections between the fire panel and each of
the remote units. In a standby condition, the remote units
may be configured to draw a low current. The current in
the standby condition may be less than 100pA. If a re-
mote unit comprises an indicating device, the remote unit
is configured to switch to an alarm condition when a con-
dition indicative of a possible emergency is detected, and
modulate the current in the loop accordingly. The fire
panel may be configured to detect this modulation in the
current and, in response, communicate a fire alarm con-
dition to the remaining remote units by modulating the
voltage throughout the loop.

[0015] Typically, remote units in fire systems that em-
ploy master-slave communication do not comprise any
means for detecting current as a means for allowing com-
munications such as the degraded communications
mode proposed herein. Hence, when a remote unit mod-
ulates the current in such a way that is indicative of a
possible emergency, only the fire panel can sense this.
The remaining remote units are therefore typically entire-
ly reliant on communication from the fire panel in order
to enter an alarm condition. By adding a current sensor
to the remote units and with suitable configuration of the
system to use those current sensors in context of the
degraded communications mode, they are able to detect
any modulation of the current themselves when the sys-
tem is operating in the degraded mode, and hence are
able to enter an alarm condition even when communica-
tion with the fire panel is lost. The degraded mode of
operation may therefore be considered to provide redun-
dancy to the system for safety purposes.

[0016] The plurality of remote units may be configured
to enter an alarm condition when a detected current is
indicative of a possible emergency. This may occur in
the degraded mode of operation in reaction to commu-
nications between remote units using the degraded com-
munications mode. The current sensor may be config-
ured to determine if a detected current is indicative of a
possible emergency. Alternatively, the remote units may
comprise a unit controller, and the unit controller may be
configured to use the measurements at the current sen-
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sor to determine if a detected current is indicative of a
possible emergency. Alternatively, the current sensor
and the unit controller may work together to determine if
a detected current is indicative of a possible emergency.
The unit controller may be configured to determine a re-
sponse to the detected current. For example, the unit
controller may be configured to determine that the remote
unit should enter an alarm condition if the detected cur-
rent is indicative of a possible emergency. The unit con-
troller may be configured to communicate with the current
sensor only in the degraded mode of operation, but not
in the normal mode of operation. Additionally or alterna-
tively, the current sensor may be configured to operate
in a 'sleep’ mode during the normal mode of operation.
The ’sleep’ mode may be considered as a mode in which
the current sensor is not active and does not measure
the current in the loop. The unit controller may be con-
figured to 'wake up’ the current sensor when the remote
unitenters the degraded mode, such thatthe current sen-
sor is configured to measure the current in the loop only
in the degraded mode of operation. The current sensor
may be added to the remote units as an additional hard-
ware element.

[0017] The fire panel may be configured to periodically
poll at least some of the remote units to monitor their
status during normal operation of the fire system. The
fire panel may be configured to carry out this polling at
regular time intervals. The fire panel may be configured
to carry out this polling based on a predetermined com-
munications protocol, and the frequency of polling may
be determined based on the predetermined communica-
tions protocol. The fire panel may be configured to poll
at least some of the remote units by transmitting one or
more polling signals. The polling signal(s) may be encod-
ed with an address of a remote unit, which may be used
to communicate which remote unit the polling signal is
intended for. The fire panel may be configured to poll
each remote unit individually, and/or may be configured
to poll groups of remote units at the same time. Polling
groups of remote units at the same time may shorten the
amount of time needed to poll the whole loop. The polled
remote unit(s) may be configured to respond with a signal
giving the status of the remote unit(s). The response sig-
nal may further comprise other information, such as the
address or manufacturer code of the remote unit(s). As
aresult of this polling, the fire panel may be able to detect
an approaching alarm condition and may take action ac-
cordingly.

[0018] As mentioned above, the remote units may
comprise a unit controller. The unit controller may be a
microcontroller. During the normal mode of operation,
the unit controller may be configured to receive and an-
alyse any signals from the fire panel, such as from the
loop controller. The unit controller may be configured to
decode any signals from the fire panel such that the en-
coded address can be determined. The unit controller
may therefore be configured to determine whether it is
the remote unit that the signal is intended for based on
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the decoded address. Alternatively, the remote units may
comprise a unit transceiver for decoding signals received
from the fire panel. The unit controller may be configured
to determine how to respond to signals from the fire panel.
For example, if a signal from the fire panel is a polling
signal, the unit controller may be configured to determine
the status of the remote unit and communicate this infor-
mation back to the fire panel. Alternatively, if the signal
from the fire panel indicates an alarm condition, the unit
controller may be configured to trigger an alarm condition
in the remote unit.

[0019] The unit controller may be configured to detect
when master-slave communications have failed, and
may be configured to trigger the remote unit to enter the
degraded mode of operation in response. This may be
done in addition to or instead of the use of a supervisor
as discussed above. The unit controller may be config-
ured to monitor how frequently the remote unit receives
polling signals from the fire panel. The frequency at which
the remote unitreceives polling signals from the fire panel
may be considered to be a polling frequency. The unit
controller may compare the determined polling frequency
to an expected polling frequency. The expected polling
frequency may be the lowest frequency at which the mas-
ter-slave communications are still considered to be func-
tioning. The unit controller may be configured to deter-
mine that the master-slave communications have failed
if the determined polling frequency falls below the ex-
pected polling frequency. If the unit controller determines
that the master-slave communications have failed, the
unit controller may be configured to trigger the remote
unit to enter the degraded mode of operation. As ex-
plained above, the unit controller may be configured to
communicate with the current sensor in the degraded
mode of operation, and may be configured to determine
aresponse to the current detected by the current sensor
in the degraded mode.

[0020] The fire panel may comprise means for com-
municating a fire alarm condition or a fault status to an
operator and/or occupant of the building. These means
may comprise a display and/or LED lights. For example,
the fire panel may display one form of visual feedback
(e.g.lighting up one LED light) when a fire alarm condition
is detected, and display one form of visual feedback (e.g.
lighting up a different LED light) when a fault in the circuit
is detected. Additionally or alternatively, the fire panel
display may show information pertaining to the detected
fire alarm condition or fault. This information may inform
an operator and/or occupant of the building of the source
of the alarm condition or fault, and may comprise the
address of the relevant remote unit and the zone in which
it is located.

[0021] The plurality of remote units may comprise a
voltage sensor for detecting voltage in the loop, and may
be configured to enter an alarm condition when the de-
tected voltage indicates a possible emergency. The re-
mote units may be configured to detect voltage in the
loop in both the normal mode of operation and the de-
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graded mode of operation.

[0022] The voltage sensor may be configured to detect
modulations in voltage in the loop. The detected modu-
lations in voltage may be encoded with alarm information.
For example, the detected modulations in voltage may
be encoded with a digital binary code that contains alarm
information. Inthe normal mode of operation, the fire pan-
el may be configured to transmit the modulations in volt-
age and encode the modulations in voltage with the alarm
information. The voltage sensor may be configured to
communicate the detected modulation in voltage to the
unit controller and/or the unit transceiver. The unit trans-
ceiver and/or the unit controller may be configured to
decode the detected modulation in voltage, such that the
alarm information encoded in the modulation in voltage
can be determined. If the decoded alarm condition is de-
termined to be indicative of a possible emergency, the
unit controller and/or the unit transceiver may trigger the
remote unit to enter an alarm condition. Additionally or
alternatively, the voltage sensor may comprise means
for decoding the detected modulation in voltage, and may
be configured to trigger an alarm condition in the remote
unitifthe decoded alarm information of the detected mod-
ulation in voltage is indicative of an alarm condition.
[0023] The detected modulations in voltage may be
encoded with address information. The address informa-
tion may comprise an individual address and/or a zone
address of the indicating device that has detected the
possible emergency. The address information may be
encoded in the form of digital binary code. In the normal
mode of operation, the fire panel may be configured to
encode the modulations in voltage with the address in-
formation. The unit transceiver and/or the unit controller
of the remote units may be configured to decode the de-
tected modulation in voltage such that the address infor-
mation encoded in the modulation in voltage can be de-
termined. Additionally or alternatively, the voltage sensor
may comprise means for decoding the address informa-
tion in the detected modulation in voltage. The unit con-
troller may be configured to determine a response based
on the decoded alarm information and the decoded ad-
dress information. For example, the unit controller may
determine that the remote unit should only enter an alarm
condition if it is in the same zone as the indicating device
that has detected the possible emergency.

[0024] The voltage sensor and/or the unit controller
may comprise means for determining whether a detected
voltage passes a predetermined voltage threshold value.
The voltage sensor may be configured to communicate
the detected voltage to the unit controller and/or the unit
transceiver only if the detected voltage passes the pre-
determined voltage threshold. Additionally or alternative-
ly, the remote unit may be configured to decode a de-
tected voltage only if the if the detected voltage passes
the predetermined voltage threshold. Thus, modulations
in voltage that are the result of noise in the loop, and are
therefore small, may be ignored. Alternatively, the de-
tected voltage may be considered to indicate a possible
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emergency when it passes the predetermined voltage
threshold value, and thus the remote unit may be config-
ured to enter an alarm condition if it determines that the
detected voltage passes the predetermined voltage
threshold value. The detected voltage may be considered
to pass the predetermined voltage threshold value if the
detected voltage falls below the predetermined voltage
threshold value, or rises above the predetermined volt-
age threshold value.

[0025] The at least one indicating device may be con-
figured to modulate the current through the loop when
the indicating device detects conditions indicative of a
possible emergency. The modulation of the current may
be an increase or a decrease in current. The remote unit
may further comprise a resistor, and the modulation of
the current may be triggered by the resistor being
switched.

[0026] Inthe degraded mode, the remote units located
along the loop in a first direction may be able to detect
the modulation of the current due to their current sensors.
The firstdirection is a direction around the loop compared
to the location of the indicating device that has detected
the possible emergency, e.g. the current modulation may
be detectable by other remote units that are forward of
the indicating device. The indicating device may be con-
figured to encode the modulation in current with alarm
information. For example, the indicating device may be
configured to encode the modulation in current with a
digital binary code that contains the alarm information.
[0027] Hence, in the degraded mode the modulation
of the current may cause other remote units located along
the loop in the first direction to enter an alarm condition
if the modulation of the current is indicative of an emer-
gency condition. The modulation of the current may be
considered to indicate a possible emergency if the en-
coded alarm information is indicative of a possible emer-
gency. The current sensor of the remote units that have
detected the modulation in current may be configured to
communicate the detected modulation in current to the
unit controller and/or the unit transceiver. The unit trans-
ceiver and/or the unit controller may be configured to
decode the detected modulation in current, such that the
alarm information encoded in the modulation in current
can be determined. If the decoded alarm information is
determined to be indicative of a possible emergency, the
unit controller and/or the unit transceiver may trigger the
remote unit to enter an alarm condition. Additionally or
alternatively, the current sensor may comprise means
for decoding the detected modulations in current itself,
and may be configured to trigger an alarm condition in
the remote unit if the decoded alarm information of the
detected modulation in current is indicative of an alarm
condition.

[0028] The atleast one indicating device may be con-
figured to encode the modulation in current with address
information. The address information may comprise an
individual address of the indicating device and/or a zone
address. The zone address may indicate the zone in
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which the indicating device is located. The address in-
formation may be encoded in the form of a digital binary
code. The remote units in the first direction along the loop
from the indicating device may be configured to decode
the detected modulation in current such that the address
information can be determined. As mentioned above, the
current sensor, the unit controller, and/or the unit trans-
ceiver may be configured to decode the detected mod-
ulation in current. The unit controller may be configured
to determine a response based on the decoded alarm
information and the decoded address information. For
example, the unit controller may determine that the re-
mote unit should only enter an alarm condition if it is in
the same zone as the indicating device that has detected
the possible emergency.

[0029] The current sensor and/or the unit controller
may comprise means for determining whether a detected
modulation in current passes a predetermined current
threshold value. The current sensor may be configured
to communicate the detected modulation in current to the
unit controller and/or the unit transceiver only if the de-
tected modulation in current passes the predetermined
voltage threshold. Additionally or alternatively, the re-
mote unit may be configured to decode a detected mod-
ulation in current only if the if the detected modulation in
current passes the predetermined current threshold.
Thus, any modulations in current that are the result of
noise in the loop, and are therefore small, may be ig-
nored. Alternatively, the detected modulation in current
may be considered to indicate a possible emergency if
it passes the predetermined current threshold value, and
thus the remote unit may be configured to enter an alarm
condition if it determines that the detected modulation in
current passes the predetermined current threshold val-
ue. The detected modulation in current may be consid-
ered to pass the predetermined current threshold value
if the current falls below the predetermined current
threshold value, orrises above the predetermined current
threshold value.

[0030] The at least one indicating device may be con-
figured to modulate the current in the loop such that the
voltage in the loop is also modulated . The modulation
of the current caused by the at least one indicating device
may occur together with an opposite modulation of the
voltage in the loop. The modulation of the voltage may
be an increase or a decrease in voltage, depending on
if the modulation of the currentis an increase or decrease
in current. For example, if the modulation of the current
is an increase in current, then it may cause a drop in
voltage, and vice versa. Consequently, the modulation
in voltage may be encoded with information that corre-
sponds to that of the modulation in current. This modu-
lation of the voltage may be detectable by other remote
units in a second direction along the loop, wherein the
second direction is opposite to the first direction. In the
degraded mode, this modulation of the voltage may be
detected by the remote units located along the loop in
the second direction. Voltage detection by the voltage
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sensor of the remote units can therefore form a part of
the degraded communications between the remote units,
with this voltage detection being used along with current
detection to allow an alarm condition to be detected by
other remote units both forward of and behind the indi-
cating device that has detected the possible emergency.
Hence, the alarm condition may be triggered in the de-
vices located along the loop in the second direction by
the modulation of the voltage, and detection thereof, rath-
er than by the modulation of the current detected by the
current sensor.

[0031] As mentioned above, in the degraded mode,
the modulation in voltage may be encoded with informa-
tion that corresponds to the information encoded in the
corresponding modulation in current. Thus, the modula-
tion in voltage in the degraded mode may be encoded
with alarm information and address information that cor-
responds to that of the modulation in current, and the
remote units located in the second direction along the
loop from the indicating device may be configured to de-
code the detected modulations in voltage such that the
alarm information and address information can be deter-
mined. The unit controller of these remote units may be
configured to determine a response based on the decod-
ed alarm information and the decoded address informa-
tion of the detected modulation in voltage.

[0032] The atleast one indicating device may be con-
figured to modulate the current in the form of a current
pulse. Atleast one of the remote units may be configured
to replicate any detected current pulses such that the
corresponding modulation in voltage is amplified through
the loop. This may ensure that the amplitude of the mod-
ulation in voltage is prevented from falling too low to trig-
ger an alarm condition as it travels along the loop. Hence,
replicating the current pulses in this way may ensure that
the modulation in voltage is sufficiently large to trigger
an alarm condition across the whole loop. The remote
units may be configured to replicate a detected current
pulse only if they are within a certain proximity to the
indicating device from which the current pulse originated.
For example, the remote units that are configured to rep-
licate a detected current pulse may be the four remote
units that are immediately adjacent to the indicating de-
vice from which the detected current pulse originated in
the first direction.

[0033] In the degraded mode, the fire panel is config-
ured to create a high output impedance in the loop. As a
result of this high output impedance, the modulation of
the voltage in the loop is larger in the degraded mode of
operation than it would be in the normal mode of opera-
tion. This enables the modulation of the voltage in the
loop to be used in the degraded mode of operation to
communicate an alarm condition to some of the remote
units, as explained above.

[0034] At least one of the remote units comprises an
indicating device, which may be a device for sensing con-
ditions or for receiving inputs from users. For example
the indicating device may include one or more of: manual



11 EP 4 071 733 A1 12

call points; smoke detectors; heat detectors; other build-
ing sensors used for fire or heat detection, such as room
thermostats; sensors for supervised doors; sensors for
supervised fire extinguishers; water flow sensors; and so
on. Input-output modules may be provided for handling
information from some types of sensors that may lie out-
side of the fire system, such as thermostats or water flow
sensors. Such information from sensors may be used
with master-slave communications via the loop, and thus
can add extra information to enable the fire panel to de-
termine a course of action to take. In some examples,
the use of this information from sensors is not available
in the degraded mode. Additionally or alternatively, input-
output modules may be provided for activating fire extin-
guishers, fire sprinklers, automatic door opening and/or
closure systems, or door locking systems. The indicating
device may provide inputs for triggering an alarm condi-
tion of the fire system.

[0035] At least one of the remote units may comprise
an indicator device, which may be a device for indicating
an alarm condition of the fire system, such as audible or
visible devices. The indicator device may include one or
more of: sirens; bells; speech sounders; other types of
sounders; lights; beacons or remote indicators. The in-
dicator device may also include one or more transmitter
devices for sending alarm notifications to users. Alarm
notifications may be sent to local users, for example via
wireless transmission of notifications to a mobile device,
and/or may be sent to remote users such as building
management authorities and/or emergency services.
[0036] At least one of the remote units may comprise
a combined indicating and indicator device, for example
a device including detection capabilities along with an
alarm, such as smoke detectors also including an audible
alarm. Such a remote unit may include combinations of
any of the functions discussed above in relation to the
indicating and indicator devices.

[0037] At least one of the remote units may comprise
a connection module for enabling communication of an
alarm condition to an external system. The connection
module may be configured to connect to external hard-
ware, and may be configured to communicate the alarm
condition to the external hardware when the connection
module enters an alarm condition. The external hardware
may, for example, be configured to trigger an emergency
call or some other form of alert to emergency services,
and/or trigger an alarm condition in an external alarm
system. The connection module may be configured to
communicate the alarm condition to the external system
in both the normal mode of operation and the degraded
mode of operation. Alternatively, the fire panel may be
configured to communicate the alarm condition to any
external systems during the normal mode of operation,
and the connection module may only be configured to
take on this role in the degraded mode when the master-
slave communications have failed.

[0038] The invention extends to a building incorporat-
ing the fire system, wherein the plurality of remote units
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may be distributed within the building.

[0039] Viewedfromasecondaspect,theinvention pro-
vides a method of operating a fire system as in the first
aspect, wherein the method comprises operating the fire
system in the degraded mode when failure of the master-
slave communications between the remote units and the
fire panel occurs.

[0040] The method mayinclude operating a fire system
with any of the other features discussed above.

[0041] In installations where the master-slave system
also provides power to the remote units, the method may
include powering the remote units independently of the
master-slave system. Thus, they may not rely on the fire
panel for power, and can be fully operative without the
fire panel.

[0042] The method may include monitoring alarm con-
ditions and possible emergencies in the building based
on signals received from at least some of the remote
units, and triggering an alarm condition in at least some
of the remote units in response to an indication of a pos-
sible emergency. During operation with master-slave
communications, the method may include using the fire
panel to monitor the voltage and/or current in the circuit
in order to detect any signals from the remote units, and
the fire panel may alter the voltage and/or current in the
circuit in order to trigger an alarm condition throughout
the loop. The method may include using the fire panel to
monitor faults in the circuit, such as short circuits and/or
line breaks.

[0043] The method may include using the loop control-
ler for controlling the operation of the loop. The loop con-
troller may be a part of a fire panel control system that
also has overall control of the fire panel and its functions,
or it may be a separate hardware or software element
compared to such a control system. The loop controller
may be a central processing unit (CPU). During the nor-
mal mode of operation, the method may include using
the loop controller to determine a response to the com-
munications from the remote units. For example, in re-
sponse to information from one of the remote units, the
loop controller may determine that all or some of the re-
mote units should enter an alarm condition. The loop con-
troller may determine that only the remote units in the
same zone as the emergency should enter an alarm con-
dition, and/or that some remote units should enter an
alarm condition at different times than others. This may
aid efficient evacuation of the building in the event of an
emergency.

[0044] The method may include entering a degraded
mode of operation when failure of the master-slave com-
munications occurs. The method may include determin-
ing that a failure of the master-slave communications oc-
curs if the remote units are unable to detect communica-
tion from the master within a set time period. The method
may include using a particular protocol, and may include
setting the time period depending on the particular pro-
tocol that is being used. Hence, the time period may vary
depending, for example, on a normal polling time period
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for the protocol in question.

[0045] The fire panel may comprise a supervisor for
supervising the loop controller. The method may include
using the supervisor to supervise correct operation of the
loop controller. The supervisor may operate separately
to the loop controller and therefore may be able to con-
tinue operating correctly even if the loop controller fails.
The method may include using the supervisor to detect
any faults in the loop controller and/or determine that a
failure in the master-slave communications has oc-
curred. The supervisor may be a CPU supervisor. The
supervisor may be added to the fire panel as a hardware
modification or a software modification, or it may be add-
ed as a combination of the two.

[0046] The method may include using the supervisor
to detect the failure of the master-slave communications
and trigger the degraded mode of operation. The method
may include using the supervisor to create the high output
impedance in the loop in the degraded mode.

[0047] The method may include using an auxiliary con-
troller for supervising the loop controller. The method
may include operating the auxiliary controller independ-
ently from the loop controller, such that it is configured
to continue operating correctly even if the loop controller
fails. The auxiliary controller may be an auxiliary CPU.
The method may include using the auxiliary controller to
monitor how frequently the loop controller communicates
with the loop. The method may include using the auxiliary
controller to trigger the degraded mode of operation if it
determines that the frequency at which the loop controller
communicates with the loop has fallen below a minimum
threshold frequency, for example if there is no commu-
nication within a set period of time. The minimum thresh-
old frequency may be considered as the frequency at
which communications between the loop and the loop
controller are considered to have failed and/or the fre-
quency at which the master-slave communications are
considered to have failed. The auxiliary controller may
be added to the fire panel as a hardware modification
and/or a software modification. The method may include
using the auxiliary controller to create the high output
impedance in the degraded mode.

[0048] During normal operation of the fire system, the
remote units communicate with the fire panel through a
master-slave communication system. The master-slave
communication system may be a wired network with
wired connections between the fire panel and each of
the remote units. In a standby condition, the remote units
may draw a low current. The current in the standby con-
dition may be less than 100p.A. If a remote unit comprises
an indicating device, the method may include switching
that remote unit to an alarm condition when a condition
indicative of a possible emergency is detected, and mod-
ulating the current in the loop accordingly. The method
may include using the fire panel to detect this modulation
in the currentand, inresponse, communicate a fire alarm
condition to the remaining remote units by modulating
the voltage throughout the loop.
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[0049] The method may include triggering an alarm
condition in a remote unit when a current detected by the
remote unit is indicative of a possible emergency. This
may occur in the degraded mode of operation in reaction
to communications between remote units using the de-
graded communications mode. The method may include
using the currentsensor to determine ifa detected current
is indicative of a possible emergency. Alternatively, the
remote units may comprise a unit controller, and the
method may include using the unit controller to determine
if a detected currentis indicative of a possible emergency
based on the measurements at the current sensor. Al-
ternatively, the method may include using the current
sensor and the unit controller together to determine if a
detected current is indicative of a possible emergency.
The method may include using the unit controller to de-
termine a response to the detected current. For example,
the method may include using the unit controller to de-
termine that the remote unit should enter an alarm con-
dition if the detected current is indicative of a possible
emergency. The method may include only using the unit
controller to communicate with the current sensor in the
degraded mode of operation, but not in the normal mode
of operation. Additionally or alternatively, the method
may include operating the current sensor in a ’sleep’
mode during the normal mode of operation. The ’sleep’
mode may be considered as a mode in which the current
sensor is not active and does not measure the currentin
the loop. The method may include using the unit controller
to 'wake up’ the current sensor when the remote unit
enters the degraded mode, such that the current sensor
may measure the current in the loop only in the degraded
mode of operation. The current sensor may be added to
the remote units as an additional hardware element.

[0050] The method may include using the fire panel to
periodically poll at least some of the remote units to mon-
itor their status during normal operation of the fire system.
The method may include using the fire panel to carry out
this polling at regular time intervals. The method may
include using the fire panel to carry out this polling based
on a predetermined communications protocol, and the
method may include determining the frequency of polling
based on the predetermined communications protocol.
The method may include using the fire panel to poll at
least some of the remote units by transmitting one or
more polling signals. The method may include encoding
the polling signal(s) with an address of a remote unit,
which may be used to communicate which remote unit
the polling signal is intended for. The method may include
using the fire panel to poll each remote unit individually,
and/or poll groups of remote units at the same time. Poll-
ing groups of remote units at the same time may shorten
the amount of time needed to poll the whole loop. The
polled remote unit(s) may respond with a signal giving
the status of the remote unit(s). The response signal may
further comprise other information, such as the address
or manufacturer code of the remote unit(s). As a result
of this polling, the fire panel may be able to detect an
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approaching alarm condition and may take action accord-
ingly.

[0051] As mentioned above, the remote units may
comprise a unit controller. The unit controller may be a
microcontroller. During the normal mode of operation,
the unit controller may receive any signals from the fire
panel, such as from the loop controller, and the method
may include using the unit controller to analyse these
signals. The method may include using the unit controller
to decode any signals from the fire panel such that the
encoded address can be determined. The method may
therefore include using the unit controller to determine
whether it is the remote unit that the signal is intended
for based on the decoded address. Alternatively, the re-
mote units may comprise a unittransceiver and the meth-
od may include using the unit transceiver for decoding
signals received from the fire panel. The method may
include using the unit controller to determine how to re-
spond to signals from the fire panel. For example, if a
signal from the fire panel is a polling signal, the unit con-
troller may determine the status of the remote unit and
communicate this information back to the fire panel. Al-
ternatively, if the signal from the fire panel indicates an
alarm condition, the unit controller may trigger an alarm
condition in the remote unit.

[0052] The method may include using the unit control-
ler to detect when master-slave communications have
failed, and to trigger the remote unit to enter the degraded
mode of operation in response. This may be done in ad-
dition to orinstead of the use of a supervisor as discussed
above. The method may include using the unit controller
to monitor how frequently the remote unit receives polling
signals from the fire panel. The frequency at which the
remote unit receives polling signals from the fire panel
may be considered to be a polling frequency. The method
may include using the unit controller to compare the de-
termined polling frequency to an expected polling fre-
quency. The expected polling frequency may be the low-
estfrequency at which the master-slave communications
are still considered to be functioning. The unit controller
may determine that the master-slave communications
have failed if the determined polling frequency falls below
the expected polling frequency. If the unit controller de-
termines that the master-slave communications have
failed, the method may include using the unit controller
to trigger the remote unit to enter the degraded mode of
operation. As explained above, the method may include
allowing communications between the unit controller and
the current sensor in the degraded mode of operation,
and may include using the unit controller to determine a
response to the current detected by the current sensor
in the degraded mode.

[0053] The method may include using the fire panel to
communicate a fire alarm condition or a fault status to an
operator and/or occupant of the building. The method
may include communicating this fire alarm condition
through a display and/or LED lights on the fire panel. For
example, the fire panel may display one form of visual
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feedback (e.g. lighting up one LED light) when a fire alarm
condition is detected, and display one form of visual feed-
back (e.g. lighting up a different LED light) when a fault
in the circuit is detected. Additionally or alternatively, the
method may include displaying information pertaining to
the detected fire alarm condition or fault on the fire panel
display. This information may inform an operator and/or
occupant of the building of the source of the alarm con-
dition or fault, and may comprise the address of the rel-
evant remote unit and the zone in which it is located.
[0054] The plurality of remote units may comprise a
voltage sensor for detecting voltage in the loop, and the
method may include triggering an alarm condition in a
remote unit when the voltage detected by that unit indi-
cates a possible emergency. The method may include
using the remote units to detect voltage in the loop in
both the normal mode of operation and the degraded
mode of operation.

[0055] The method may include using the voltage sen-
sorto detect modulations in voltage in the loop. The meth-
od may include encoding the modulations in voltage with
alarm information. For example, the method may include
encoding the detected modulations in voltage with a dig-
ital binary code that contains alarm information. In the
normal mode of operation, the method may include using
the fire panel to transmit the modulations in voltage and
to encode the modulations in voltage with the alarm in-
formation. The method may include communicating the
detected modulation in voltage from the voltage sensor
to the unit controller and/or the unit transceiver. The
method may include decoding the detected modulation
in voltage using the unit transceiver and/or the unit con-
troller, such that the alarm information encoded in the
modulation in voltage can be determined. If the decoded
alarm condition is determined to be indicative of a pos-
sible emergency, the unit controller and/or the unit trans-
ceiver may trigger the remote unit to enter an alarm con-
dition. Additionally or alternatively, the voltage sensor
may comprise means for decoding the detected modu-
lation in voltage, and the method may include using the
voltage sensor to decode the detected modulations in
voltage, and to trigger an alarm condition in the remote
unitifthe decoded alarminformation of the detected mod-
ulation in voltage is indicative of an alarm condition.
[0056] The method may include encoding the modu-
lations in voltage with address information. The address
information may comprise an individual address and/or
azone address of the indicating device that has detected
the possible emergency. The method may include en-
coding the address information in the form of digital binary
code. In the normal mode of operation, the method may
include using the fire panel to encode the modulations in
voltage with the address information. The method may
using the unit transceiver and/or the unit controller of the
remote units to decode the detected modulation in volt-
age such that the address information encoded in the
modulation in voltage can be determined. Additionally or
alternatively, the voltage sensor may comprise means
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for decoding the address information in the detected
modulation in voltage. The method may include using
the unit controller to determine a response based on the
decoded alarm information and the decoded address in-
formation. Forexample, the unit controller may determine
that the remote unit should only enter an alarm condition
if it is in the same zone as the indicating device that has
detected the possible emergency.

[0057] The method may include using the voltage sen-
sor and/or the unit controller may to determine whether
a detected voltage passes a predetermined voltage
threshold value. The method may include using the volt-
age sensor to communicate the detected voltage to the
unit controller and/or the unit transceiver only if the de-
tected voltage passes the predetermined voltage thresh-
old. Additionally or alternatively, the method may include
using the remote unit to decode a detected voltage only
if the if the detected voltage passes the predetermined
voltage threshold. Thus, modulations in voltage that are
the result of noise in the loop, and are therefore small,
may be ignored. Alternatively, the method may include
determining that the detected voltage is considered to
indicate a possible emergency when it passes the pre-
determined voltage threshold value, and thus the method
may include causing the remote unit may to enter an
alarm condition if the remote unit determines that the
detected voltage passes the predetermined voltage
threshold value. The method may include determining
that the detected voltage has passed the predetermined
threshold value if the voltage falls below the predeter-
mined voltage threshold value, or rises above the prede-
termined voltage threshold value.

[0058] The method may include using the at least one
indicating device to modulate the current through the loop
when the indicating device detects conditions indicative
of a possible emergency. The modulation of the current
may be an increase or a decrease in current. The remote
unit may further comprise aresistor, and the method may
include using the resistor to trigger the modulation of the
current.

[0059] Inthe degraded mode, the remote units located
along the loop in a first direction may detect the modu-
lation of the current due to their current sensors. The first
direction is a direction around the loop compared to the
location of the indicating device that has detected the
possible emergency, e.g. the current modulation may be
detectable by other remote units that are forward of the
indicating device. The method may include using the at
least one indicating device to encode the modulation in
current with alarm information. For example, the method
may include using the at least one indicating device to
encode the modulation in current with a digital binary
code that contains the alarm information.

[0060] Hence, in the degraded mode the modulation
ofthe current may cause other remote units located along
the loop in the first direction to enter an alarm condition
if the modulation of the current is indicative of an emer-
gency condition. The method may include determining
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that the modulation of the current indicates a possible
emergency if the encoded alarm information is indicative
of a possible emergency. The method may include using
the current sensor of the remote units that have detected
the modulation in current to communicate the detected
modulation in current to the unit controller and/or the unit
transceiver. The method may include using the unit trans-
ceiver and/or the unit controller to decode the detected
modulation in current, such that the alarm information
encoded in the modulation in current can be determined.
If the decoded alarm information is determined to be in-
dicative of a possible emergency, the method may in-
clude using the unit controller and/or the unit transceiver
to trigger the remote unit to enter an alarm condition.
Additionally or alternatively, the current sensor may com-
prise means for decoding the detected modulations in
current itself, and the method may include using the cur-
rent sensor to trigger an alarm condition in the remote
unitif the decoded alarm information of the detected mod-
ulation in current is indicative of an alarm condition.
[0061] The method may include using the at least one
indicating to encode the modulation in current with ad-
dress information. The address information may com-
prise an individual address of the indicating device and/or
azone address. The zone address may indicate the zone
in which the indicating device is located. The method may
include encoding the address information in the form of
a digital binary code. The method may include using the
remote units in the first direction along the loop from the
indicating device to decode the detected modulation in
current such that the address information can be deter-
mined. As mentioned above, the method may include
decoding the detected modulation in current using the
current sensor, the unit controller, and/or the unit trans-
ceiver. The method may include using the unit controller
to determine a response based on the decoded alarm
information and the decoded address information. For
example, the unit controller may determine that the re-
mote unit should only enter an alarm condition if it is in
the same zone as the indicating device that has detected
the possible emergency.

[0062] The method may include using the current sen-
sor and/or the unit controller may to determine whether
adetected modulation in current passes a predetermined
current threshold value. The method may include com-
municating the detected modulation in current from the
current sensor to the unit controller and/or the unit trans-
ceiver only if the detected modulation in current passes
the predetermined voltage threshold. Additionally or al-
ternatively, the method may include using the remote unit
to decode a detected modulation in current only if the if
the detected modulation in current passes the predeter-
mined current threshold. Thus, any modulations in cur-
rent that are the result of noise in the loop, and are there-
fore small, may be ignored. Alternatively, the method may
include determining that the detected modulation in cur-
rent indicates a possible emergency if it passes the pre-
determined current threshold value, and thus the method
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may include causing the remote unit to enter an alarm
condition if the remote unit determines that the detected
modulation in current passes the predetermined current
threshold value. The method may include determining
that the detected modulation in current passes the pre-
determined current threshold value if the current falls be-
low the predetermined current threshold value, or rises
above the predetermined current threshold value.
[0063] The method may include using the at least one
indicating device to modulate the current in the loop such
that the voltage in the loop is also modulated. The mod-
ulation of the current caused by the atleast one indicating
device may occur together with an opposite modulation
of the voltage in the loop. The modulation of the voltage
may be an increase or a decrease in voltage, depending
on if the modulation of the current is an increase or de-
crease in current. For example, if the modulation of the
currentis an increase in current, then it may cause a drop
in voltage, and vice versa. Consequently, the modulation
in voltage may be encoded with information that corre-
sponds to that of the modulation in current. This modu-
lation of the voltage may be detectable by other remote
units in a second direction along the loop, wherein the
second direction is opposite to the first direction. In the
degraded mode, this modulation of the voltage may be
detected by the remote units located along the loop in
the second direction. Voltage detection by the voltage
sensor of the remote units can therefore form a part of
the degraded communications between the remote units,
with this voltage detection being used along with current
detection to allow an alarm condition to be detected by
other remote units both forward of and behind the indi-
cating device that has detected the possible emergency.
Hence, the method may include triggering an alarm con-
dition in the devices located along the loop in the second
direction through the modulation of the voltage, and de-
tection thereof, rather than through the modulation of the
current detected by the current sensor.

[0064] As mentioned above, in the degraded mode,
the modulation in voltage may be encoded with informa-
tion that corresponds to the information encoded in the
corresponding modulation in current. Thus, the modula-
tion in voltage in the degraded mode may be encoded
with alarm information and address information that cor-
responds to that of the modulation in current, and the
method may include using the remote units located in
the second direction along the loop from the indicating
device to decode the detected modulations in voltage
such that the alarm information and address information
can be determined. The method may include using the
unit controller of these remote units to determine a re-
sponse based on the decoded alarm information and the
decoded address information of the detected modulation
in voltage.

[0065] The method may include using the at least one
indicating device to modulate the current in the form of
a current pulse. The method may include using at least
one of the remote units to replicate any detected current
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pulses such that the corresponding modulation in voltage
is amplified through the loop. This may ensure that the
amplitude of the modulation in voltage is prevented from
falling too low to trigger an alarm condition as it travels
along the loop. Hence, replicating the current pulses in
this way may ensure that the modulation in voltage is
sufficiently large to trigger an alarm condition across the
whole loop. The method may include using only the re-
mote units that are within a certain proximity to the indi-
cating device from which the current pulse originated to
replicate a detected current pulse. For example, the
method may include using the four remote units that are
immediately adjacent to the indicating device from which
the detected current pulse originated in the first direction
to replicate a detected current pulse may be.

[0066] Inthe degraded mode, the method may include
using the fire panel to create a high output impedance in
the loop. As a result of this high output impedance, the
modulation of the voltage in the loop is larger in the de-
graded mode of operation than it would be in the normal
mode of operation. This enables the modulation of the
voltage in the loop to be used in the degraded mode of
operation to communicate an alarm condition to some of
the remote units, as explained above.

[0067] At least one of the remote units comprises an
indicating device. The method may include using the at
least one indicating device for sensing conditions or for
receiving inputs from users. For example the indicating
device may include one or more of: manual call points;
smoke detectors; heat detectors; other building sensors
used for fire or heat detection, such as room thermostats;
sensors for supervised doors; sensors for supervised fire
extinguishers; water flow sensors; and so on. The meth-
od may include using input-output modules for handling
information from some types of sensors that may lie out-
side of the fire system, such as thermostats or water flow
sensors. The method may include using such information
from sensors with master-slave communications via the
loop, and thus may include adding extra information to
the master-slave communications such that the fire panel
can determine a course of action to take. In some exam-
ples, the use of this information from sensors is not avail-
able in the degraded mode. Additionally or alternatively,
the method may include using input-output modules for
activating fire extinguishers, fire sprinklers, automatic
door opening and/or closure systems, or door locking
systems. The indicating device may provide inputs for
triggering an alarm condition of the fire system.

[0068] The method may include using the at least one
indicator device to indicate an alarm condition of the fire
system, such as through audible or visible devices. The
indicator device may include one or more of: sirens; bells;
speech sounders; other types of sounders; lights; bea-
cons or remote indicators. The method may include using
the indicator device for sending alarm notifications to us-
ers through one or more transmitter devices. The method
may include sending notifications to local users, for ex-
ample via wireless transmission of notifications to a mo-
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bile device, and/or to remote users such as building man-
agement authorities and/or emergency services.

[0069] At least one of the remote units may comprise
a combined indicating and indicator device, for example
a device including detection capabilities along with an
alarm, such as smoke detectors also including an audible
alarm. The method may include carrying out combina-
tions of any of the functions discussed above in relation
to the indicating and indicator devices using such a re-
mote unit.

[0070] At least one of the remote units may comprise
a connection module for enabling communication of an
alarm condition to an external system. The method may
include using the connection module to connect to exter-
nal hardware, and may include communicating the alarm
condition from the communication module to the external
hardware when the connection module enters an alarm
condition. The method may include using the external
hardware to, for example, trigger an emergency call or
some other form of alert to emergency services, and/or
trigger an alarm condition in an external alarm system.
The method may include using the connection module
to communicate the alarm condition to the external sys-
tem in both the normal mode of operation and the de-
graded mode of operation. Alternatively, the method may
include using the fire panel to communicate the alarm
condition to any external systems during the normal
mode of operation, and may only include using the con-
nection module to fulfil this role in the degraded mode
when the master-slave communications have failed.
[0071] Certain embodiments of the disclosure will now
be described by way of example only and with reference
to the accompanying drawings in which:

Figure 1is a diagram of a fire system using a master-
slave communication system;

Figure 2 is a diagram of a fire panel;

Figure 3 is a diagram of a fire system operating in a
degraded mode; and

Figure 4 is a diagram of a combined indicator and
indicating device.

[0072] AsshowninFigure 1, a fire system 10 compris-
es a fire panel 12 and a number of remote units 14, 16,
18. The fire system 10 and remote units 14, 16, 18 are
electrically connected in a loop configuration, joined by
wire 20, with each remote unit positioned at a different
location along the loop. This fire alarm 12 may be used
to additionally provide power to the remote units 14, 16,
18. Alternatively, the remote units 14, 16, 18 may be pow-
ered independently of the fire alarm 12. The remote units
of Figure 1 comprise indicating devices 14, indicator de-
vices 16, and combined indicating and indicator device
18. Indicating devices 14 are used to detect conditions
indicative of an emergency, and may include manual call
points, smoke detectors, and/or heat detectors. Indicator
devices 16 are used to alert users of an emergency con-
dition and may include audible or visual devices, such
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as lights and/or bells. The combined indicating and indi-
cator device 18 has a detection capability alongside an
alarm, and may comprise a fire and/or smoke alarm. Al-
though not shown in Figure 1, the fire system may further
comprise fire suppression devices and/or a connection
module for enabling communication with external devic-
es.

[0073] The remote units 14, 16, 18 communicate with
the fire panel 12 in a master-slave relationship. The re-
mote units 14, 16, 18 send signals to the fire panel 12
through the wire 20 in the form of modulations in the
current. These signals inform the fire panel 12 of the sta-
tus of the remote units 14, 16, 18. The modulations in
the current created by the remote units 14, 16, 18 may
be increases or decreases in current, and may be en-
coded with information such as alarm, address, and/or
faultinformation. For example, the modulationsin current
may be encoded with a digital binary code containing
suchinformation. Inresponse, the fire panel 12 may issue
a command to the remote units 14, 16, 18. For example,
if indicating device 14 modulates the current in such a
way that is indicative of a possible emergency, the fire
panel 12 may send a command to the remaining remote
units 14, 16, 18 instructing them to enter an alarm con-
dition. Alternatively, the fire panel 12 may send this com-
mand to only some of the remote units 14, 16, 18, de-
pending on the location and nature of the possible emer-
gency. The command may be in the form of a modulation
of the voltage, and may be encoded with information. For
example, the command may be encoded with a digital
binary code containing such information Typically, the
current is modulated in one direction through the loop,
whilst the voltage is modulated in the opposite direction.
The remote units 14, 16, 18 therefore each comprise a
voltage sensor, and are configured to enter an alarm con-
dition when they detect a voltage that is indicative of a
possible emergency.

[0074] The fire panel 12 may also periodically send
polling signals to the remote units 14, 16, 18, and the
remote units 14, 16, 18 may respond with information
regarding their status, their address, and/or their manu-
facturer code. The fire panel 12 may poll the remote units
14. 16, 18 at regular time intervals, which may be deter-
mined based on a communications protocol that the fire
system 10 is employing. Thus, the frequency of polling
may be determined by the communications protocol of
the fire system 10. The fire panel 12 may poll the remote
units 14, 16, 18 by transmitting one or more commands
in the form of one or more polling signals. As mentioned
above, these polling signals may be encoded with infor-
mation, such as an address of a remote unit. This infor-
mation may be used to communicate which remote unit
14, 16, 18 the polling signal is intended for. The fire panel
12 may comprise means for alerting a user of a possible
emergency. These means can include, but are not limited
to, lights and/or a display.

[0075] The fire panel 12 is shown in Figure 2. The op-
eration of the fire panel 12 is controlled by aloop controller
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24, which may be a central processing unit (CPU). The
loop controller 24 may process the information received
from the remote units 14, 16, 18 and decide how to re-
spond. The loop controller 24 may decide whether it is
necessary to communicate an alarm condition to some
or all of the remaining remote units 14, 16, 18. The loop
controller 24 may cause the remote units 14, 16, 18 to
enter an alarm condition at different times, in order to aid
and manage evacuation of a building. The fire panel 12
may also comprise a supervisor 22, which will be de-
scribed in further detail later.

[0076] Itwillbe appreciated thatin a master-slave com-
munications system, the remote units 14, 16, 18 are only
alerted to the existence of a possible emergency through
communications from the fire panel 12, unless they de-
tect the emergency themselves. Hence, fire systems
comprising only master-slave communication systems
are entirely reliant of the correct operation of those sys-
tems to trigger an alarm across the whole loop. This can
lead to safety issues when failure of the master-slave
communications occurs.

[0077] Figure 3 shows a fire system 10 that is config-
ured to address this problem. The fire system 10 of Figure
3 is operating in a degraded mode of operation, in which
a degraded communications mode for the remote units
14, 16, 18 is established. In Figure 3, the fire panel 12
has detected a failure of the master-slave communication
system and has triggered the degraded mode. This fail-
ure may be detected by the supervisor 22 (shown in Fig-
ure 2), which is configured to supervise the loop controller
24. The supervisor 22 may operate independently from
the loop controller 24, and thus may continue to operate
correctly even when there is a fault in the loop controller
24. The supervisor 22 may be added to the fire panel 12
as an additional software element, hardware element, or
a combination of the two, and may be a CPU supervisor.
In response to detecting that the master-slave commu-
nications have failed, the supervisor 22 may trigger the
fire system 10 to enter the degraded mode of operation,
and create a high output impedance in the loop.

[0078] The supervisor 22 may comprise an auxiliary
controller, and the auxiliary controller may supervise the
loop controller 24. The auxiliary controller may monitor
how frequently the loop controller 24 communicates with
the loop 20. The auxiliary controller may determine that
the master-slave communications have failed if it detects
that the frequency at which the loop controller 24 com-
municates with the loop 20 drops below a minimum
threshold frequency. The minimum threshold frequency
may be the frequency at which communications between
the loop 20 and the loop controller 24, and/or the master-
slave communications, are considered to have failed. In
response to this detection, the auxiliary controller may
trigger the fire system 10 to enter the degraded mode,
and may create the high outputimpedance in the degrad-
ed mode.

[0079] Inorderto communicate with one anotherinthe
degraded mode, the remote units 14, 16, 18 comprise a
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current sensor 26 (as shown in Figure 4). Equipping the
remote units 14, 16, 18 with a current sensor 26 in this
way therefore provides these remote units with the ability
to detect any modulations in the current passing by them
in the loop in the degraded mode, and enter an alarm
condition if the detected modulations in current are indic-
ative of a possible emergency. Hence, the remote units
14, 16, 18 are able to communicate with one another in
the degraded mode through these modulations in the cur-
rent.

[0080] The remote units 14, 16, 18 may comprise a
unit controller 28 (shown in Figure 4). The unit controller
28 may determine a response to any signals detected by
theremote unit 14, 16, 18. Forexample, the unit controller
28 may determine a response to any detected signals
from the fire panel 12, such as polling signals. The unit
controller 28 may monitor the frequency at which the re-
mote unit 14, 16, 18 receives polling signals, which may
be known as a polling frequency. The unit controller 28
may compare this detected polling frequency with an ex-
pected polling frequency. The expected polling frequen-
cy may be the polling frequency at which the master-
slave communications are considered to have failed, and
may be based on the communications protocol of the fire
system 10. The unit controller 28 may trigger the degrad-
ed mode in the remote unit 14, 16, 18 if it detects that
the detected polling frequency has fallen below the ex-
pected polling frequency.

[0081] The current sensor 26 may be in a 'sleep’ mode
during normal operation of the fire system 10. In the
‘sleep’ mode, the current sensor 26 may not be active
and may not measure any current in the loop. When the
unit controller 28 triggers the degraded mode, the unit
controller 28 may ‘'wake up’ the current sensor 26 such
that the current sensor 26 begins measuring the current
in the loop and communicating with the unit controller 28.
Alternatively, the current sensor 26 may always be in an
active state, but the unit controller 28 may only begin
communications with the current sensor when the de-
graded mode has been triggered.

[0082] As shown in Figure 3, a remote unit 18 may
detect conditions indicative of a possible emergency. In
response to this, the remote unit 18 may modulate the
current in the loop in such a way that indicative of this
emergency. The remote unit 18 may encode this modu-
lation in current with information that is indicative of a
possible emergency. The modulation in current may trav-
el in a first direction A along the loop. In Figure 3, the first
direction A is shown as being in an anti-clockwise direc-
tion along the loop; however, it will be appreciated that
the modulation in current may be transmitted in either
direction around the loop depending on the electrical con-
figuration of the fire system 10. The current sensors 26
of other remote units located in the first direction along
the loop will be able to detect this modulation of the cur-
rent, and may trigger an alarm condition in the other re-
mote units.

[0083] However, it will be appreciated that, since the
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modulation in current is detectable only in a single direc-
tion along the loop, it cannot communicate the alarm con-
dition to the remote units located in the opposite direction
along the loop.

[0084] By modulating the current in the first direction
Aalong the loop, a corresponding but inverse modulation
of the voltage will be experienced in a second direction
B along the loop, wherein the second direction B is op-
posite to the first direction A. For example, if the modu-
lation in current is an increase in current detectable by
remote units in the first direction A, then there will be a
decrease in voltage detectable by remote units in the
second direction B. Consequently, the modulation in volt-
age in the second direction B will be encoded with infor-
mation that corresponds to the information encoded in
the corresponding modulation in current. Hence, in Fig-
ure 3, the remote unit 18 will also modulate the voltage
in the loop when it detects conditions indicative of an
emergency.

[0085] This modulation of the voltage will be experi-
enced when the current is modulated in both the normal
mode of operation and the degraded mode of operation.
In the normal mode of operation, the modulation of the
voltage is typically too small to trigger an alarm condition
in the remote units 14, 16, 18. However, these modula-
tions of the voltage are larger in the degraded mode of
operation due to the high output impedance in the loop.
Therefore, in the degraded mode, when the current is
modulated in the first direction A such that it is indicative
of a possible emergency, the resultant modulation of the
voltage in the second direction B will be sufficiently large
to trigger an alarm condition in the remote units 14, 16,
18 located in that direction.

[0086] Hence, in the degraded mode, the alarm con-
dition will be communicated to the other remote units
located along the first direction A in the loop through the
modulation of the current, and the alarm condition will be
communicated to the other remote units located along
the second direction B in the loop through the modulation
of the voltage. The degraded mode therefore enables all
the remote units 14, 16, 18 in the loop that have current
and voltage sensors to be alerted to the alarm condition,
even when the master-slave communications have
failed.

[0087] The remote unit 18 may modulate the current
in the form of a current pulse. Further, at least one of the
remote units 14, 16, 18 may be configured to replicate
any current pulses it detects. This aids the detection of
the alarm condition by voltage sensing for the devices
located along the direction B from the remote unit that
has detected the alarm condition, since the amplification
of the current pulses will create a corresponding ampli-
fication of the voltage drop in the loop.

[0088] The remote units 14, 16, 18 may only enter an
alarm condition if they detect a modulation in the current
orvoltage that is indicative of a possible emergency. This
may be determined by comparing the detected modula-
tion in current or voltage to a predetermined current or
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voltage threshold value, respectively, or by decoding a
binary code within the modulated signal, e.g. via pulses
in the signal. The current sensors 26 of the remote units
may determine whether the modulation in the current is
indicative of a possible emergency. Alternatively, the unit
controller 28 may determine if the modulation in the cur-
rent is indicative of a possible emergency. Alternatively,
the current sensor 26 and the unit controller 28 may work
together to determine if the modulation in the current is
indicative of a possible emergency.

[0089] In the case of a threshold value, if the detected
current or voltage passes this predetermined current or
voltage threshold, then it may be considered to be indic-
ative of a possible emergency. If the remote units 14, 16,
18 are configured to modulate the current such that it
increases in value, then the current may be determined
to pass the predetermined current threshold value only
when itexceeds the predetermined current threshold val-
ue, whilst the voltage may be determined to pass the
predetermined voltage threshold value only when it falls
below the predetermined voltage threshold value. Alter-
natively, if the remote units 14, 16, 18 are configured to
modulate the current such that it decreases in value, then
the current may be determined to pass the predetermined
current threshold value only when it falls below the pre-
determined current threshold value, whilst the voltage
may be determined pass the predetermined voltage
threshold value only when it exceeds below the prede-
termined voltage threshold value. The predetermined
currentand voltage thresholds may be determined during
installation of the fire system 10, and may be updated
based on subsequent maintenance of the fire system 10
to account for any degradation of the system.

[0090] In the case of an encoded signal, the current
sensor 26 and/or the voltage sensor of the remote units
14, 16, 18 may receive and decode any detected signals,
and may communicate the decoded signal to the unit
controller 28, which may then determine that the remote
unit 14, 16, 18 should enter an alarm condition based on
the decoded signal. Alternatively, the current sensor 26
and/or voltage sensor may communicate the detected
signal directly to the unit controller 28, and the unit con-
troller may decode the detected signals itself. Alterna-
tively, the remote units 24, 26, 28 may comprise a unit
transceiver, and the unit transceiver may decode the de-
tected signals and communicate the decoded signals to
the unit controller. The modulation in current, and corre-
sponding modulation in voltage, may be determined to
be indicative of a possible emergency if the alarm infor-
mation encoded in the signal is indicative of a possible
emergency.

[0091] In this case, the current sensor and/or the volt-
age sensor may use the predetermined current and/or
voltage threshold value to determine whether the detect-
ed signal is large enough to warrant a response. For ex-
ample, the current sensor 26 and/or voltage sensor may
compare the detected signal with the corresponding
threshold value. If the detected signal does not pass the
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predetermined threshold value, the sensor may not com-
municate the detected signal to the unit controller 28.
Alternatively, the unit controller 28 may compare the de-
tected signal with the corresponding predetermined
threshold value, and may only decode the signal if the
detected signal is determined to pass the predetermined
threshold value.

[0092] Indicating device 18 may encode the modula-
tions in current, and hence the corresponding modula-
tions in voltage, with address information. The address
information may include individual address information
(which describes the specific indicating device that has
detected the alarm condition), and/or zone address in-
formation (which describes the zone in which the indicat-
ing device thathas detected the alarm conditionis located
in). The remote units 14, 16, 18 may be able to decode
the address information from the detected signals, for
example through the current sensor 26, the voltage sen-
sor, the unit transceiver, and/or the loop controller 28.
The loop controller 28 may use the address information
to determine whether the remote unit 14, 16, 18 should
enter an alarm condition. For example, the unit controller
28 may determine that the remote unit 14, 16, 18 should
only enter an alarm condition if it is in the same zone as
the indicating device 18.

[0093] An exemplary combined indicating and indica-
tor device 18 is shown in Figure 4, comprising a current
sensor 26, a unit controller 28, an indicating component
30, indicator component 32, and an input-output module
34. As mentioned above, the remote units 14, 16, 18 may
comprise indicating devices 14, indicator devices 16, or
combined indicator and indicating devices 18. These can
include manual call points; smoke detectors; heat detec-
tors; other building sensors used for fire or heat detection,
such as room thermostats; sensors for supervised doors;
sensors for supervised fire extinguishers; water flow sen-
sors; sirens; bells; lights; transmitter devices and so on.
The fire system 10 may include input-output modules 34
for handling information from some types of indicating
devices 14 that may lie outside of the fire system 10, such
as thermostats or water flow sensors. Such information
from the input-output modules 34 may be used in the
master-slave communications to provide extra informa-
tion to the fire panel 12, but in some examples may not
be used in the degraded mode. Additionally or alterna-
tively input-output modules 34 may be provided for acti-
vating automatic door opening and/or closure systems,
or door locking systems.

[0094] The degraded mode of operation therefore pro-
vides redundancy to the fire system 10 for safety purpos-
es. The degraded mode can be achieved by modifying
a fire system 10 that would typically only employ master-
slave communications such that the fire panel 12 com-
prises a supervisor 22, and the remote units 14, 16, 18
comprise a current sensor 26. The addition of the current
sensor 26 allows communication between the remote
units 14, 16, 18 to be established in the degraded mode,
removing the reliance on the fire panel 12 to correctly
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activate an alarm when there is a possible emergency.
The fire system 10 can therefore operate correctly even
when the primary means of communication, i.e. the mas-
ter-slave communication system, fails. A fire system with
improved reliability and safety is provided by the use of
such current sensors 26 for a degraded communication
mode.

Claims

1. Afire system for a building, the fire system compris-
ing:

a fire panel for monitoring the building and acti-
vating an alarm, the fire panel comprising a loop
controller; and

a plurality of remote units electrically connected
to the fire panel in a circuit having a loop config-
uration, at least one of the plurality of remote
units comprising an indicating device for deter-
mining conditions that are indicative of a possi-
ble emergency and modulating a current in the
circuit when those conditions indicate a possible
emergency;

wherein the plurality of remote units are in com-
munication with the fire panel in a master-slave
relationship;

wherein the system is configured to enter a de-
graded mode of operation when failure of the
master-slave communications occurs, the fire
panel being configured to create a high output
impedance in the circuit and enable a degraded
communications mode for the remote units in
the degraded mode; and

wherein each of the plurality of remote units
comprises a current sensor for detecting current
in the degraded mode.

2. The fire system as claimed in claim 1, wherein the
fire panel comprises a supervisor for supervising the
loop controller.

3. The fire system as claimed in claim 2, wherein the
supervisor is configured to detect the failure of the
master-slave communications and trigger the de-
graded mode of operation.

4. The fire system as claimed in claim 2 or 3, wherein
the supervisor is configured to create the high output
impedance in the circuit in the degraded mode.

5. The fire system as claimed in any preceding claim,
wherein the plurality of remote units are configured
to enter an alarm condition when a detected current
is indicative of a possible emergency.

6. The fire system as claimed in any preceding claim,
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wherein the at least one indicating device is config-
ured to encode the modulation in current with alarm
information, and, in the degraded mode, the current
sensors of at least some of the remote units are con-
figured to decode any detected modulations in cur-
rent such that the alarm information can be deter-
mined.

The fire system as claimed in any preceding claim,
wherein the plurality of remote units comprise a volt-
age sensor for detecting voltage in the loop.

The fire system as claimed in claim 7, wherein the
plurality of remote units are configured to enter an
alarm condition when a detected voltage is indicative
of a possible emergency.

The fire system as claimed in any preceding claim,
wherein the at least one indicating device is config-
ured to modulate the current in the loop such that
the voltage in the loop is also modulated.

The first system as claimed in any preceding claim,
wherein the at least one indicating device is config-
ured to modulate the current in the form of a current
pulse.

The fire system as claimed in claim 10, wherein at
leastone of the remote units is configured to replicate
any detected current pulses.

The fire system as claimed in any preceding claim,
wherein the at least one indicating device is config-
ured to provide inputs for triggering an alarm condi-
tion of the fire system and includes components for
sensing conditions and/or for receiving inputs from
users.

The fire system as claimed in claim 12, wherein the
at least one indicating device includes at least one
of manual call points; smoke detectors; heat detec-
tors; other building sensors used for fire or heat de-
tection; sensors for supervised doors; sensors for
supervised fire extinguishers; and water flow sen-
sors; and/or wherein at least one of the remote units
includes one more indicator device(s) for indicating
an alarm condition of the fire system, optionally
wherein the indicator device(s) include an audible or
visible alert device and/or a transmitter device for
sending alarm notifications to users.

The fire system as claimed in any preceding claim,
wherein the remote units may include at least one
fire suppression system(s), including fire suppres-
sion device(s) that can be triggered in an alarm con-
dition.

A method of operating a fire system as claimed in
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any preceding claim, wherein the method comprises
operating the fire system in the degraded mode when
failure of the master-slave communications between
the remote units and the fire panel occurs.
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