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METHOD OF FORMING SAME

(57) The present invention refers to a structure for a
security document, which comprises a first layer com-
prising a user identification area for forming an image of a
user, and a second layer including a photochromic ink
area comprising photochromic ink, wherein the photo-

chromic ink area is placed in correspondence with the
user identification area. The present invention further
refers to a security document comprising the laminated
structure obtained from the disclosed structure.
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Description

Technical Field

[0001] The present invention relates to structures and
laminated structures for security documents and to the
corresponding security documents.

Background Art

[0002] Due to recent developments in society and in-
dustry, data processing and data handling require com-
pliance with increasingly restrictive regulations so as to
reduce the possibility of tampering with sensitive data. In
manyapplications, sensitivedataor informationhas tobe
stored in a permanent and tamper resistant manner, in
particular, when data or information in non-electronic
form, possibly in combination with electronically stored
data, has to be stored in certain carriers. For example,
credit cards, respective cards for health insurance, pass-
ports and the like, represent respective "carriers" having
stored therein a significant amount of non-electronic
information, for instance, in the form of one or more
images, symbols, text and the like. Typically, this informa-
tion, possibly in combination with electronically stored
data, such as RFID labels and the like, is provided on the
basis of a respective carrier, hereinafter referred to as
"security document," which may have to provide for
resistance of the stored information with respect to en-
vironmental influences, while, nevertheless, allowing fre-
quent and long term use of a respective security docu-
ment. For example, a passport may have to be typically
used for a time period of several years and may, thus,
depending on the habits of the passport owner, require a
more or less frequent opening and closing, storing in
sometimes harsh environments and the like. Similarly,
any type of cards to be used in financial transactions and
the like, may have to withstand mechanical stress upon
interaction with respective card readers and the like,
while also providing for high robustness and reliability
during a daily use of any such security documents.
[0003] Moreover, in addition to mechanical robust-
ness, the information included in a corresponding secur-
ity document, such as a datapage of a passport and the
like, has to provide for high tamper resistance so as to
makedifficult any intentionalmanipulation of the informa-
tion stored in the respective datapage of the security
document, while, preferably, upon attempting to manip-
ulate the datapage, any such attempt should become
recognizable inavisibleoranyotherappropriatemanner.
[0004] In view of the requirements for security docu-
ments disclosed above, it is an object of the present
invention to further improve the tampering resistance
of security documents.

Summary of the invention

[0005] According to a first aspect of the present inven-

tion, a structure for a security document is provided,
which comprises:

a first layer comprising a user identification area for
forming an image of a user, and

a second layer including a photochromic ink area
comprising photochromic ink,

wherein the photochromic ink area is aligned in
correspondence with the user identification area.

[0006] This structure is advantageous because it is
provided with an additional security feature. In fact,
any attempt of counterfeiting or tampering the structure
according to the present invention would result in a
damage of the second layer including the photochromic
ink and would hence hinder the response of the structure
to light illumination and light activation.
[0007] According to another aspect of the present in-
vention, a laminated structure for a security document is
provided, which comprises:

a first layer comprising a user identification area for
forming an image of a user, and

a second layer including a photochromic ink area
comprising photochromic ink

wherein the photochromic ink area is aligned in
correspondence with the user identification area,
and wherein the first and second layer are laminated
together.

[0008] This configuration is advantageous because it
provides the laminated structure with an additional se-
curity feature. In fact, any attempt of counterfeiting or
tampering the laminated structure according to the pre-
sent invention would result in a damage of the second
layer including the photochromic ink and would hence
hinder the response of the laminated structure to light
illumination and light activation.
[0009] In the present disclosure, it is to be understood
that a laminated structure for a security document refers
to a stacked structure of individual plastic sheets, suchas
polycarbonate layers or sheets, which are stacked and
cut into desired dimensions, thereby providing the pos-
sibility of inserting respective sensitive data carriers,
such as an image and the like, and/or using one of the
layers itself as a carrier of sensitive information. After
having introduced at least a part of the sensitive data into
the stacked structure, the individual plastic sheets of the
stacked structure are heat treated so as to be laminated
together and form the laminated structure. After lamina-
tion of additional security layers to the laminated struc-
ture, the security document is formed. The security docu-
ment is a more or less continuous piece of material or
monoblock, which cannot be separated in a later stage
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without inducing significant damage and, thus, leaving
behind recognizable traces of any sort of tampering
attempt.
[0010] In the present disclosure, it is to be understood
that the photochromic ink area is placed in correspon-
dence with the user identification area so that they are
formed in corresponding portions of the first and second
layers, once the two layers are assembled to form the
laminated structure.
[0011] The image of a user may be formed in the user
identification area by means of any suitable technique,
such as laser engraving or particle deposition. Prefer-
ably, the image of the user may be formed in black and
white.
[0012] According to a preferred embodiment of the
present invention, the user identification area and the
photochromic ink area may have the same dimensions
and theymay be placed in correspondence to each other
so as to be aligned, i.e. so that the edges of the user
identification areas are aligned with the edges of the
photochromic ink area.
[0013] According to another preferred embodiment of
the present invention, the user identification area and the
photochromic ink area may have different dimensions
and the photochromic ink area may be larger than the
user identification area. In this embodiment, it is to be
understood that the photochromic ink area is placed in
correspondence with the user identification area so that
the projection of the user identification area on the sec-
ond layer is included in the photochromic ink area.
[0014] According to another preferred embodiment of
the present invention, the dimensions of the user identi-
fication area and the photochromic ink area may be
different to each other and the user identification area
may be larger than the photochromic ink area. In this
embodiment, it is to be understood that the photochromic
ink area is placed in correspondence with the user iden-
tification area so that the projection of the user identifica-
tion area on the second layer includes the photochromic
ink area.
[0015] According to other preferred embodiments of
the present invention, the laminated structure may com-
prise additional layers directly laminated to the first layer
and/or to the second layer, such as one or more overlay
layers, and/or one or more intermediate layers placed
between the first and the second layers.
[0016] According to a preferred embodiment of the
present invention, the photochromic ink may be an ultra-
violet (UV) photochromic ink that responds to UV illumi-
nation.
[0017] According to another aspect of the present in-
vention, a security document is provided, which com-
prises a laminated structure as theones described above
and an image of a user formed in the user identification
area.
[0018] The advantage of this configuration is that the
security document is provided with an additional security
feature. In fact, if the security document comprising the

second layerwith the photochromic ink is illuminatedwith
a light source, then the photochromic ink is activated and
a response, such as a change in color, is induced in the
photochromic ink. As a consequence, the image formed
in the user identification area, which is aligned with the
photochromic ink area, can appear to change color after
exposure to the light. This additional security feature can
appear only when the security document is exposed to a
suitable light source.For instance, if thephotochromic ink
is a UV photochromic ink, this additional security feature
may appear only after UV irradiation. For instance, if the
photochromic ink isan infrared (IR)photochromic ink, this
additional security feature may appear only after UV
irradiation.
[0019] According to another aspect of the present in-
vention, a method for forming a structure for a security
document is provided, themethod comprising the follow-
ing steps:

- Providing a first layer comprising auser identification
area for forming an image of a user;

- Providing a second layer including a photochromic
ink area comprising photochromic ink;

- Aligning the first layer and the second layer so that
the photochromic ink area is placed in correspon-
dence with the user identification area.

[0020] This method enables producing a laminated
structure for a security document with the advantages
disclosed above.
[0021] According to a preferred embodiment of the
present invention, a method is provided, which further
comprises the following step:

- Laminating the first layer and the second layer to-
gether so as to form a laminated structure.

[0022] According to a preferred embodiment of the
present invention, a method is provided, which further
comprises the following steps:

- Providing one or more intermediate layers between
the first layer and the second layer;

- Laminating the first layer, the second layer and the
one or more intermediate layers together so as to
form a stacked laminated structure.

[0023] According to another aspect of the present in-
vention, a method for operating a security document
comprising a photochromic ink feature is provided,
wherein the method comprises the following steps:

- Illuminating the security document with a light
source, for instance a UV source; and
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- Inducing a temporary color change in at least one
part of the image, preferably in the background of the
image.

[0024] The advantage of this method is that it enables
checking that the security document has not been tam-
perednor counterfeited. In fact, anyattempt to counterfeit
or tamper the security document would result in a da-
mage of the photochromic ink and in a hindrance of the
response to light illumination. If, after exposure to a
suitable light source, for instanceaUVsource, nochange
in the color of the image of the security document is
observed, this may be an indication that the security
document has been counterfeited. On the other hand,
if, after exposure to a suitable light source, the image of
the security document undergoes a temporary color
change, for instance a temporary color change in the
background of the image, this may be an indication that
the security document is original and reliable.
[0025] It is to be understood that the temporary color
change is induced in thepart of the imagewhich isaligned
with the photochromic ink and which receives the light
transmitted by the photochromic ink after light irradiation.

Brief description of the drawings

[0026] The present invention will be explained in detail
with regard to the accompanying drawings in which:

Figure 1 schematically illustrates an exploded view
of a security document according to an embodiment
of the present invention;

Figure 2 schematically illustrates an exploded view
of a security document according to another embo-
diment of the present invention;

Figure 3 schematically illustrates a cross sectional
view of a security document according to an embodi-
ment of a present invention;

Figure 4 schematically illustrates a cross sectional
view of a security document according to another
embodiment of the present invention;

Figure 5 schematically illustrates a cross sectional
view of a security document according to another
embodiment of the present invention;

Figure 6A schematically illustrates a security docu-
mentaccording to thepresent invention, duringafirst
step of use;

Figure 6B schematically illustrates a security docu-
ment according to the present invention, during a
further step of use;

Figure 6C schematically illustrates a security docu-

ment according to the present invention, during a
further step of use;

Figure 6D schematically illustrates a security docu-
ment according to the present invention during a
further step of use.

Detailed description

[0027] In the following, the present invention is de-
scribed with reference to particular embodiments, as is
illustrated in the enclosed figures. However, the present
invention is not limited to the particular embodiments
described in the following detailed description and shown
in figures. Instead, the described embodiments simply
exemplify the different features of the present invention,
the scope of which is defined in the claims. Further
modifications and variations of the present invention will
be clear to the skilled person.
[0028] Fig. 1 schematically illustrates an exploded
view of a security document 200 according to an embodi-
ment of the present invention.
[0029] The security document 200 comprises a lami-
nated structure 100 and additional layers 202 and 204,
which are laminated to the laminated structure 100. The
additional layers 202 and 204 may be white or transpar-
ent and they may include printed security features, such
as images.
[0030] The laminated structure 100 comprises a first
layer 112 comprising a user identification area 114 for
forming an image 120 of a user, and a second layer 116
including a photochromic ink area 118 comprising photo-
chromic ink, that is ink responding to light stimulation.
[0031] In the illustrative embodiment of Fig. 1, the
laminated structure 100 further comprises an intermedi-
ate layer 132 placed between the first layer 112 and the
second layer 116.
[0032] The first layer 112 and the second layer 116 are
placed so that the user identification area 114 is placed in
correspondence with the photochromic ink area 118. In
the illustrative configuration of Fig. 1, the photochromic
ink area 118 is larger than the user identification area 114
and the fact that the user identification area 114 is placed
in correspondence with the photochromic ink area 118
indicates that they are positioned so that a projection of
the user identification area 114 on the second layer 116
falls within the area of the photochromic ink area 118.
[0033] In the security document 200, the image 120 of
the user is generated in the user identification area 114,
for instance is generatedbymeansof laser illumination. It
is to be understood that the laminated structure 100 does
not comprise the image 120 of the user, which is gener-
ated at a later stage of the manufacturing of the security
document 200, for instance by the competent authorities.
[0034] The security document 200 further comprises
an overlay layer 210 for protecting the image 120 of the
user. The overlay layer 210 is laminated to the laminated
structure 100.
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[0035] Fig. 2 schematically illustrates an exploded
view of a security document 200, according to another
embodiment of the present invention.
[0036] The security document 200 comprises the la-
minated structure 100, the overlay layer 210, and the
additional layers 202 and 204.
[0037] The laminated structure 100 that is schemati-
cally shown in Fig. 2 comprises a first layer 112 and a
second layer 116having the same featuresof the first and
second layers 112 and 116 described with reference to
Fig. 1. In the illustrative embodiment of Fig. 2, the first
layer 112 and the second layer 116 are directly attached
to each other so that the photochromic ink area 118 is
directly in contact with the user identification area 114. In
otherwords, in the embodiment shown in Fig. 2, there are
no intermediate layers between the first layer 112 and the
second layer 116.
[0038] Fig. 3 schematically illustrates a cross sectional
view of a security document 200 according to an embodi-
ment of the present invention.
[0039] The security document 200 comprises the la-
minated structure 100 and the additional layers 202 and
204.
[0040] In the laminated structure 100 of Fig. 3, the first
layer 112and the second layer 116are indirectly attached
to each other via the intermediate layers 132 and 134. In
the laminated structure 100 of Fig. 3, two intermediate
layers 132 and 134 are placed between the first layer 112
and the second layer 116. However, it is to be understood
that any number of intermediate layers may be placed
between the first layer 112 and the second layer 116, for
instance one, three, four or more.
[0041] The intermediate layers 132 and 134 may be
advantageously added to the laminated structure 100 to
facilitate the process of image formation on the first layer
112. For instance, theymay simplify the process of image
formation by means of laser irradiation.
[0042] Preferably, the one or more intermediate layers
132and134are transparent, soas to not hinder theeffect
of the photochromic ink on the image 120 placed on the
user identification area 114.
[0043] The first layer 112 and the second layer 116 are
advantageously positioned so that the user identification
are 114 is in correspondence with the photochromic ink
area 118. As can be seen in Fig. 3, the photochromic ink
area118 is larger than theuser identificationarea114: the
user identification area 114 is placed in correspondence
with the photochromic ink area 118, so that the projection
of the user identification area114on the second layer 116
is included within the photochromic ink area 118. In this
way, when the photochromic ink of the photochromic ink
area 118 is activated by means of light irradiation (as will
be described in detail below), the color change of the
photochromic ink can be visible on the whole image 120
placed in the user identification area 114.
[0044] In the illustrative embodiment of Fig. 3, the
photochromic ink is placed on the side of the second
layer 116 facing towards the intermediate layer 134.

[0045] Fig. 4 schematically illustrates a cross sectional
view of the security document 200 of Fig. 1.
[0046] The security document 200 comprises the la-
minated structure 100 and the additional layers 202 and
204. The size of the photochromic ink area 118 is larger
than the size of the user identification area 114.
[0047] A single intermediate layer 132 is placed be-
tween the first layer 112 and the second layer 116.
[0048] In the illustrative configuration of Fig. 4, the
photochromic ink is placed on the side of the second
layer 116 in contact with intermediate layer 132.
[0049] Fig. 5 schematically illustrates a cross sectional
view of the security document 200 of Fig. 2.
[0050] The security document 200 of Fig. 5 comprises
the laminated structure 100 and the additional layers 202
and 204. The size of the photochromic ink area 118 is
larger than the size of the user identification area 114.
[0051] As can be seen in Fig. 5, the first layer 112 and
the second layer 116 are directly attached to each other
so that the photochromic ink is in contact with the first
layer 112.
[0052] The method for operating the security docu-
ment 200 according to the present invention is described
in detail with reference to Figs. 6A to 6D.
[0053] Fig. 6A schematically illustrates the security
document 200, comprising the user’s image 120, during
a first step of use, when the security document 200 is not
illuminated by any light source suitable for activating the
photochromic ink. In the step shown in Fig. 6A, the
photochromic ink is not activated and the image 120
has one or more predefined colors. For example, the
profile of the user 122 may have a first predefined color
and the background of the image 124may havea second
predefined color. Preferably, the second predefined color
is white.
[0054] Fig. 6B schematically illustrates the security
document 200 during a further step of use, when the
security document 200 is illuminated with a light source
suitable for activating thephotochromic ink. For instance,
if the photochromic ink is a UV photochromic ink, the
suitable light sourcemay be aUV source. For instance, if
the photochromic ink is an IR photochromic ink, the
suitable light source may be an IR source.
[0055] The security document 200 may be exposed to
the light source for a time interval necessary for activating
the photochromic ink, for instance a time interval com-
prised within 1 to 10 seconds, preferably a time interval
comprised within 1 to 2 seconds.
[0056] As a consequence of the light irradiation, the
photochromic ink is activated and changes its color. The
effect of the color change in the photochromic inkmay be
visible also in the area of the image 120 which receives
the light transmitted by the photochromic ink. Accord-
ingly, the image 120 may appear to change one or more
colors. For example, the profile of the user 122may show
a first modified color and/or the background of the image
124 may show a second modified color.
[0057] According to preferred embodiments, the color

5

10

15

20

25

30

35

40

45

50

55



6

9 EP 4 477 426 A1 10

change may be visible on the background of the image
124 and the second modified color may be a color in the
shades of yellow, and/or in the shades of green.
[0058] According to other preferred embodiments, the
color change may be visible on the background of the
image 124 and the background may appear brighter.
[0059] Fig. 6C schematically illustrates the security
document 200 during a further step of use, within a
predefined time interval after illumination with a suitable
light source. After activation bymeans of light irradiation,
the photochromic ink remains activated for a predefined
time interval. Accordingly, within this predefined time
interval, the color change is still visible in the photochro-
mic ink and in the image 120. For instance, the effect of
the activation of the photochromic ink may still be visible
after a predefined time interval comprised between 1
minute and 10 seconds after light irradiation, preferably
between 30 seconds and 15 seconds, depending on the
condition and on the illumination of the environment
where the security document 200 is placed.
[0060] Fig. 6D schematically illustrates the security
document 200 in a final step of use. In Fig. 6D, the image
120 has returned to the original configuration of Fig. 6A.
Accordingly, the color of the image 120 in Fig. 6D is the
same as the color of the image 120 in Fig. 6A before light
illumination. For example, the profile of the user 122may
have again the first predefined color and the background
of the image 124 may have again the second predefined
color.
[0061] It is hence to be understood that the color
change induced by the photochromic ink on the image
120 is temporary and it lasts for a predefined time interval
after the light illumination, for instance the predefined
time interval may be comprised between 1 min and 10
sec, preferablybetween30secand15sec,dependingon
the illumination condition of the environment.
[0062] The method described with reference to Figs.
6A to 6Dmay be advantageously used to check whether
the security document 200 has been tampered with or
damaged. In fact, any attempt to tamper with the security
document 200 would damage the photochromic ink
placed on the photochromic ink area 116 and would
hinder the color change effect on the image 120 de-
scribed above. Moreover, the photochromic ink provides
an additional security feature to the security document
200, in that the photochromic ink feature is visible on the
image 120 of the security document 200 only after ex-
posure to a suitable light source.
[0063] Even if the present invention has been de-
scribed with reference to the embodiments described
above, it is clear to the skilled person that it is possible
to apply different modifications, variations and improve-
ments of the present invention in light of the teachings
described above and the field, andwithin the scope of the
enclosed claims, without departing from the scope and
purpose of the present invention.
[0064] For example, it is clear that, even if, in the
embodiments shown in Figs. 1 to 5, the dimensions of

the photochromic ink area 118 are larger than the dimen-
sions of the user identification area 114, the photochro-
mic ink area 118 and the user identification area 114may
have any predefined aspect ratio between each other.
For instance, the user identification area 114 and the
photochromic ink area 118 may have the same size, or
the user identification area 114 may be larger than the
photochromic ink area 118.
[0065] The advantage of realizing the photochromic
ink area 118 larger than the user identification area 114 is
that, when the photochromic ink is activated bymeans of
light exposure, it is possible to see the effect of the
photochromic ink in the color change of the whole image
120. The same advantages hold for the configuration
where the photochromic ink area 118 and the user iden-
tification area 114 have the same size.
[0066] According to alternative embodiments of the
present invention (not shown), the dimensions of the
photochromic ink area 118 may be smaller than the
dimensions of the user identification area 114. In this
way, when activating the photochromic ink by means of
light irradiation, the effect in the color change of the
photochromic ink may be visible only in a small portion
of the image 120 which is aligned with the photochromic
ink area 118.
[0067] Moreover, it is clear that, even if the laminated
structure 100 has been described as comprising the first
layer 112, the second layer 116 and, optionally, one or
more intermediate layers 132 and 134, it could comprise
additional layers directly laminated to the first layer 112
and/or to the second layer 116.
[0068] Finally, those fields considered known to the
skilled person have not been described to avoid covering
in a useless way the described invention. For example,
the physical principles of the photochromic ink have not
been described, because they are considered to be
known to the skilled person.

Reference numbers:

[0069]

100’: structure for a security document

100: laminated structure for a security document

110: stacked structure

112: first layer

114: user identification area

116: second layer

118: photochromic ink area

120: user’s image
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122: profile of the user

124: background of the image

132, 134: intermediate layers

200: security document

202, 204: layers of the security document

210: overlay layer

Claims

1. A structure (100’) for a security document compris-
ing:

a first layer (112) comprising auser identification
area (114) for forming an image (120) of a user,
and
a second layer (116) including a photochromic
ink area (118) comprising photochromic ink,
wherein said photochromic ink area (118) is
aligned in correspondence with said user iden-
tification area (114).

2. The structure (100’) for a security document accord-
ing to claim 1, wherein said photochromic ink is a UV
photochromic ink.

3. A laminated structure (100) for a security document
comprising the structure (100’) for a security docu-
ment according to claim 1 or 2, wherein said first
layer (112)andsaidsecond layer (116)are laminated
together.

4. The laminated structure (100) for a security docu-
ment according to claim 3, wherein said first layer
(112) is directly attached to said second layer (116).

5. The laminated structure (100) for a security docu-
ment according to claim 3 further comprising one or
more intermediate layers (132, 134) placed between
said first layer (112) and said second layer (116), so
that said first layer (112) is indirectly attached to said
second layer (116).

6. A security document (200) comprising:

- the laminated structure (100) according to any
one of claims 3 to 5;
- an image (120) of a user formed in said user
identification area (114).

7. The security document (200) according to claim 6
further comprising an overlay layer (210) laminated
to said laminated structure (100) so as to cover said

image (120).

8. Amethod for forming a structure (100’) for a security
document comprising the following steps:

a) Providing a first layer (112) comprising a user
identification area (114) for forming an image
(120) of a user;
b) Providing a second layer (116) including a
photochromic ink area (118) comprising photo-
chromic ink;
c) Aligning said first layer (112) and said second
layer (116) so that said photochromic ink area
(116) is placed in correspondencewith said user
identification area (114).

9. The method of claim 8 further comprising the follow-
ing step:
d) Laminating said first layer (112) and said second
layer (116) together so as to form a laminated struc-
ture (100).

10. The method of claim 8 further comprising the follow-
ing steps:

e) Providing one or more intermediate layers
(132, 134) between said first layer (112) and
said second layer (116);
f) Laminating said first layer (112), said second
layer (116) and said intermediate layers (132,
134) together so as to form a stacked laminated
structure (100).

11. A method for forming a security document (200)
comprising:

g) Forming a laminated structure (100) accord-
ing to claim 9 or 10;
h) Generating an image (120) of a user on said
user identification area (114).

12. The method for forming a security document (200)
according to claim 11, further comprising the step of
laminating an overlay layer (210) to said laminated
structure (100) so as to cover said image (120).

13. A method for operating a security document (200)
according to claim 6 or 7, comprising the following
steps:

i) Illuminating said security document (200) with
a light source, for instance a UV source;
j) Inducing a temporary color-change in at least
one part of said image (120), preferably in the
background of said image (120).
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