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(57) A device may transmit a packet for communi-
cating via a tunnel. The packet may be associated with
a protocol. The device may determine that the packet
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been dropped, the packet using a null encryption for
transport layer security (TLS) or a combination of encryp-
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Description

CROSS-REFERENCE TO RELATED APPLICATION

[0001] This application claims priority to Indian Provi-
sional Patent Application No. 202041023290 entitled
"SELECTIVE TRANSPORT LAYER SECURITY EN-
CRYPTION," filed on June 3, 2020. The entire content
of which is expressly incorporated herein by reference.

BACKGROUND

[0002] A virtual private network (VPN) may enable de-
vices to communicate securely across a public network,
such as the Internet. In this regard, a first device may
transmit one or more network packets (e.g., data pack-
ets), over the public network, to a second device to es-
tablish a VPN connection between the first device and
the second device. The one or more network packets
may be routed to a network device (e.g., a firewall or
other network security device) and the network device
may inspect the one or more network packets to deter-
mine whether the one or more network packets may be
transmitted to the second device to establish the VPN
connection.

SUMMARY

[0003] According to some implementations, a method
may include transmitting, by a device, a packet for es-
tablishing or communicating on a virtual private network
(VPN), the packet being associated with a protocol; de-
termining, by the device, that the packet has been
dropped by a security device; encapsulating, by the de-
vice and when the packet has been dropped, the packet
with transmission control protocol (TCP) encapsulation
to generate a TCP encapsulated packet; transmitting, by
the device, the TCP encapsulated packet for establishing
or communicating on the VPN; determining, by the de-
vice, that the TCP encapsulated packet has been
dropped by the security device; selectively encrypting,
by the device and when the TCP encapsulated packet
has been dropped, the packet using a null encryption for
transport layer security (TLS) or a combination of encryp-
tion associated with the protocol and TLS encryption to
generate an encrypted packet; and transmitting, by the
device, the encrypted packet on the VPN for establishing
or communicating on the VPN.
[0004] According to some implementations, a device
may include one or more memories and one or more
processors. The one or more processors may be config-
ured to: transmit a packet for communicating with a re-
mote device, the packet being associated with a protocol;
determine that the packet has been dropped by a security
device; encrypt, after determining that the packet has
been dropped, the packet using a null encryption for
transport layer security (TLS) to generate a first encrypt-
ed packet; transmit the first encrypted packet for com-

municating with the remote device; determine that the
first encrypted packet has been dropped by the security
device; encrypt, after determining that the first encrypted
packet has been dropped, the packet using a combina-
tion of encryption associated with the protocol and TLS
encryption to generate a second encrypted packet; and
transmit the second encrypted packet for communicating
with the remote device.
[0005] According to some implementations, a compu-
ter-readable medium may store one or more instructions.
The one or more instructions, when executed by one or
more processors of a device, may cause the one or more
processors to: transmit a packet for communicating via
a tunnel, the packet being associated with a protocol;
determine that the packet has been dropped by a security
device; selectively encrypt, after determining that the
packet has been dropped, the packet using a null en-
cryption for transport layer security (TLS) or a combina-
tion of encryption associated with the protocol and TLS
encryption to generate an encrypted packet; and transmit
the encrypted packet for communicating via the tunnel.

BRIEF DESCRIPTION OF THE DRAWINGS

[0006]

Figs. 1A-1F are diagrams of one or more example
implementations described herein.
Fig. 2 is a diagram of an example environment in
which systems and/or methods described herein
may be implemented.
Fig. 3 is a diagram of example components of a de-
vice of Fig. 2.
Fig. 4 is a diagram of example components of one
or more devices of Fig. 2.
Figs. 5-7 are flow charts of example processes re-
lating to selectively encrypting a packet using trans-
port layer security encryption.

DETAILED DESCRIPTION

[0007] The following detailed description of example
implementations refers to the accompanying drawings.
The same reference numbers in different drawings may
identify the same or similar elements.
[0008] Devices may communicate securely over a
public network, such as the Internet, using a virtual pri-
vate network (VPN) connection between the devices. For
example, a client device may seek to communicate se-
curely, via the public network, with a remote device using
a tunnel by establishing a VPN tunnel (e.g., an Internet
Protocol Security (IPsec) tunnel) to the remote device.
The client device may be connected to a local area net-
work (LAN) (e.g., a wireless LAN) associated with an
entity and the remote device may be connected to a pri-
vate network (e.g., a private network of an entity that is
different from the entity associated with the LAN). In this
regard, in order to establish and/or communicate on the
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VPN tunnel, the client device may transmit a packet to-
ward the remote device. The packet may be an Internet
key exchange (IKE) packet (e.g., a network packet for-
matted in accordance with an IKE protocol). Alternatively,
the packet may be an encapsulating security payload
(ESP) packet (e.g., a network packet formatted in ac-
cordance with an ESP protocol).
[0009] Outbound traffic from the LAN may be regulated
by a firewall connected to the LAN. Accordingly, the pack-
et may be routed to the firewall for processing prior to
being routed external to the LAN. For example, the fire-
wall may process the packet using one or more firewall
policies to determine whether the packet may be trans-
mitted external to the LAN or should be dropped. In some
instances, the one or more firewall policies may include
a policy that allows transport layer security (TLS) traffic
(e.g., packets formatted in accordance with a TLS pro-
tocol) and blocks any other network traffic. Accordingly,
the firewall may drop the packet from the client device
based on the policy that allows TLS traffic and blocks
any other network traffic (because the packet is not for-
matted in accordance with the TLS protocol).
[0010] The client device may determine that the packet
has been dropped (e.g., by the firewall) if the client device
does not receive a response to the packet within a thresh-
old amount of time following transmission of the packet.
Accordingly, the client device may attempt to bypass the
firewall by encapsulating the packet using a transmission
control protocol (TCP) encapsulation technique. For ex-
ample, the client device may add, to the packet, a TCP
header (e.g., including information identifying a TCP port
number). The client device may encapsulate the packet
using a TLS encapsulation technique to prevent the pack-
et from being dropped, in the event the firewall processes
packets using a deep packet inspection (e.g., to identify
TLS packets). In this regard, if the packet is an IKE pack-
et, the client device may encrypt the IKE packet using an
encryption technique that is based on the IKE protocol
and may further encrypt the IKE packet using an encryp-
tion technique that is based on the TLS protocol. If the
packet is an ESP packet that has been encrypted using
an encryption that is based on the ESP protocol, the client
device may further encrypt the ESP packet using the en-
cryption technique that is based on the TLS protocol.
[0011] Accordingly, the client device may use multiple
encryption techniques to prevent the packet from being
dropped by the firewall.
[0012] Therefore, current techniques encapsulate and
encrypt packets using multiple encryption techniques
and decapsulate and decrypt the packets using multiple
corresponding decryption techniques in order to estab-
lish and/or communicate on a VPN connection. Using
multiple encryption techniques and multiple correspond-
ing decryption techniques to encrypt and decrypt each
packet of a plurality packets in order to establish and/or
communicate on a VPN connection consumes comput-
ing resources, battery power, and/or the like of the de-
vices on both ends of the VPN connection.

[0013] According to some implementations described
herein, a device (e.g., a client device) may selectively
encrypt a packet transmitted to establish and/or commu-
nicate via a VPN. For example, the device may seek to
communicate securely, via a public network, with a re-
mote device using a tunnel by establishing a VPN tunnel
(e.g., an Internet Protocol Security (IPsec) tunnel) to the
remote device. The device may be connected to a LAN
(e.g., a wireless LAN) associated with an entity and the
remote device may be connected to a private network
(e.g., a private network of an entity that is different from
the entity associated with the LAN). Outbound traffic from
the LAN may be regulated by a security device (e.g., a
firewall) connected to the LAN.
[0014] In order to establish and/or communicate on the
VPN tunnel, the device may transmit a packet (associat-
ed with a protocol) toward the remote device. After de-
termining that the packet has been dropped by the se-
curity device, the device may selectively encrypt the
packet using a null encryption for TLS (e.g., null cipher
or no cipher, and therefore no encryption) or a combina-
tion of an encryption associated with the protocol and
TLS encryption to generate an encrypted packet. The
device may transmit the encrypted packet to establish or
communicate via the VPN. The security device may treat
the encrypted packet as a TLS packet and permit the
TLS packet to be transmitted toward the remote device.
[0015] Accordingly, the device (e.g., client device) de-
scribed herein may selectively encrypt a packet (e.g.,
using a null encryption for TLS or a combination of an
encryption associated with the protocol and TLS encryp-
tion) to establish and/or communicate via a VPN instead
of using multiple encryption techniques to encrypt each
packet of a plurality packets to establish and/or commu-
nicate via a VPN. By selectively encrypting the packet,
the device may conserve computing resources (e.g.,
processing resources, memory resources, communica-
tion resources, and/or the like), battery power, and/or the
like of the device and the remote device that would have
otherwise been used to encrypt the packet using the mul-
tiple encryption techniques and decrypt the packet using
multiple decryption techniques.
[0016] Figs. 1A-1F are diagrams of one or more exam-
ple implementations 100 described herein. As shown in
Figs. 1A-1F, example implementation(s) 100 may in-
clude a client device, a security device, a remote device,
and a network. The client device may include a mobile
device, a computer, and/or the like. The security device
may include a network security device such as, for ex-
ample, a firewall or another type of network security de-
vice. The remote device may include a server device,
another client device, and/or the like. The network may
include a public network such as, for example, the Inter-
net. The client device may be connected to a LAN asso-
ciated with an entity and the remote device may be con-
nected to a private network (e.g., a private network of an
entity that is different from the entity associated with the
LAN). The client device, the security device, the remote
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device, and the network are further described below in
connection with Figs. 2, 3, and 4.
[0017] As shown in Fig. 1A, and by reference number
105, the client device may transmit a request to establish
a VPN with the remote device. In some implementations,
the client device may be executing a VPN application
that causes a user interface to be provided to a user of
the client device. The user interface may provide infor-
mation identifying the remote device (e.g., a name, an
identifier, a network address, and/or the like) and provide
an option to establish the VPN with the remote device.
The user may select the option to establish the VPN with
the remote device and, based on selection of the option,
the VPN application may cause the client device to trans-
mit the request to establish the VPN with the remote de-
vice. For example, the client device may transmit a packet
for establishing the VPN.
[0018] In some implementations, when establishing a
VPN, the VPN application of the client device may es-
tablish an IPSec tunnel or, in other words, establish net-
work tunnels that implement IPSec Security Association
(SA). In this regard, the VPN application may use, for
example, an IKE protocol to establish the VPN. Accord-
ingly, when transmitting the packet for establishing the
VPN, the client device may transmit an IKE packet as
part of an IKE procedure to establish the VPN (e.g., a
VPN tunnel) with the remote device.
[0019] Outbound traffic of the LAN may be regulated
by the security device. Accordingly, the packet (transmit-
ted by the client device) may be routed to the security
device. The security device may process the packet (e.g.,
using one or more security policies) to determine whether
the packet is to be transmitted (e.g., external to the LAN)
or is to be dropped. When processing the packet, the
security device may inspect the packet (e.g., inspect in-
formation about the packet such as header(s), source
and destination information, format, and/or the like) to
determine whether the information about the packet com-
plies with the one or more security policies.
[0020] In some instances, the one or more security pol-
icies may include a TLS policy. The TLS policy may in-
clude a security policy that permits TLS traffic (e.g., pack-
ets formatted in accordance with a TLS protocol) to be
transmitted external to the LAN and blocks any other traf-
fic (e.g., packets that are not formatted in accordance
with a TLS protocol) to be transmitted external to the
LAN. In this case, the security device may drop the packet
as not being a TLS packet if the security device processes
the packet using the TLS policy.
[0021] In some implementations, when processing the
packet using the TLS policy, the security device may use
a deep packet inspection technique to inspect the packet
(e.g., to determine whether the packet includes a payload
that is consistent with the TLS protocol, and/or the like)
to determine whether the packet is a TLS packet. In this
regard, by using the deep inspection technique, the se-
curity device may drop the packet as not being a TLS
packet if the format or payload of the packet does not

match the format or payload expected of TLS packets.
[0022] In some implementations, based on processing
the packet, the security device may provide, to the client
device, a notification indicating whether the packet has
been transmitted or has been dropped. In this regard,
the notification may indicate that the packet has been
transmitted when the security device transmits the packet
toward the remote device and/or receives, in response
to transmitting the packet, VPN setup information (e.g.,
from the remote device). The notification may include the
VPN setup information. The VPN setup information may
include information that the client device may use to es-
tablish the VPN (e.g., IKE Security Associations (SAs)).
In some implementations, the VPN setup information
may be a response packet.
[0023] Alternatively, the notification may indicate that
the packet has been dropped when the security device
determines that the packet is to be dropped. In some
implementations, the notification may include packet de-
nial information providing a reason for the packet being
dropped. For example, the packet denial information may
indicate that the packet was dropped because the packet
is not a TLS packet (e.g., the packet is not formatted in
accordance with the TLS protocol, the packet includes a
payload that is not consistent with the TLS protocol,
and/or the like).
[0024] In this example, the security device may deter-
mine that the format of the packet (e.g., the format of the
IKE packet) does not match the format of a TLS packet
and, accordingly, may drop the packet.
[0025] As shown in Fig. 1A, and by reference number
110, the client device may determine that the packet has
been dropped by the security device. For example, the
client device (e.g., using the VPN application) may de-
termine that the packet has been dropped if the client
device does not receive a response to the packet after a
threshold amount of time following transmission of the
packet. The threshold amount may be preprogrammed
with the client device, may be preprogrammed with the
VPN application, may be based on user input, and/or the
like. Additionally, or alternatively, the client device may
determine that the packet has been dropped if the client
device receives the notification including the packet de-
nial information from the security device. For example,
the packet denial information may indicate that the packet
has been dropped because the packet is not a TLS pack-
et.
[0026] As shown in Fig. 1B, and by reference number
115, the client device may encapsulate the packet with
TCP encapsulation to generate a TCP encapsulated
packet. For example, based on determining that the
packet has been dropped, the client device may encap-
sulate the packet to emulate a TLS packet, in an attempt
to circumvent the security device (e.g., to circumvent the
TLS policy). In this regard, in an attempt to circumvent
the security device, the client device may encapsulate
the packet with TCP encapsulation (e.g., with a TCP en-
capsulation technique) to generate a TCP encapsulated
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packet. For example, the client device may encapsulate
the packet by adding a TCP header to the packet and
include, in the TCP header, information identifying a par-
ticular destination port (to direct the packet to the partic-
ular destination port in an attempt to circumvent the se-
curity device). For example, the information identifying
the particular destination port may identify port 443 (e.g.,
TCP destination port 443).
[0027] As shown in Fig. 1B, and by reference number
120, the client device may transmit the TCP encapsulat-
ed packet. The client device may transmit the TCP en-
capsulated packet directed to the particular destination
port in an attempt to circumvent the security device. The
TCP encapsulated packet may be routed to the security
device and the security device may inspect and drop the
TCP encapsulated packet, in a manner similar to the
manner described above. For example, the security de-
vice may inspect the TCP encapsulated packet (e.g., us-
ing the deep packet inspection technique) to determine
that the TCP encapsulated packet is an IKE packet en-
capsulated as a TLS packet (e.g., the format of the TCP
encapsulated packet does not match the format of a TLS
packet).
[0028] For instance, the security device, using the
deep packet inspection, may determine that the packet
includes a payload that is not consistent with the TLS
protocol. Accordingly, the security device may determine
that the TCP encapsulated packet is not a TLS packet
and drop the TCP encapsulated packet. In some imple-
mentations, in addition to dropping the TCP encapsulat-
ed packet, the security device may send the notification.
[0029] As shown in Fig. 1B, and by reference number
125, the client device may determine that the TCP en-
capsulated packet has been dropped by the security de-
vice. The client device (e.g., using the VPN application)
may determine that the TCP encapsulated packet has
been dropped, in a manner similar to the manner de-
scribed above.
[0030] Based on determining that the TCP encapsu-
lated packet has been dropped, the client device may
determine whether a version of the TLS protocol to be
used by the client device supports null encryption. In
some implementations, the client device may consider
information from the client device (e.g., information from
the VPN application) when determining which version of
the TLS protocol to be used. Alternatively, or additionally,
the client device may consider information from the se-
curity device and a server (e.g., associated with the re-
mote device) when determining which version of the TLS
protocol to be used.
[0031] If the client device determines that the version
of TLS does not support the null encryption for TLS, the
client device may determine to encrypt the packet using
a combination of an encryption technique of the IKE pro-
tocol and a TLS encryption (e.g., an encryption technique
of the TLS protocol) (as discussed below in connection
with Figs. 1C and 1E). Alternatively, if the client device
determines that the version of TLS supports null encryp-

tion for TLS, the client device may determine to encrypt
the packet using null encryption for TLS (as discussed
below in connection with Fig. 1D).
[0032] As shown in Fig. 1C, and by reference number
130, the client device may determine that the version of
TLS does not support the null encryption for TLS. For
example, the client device (e.g., using the VPN applica-
tion) may determine that the version of TLS, to be used
by the client device (e.g., used by the VPN application),
is TLS protocol version 1.3, which does not support null
encryption for TLS. Based on determining that the ver-
sion of TLS does not support the null encryption for TLS,
the client device (e.g., using the VPN application) may
determine to encrypt the packet using a combination of
the encryption technique of the IKE protocol (e.g., an
encryption algorithm of IKE) and TLS encryption (as dis-
cussed below in connection with Fig. 1F). In some im-
plementations, when the security device detects null en-
cryption of the packet (e.g., a hello packet that is attempt-
ing to negotiate null encryption with the remote device),
the security device may block a TLS connection negoti-
ation associated with the packet encrypted using null en-
cryption.
[0033] As shown in Fig. 1D, and by reference number
135, the client device may encrypt the packet using null
encryption of TLS to generate a null encrypted packet.
For example, the client device may determine that the
version of TLS, to be used by the client device (e.g., used
by the VPN application), is TLS protocol version 1.1 or
version 12, which supports null encryption for TLS. Based
on determining that the version of TLS supports null en-
cryption for TLS, the client device (e.g., using the VPN
application) may encrypt the packet using null encryption
for TLS to generate the null encrypted packet. In some
implementations, the packet may be encrypted using the
encryption technique of the IKE protocol prior to being
encrypted using null encryption for TLS. In some imple-
mentations, the client device may encapsulate the null
encrypted packet in accordance with the TLS protocol to
emulate the format of a TLS packet.
[0034] In some implementations, the null encrypted
packet may be authenticated using an authentication al-
gorithm of TLS and using an authentication algorithm as-
sociated with the IKE protocol (e.g., an authentication
algorithm of IKE). In other words, in some implementa-
tions, the null encrypted packet may be subject to hashing
of a hash algorithm associated the IKE protocol (e.g., a
hash algorithm of IKE) in this situation.
[0035] As shown in Fig. 1D, and by reference number
140, the client device may transmit the null encrypted
packet. For example, the client device may transmit the
null encrypted packet to the remote device and the null
encrypted packet may be routed to the security device,
in a manner similar to the manner described above in
connection with Fig. 1A (reference number 105). The cli-
ent device may determine whether the null encrypted
packet has been dropped by the security device.
[0036] If the security device determines that null en-
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cryption for TLS is supported (e.g., TLS protocol version
1.1 or version 1.2 is supported), the security device may
transmit the null encrypted packet toward the remote de-
vice. In some implementations, the security device may
receive the response packet from the remote device
based on transmitting the null encrypted packet and may
provide, to the client device, the response packet. The
client device may receive the response packet transmit-
ted by the remote device and determine that the null en-
crypted packet has not been dropped by the security de-
vice. The client device may establish the VPN based on
receiving the response packet, as described in more de-
tail below in connection with Fig. 1F (reference number
165).
[0037] The VPN may be established during a first
phase (Phase 1) and a second phase (Phase 2) of the
IKE protocol, as explained in more detail below in con-
nection with Fig.1F. After establishing the VPN, the client
device may transmit packets, on the VPN, to communi-
cate securely with the remote device. In some implemen-
tations, during Phase 2 of the IKE protocol discussed
above, the client device and the remote device may select
to communicate securely, on the VPN, using the ESP
protocol and ESP packets.
[0038] Additionally, with respect to communicating se-
curely using the ESP protocol, the client device and the
remote device may negotiate encryption of the ESP pack-
ets, authentication of the ESP packets, and/or the like.
With respect to encryption of the ESP packets, the client
device and the remote device may negotiate to use null
encryption of TLS. In some implementations, the ESP
packets (e.g., a payload) may be encrypted using ESP
encryption prior to being encrypted using null encryption
of TLS.
[0039] With respect to authentication of the ESP pack-
ets, the client device and the remote device may nego-
tiate to authenticate the ESP packets using an authenti-
cation algorithm of TLS without authenticating (e.g.,
hashing) the ESP packets using an authentication algo-
rithm of ESP. The client device and the remote device
may negotiate an authentication algorithm of TLS that is
as strong as an authentication algorithm of ESP (e.g.,
associated with the client device and/or the remote de-
vice). In other words, in some implementations, the ESP
packets may not be subject to hashing of a hash algorithm
of IPSec (e.g., hash algorithm of ESP).
[0040] With respect to encryption algorithms for ESP,
the client device and the remote device may negotiate
to determine whether to use Data Encryption Standard
(DES), Triple DES (3DES), Advanced Encryption Stand-
ard (AES), and/or the like. With respect to authentication
algorithms for TLS, the client device and the remote de-
vice may negotiate to determine whether to use authen-
ticated encryption with associated data (AEAD), hash-
based message authentication code (HMAC), message
digest 5 (MD5), secure hash algorithm (SHA), and/or the
like. The above encryption and authentication algorithms
are provided merely as examples of encryption and au-

thentication algorithms that may be used. In practice,
these and/or other encryption and authentication algo-
rithms may be used.
[0041] As shown in Fig. 1D, and by reference number
145, the client device may determine that the null en-
crypted packet has been dropped by the security device.
In this example, assume that the security device inspects
and drops the null encrypted packet, in a manner similar
to the manner described above in connection with Fig.
1A (reference number 110). In this instance, for example,
the security device may determine that the null encrypted
packet has been encrypted using null encryption for TLS
and determine, by performing deep packet inspection,
that the null encrypted packet includes a payload that is
not consistent with the TLS protocol. Accordingly, the
security device may determine that the null encrypted
packet is not a TLS packet and drop the null encrypted
packet. In some implementations, if the security device
allows transmission of the null encrypted packet (e.g., to
negotiate and establish a TLS connection with null en-
cryption with the remote device), the security device may
block subsequent data packets (transmitted by the client
device toward the remote device) that are encrypted us-
ing null encryption of TLS.
[0042] Alternatively, the security device may deter-
mine that that the version of TLS is TLS protocol version
1.3, which does not support null encryption for TLS. Ac-
cordingly, the security device may determine that the null
encrypted packet is not supported and drop the null en-
crypted packet. The client device may determine that the
null encrypted packet has been dropped, in a manner
similar to the manner described above in connection with
Fig. 1A (reference number 110).
[0043] As shown in Fig. 1E, and by reference number
150, the client device may encrypt the packet using an
encryption of IKE and encrypt the IKE encrypted packet
with TLS encryption to generate an encrypted packet.
Based on determining that the null encrypted packet has
been dropped, the client device (e.g., using the VPN ap-
plication) may encrypt the packet using an encryption
technique of the IKE protocol (e.g., an encryption algo-
rithm of IKE) and a TLS encryption (e.g., an encryption
technique of the TLS protocol), in an attempt to ensure
compliance with the TLS policy and, thereby, to ensure
transmission of the packet toward the remote device. For
example, the client device (e.g., using the VPN applica-
tion) may encrypt the packet using the encryption tech-
nique of the IKE protocol to form an IKE encrypted packet.
[0044] The client device may further encrypt the IKE
encrypted packet using the TLS encryption to generate
a TLS encrypted packet. In this regard, encrypting the
packet may prevent the security device from inspecting
the packet using the deep packet inspection technique
to determine that the packet includes a payload that is
inconsistent with the TLS protocol. The TLS encryption
(e.g., the encryption algorithm for the TLS) may be an
encryption that is at least as strong as an encryption al-
gorithm of IKE and/or ESP. In some implementations,
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the client device may encapsulate the TLS encrypted
packet in accordance with the TLS protocol to emulate
the format of a TLS packet.
[0045] As shown in Fig. 1E, and by reference number
155, the client device may transmit the TLS encrypted
packet. The client device may transmit the TLS encrypted
packet toward the remote device. The TLS encrypted
packet may be routed to the security device and the se-
curity device may inspect and forward the TLS encrypted
packet, in a manner similar to the manner described
above.
[0046] As shown in Fig. 1E, and by reference number
160, the security device may transmit the encrypted
packet. In this instance, the security device may deter-
mine that the format of the TLS encrypted packet match-
es the format of a TLS packet (e.g., based on the IKE
encrypted packet being encrypted using the TLS encryp-
tion and being encapsulated in accordance with the TLS
protocol). Additionally, or alternatively, encrypting the
packet may prevent the security device from determining,
using the deep packet inspection technique, that the
packet is not a TLS packet, as explained above. Accord-
ingly, the security device may transmit the TLS encrypted
packet toward the remote device. In some implementa-
tions, the security device may receive the response pack-
et from the remote device and may provide, to the client
device, the response packet.
[0047] As shown in Fig. 1F, and by reference number
165, the client device may set up the VPN. For example,
the client device may receive the response packet trans-
mitted by the remote device and may establish the VPN
based on receiving the response packet. For instance,
the client device (e.g., using the VPN application) may
establish the VPN (that uses IPsec SA, as explained
above) based on, for example, the VPN setup informa-
tion. As an example, the IKE protocol may be used to
establish an encrypted communication session between
the client device and the remote device. The IKE protocol
may include two phases. In a first phase (Phase 1), the
client device and the remote device may negotiate an SA
(e.g., associated with an IKE tunnel) for the encrypted
communication session. The SA negotiated from Phase
1 enables the client device and/or the other device to
communicate securely in a second phase (Phase 2). Dur-
ing Phase 2 of the IKE protocol, the client device and the
remote device may establish SAs for other applications,
such as IPsec.
[0048] The IKE protocol may establish an IPsec SA by
establishing a shared state between the client device and
the remote device. The shared state defines specific
services provided to network traffic, which cryptographic
models will be utilized to provide the specific services,
keys utilized as input to the cryptographic models, pa-
rameters for communication of the network traffic, and/or
the like. The IKE protocol may perform a mutual authen-
tication between the client device and the remote device,
and may establish an IPsec SA that includes shared se-
cret information that can be used to efficiently establish

SAs for the ESP protocol or an authentication header
(AH) protocol and a set of cryptographic models to be
used by the SAs to protect network traffic carried by the
IPsec SA.
[0049] After establishing the VPN, the client device
may transmit the packet, on the VPN, to communicate
securely with the remote device. In some implementa-
tions, during Phase 2 of the IKE protocol discussed
above, the client device and the remote device may select
to communicate securely, on the VPN, using the ESP
protocol and ESP packets.
[0050] Additionally, with respect to communicating se-
curely using the ESP protocol, the client device and the
remote device may negotiate encryption of ESP packets,
authentication of ESP packets, and/or the like. With re-
spect to encryption of the ESP packets, the client device
and the remote may negotiate to encrypt the ESP packets
using null encryption for ESP and encrypt the null en-
crypted ESP packets with TLS encryption. With respect
to authentication of the ESP packets, the client device
and the remote device may negotiate to authenticate the
ESP packets using an authentication algorithm of ESP
and using an authentication algorithm of TLS. TLS uses
encryption algorithm which is as strong as or stronger
than the encryption algorithm that would have been used
by ESP if the security device were to not block the
IKE/ESP traffic (e.g., IKE and ESP packets).
[0051] With respect to authentication algorithms for
ESP, the client device and the remote device may nego-
tiate to determine whether to use message digest 5
(MD5), secure hash algorithm (SHA), and/or the like.
With respect to encryption algorithms for TLS, the client
device and the remote device may negotiate to determine
whether to use AES, Galois/Counter Mode (GCM), cipher
block chaining (CBC), and/or the like. With respect to
authentication algorithms for TLS, the client device and
the remote device may negotiate to determine whether
to use authenticated encryption with associated data
(AEAD), hash-based message authentication code
(HMAC), MD5, SHA, and/or the like. The above encryp-
tion and authentication algorithms are provided merely
as examples of encryption and authentication algorithms
that may be used. In practice, these and/or other encryp-
tion and authentication algorithms may be used.
[0052] In some implementations, the client device may
configured (e.g., using the VPN application) to determine
an order in which techniques used by the client device
to transmit a packet (e.g., an IKE packet) will be attempt-
ed (e.g., IKE packet, TCP encapsulated IKE packet, null
encrypted IKE packet, TLS encrypted IKE packet, and/or
the like). If a first technique fails (e.g., the IKE packet is
dropped by the security device), then the client device
may attempt a second technique; if the second technique
fails (e.g., the TCP encapsulated IKE packet is dropped
by the security device), then the client device may attempt
a third technique; and so on. In some implementations,
the client device (e.g., using the VPN application) may
be configured to encrypt the packet using TLS encryption
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if the IKE packet, the TCP encapsulated IKE packet, and
the null encrypted IKE packet are dropped by the security
device.
[0053] In the description above, it has been assumed
that the security device drops the packet (Fig. 1A), the
TCP encapsulated packet (Fig. 1B), and the null encrypt-
ed packet (Fig. 1D). In some implementations, the secu-
rity device may permit the packet (from Fig. 1A), the TCP
encapsulated packet (from Fig. 1B), or the null encrypted
packet (from Fig. 1D) to be transmitted toward the remote
device. In the case of the packet (from Fig. 1A), the re-
mote device may process the packet and respond if nec-
essary. In the case of the TCP encapsulated packet (from
Fig. 1B), the remote device may remove the TCP encap-
sulation, process the packet, and respond if necessary.
In the case of the null encrypted packet (from Fig. 1C),
the remote device may decrypt the encrypted packet,
process the packet, and respond if necessary.
[0054] As indicated above, Figs. 1A-1F are provided
merely as one or more examples. Other examples may
differ from what is described with regard to Figs. 1A-1F.
The number and arrangement of devices and/or net-
works shown in Figs. 1A-1F are provided as one or more
examples. In practice, there may be additional devices
and/or networks, fewer devices and/or networks, differ-
ent devices and/or networks, or differently arranged de-
vices and/or networks than those shown in Figs. 1A-1F.
Furthermore, two or more devices shown in Figs. 1A-1F
may be implemented within a single device, or a single
device shown in Figs. 1A-1F may be implemented as
multiple, distributed devices. Additionally, or alternative-
ly, a set of devices (e.g., one or more devices) of Figs.
1A-1F may perform one or more functions described as
being performed by another set of devices of Figs. 1A-1F.
[0055] Fig. 2 is a diagram of an example environment
200 in which systems and/or methods described herein
may be implemented. As shown in Fig. 2, environment
200 may include a client device 210, a security device
220, a remote device 230, and a network 240. Devices
of environment 200 may interconnect via wired connec-
tions, wireless connections, or a combination of wired
and wireless connections.
[0056] Client device 210 includes one or more devices
capable of receiving, generating, storing, processing,
and/or providing information, such as information de-
scribed herein. For example, client device 210 may in-
clude a mobile phone (e.g., a smart phone, a radiotele-
phone, and/or the like), a laptop computer, a tablet com-
puter, a desktop computer, a handheld computer, a gam-
ing device, a wearable communication device (e.g., a
smart watch, a pair of smart glasses, a heart rate monitor,
a fitness tracker, smart clothing, smart jewelry, a head
mounted display, and/or the like), a network device, or a
similar type of device. In some implementations, client
device 210 may receive network traffic from and/or may
provide network traffic to remote device 230 via network
240 (e.g., by routing packets using security device 220
as an intermediary).

[0057] Security device 220 includes one or more de-
vices capable of receiving, processing, storing, routing,
and/or providing traffic (e.g., a packet, other information
or metadata, and/or the like) in a manner described here-
in. For example, security device 220 may include a fire-
wall or another type of device that includes security-re-
lated functionality, such as a router (e.g., a label switching
router (LSR), a label edge router (LER), an ingress router,
an egress router, a provider router (e.g., a provider edge
router, a provider core router, and/or the like), a virtual
router, and/or the like), a gateway, a switch, a hub, a
bridge, a reverse proxy, a server (e.g., a proxy server, a
cloud server, a data center server, and/or the like), a load
balancer, and/or a similar device. In some implementa-
tions, security device 220 may be a physical device im-
plemented within a housing, such as a chassis. In some
implementations, security device 220 may be a virtual
device implemented by one or more computer devices
of a cloud computing environment or a data center.
[0058] Remote device 230 includes one or more de-
vices capable of receiving, generating, storing, process-
ing, and/or providing information, such as information de-
scribed herein. For example, remote device 230 may in-
clude a mobile phone (e.g., a smart phone, a radiotele-
phone, and/or the like), a laptop computer, a tablet com-
puter, a desktop computer, a handheld computer, a gam-
ing device, a wearable communication device (e.g., a
smart watch, a pair of smart glasses, a heart rate monitor,
a fitness tracker, smart clothing, smart jewelry, a head
mounted display, and/or the like), a server device, a net-
work device, or a similar type of device. In some imple-
mentations, remote device 230 may receive network traf-
fic from and/or may provide network traffic to client device
210 via network 240 (e.g., by routing packets via security
device 220 as an intermediary).
[0059] Network 240 includes one or more wired and/or
wireless networks. For example, network 240 may in-
clude a packet switched network, a cellular network (e.g.,
a fifth generation (5G) network, a fourth generation (4G)
network, such as a long-term evolution (LTE) network, a
third generation (3G) network, a code division multiple
access (CDMA) network, a public land mobile network
(PLMN), a local area network (LAN), a wide area network
(WAN), a metropolitan area network (MAN), a telephone
network (e.g., the Public Switched Telephone Network
(PSTN)), a private network, an ad hoc network, an in-
tranet, the Internet, a fiber optic-based network, a cloud
computing network, or the like, and/or a combination of
these or other types of networks.
[0060] The number and arrangement of devices and
networks shown in Fig. 2 are provided as an example.
In practice, there may be additional devices and/or net-
works, fewer devices and/or networks, different devices
and/or networks, or differently arranged devices and/or
networks than those shown in Fig. 2. Furthermore, two
or more devices shown in Fig. 2 may be implemented
within a single device, or a single device shown in Fig. 2
may be implemented as multiple, distributed devices. Ad-
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ditionally, or alternatively, a set of devices (e.g., one or
more devices) of environment 200 may perform one or
more functions described as being performed by another
set of devices of environment 200.
[0061] Fig. 3 is a diagram of example components of
a device 300 of Fig. 2. Device 300 may correspond to
client device 210, security device 220, and/or remote de-
vice 230. In some implementations, client device 210,
security device 220, and/or remote device 230 may in-
clude one or more devices 300 and/or one or more com-
ponents of device 300. As shown in Fig. 3, device 300
may include one or more input components 310-1
through 310-A (A ≥ 1) (hereinafter referred to collectively
as input components 310, and individually as input com-
ponent 310), a switching component 320, one or more
output components 330-1 through 330-B (B ≥ 1) (here-
inafter referred to collectively as output components 330,
and individually as output component 330), and a con-
troller 340.
[0062] Input component 310 may be one or more
points of attachment for physical links and may be one
or more points of entry for incoming traffic, such as pack-
ets. Input component 310 may process incoming traffic,
such as by performing data link layer encapsulation or
decapsulation. In some implementations, input compo-
nent 310 may transmit and/or receive packets. In some
implementations, input component 310 may include an
input line card that includes one or more packet process-
ing components (e.g., in the form of integrated circuits),
such as one or more interface cards (IFCs), packet for-
warding components, line card controller components,
input ports, processors, memories, and/or input queues.
In some implementations, device 300 may include one
or more input components 310.
[0063] Switching component 320 may interconnect in-
put components 310 with output components 330. In
some implementations, switching component 320 may
be implemented via one or more crossbars, via busses,
and/or with shared memories. The shared memories may
act as temporary buffers to store packets from input com-
ponents 310 before the packets are eventually scheduled
for delivery to output components 330. In some imple-
mentations, switching component 320 may enable input
components 310, output components 330, and/or con-
troller 340 to communicate with one another.
[0064] Output component 330 may store packets and
may schedule packets for transmission on output phys-
ical links. Output component 330 may support data link
layer encapsulation or decapsulation, and/or a variety of
higher-level protocols. In some implementations, output
component 330 may transmit packets and/or receive
packets. In some implementations, output component
330 may include an output line card that includes one or
more packet processing components (e.g., in the form
of integrated circuits), such as one or more IFCs, packet
forwarding components, line card controller components,
output ports, processors, memories, and/or output
queues. In some implementations, device 300 may in-

clude one or more output components 330. In some im-
plementations, input component 310 and output compo-
nent 330 may be implemented by the same set of com-
ponents (e.g., and input/output component may be a
combination of input component 310 and output compo-
nent 330).
[0065] Controller 340 includes a processor in the form
of, for example, a central processing unit (CPU), a graph-
ics processing unit (GPU), an accelerated processing
unit (APU), a microprocessor, a microcontroller, a digital
signal processor (DSP), a field-programmable gate array
(FPGA), an application-specific integrated circuit (ASIC),
and/or another type of processor. The processor is im-
plemented in hardware, firmware, or a combination of
hardware and software. In some implementations, con-
troller 340 may include one or more processors that can
be programmed to perform a function.
[0066] In some implementations, controller 340 may
include a random access memory (RAM), a read only
memory (ROM), and/or another type of dynamic or static
storage device (e.g., a flash memory, a magnetic mem-
ory, an optical memory, etc.) that stores information
and/or instructions for use by controller 340.
[0067] In some implementations, controller 340 may
communicate with other devices, networks, and/or sys-
tems connected to device 300 to exchange information
regarding network topology. Controller 340 may create
routing tables based on the network topology information,
may create forwarding tables based on the routing tables,
and may forward the forwarding tables to input compo-
nents 310 and/or output components 330. Input compo-
nents 310 and/or output components 330 may use the
forwarding tables to perform route lookups for incoming
and/or outgoing packets.
[0068] Controller 340 may perform one or more proc-
esses described herein. Controller 340 may perform
these processes in response to executing software in-
structions stored by, or carried on, a computer-readable
medium. A computer-readable medium may be a non-
transitory memory device. A memory device includes
memory space within a single physical storage device or
memory space spread across multiple physical storage
devices. Alternatively, a computer-readable medium
may be a transitory medium such as a carrier wave or
transmission medium.
[0069] Software instructions may be read into a mem-
ory and/or storage component associated with controller
340 from another computer-readable medium or from an-
other device via a communication interface. When exe-
cuted, software instructions stored in a memory and/or
storage component associated with controller 340 may
cause controller 340 to perform one or more processes
described herein. Additionally, or alternatively, hardwired
circuitry may be used in place of or in combination with
software instructions to perform one or more processes
described herein. Thus, implementations described
herein are not limited to any specific combination of hard-
ware circuitry and software.
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[0070] The number and arrangement of components
shown in Fig. 3 are provided as an example. In practice,
device 300 may include additional components, fewer
components, different components, or differently ar-
ranged components than those shown in Fig. 3. Addi-
tionally, or alternatively, a set of components (e.g., one
or more components) of device 300 may perform one or
more functions described as being performed by another
set of components of device 300.
[0071] Fig. 4 is a diagram of example components of
one or more devices 400 of Fig. 2. Device 400 may cor-
respond to client device 210, security device 220, and/or
remote device 230. In some implementations, client de-
vice 210, security device 220, and/or remote device 230
may include one or more devices 400 and/or one or more
components of device 400. As shown in Fig. 4, device
400 may include a bus 410, a processor 420, a memory
430, a storage component 440, an input component 450,
an output component 460, and a communication inter-
face 470.
[0072] Bus 410 includes a component that permits
communication among the components of device 400.
Processor 420 is implemented in hardware, firmware, or
a combination of hardware and software. Processor 420
is a CPU, a GPU, an APU, a microprocessor, a micro-
controller, a DSP, an FPGA, an ASIC, or another type of
processing component. In some implementations, proc-
essor 420 includes one or more processors capable of
being programmed to perform a function. Memory 430
includes a RAM, a ROM, and/or another type of dynamic
or static storage device (e.g., a flash memory, a magnetic
memory, and/or an optical memory) that stores informa-
tion and/or instructions for use by processor 420.
[0073] Storage component 440 stores information
and/or software related to the operation and use of device
400. For example, storage component 440 may include
a hard disk (e.g., a magnetic disk, an optical disk, a mag-
neto-optic disk, and/or a solid state disk), a compact disc
(CD), a digital versatile disc (DVD), a floppy disk, a car-
tridge, a magnetic tape, and/or another type of non-tran-
sitory computer-readable medium, along with a corre-
sponding drive.
[0074] Input component 450 includes a component
that permits device 400 to receive information, such as
via user input (e.g., a touch screen display, a keyboard,
a keypad, a mouse, a button, a switch, and/or a micro-
phone). Additionally, or alternatively, input component
450 may include a sensor for sensing information (e.g.,
a global positioning system (GPS) component, an accel-
erometer, a gyroscope, and/or an actuator). Output com-
ponent 460 includes a component that provides output
information from device 400 (e.g., a display, a speaker,
and/or one or more LEDs).
[0075] Communication interface 470 includes a trans-
ceiver-like component (e.g., a transceiver and/or a sep-
arate receiver and transmitter) that enables device 400
to communicate with other devices, such as via a wired
connection, a wireless connection, or a combination of

wired and wireless connections. Communication inter-
face 470 may permit device 400 to receive information
from another device and/or provide information to anoth-
er device. For example, communication interface 470
may include an Ethernet interface, an optical interface,
a coaxial interface, an infrared interface, an RF interface,
a universal serial bus (USB) interface, a wireless local
area interface, a cellular network interface, and/or the
like.
[0076] Device 400 may perform one or more processes
described herein. Device 400 may perform these proc-
esses based on processor 420 executing software in-
structions stored by, or carried on, a computer-readable
medium, such as memory 430 and/or storage component
440. A computer-readable medium may be a non-tran-
sitory memory device. A memory device includes mem-
ory space within a single physical storage device or mem-
ory space spread across multiple physical storage de-
vices. Alternatively, a computer-readable medium may
be a transitory medium such as a carrier signal or trans-
mission medium.
[0077] Software instructions may be read into memory
430 and/or storage component 440 from another com-
puter-readable medium or from another device via com-
munication interface 470. When executed, software in-
structions stored in memory 430 and/or storage compo-
nent 440 may cause processor 420 to perform one or
more processes described herein. Additionally, or alter-
natively, hardwired circuitry may be used in place of or
in combination with software instructions to perform one
or more processes described herein. Thus, implementa-
tions described herein are not limited to any specific com-
bination of hardware circuitry and software.
[0078] The number and arrangement of components
shown in Fig. 4 are provided as an example. In practice,
device 400 may include additional components, fewer
components, different components, or differently ar-
ranged components than those shown in Fig. 4. Addi-
tionally, or alternatively, a set of components (e.g., one
or more components) of device 400 may perform one or
more functions described as being performed by another
set of components of device 400.
[0079] Fig. 5 is a flow chart of an example process 500
associated with selective transport layer security encryp-
tion. In some implementations, one or more process
blocks of Fig. 5 may be performed by a device (e.g., client
device 210). In some implementations, one or more proc-
ess blocks of Fig. 5 may be performed by another device
or a group of devices separate from or including the de-
vice, such as a security device (e.g., security device 220),
a remote device (e.g., remote device 230), and/or the
like. Additionally, or alternatively, one or more process
blocks of Fig. 5 may be performed by one or more com-
ponents of a device 300, such as input components 310,
switching component 320, output components 330, one
or more components of a device 400, such as processor
420, memory 430, storage component 440, input com-
ponent 450, output component 460, communication in-
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terface 470, and/or the like.
[0080] As shown in Fig. 5, process 500 may include
transmitting a packet for establishing or communicating
on a virtual private network (VPN) (block 510). For ex-
ample, the device may transmit a packet for establishing
or communicating on a virtual private network (VPN), as
described above.
[0081] As further shown in Fig. 5, process 500 may
include determining that the packet has been dropped
by a security device (block 520). For example, the device
may determine that the packet has been dropped by a
security device, as described above.
[0082] As further shown in Fig. 5, process 500 may
include encapsulating, when the packet has been
dropped, the packet with transmission control protocol
(TCP) encapsulation to generate a TCP encapsulated
packet (block 530). For example, the device may encap-
sulate, when the packet has been dropped, the packet
with transmission control protocol (TCP) encapsulation
to generate a TCP encapsulated packet, as described
above.
[0083] As further shown in Fig. 5, process 500 may
include transmitting the TCP encapsulated packet for es-
tablishing or communicating on the VPN (block 540). For
example, the device may transmit the TCP encapsulated
packet for establishing or communicating on the VPN,
as described above.
[0084] As further shown in Fig. 5, process 500 may
include determining that the TCP encapsulated packet
has been dropped by the security device (block 550). For
example, the device may determine that the TCP encap-
sulated packet has been dropped by the security device,
as described above.
[0085] As further shown in Fig. 5, process 500 may
include selectively encrypting, when the TCP encapsu-
lated packet has been dropped, the packet using a com-
bination of encryption associated with the protocol and
null encryption for transport layer security (TLS) or a com-
bination of encryption associated with the protocol and
TLS encryption to generate an encrypted packet (block
560). For example, the device may selectively encrypt,
by the device and when the TCP encapsulated packet
has been dropped, the packet using a combination of
encryption associated with the protocol and null encryp-
tion for transport layer security (TLS) or a combination
of encryption associated with the protocol and TLS en-
cryption to generate an encrypted packet, as described
above.
[0086] As further shown in Fig. 5, process 500 may
include transmitting the encrypted packet on the VPN for
establishing or communicating on the VPN (block 570).
For example, the device may transmit the encrypted
packet on the VPN for establishing or communicating on
the VPN, as described above.
[0087] Process 500 may include additional implemen-
tations, such as any single implementation or any com-
bination of implementations described below and/or in
connection with one or more other processes described

elsewhere herein.
[0088] In a first implementation, at least one of the
packet, the TCP encapsulated packet, or the encrypted
packet is directed to destination port 443. In a second
implementation, alone or in combination with the first im-
plementation, selectively encrypting the packet using the
null encryption for TLS or the combination of encryption
associated with the protocol and TLS encryption in-
cludes: encrypting the packet using the null encryption
for TLS based on determining that the version of TLS to
be used supports null encryption to generate the encrypt-
ed packet. In a third implementation, alone or in combi-
nation with one or more of the first and second imple-
mentations, selectively encrypting the packet using the
null encryption for TLS or the combination of encryption
associated with the protocol and TLS encryption in-
cludes: encrypting the packet using the combination of
encryption associated with the protocol and TLS encryp-
tion based on determining that the version of TLS to be
used does not support null encryption to generate the
encrypted packet.
[0089] In a fourth implementation, alone or in combi-
nation with one or more of the first through third imple-
mentations, selectively encrypting the packet using the
null encryption for TLS or the combination of encryption
associated with the protocol and TLS encryption includes
encrypting the packet using the null encryption for TLS
to form a first encrypted packet, and the method further
comprises: transmitting the first encrypted packet; deter-
mining that the first encrypted packet has been dropped
by the security device, and encrypting, when the first en-
crypted packet has been dropped, the packet using the
combination of encryption associated with the protocol
and TLS encryption to generate a second encrypted
packet, the second encrypted packet is the encrypted
packet.
[0090] In a fifth implementation, alone or in combina-
tion with one or more of the first through fourth imple-
mentations, selectively encrypting the packet using the
null encryption for TLS or the combination of encryption
associated with the protocol and TLS encryption includes
encrypting the packet using the null encryption for TLS,
and the method further comprises: subjecting the packet
to hashing of a hash algorithm of TLS and subjecting the
packet to hashing of a hash algorithm associated with
the protocol.
[0091] In a sixth implementation, alone or in combina-
tion with one or more of the first through fifth implemen-
tations, selectively encrypting the packet using the null
encryption for TLS or the combination of encryption as-
sociated with the protocol and TLS encryption includes
encrypting the packet using the combination of encryp-
tion associated with the protocol and TLS encryption, and
the method further comprises: subjecting the packet to
hashing of a hash algorithm of TLS and subjecting the
packet to hashing of a hash algorithm associated with
the protocol.
[0092] Although Fig. 5 shows example blocks of proc-
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ess 500, in some implementations, process 500 may in-
clude additional blocks, fewer blocks, different blocks, or
differently arranged blocks than those depicted in Fig. 5.
Additionally, or alternatively, two or more of the blocks
of process 500 may be performed in parallel.
[0093] Fig. 6 is a flow chart of an example process 600
associated with selective transport layer security encryp-
tion. In some implementations, one or more process
blocks of Fig. 6 may be performed by a device (e.g., client
device 210). In some implementations, one or more proc-
ess blocks of Fig. 6 may be performed by another device
or a group of devices separate from or including the de-
vice, such as a security device (e.g., security device 220),
a remote device (e.g., remote device 230), and/or the
like. Additionally, or alternatively, one or more process
blocks of Fig. 6 may be performed by one or more com-
ponents of a device 300, such as input components 310,
switching component 320, output components 330, one
or more components of a device 400, such as processor
420, memory 430, storage component 440, input com-
ponent 450, output component 460, communication in-
terface 470, and/or the like.
[0094] As shown in Fig. 6, process 600 may include
transmitting a packet for communicating with a remote
device (block 610). For example, the device may transmit
a packet for communicating with a remote device, as de-
scribed above.
[0095] As further shown in Fig. 6, process 600 may
include determining that the packet has been dropped
by a security device (block 620). For example, the device
may determine that the packet has been dropped by a
security device, as described above.
[0096] As further shown in Fig. 6, process 600 may
include encrypt, after determining that the packet has
been dropped, the packet using a combination of encryp-
tion associated with the protocol and null encryption for
transport layer security (TLS) to generate a first encrypt-
ed packet (block 630). For example, the device may en-
crypt, after determining that the packet has been
dropped, the packet using a combination of encryption
associated with the protocol and null encryption for trans-
port layer security (TLS) to generate a first encrypted
packet, as described above.
[0097] As further shown in Fig. 6, process 600 may
include transmitting the first encrypted packet for com-
municating with the remote device (block 640). For ex-
ample, the device may transmit the first encrypted packet
for communicating with the remote device, as described
above.
[0098] As further shown in Fig. 6, process 600 may
include determining that the first encrypted packet has
been dropped by the security device (block 650). For
example, the device may determine that the first encrypt-
ed packet has been dropped by the security device, as
described above.
[0099] As further shown in Fig. 6, process 600 may
include encrypt, after determining that the first encrypted
packet has been dropped, the packet using a combina-

tion of encryption associated with the protocol and TLS
encryption to generate a second encrypted packet (block
660). For example, the device may encrypt, after deter-
mining that the first encrypted packet has been dropped,
the packet using a combination of encryption associated
with the protocol and TLS encryption to generate a sec-
ond encrypted packet, as described above.
[0100] As further shown in Fig. 6, process 600 may
include transmitting the second encrypted packet for
communicating with the remote device (block 670). For
example, the device may transmit the second encrypted
packet for communicating with the remote device, as de-
scribed above.
[0101] Process 600 may include additional implemen-
tations, such as any single implementation or any com-
bination of implementations described below and/or in
connection with one or more other processes described
elsewhere herein.
[0102] In a first implementation, process 600 includes
selecting an encryption algorithm for the TLS encryption
that is at least as strong as an encryption algorithm as-
sociated with the protocol; and encrypt the packet is using
the combination of encryption associated with the proto-
col and the encryption algorithm for the TLS encryption.
In a second implementation, alone or in combination with
the first implementation, process 600 includes transmit-
ting an Internet key exchange (IKE) packet as part of an
IKE procedure to establish a virtual private network
(VPN) tunnel with the remote device; determining that
the IKE packet has been dropped by the security device;
encapsulating, when the IKE packet has been dropped,
the packet with TCP encapsulation to generate a TCP
encapsulated IKE packet; and transmitting the TCP en-
capsulated IKE packet for establishing the VPN tunnel.
[0103] In a third implementation, alone or in combina-
tion with one or more of the first and second implemen-
tations, the TCP encapsulated IKE packet is directed to
destination port 443. In a fourth implementation, alone
or in combination with one or more of the first through
third implementations, process 600 includes determining
that the TCP encapsulated IKE packet has been dropped
by the security device; encrypt, when the TCP is encap-
sulating IKE packet has been dropped, the IKE packet
using a combination of IKE encryption and transport layer
security (TLS) encryption to generate an encrypted IKE
packet; and transmitting the encrypted IKE packet for
establishing the VPN tunnel.
[0104] In a fifth implementation, alone or in combina-
tion with one or more of the first through fourth imple-
mentations, process 600 includes determining that the
packet has been dropped by the security device based
on receiving no reply to the packet from the security de-
vice for a threshold amount of time, or determining that
the packet has been dropped by the security device
based on receiving a notification from the security device
indicating that the packet has been dropped. In a sixth
implementation, alone or in combination with one or more
of the first through fifth implementations, process 600
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includes encapsulating, based on determining that the
packet has been dropped, the packet with transmission
control protocol (TCP) encapsulation to generate a TCP
encapsulated packet; and transmitting the TCP encap-
sulated packet for communicating with the remote de-
vice.
[0105] Although Fig. 6 shows example blocks of proc-
ess 600, in some implementations, process 600 may in-
clude additional blocks, fewer blocks, different blocks, or
differently arranged blocks than those depicted in Fig. 6.
Additionally, or alternatively, two or more of the blocks
of process 600 may be performed in parallel.
[0106] Fig. 7 is a flow chart of an example process 700
associated with selective transport layer security encryp-
tion. In some implementations, one or more process
blocks of Fig. 7 may be performed by a device (e.g., client
device 210). In some implementations, one or more proc-
ess blocks of Fig. 7 may be performed by another device
or a group of devices separate from or including the de-
vice, such as a security device (e.g., security device 220),
a remote device (e.g., remote device 230), and/or the
like. Additionally, or alternatively, one or more process
blocks of Fig. 7 may be performed by one or more com-
ponents of a device 300, such as input components 310,
switching component 320, output components 330, one
or more components of a device 400, such as processor
420, memory 430, storage component 440, input com-
ponent 450, output component 460, communication in-
terface 470, and/or the like.
[0107] As shown in Fig. 7, process 700 may include
transmitting a packet for communicating via a tunnel
(block 710). For example, the device may transmit a
packet for communicating via a tunnel, as described
above.
[0108] As further shown in Fig. 7, process 700 may
include determining that the packet has been dropped
by a security device (block 720). For example, the device
may determine that the packet has been dropped by a
security device, as described above.
[0109] As further shown in Fig. 7, process 700 may
include selectively encrypt, after determining that the
packet has been dropped, the packet using a combina-
tion of encryption associated with the protocol and null
encryption for transport layer security (TLS) or a combi-
nation of encryption associated with the protocol and TLS
encryption to generate an encrypted packet (block 730).
For example, the device may selectively encrypt, after
determining that the packet has been dropped, the pack-
et using a combination of encryption associated with the
protocol and null encryption for transport layer security
(TLS) or a combination of encryption associated with the
protocol and TLS encryption to generate an encrypted
packet, as described above.
[0110] As further shown in Fig. 7, process 700 may
include transmitting the encrypted packet for communi-
cating via the tunnel (block 740). For example, the device
may transmit the encrypted packet for communicating
via the tunnel, as described above.

[0111] Process 700 may include additional implemen-
tations, such as any single implementation or any com-
bination of implementations described below and/or in
connection with one or more other processes described
elsewhere herein.
[0112] In a first implementation, the one or more in-
structions, when executed by the one or more proces-
sors, further cause the one or more processors to deter-
mine that a version of TLS to be used supports null en-
cryption, and encrypt the packet using the null encryption
for TLS based on determining that the version of TLS to
be used supports null encryption to generate the encrypt-
ed packet.
[0113] In a second implementation, alone or in combi-
nation with the first implementation, the one or more in-
structions, when executed by the one or more proces-
sors, further cause the one or more processors to deter-
mine that a version of TLS to be used does not support
null encryption, and encrypt the packet using the combi-
nation of encryption associated with the protocol and TLS
encryption based on determining that the version of TLS
to be used does not support null encryption to generate
the encrypted packet.
[0114] In a third implementation, alone or in combina-
tion with one or more of the first and second implemen-
tations, the one or more instructions, that cause the one
or more processors to selectively encrypt the packet us-
ing the null encryption for TLS or the combination of en-
cryption associated with the protocol and TLS encryption,
cause the one or more processors to encrypt the packet
using the null encryption for TLS to form a first encrypted
packet, and transmit the first encrypted packet; deter-
mine that the first encrypted packet has been dropped
by the security device, and encrypt, when the first en-
crypted packet has been dropped, the packet using the
combination of encryption associated with the protocol
and TLS encryption to generate a second encrypted
packet, the second encrypted packet is the encrypted
packet.
[0115] In a fourth implementation, alone or in combi-
nation with one or more of the first through third imple-
mentations, the packet is transmitted for communicating
with a remote device via the tunnel, and encapsulate,
based on determining that the packet has been dropped,
the packet with transmission control protocol (TCP) en-
capsulation to generate a TCP encapsulated packet, and
transmit the TCP encapsulated packet for communicat-
ing with the remote device.
[0116] In a fifth implementation, alone or in combina-
tion with one or more of the first through fourth imple-
mentations, process 700 includes transmitting an Inter-
net key exchange (IKE) packet as part of an IKE proce-
dure for establishing the tunnel; determining that the IKE
packet has been dropped by the security device; encrypt,
after is determining that the IKE packet has been
dropped, the IKE packet using a combination of IKE en-
cryption and transport layer security (TLS) encryption to
generate an encrypted IKE packet; and transmitting the
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encrypted IKE packet for establishing the tunnel.
[0117] Although Fig. 7 shows example blocks of proc-
ess 700, in some implementations, process 700 may in-
clude additional blocks, fewer blocks, different blocks, or
differently arranged blocks than those depicted in Fig. 7.
Additionally, or alternatively, two or more of the blocks
of process 700 may be performed in parallel.
[0118] The foregoing disclosure provides illustration
and description, but is not intended to be exhaustive or
to limit the implementations to the precise form disclosed.
Modifications and variations may be made in light of the
above disclosure or may be acquired from practice of the
implementations.
[0119] As used herein, the term "component" is intend-
ed to be broadly construed as hardware, firmware, or a
combination of hardware and software.
[0120] As used herein, traffic or content may include a
set of packets. A packet may refer to a communication
structure for communicating information, such as a pro-
tocol data unit (PDU), a service data unit (SDU), a net-
work packet, a datagram, a segment, a message, a block,
a frame (e.g., an Ethernet frame), a portion of any of the
above, and/or another type of formatted or unformatted
unit of data capable of being transmitted via a network.
[0121] Some implementations are described herein in
connection with thresholds. As used herein, satisfying a
threshold may, depending on the context, refer to a value
being greater than the threshold, more than the thresh-
old, higher than the threshold, greater than or equal to
the threshold, less than the threshold, fewer than the
threshold, lower than the threshold, less than or equal to
the threshold, equal to the threshold, etc., depending on
the context.
[0122] It will be apparent that systems and/or methods
described herein may be implemented in different forms
of hardware, firmware, and/or a combination of hardware
and software. The actual specialized control hardware
or software code used to implement these systems
and/or methods is not limiting of the implementations.
Thus, the operation and behavior of the systems and/or
methods are described herein without reference to spe-
cific software code - it being understood that software
and hardware can be used to implement the systems
and/or methods based on the description herein.
[0123] Even though particular combinations of fea-
tures are recited in the claims and/or disclosed in the
specification, these combinations are not intended to limit
the disclosure of various implementations. In fact, many
of these features may be combined in ways not specifi-
cally recited in the claims and/or disclosed in the speci-
fication. Although each dependent claim listed below may
directly depend on only one claim, the disclosure of var-
ious implementations includes each dependent claim in
combination with every other claim in the claim set.
[0124] No element, act, or instruction used herein
should be construed as critical or essential unless explic-
itly described as such. Also, as used herein, the articles
"a" and "an" are intended to include one or more items,

and may be used interchangeably with "one or more."
Further, as used herein, the article "the" is intended to
include one or more items referenced in connection with
the article "the" and may be used interchangeably with
"the one or more." Furthermore, as used herein, the term
"set" is intended to include one or more items (e.g., re-
lated items, unrelated items, a combination of related and
unrelated items, etc.), and may be used interchangeably
with "one or more." Where only one item is intended, the
phrase "only one" or similar language is used. Also, as
used herein, the terms "has," "have," "having," or the like
are intended to be open-ended terms. Further, the phrase
"based on" is intended to mean "based, at least in part,
on" unless explicitly stated otherwise. Also, as used here-
in, the term "or" is intended to be inclusive when used in
a series and may be used interchangeably with "and/or,"
unless explicitly stated otherwise (e.g., if used in combi-
nation with "either" or "only one of’).
[0125] Thus, from one perspective it has been de-
scribed that A device may transmit a packet for commu-
nicating via a tunnel. The packet may be associated with
a protocol. The device may determine that the packet
has been dropped by a security device. The device may
selectively encrypt, after determining that the packet has
been dropped, the packet using a null encryption for
transport layer security (TLS) or a combination of encryp-
tion associated with the protocol and TLS encryption to
generate an encrypted packet. The device may transmit
the encrypted packet for communicating via the tunnel.
[0126] Examples of the present disclosure are set out
in the following numbered clauses:

1. A method, comprising:

transmitting, by a device, a packet for establish-
ing or communicating on a virtual private net-
work (VPN),
the packet being associated with a protocol;
determining, by the device, that the packet has
been dropped by a security device;
encapsulating, by the device and when the pack-
et has been dropped, the packet with transmis-
sion control protocol (TCP) encapsulation to
generate a TCP encapsulated packet;
transmitting, by the device, the TCP encapsu-
lated packet for establishing or communicating
on the VPN;
determining, by the device, that the TCP encap-
sulated packet has been dropped by the security
device;
selectively encrypting, by the device and when
the TCP encapsulated packet has been
dropped, the packet using a null encryption for
transport layer security (TLS) or a combination
of encryption associated with the protocol and
TLS encryption to generate an encrypted pack-
et; and
transmitting, by the device, the encrypted packet
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on the VPN for establishing or communicating
on the VPN.

2. The method of clause 1, wherein at least one of
the packet, the TCP encapsulated packet, or the en-
crypted packet is directed to destination port 443.

3. The method of clause 1 or clause 2, further com-
prising determining that a version of TLS to be used
supports null encryption, and
wherein selectively encrypting the packet using the
null encryption for TLS or the combination of encryp-
tion associated with the protocol and TLS encryption
includes:
encrypting the packet using the null encryption for
TLS based on determining that the version of TLS
to be used supports null encryption to generate the
encrypted packet.

4. The method of clause 1 or clause 2, further com-
prising determining that a version of TLS to be used
does not support null encryption, and
wherein selectively encrypting the packet using the
null encryption for TLS or the combination of encryp-
tion associated with the protocol and TLS encryption
includes:
encrypting the packet using the combination of en-
cryption associated with the protocol and TLS en-
cryption based on determining that the version of
TLS to be used does not support null encryption to
generate the encrypted packet.

5. The method of any of clauses 1 to 3, wherein se-
lectively encrypting the packet using the null encryp-
tion for TLS or the combination of encryption asso-
ciated with the protocol and TLS encryption includes
encrypting the packet using the null encryption for
TLS to form a first encrypted packet, and wherein
the method further comprises:

transmitting the first encrypted packet;
determining that the first encrypted packet has
been dropped by the security device; and
encrypting, when the first encrypted packet has
been dropped, the packet using the combination
of encryption associated with the protocol and
TLS encryption to generate a second encrypted
packet,
wherein the second encrypted packet is the en-
crypted packet.

6. The method of clause any of clauses 1 to 3, or 5,
wherein selectively encrypting the packet using the
null encryption for TLS or the combination of encryp-
tion associated with the protocol and TLS encryption
includes encrypting the packet using the null encryp-
tion for TLS, and
wherein the method further comprises:

subjecting the packet to hashing of a hash algorithm
of TLS and subjecting the packet to hashing of a
hash algorithm associated with the protocol.

7. The method of any preceding clause, wherein se-
lectively encrypting the packet using the null encryp-
tion for TLS or the combination of encryption asso-
ciated with the protocol and TLS encryption includes
encrypting the packet using the combination of en-
cryption associated with the protocol and TLS en-
cryption, and
wherein the method further comprises:
subjecting the packet to hashing of a hash algorithm
of TLS and subjecting the packet to hashing of a
hash algorithm associated with the protocol.

8. A device, comprising:

one or more memories; and
one or more processors to:

transmit a packet for communicating with a
remote device, the packet being associated
with a protocol;
determine that the packet has been
dropped by a security device;
encrypt, after determining that the packet
has been dropped, the packet using a null
encryption for transport layer security (TLS)
to generate a first encrypted packet;
transmit the first encrypted packet for com-
municating with the remote device;
determine that the first encrypted packet
has been dropped by the security device;
encrypt, after determining that the first en-
crypted packet has been dropped, the pack-
et using a combination of encryption asso-
ciated with the protocol and TLS encryption
to generate a second encrypted packet; and
transmit the second encrypted packet for
communicating with the remote device.

9. The device of clause 8, wherein the one or more
processors, when encrypting the packet using the
combination of encryption associated with the pro-
tocol and TLS encryption, are to:

select an encryption algorithm for the TLS en-
cryption that is at least as strong as an encryp-
tion algorithm associated with the protocol; and
encrypt the packet using the combination of en-
cryption associated with the protocol and the en-
cryption algorithm for the TLS encryption.

10. The device of clause 8 or clause 9, wherein the
one or more processors are further to:

transmit an Internet key exchange (IKE) packet
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as part of an IKE procedure to establish a virtual
private network (VPN) tunnel with the remote
device;
determine that the IKE packet has been dropped
by the security device;
encapsulate, when the IKE packet has been
dropped, the packet with TCP encapsulation to
generate a TCP encapsulated IKE packet; and
transmit the TCP encapsulated IKE packet for
establishing the VPN tunnel.

11. The device of clause 10, wherein the TCP en-
capsulated IKE packet is directed to destination port
443.

12. The device of clause 10 or clause 11, wherein
the one or more processors are further to:

determine that the TCP encapsulated IKE pack-
et has been dropped by the security device;
encrypt, when the TCP encapsulated IKE pack-
et has been dropped, the IKE packet using a
combination of IKE encryption and transport lay-
er security (TLS) encryption to generate an en-
crypted IKE packet; and
transmit the encrypted IKE packet for establish-
ing the VPN tunnel.

13. The device of any of clauses 8 to 12, wherein
the one or more processors, when determining that
the packet has been dropped by the security device,
are to:

determine that the packet has been dropped by
the security device based on receiving no reply
to the packet from the security device for a
threshold amount of time, or
determine that the packet has been dropped by
the security device based on receiving a notifi-
cation from the security device indicating that
the packet has been dropped.

14. The device of any of clauses 8 to 13, the one or
more processors are further to:

encapsulate, based on determining that the
packet has been dropped, the packet with trans-
mission control protocol (TCP) encapsulation to
generate a TCP encapsulated packet; and
transmit the TCP encapsulated packet for com-
municating with the remote device.

15. A computer-readable medium storing instruc-
tions, the instructions comprising:
one or more instructions that, when executed by one
or more processors, cause the one or more proces-
sors to:

transmit a packet for communicating via a tun-
nel, the packet being associated with a protocol;
determine that the packet has been dropped by
a security device;
selectively encrypt, after determining that the
packet has been dropped, the packet using a
null encryption for transport layer security (TLS)
or a combination of encryption associated with
the protocol and TLS encryption to generate an
encrypted packet; and
transmit the encrypted packet for communicat-
ing via the tunnel.

16. The computer-readable medium of clause 15,
wherein the one or more instructions, when executed
by the one or more processors, further cause the
one or more processors to determine that a version
of TLS to be used supports null encryption, and
wherein the one or more instructions, that cause the
one or more processors to selectively encrypt the
packet using the null encryption for TLS or the com-
bination of encryption associated with the protocol
and TLS encryption, further cause the one or more
processors to:
encrypt the packet using the null encryption for TLS
based on determining that the version of TLS to be
used supports null encryption to generate the en-
crypted packet.

17. The computer-readable medium of clause 15,
wherein the one or more instructions, when executed
by the one or more processors, further cause the
one or more processors to determine that a version
of TLS to be used does not support null encryption,
and
wherein the one or more instructions, that cause the
one or more processors to selectively encrypt the
packet using the null encryption for TLS or the com-
bination of encryption associated with the protocol
and TLS encryption, further cause the one or more
processors to:
encrypt the packet using the combination of encryp-
tion associated with the protocol and TLS encryption
based on determining that the version of TLS to be
used does not support null encryption to generate
the encrypted packet.

18. The computer-readable medium of any of claus-
es 15 to 17, wherein the one or more instructions,
that cause the one or more processors to selectively
encrypt the packet using the null encryption for TLS
or the combination of encryption associated with the
protocol and TLS encryption, cause the one or more
processors to encrypt the packet using the null en-
cryption for TLS to form a first encrypted packet, and
wherein the one or more instructions, when executed
by the one or more processors, further cause the
one or more processors to:
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transmit the first encrypted packet;
determine that the first encrypted packet has
been dropped by the security device; and
encrypt, when the first encrypted packet has
been dropped, the packet using the combination
of encryption associated with the protocol and
TLS encryption to generate a second encrypted
packet,
wherein the second encrypted packet is the en-
crypted packet.

19. The computer-readable medium of any of claus-
es 15 to 18, wherein the packet is transmitted for
communicating with a remote device via the tunnel,
and
wherein the one or more instructions, when executed
by the one or more processors, further cause the
one or more processors to:

encapsulate, based on determining that the
packet has been dropped, the packet with trans-
mission control protocol (TCP) encapsulation to
generate a TCP encapsulated packet; and
transmit the TCP encapsulated packet for com-
municating with the remote device.

20. The computer-readable medium of any of claus-
es 15 to 19, wherein the one or more instructions,
when executed by the one or more processors, fur-
ther cause the one or more processors to:

transmit an Internet key exchange (IKE) packet
as part of an IKE procedure for establishing the
tunnel;
determine that the IKE packet has been dropped
by the security device;
encrypt, after determining that the IKE packet
has been dropped, the IKE packet using a com-
bination of IKE encryption and transport layer
security (TLS) encryption to generate an en-
crypted IKE packet; and
transmit the encrypted IKE packet for establish-
ing the tunnel.

CLAUSES:

[0127]

1. A method, comprising:

transmitting, by a device, a packet for establish-
ing or communicating on a virtual private net-
work (VPN),
the packet being associated with a protocol;
determining, by the device, that the packet has
been dropped by a security device;
encapsulating, by the device and when the pack-
et has been dropped, the packet with transmis-

sion control protocol (TCP) encapsulation to
generate a TCP encapsulated packet;
transmitting, by the device, the TCP encapsu-
lated packet for establishing or communicating
on the VPN;
determining, by the device, that the TCP encap-
sulated packet has been dropped by the security
device;
selectively encrypting, by the device and when
the TCP encapsulated packet has been
dropped, the packet using a null encryption for
transport layer security (TLS) or a combination
of encryption associated with the protocol and
TLS encryption to generate an encrypted pack-
et; and
transmitting, by the device, the encrypted packet
on the VPN for establishing or communicating
on the VPN.

2. The method of clause 1, wherein at least one of
the packet, the TCP encapsulated packet, or the en-
crypted packet is directed to destination port 443.

3. The method of clause 1, further comprising deter-
mining that a version of TLS to be used supports null
encryption, and
wherein selectively encrypting the packet using the
null encryption for TLS or the combination of encryp-
tion associated with the protocol and TLS encryption
includes:
encrypting the packet using the null encryption for
TLS based on determining that the version of TLS
to be used supports null encryption to generate the
encrypted packet.

4. The method of clause 1, further comprising deter-
mining that a version of TLS to be used does not
support null encryption, and
wherein selectively encrypting the packet using the
null encryption for TLS or the combination of encryp-
tion associated with the protocol and TLS encryption
includes:
encrypting the packet using the combination of en-
cryption associated with the protocol and TLS en-
cryption based on determining that the version of
TLS to be used does not support null encryption to
generate the encrypted packet.

5. The method of clause 1, wherein selectively en-
crypting the packet using the null encryption for TLS
or the combination of encryption associated with the
protocol and TLS encryption includes encrypting the
packet using the null encryption for TLS to form a
first encrypted packet, and
wherein the method further comprises:

transmitting the first encrypted packet;
determining that the first encrypted packet has
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been dropped by the security device; and
encrypting, when the first encrypted packet has
been dropped, the packet using the combination
of encryption associated with the protocol and
TLS encryption to generate a second encrypted
packet,
wherein the second encrypted packet is the en-
crypted packet.

6. The method of clause 1, wherein selectively en-
crypting the packet using the null encryption for TLS
or the combination of encryption associated with the
protocol and TLS encryption includes encrypting the
packet using the null encryption for TLS, and
wherein the method further comprises:
subjecting the packet to hashing of a hash algorithm
of TLS and subjecting the packet to hashing of a
hash algorithm associated with the protocol.

7. The method of clause 1, wherein selectively en-
crypting the packet using the null encryption for TLS
or the combination of encryption associated with the
protocol and TLS encryption includes encrypting the
packet using the combination of encryption associ-
ated with the protocol and TLS encryption, and
wherein the method further comprises:
subjecting the packet to hashing of a hash algorithm
of TLS and subjecting the packet to hashing of a
hash algorithm associated with the protocol.

8. A device, comprising:

one or more memories; and
one or more processors to:

transmit a packet for communicating with a
remote device,
the packet being associated with a protocol;
determine that the packet has been
dropped by a security device;
encrypt, after determining that the packet
has been dropped, the packet using a null
encryption for transport layer security (TLS)
to generate a first encrypted packet;
transmit the first encrypted packet for com-
municating with the remote device;
determine that the first encrypted packet
has been dropped by the security device;
encrypt, after determining that the first en-
crypted packet has been dropped, the pack-
et using a combination of encryption asso-
ciated with the protocol and TLS encryption
to generate a second encrypted packet; and
transmit the second encrypted packet for
communicating with the remote device.

9. The device of clause 8, wherein the one or more
processors, when encrypting the packet using the

combination of encryption associated with the pro-
tocol and TLS encryption, are to:

select an encryption algorithm for the TLS en-
cryption that is at least as strong as an encryp-
tion algorithm associated with the protocol; and
encrypt the packet using the combination of en-
cryption associated with the protocol and the en-
cryption algorithm for the TLS encryption.

10. The device of clause 8, wherein the one or more
processors are further to:

transmit an Internet key exchange (IKE) packet
as part of an IKE procedure to establish a virtual
private network (VPN) tunnel with the remote
device;
determine that the IKE packet has been dropped
by the security device;
encapsulate, when the IKE packet has been
dropped, the packet with TCP encapsulation to
generate a TCP encapsulated IKE packet; and
transmit the TCP encapsulated IKE packet for
establishing the VPN tunnel.

11. The device of clause 10, wherein the TCP en-
capsulated IKE packet is directed to destination port
443.

12. The device of clause 10, wherein the one or more
processors are further to:

determine that the TCP encapsulated IKE pack-
et has been dropped by the security device;
encrypt, when the TCP encapsulated IKE pack-
et has been dropped, the IKE packet using a
combination of IKE encryption and transport lay-
er security (TLS) encryption to generate an en-
crypted IKE packet; and
transmit the encrypted IKE packet for establish-
ing the VPN tunnel.

13. The device of clause 8, wherein the one or more
processors, when determining that the packet has
been dropped by the security device, are to:

determine that the packet has been dropped by
the security device based on receiving no reply
to the packet from the security device for a
threshold amount of time, or
determine that the packet has been dropped by
the security device based on receiving a notifi-
cation from the security device indicating that
the packet has been dropped.

14. The device of clause 8, the one or more proces-
sors are further to:
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encapsulate, based on determining that the
packet has been dropped, the packet with trans-
mission control protocol (TCP) encapsulation to
generate a TCP encapsulated packet; and
transmit the TCP encapsulated packet for com-
municating with the remote device.

15. A computer-readable medium storing instruc-
tions, the instructions comprising:
one or more instructions that, when executed by one
or more processors, cause the one or more proces-
sors to:

transmit a packet for communicating via a tun-
nel,
the packet being associated with a protocol;
determine that the packet has been dropped by
a security device;
selectively encrypt, after determining that the
packet has been dropped, the packet using a
null encryption for transport layer security (TLS)
or a combination of encryption associated with
the protocol and TLS encryption to generate an
encrypted packet; and
transmit the encrypted packet for communicat-
ing via the tunnel.

Claims

1. A computer-readable medium encoding instruc-
tions, the instructions comprising:
one or more instructions that, when executed by one
or more processors, cause the one or more proces-
sors to:

selectively encrypt a packet using null encryp-
tion for transport layer security (TLS) or a com-
bination of encryption associated with a protocol
and TLS encryption to generate an encrypted
packet; and
transmit the encrypted packet for communicat-
ing via a tunnel.

2. The computer-readable medium of claim 1, wherein
encrypting the packet using the null encryption for
TLS is subject to hashing of a hash algorithm asso-
ciated with the protocol.

3. The computer-readable medium of one of claims 1
or 2, wherein the one or more instructions, when ex-
ecuted by the one or more processors, further cause
the one or more processors to:

determine that a version of TLS to be used sup-
ports null encryption, and
wherein the one or more instructions, that cause
the one or more processors to selectively en-

crypt the packet using the null encryption for TLS
or the combination of encryption associated with
the protocol and TLS encryption, further cause
the one or more processors to:
encrypt the packet using the null encryption for
TLS based on determining that the version of
TLS to be used supports null encryption to gen-
erate the encrypted packet.

4. The computer-readable medium of one of claims 1
to 3, wherein the one or more instructions, when ex-
ecuted by the one or more processors, further cause
the one or more processors to:

determine that a version of TLS to be used does
not support null encryption; and
wherein the one or more instructions, that cause
the one or more processors to selectively en-
crypt the packet using the null encryption for TLS
or the combination of encryption associated with
the protocol and TLS encryption, further cause
the one or more processors to:
encrypt the packet using the combination of en-
cryption associated with the protocol and TLS
encryption based on determining that the ver-
sion of TLS to be used does not support null
encryption to generate the encrypted packet.

5. The computer-readable medium of one of claims 1
to 4, wherein the one or more instructions, that cause
the one or more processors to selectively encrypt
the packet using the null encryption for TLS or the
combination of encryption associated with the pro-
tocol and TLS encryption, cause the one or more
processors to:

encrypt the packet using the null encryption for
TLS to form a first encrypted packet; and
wherein the one or more instructions, when ex-
ecuted by the one or more processors, further
cause the one or more processors to:

transmit the first encrypted packet; and
encrypt the packet using the combination of
encryption associated with the protocol and
TLS encryption to generate a second en-
crypted packet,
wherein the second encrypted packet is the
encrypted packet.

6. The computer-readable medium of one of claims 1
to 5, wherein the packet is transmitted for commu-
nicating with a remote device via the tunnel, and
wherein the one or more instructions, when executed
by the one or more processors, further cause the
one or more processors to:

encapsulate the packet with transmission con-
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trol protocol (TCP) encapsulation to generate a
TCP encapsulated packet; and
transmit the TCP encapsulated packet for com-
municating with the remote device.

7. The computer-readable medium of one of claims 1
to 6, wherein the packet is either:

an Internet key exchange (IKE) packet, or
an encapsulating security payload (ESP) pack-
et.

8. A method comprising:

selectively encrypting, by a device, a packet, as-
sociated with a protocol, using null encryption
for transport layer security (TLS) or a combina-
tion of encryption associated with the protocol
and TLS encryption to generate an encrypted
packet,
wherein encrypting the packet using the null en-
cryption for TLS is subject to hashing of a hash
algorithm associated with the protocol; and
transmitting, by the device, the encrypted packet
for communicating via a tunnel.

9. The method of claim 8, wherein the tunnel is a virtual
private network (VPN) tunnel.

10. The method of one of claims 8 or 9, further compris-
ing:
transmitting the packet for communicating via the
tunnel.

11. The method of one of claims 8 to 10, wherein selec-
tively encrypting the packet using the null encryption
for TLS or the combination of encryption associated
with the protocol and TLS encryption comprises:

selecting an encryption algorithm for the TLS
encryption that is at least as strong as an
encryption algorithm associated with the proto-
col; and
encrypting the packet using the combination of
encryption associated with the protocol and
the encryption algorithm for the TLS encryption.

12. The method of one of claims 8 to 11, wherein the
packet is an encapsulating security payload (ESP)
packet.

13. The method of one of claims 8 to 12, wherein selec-
tively encrypting the packet using the null encryption
for TLS or the combination of encryption associated
with the protocol and TLS encryption comprises:
encrypting the packet using the null encryption for
TLS based on determining that a version of TLS to
be used supports null encryption to generate the en-

crypted packet.

14. The method of one of claims 8 to 13, wherein selec-
tively encrypting the packet using the null encryption
for TLS or the combination of encryption associated
with the protocol and TLS encryption comprises:
encrypting the packet using the combination of en-
cryption associated with the protocol and TLS en-
cryption based on determining that a version of TLS
to be used does not support null encryption to gen-
erate the encrypted packet.

15. A device, comprising:
one or more memories; and
one or more processors to:

selectively encrypt a packet using null encryp-
tion for transport layer security (TLS) or a com-
bination of encryption associated with a protocol
and TLS encryption to generate an encrypted
packet,
wherein encrypting the packet using the null en-
cryption for TLS is subject to hashing of a hash
algorithm associated with the protocol; and
transmit the encrypted packet for communicat-
ing via a tunnel.
encrypt the packet using the combination of en-
cryption associated with the protocol and TLS
encryption to generate a second encrypted
packet,
wherein the second encrypted packet is the en-
crypted packet.
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